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Preface

This field manual establishes doctrine (fundamental principles) for tactical counterinsurgency (COIN)
operations at the company, battalion, and brigadel.lelt is based on lessons learned from historic
counterinsurgencies and current operations. This manual continues the efforts of FRIoBi&éyinsurgengy

in combining the historic approaches to COIN viie realities of today’s operational environment (OE)—an
environment modified by a population explosionbamization, globalization, technology, the spread

of religious fundamentalism, resource demand, ckmahange and natural disasters, and proliferation
of weapons of mass destruction. This manual is gemeris geographic focus and should be used with other
doctrinal sources.

e Chapter 1, Operational Environment of Counterinsurgencydefines insurgent
and counterinsurgent while using the operationahttes and mission variables to describe the
OE. Finally, it stresses developing a culture capability for Soldiers and leaders.

» Chapter 2,Foundations of Insurgengycategorizes insurgent groups by their components—
elements, dynamics, astltategies antheir manifestations—tactics, strengths,
and vulnerabilities.

» Chapter 3,Foundations of Counterinsurgencgovers the seven lines of effort, tactical
considerations;lear-hold-buildoperations, and counterinsurgency phases.

e Chapter 4,Planning in Counterinsurgengyarguably the most important chapter, covers
planning for tactical units during counteringancy operations. It also covers planning
horizons and targeting.

» Chapter 50ffensive Operations in Counterinsurgenagldresses offensive techniques used by
tactical units during counterinsurgency operations.

» Chapter 6Defensive Operations in Counterinsurgenagidresses defensive techniques used by
tactical units during counterinsurgency operations.

» Chapter 7,Stability Operations in Counterinsurgenaddresses stability techniques used by
tactical units during counterinsurgency operations.

e Chapter 8 Working with Host Nation Security Forgcesovers the seven steps (MORTEAM)
units use to train, advise, and partner with Host Nation security forces.

The target audience is commanders, staff, and Soldiers of US Army units up to brigade level.

This manual applies to the Regular Army, the Army National Guard (ARNG), and the US Army Reserve
(USAR).

The proponent for this publication is the US Army Training and Doctrine Command. The preparing agency is
the US Army Infantry School. You may send comments and recommendations by any means, US mail, e-mail,
or telephone, as long as you provide shene information required on DA Form 20B&commended Changes

to Publications and Blank Forms

E-mail benn.catd.doctrine@conus.army.mil
PhoN€....cooovviiiiiiiiii CQM 706-545-7114 or DSN 835-7114
USMail..cooooovvveeiiiiiieeeeeee, Commandant, USAIS

8150 Marne Road, BLDG 9230
Fort Benning, GA 31905-5593

Unless this publication states otherwise, mascutioens and pronouns may refer to either men or women.
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Introduction

This manual gives the US Army a common language, concept, and purpose to fight and achieve success in a
counterinsurgency. COIN is a complex subset of warfdnat encompasses all military, paramilitary, political,
economic, psychological, and civic actions taken by a government to defeat an insurgency at the company, battalion,
and brigade levels. To do this, the manual merges traditional approaches to COIN with the realities of the current
operational environment.

The US Army thinking and doctrine on COIN tactics since the end of World War Il have focused on the conduct
of counterguerrilla operations in the later stages offgency. The Army has seen itself as defeating guerrilla
forces—usually communist forces—rather than defeating an entire insurgency. It saw success as something it could
achieve by using the force of arms directly against guerrilla forces. This doctrine of COIN began to take shape shortly
after World War 1l in manuals such as FM 31-@@erations against Guerrilla Forcgd951) and later in FM 31-15,
Operations against Irregular Force§l961). The Army refined its counterinsurgency doctrine during Vietnam

in FM 31-22, US Counterinsurgency ForceFM 31-16, Counterguerrilla Operations(both published in 1963)

and in FM 31-23Stability and Support Operationd972). After Vietnam, the Army split COIN doctrine off from
conventional “high intensity” operations in FM 100-2djitary Operations in Low Intensity Confli¢l990) in which

the “light” forces owned counterinsurgency, and FM 9@8unterguerrilla Operationg1986), where the focus
remained on defeating the guerrilla force. This manual ikigterical successor to FM 90-8. In addition, parts of FM
100-20 have been integrated into this FM, as have the Army’s concept of full-spectrum operations and all elements
of COIN operations.

At its heart, a counterinsurgency is an armed struggléhéosupport of the population. This support can be achieved

or lost through information engagement, strong repredive government, access to goods and services, fear,

or violence. This armed struggle also involves eliminatimurgents who threaten the safety and security of the
population. However, military units alone cannot defeat an insurgency. Most of the work involves discovering
and solving the population’s underlying issues, that is, the root causes of their dissatisfaction with the current
arrangement of political power. Dealing with diverse issues such asland reform, unemployment, oppressive
leadership, or ethical tensions places a premium on tatg@maérs who can not only close with the enemy, but also
negotiate agreements, operate with nonmilitary agencies and other nations, restore basic services, speak the native (a
foreign) language, orchestrate political deals, and get "the word" on the street.

Today’s counterinsurgent battlefield is increasingly clutteséth US, Host Nation, and other coalition forces, each

with its own strengths and limitations. In addition, ltiple insurgent groups, nongovernmental organizations, armed
contractors, and a local population divided into sevethhic groups add to this clutter. A counterinsurgency
long-range plan for a tactical unit combines offensivéerve and stability operations. To achieve the appropriate

ratio between these and accomplish unity of effort among diverse units and actors, units must build long-term plans
around the seven counterinsurgency lines of effort: estatiidlsecurity, establish civil control, support Host Nation

forces, support to governance, restore essential services, support economic and infrastructure development,
and conduct information engagement.

All seven lines of effort are critical to establishingity of effort for actions conducted by US units, Host Nation
security forces, and the Host Nation government. Thesenaatan range from killing or capturing an insurgent cell
known to emplace IEDs, to solving unemployment in an area, to publicizing the opening of a water treatment facility.
Without unity of effort over time, the tactical unit's long-range plan will face challenges in securing the population,
gathering the population’s support, and defeating the insurgency.

Counterinsurgency is an iterative process. Tactical gaitsconduct a wide variety of operations. These can include
anything from a combined cordon and search operation with Host Nation security forces, to a medical operation
to inoculate a hamlet’s children against disease, to a road project to connect a village to the highway, to a loudspeaker
broadcast to inform a village about a recent council meefagardless of the mission,ceessful tactical units learn

and adapt as they discover more about their own streagthfimitations—and the strengths and limitations of the

Host Nation government, the populace, and the insurgents. This manual furthers FM 3-24’s theory that “in COIN, the
side that learns faster and adapts moralhapithe better learning organization—usually wins.”

Each counterinsurgency is unique. Leaders must always execute good judgment, tactical patience, and innovation
to defeat an insurgency. As the US Army continues its lengthy battles against insurgency around the world, tactical
units must continue to focus on securing the support of the population, achieving unity of effort, and learning
and adapting faster than the insurgents do.
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Chapter 1
Operational Environment of Counterinsurgency

“Learn all you can about youAshraf and Bedu. Get to know their families, clans
and tribes, friends and enemies, wells, hills and roads.”

T. E. Lawrence, The 27 Articles of T.E. Lawrence.

FM 3-0 defines an operational enviroami as “...a composite of the conditions,
circumstances, and influences that affect the employment of capabilities and bear on
the decisions of the commander.” The particular operational environment heavily
influences both the nature of insurgent wagfand the methods of counterinsurgency
operations. This chapter helps units define operational environment of COIN by
using operational variables, employing mission variables; understanding the effects
of the operational environment; anchgarehending the importance of cultural
awareness.

Section —OVERVIEW

For more than two centuries, the itdd States military has been callegon to defeat insurgencies like the
Whiskey Rebellion in the eastern United States, the Native Americans on the western plains of the United
States, the Boxer Rebellion in China, Pancho VilléMexico, Augusto Sandino iNicaragua, and the Viet

Cong in Vietnam. Although the Army does have histesamples of COIN operations, our doctrine and COIN
skills atrophied between Vietnam ane tinvasion of Afghanistan. In addition, the woiddncreasingly shaped

by population explosion, urbanizatioglobalization, technology, religiodfsndamentalism, resource demand,
climate change and natural disasters, and prdiiéeraof weapons of mass destruction. The increasing
complexity of the world has made it more challenginggimvernments to maintain order and satisfy the rapidly
growing needs of their populations. As these governments try to maintain their tenuous hold on power,
dissatisfied portions of their population have, like dissatis§jroups for thousands of years, turned to violence

to achieve political goals. Using violente achieve political goals is known @surgency As a result, US

forces have conducted counterinsurgency operatamegind the world in Colombia, Somalia, Kosovo,
Afghanistan, the Philippines, and Iraq. Before depiglg a better understanding of the operational environment
(OE), it isimportant to understand what insurgencies, counterinsurgencies, and the influences shaping the
OE are—

INSURGENCY

1-1. This is anorganized movement aimed thie overthrow of a constituted government through use

of subversion and armed conflict (JP 1-02). They ldistinction between an insurgency and other
movements is the decision to use violence to achieve political goals. An insurgency is typically an internal
struggle within a state, not between states. hoisnally a protracted fiical and military struggle
designed to weaken the existing government’s ppwentrol, and legitimacy, while increasing the
insurgency’s power, control, and legitimacy.

1-2. The majority of insurgencies have been limited to local regions or specific countries. However,
today’s instant communications allow insurgent groups and leaders to communicate worldwide to find
support for their cause, and to support causes they view as compatible with their own goals. External
forces, including nation-states, may support an insurgency for their own benefit. They may also oppose a
competing nation-state that supports the existing government. As a result, modern insurgencies can often
cross multiple countries.
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1-3. An insurgency is made up of components (the five insurgent elements, the eight dynamics,
and one or more of the six insurgent strategies) and manifestations (tactics, strengths and vulnerabilities).
(For a greater understanding of insurgencies, see Chapter 2.)

COUNTERINSURGENCY

1-4. COIN involves all political, economic, military, panditary, psychological, ad civic actions that

can be taken by a government to defeat an insurgency (JP 1-02). COIN operations include supporting a
Host Nation’s military, paramilitarypolitical, economic, psychological, aoiVic actions taken to defeat

an insurgency. Avoiding the creation of new insurgents and forcing existing insurgents to end their
participation is vital to defeating an insurgency. COIN operations often include security assistance
programs such as foreign military sales programs, the foreign military financing program, and international
military training and education programs.

1-5. Counterguerrilla operations, onethother hand, focus on detieg and defeating the armed
insurgent or guerrilla, without solving the society’s underlying problévilitary efforts alone, however,
cannot defeat an insurgency. (For a better understanding of counterinsurgency, see Chapter 3.)

INFLUENCES ON CURRENT OPERATIONAL ENVIRONMENTS

1-6. Eight forces are shaping current operational environments:

POPULATION EXPLOSION

1-7. Population explosion is the rabigrowth of the world’s poputen over the last six decades.

In 1950, the world’s population was52billion people; in 2008, the poptilan is estimated at 6.5 billion
people; and in 2050, the populatioreipected to reach 9 hillion. &population explosn provides more
opportunities for the insurgent toda within the population and placagpremium on winning the struggle

for the populace’s support. As the population continues to grow, governments will struggle to provide their
people with food, water, and power, giving potential insurgent groups an opportunity to exploit a
vulnerable population.

URBANIZATION

1-8. Urbanization is the growth of urban areas tluboth a population surge and migration. In 1950,

29 percent of the world’s population lived in urban areas; in 2008, almost 50 percent of the population
lives in urban areas; and by 2050, it is estimated@Batercent of the population will live in urban areas.

This rapid growth of urban areas indicates that there is a greater potential that future insurgencies will be
fought in urban areas.

GLOBALIZATION

1-9. Globalization is a combination tiie technological, economic, social, cultural, and political forces

that are bringing nation-states and the people ofvbid closer together. These forces are making the

world more interconnected and econcatly linked. Positively, it ha reduced poverty in nations like

China and India. It has increased the gap between rich and poor nations, caused an increased demand
for resources, and may be affecting the climate.

TECHNOLOGY

1-10. Technological developments suak the computer, the interné¢he digital camera, and satellite
television have transformed the world since 1950. Information can be exchanged around the world in less
than a second. This has also eased the reach, impact, and infleerof the media tahe insurgent

and the counterinsurgent. Additidiyathese same technologies, alongth advanced weaponry, have
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dramatically changed the battlefiel@oth insurgents and counterimgants will continue to innovate
and adapt these technologies tolia#lefield of today and the future.

RELIGIOUS FUNDAMENTALISM

1-11. Religious fundamentalism is defined as a beiieftthe infallibility of holy scriptures, absolute
religious authority, and strict adherence to a set sichr@ligious principles without any compromise with
modern life. As nation-states struggle to provide for their people, some of the dissatisfied population, as a
backlash against globalization, wilirn to religious fundamentalisrto provide those needs that the
nation-state cannot. (This is a primary insurgent ideology, and is further discussed in Chapter 2.)

RESOURCE DEMAND

1-12. Demand for energy, water, and food for gimogv populations will increase competition and,
potentially, conflict.

CLIMATE CHANGE AND NATURAL DISASTERS

1-13. Climate change and natural disasters wilnpound already difficult anditions in developing
countries and have the ability to cause humanitacidees, driving regiorly destabilizing population
migrations and raising potential for epidemic diseases.

PROLIFERATION OF WEAPONS OFMASSDESTRUCTION AND EFFECTS

1-14. Proliferation of weapons of mass destioe and effects will increase the potential
for catastrophic attacks, especially if used by failed states or terrorist organizations.

Section —OPERATIONAL AND MISSION VARIABLES

A thorough analysis of the population, the insurgency, and the counterinsurgent using the eight operational
variables and the six mission variables is critical to developing a counterinsurgency plan that can defeat the
insurgency. Even, a tactical unit will use the operational variables as a way to define their operational
environment, which often corresponds to their area of interest (Al).

OPERATIONAL VARIABLES

1-15. Army doctrine uses eight interrelated operational variables to analyze the operational
environment. Known as PMESII-PT gleight operational variables are—

PoLITiIcAL

1-16. The political variable describethe distribution of respongiity and power at all levels
of government. Since an insurgency is fundamgnta struggle for political power, the political
environment in the HN country is cdél. Attention should be paid notsfuto the formal political system
(such as political parties and elected officials) but &siaformal political systems (such as tribes, ethnic
groups, and other centers of power). Long-term succeS©IN is ultimately based on political efforts; all
counterinsurgents must focus on thaitical impact of their actions. Enefore, tactical leaders may be
expected to broker local political solutions.

1-17. Host Nation (HN), US and coalition politicatonsiderations drive the conduct of COIN
operations. This is especially true concerning itnelvement of the US Government and US public
opinion. A major goal of most insurgencies is to influence US public opinion against US involvement as a
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counterinsurgent force. Successfidunterinsurgents must therefore not only prevent insurgents from
obtaining this goal, but also actively work to influence public opinion for the COIN mission.

1-18. Commanders must be prepared to operate within a broad range of political structures. The Host
Nation’s form of government may range from a despotic dictatorship to a struggling democracy.
Commanders at all levels, including platoon leaders and company commanders, need to recognize the
importance of establishing and reinforcing the HN as the lead authority for all operations. This reinforces
the legitimacy of the HN government.

MILITARY

1-19. This variable includes the military capabilities of all armed forces. Most COIN units will need
to analyze the insurgency’s military forces (guerrilldsgal militias, and the Host Nation security forces.
Commanders should consider qualitative aspects, asi@onscription or recruitment systems, economic
basis (to include appropriations system), and positidoroés in national and local government structure.
Additional qualitative considerations are general pnizgtion, training and dodtre, efficiency, rapport

with population, and the police role in the nation’s internal security. For example, a typical US brigade
in Iraq might have to analyze a Sunni guerrillackra Shia guerrilla force, an Iraqi National Police
brigade, an Iragi Army brigade, the Iraqi local police, and a Sons of Irag militia unit.

Econowmic

1-20. The economic variable consists of the gene@nomic categories of an Area of Operations
(AO), such as energy; raw materials; government development policy; distribution of labor and labor
policies; income distribution; nathal food distribution; e market or socialist interface and functions;
consumption patterns; external istt@ent, taxation policy; port authides; movement of goods; consumer
issues; border controls; foreign trade; tariffs; and graft or corruption.

1-21. A low standard of living and a desire for economgform may be a cause of resentment toward

the government. Generally, the counterinsurgentn gheir operations to minimize damage to the
economic structure of an area to avoid causing adverse psychological and economic impacts and to support
economic development.

SOCIAL

1-22. The social variable describes societies witlin operational environment. A society is a
population whose members are subject to the safiteg@oauthority, occupy @&ommon territory, have a
common culture, and share a sensédeffitity. Both insurgents andgnterinsurgents need the support

of the population to be successful. $lagnsurgencies atternpo increase friction between different groups

in a society andto gain or increase support from any group that shares common elements with the
insurgency. These groups may be aligned along racial, ethnic, religious, or social lines. Language
similarities or tradition can also be a reason for alignment. Religious influences often play a major role in
the sociological factors thaffect the insurgent.

1-23. To be successful against insengs in a particular area atmwlavoid alienating the populace,
counterinsurgents must understand the local environment. This includes local social issues and national
issues that effect the local environment. For instance, Afghanistan units may interact with groups
of Pashtuns, Tajiks, Hazaras, Ukbeand Nuristani across their AO.

| NFORMATION

1-24. The information variable invohgethe collection, access, use, nipalation, rapid distribution,
and reliance on data, media, &mbwledge systems—both civilian andlitary—by the global and local
communities. Insurgents seek to control and manipulate how the local, regional, national, and international
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community perceives its cause and events within tperational environment. To achieve this, they try to
control, manipulate, and distribute information.

1-25. Understanding the existing coramication system is important because it influences local,
regional, national, and international audiences. Media coverage, in particular, influences US political
decision-making, popular opiom, and the sensitivities of coalition meers, while the local teahouse may
control the community’s opinion and the “word on the street.” Commanders must use information
engagements to fully achieve their tactical goals.

1-26.  Insurgents observe the actions of both government and COIN forces. Insurgents often use
propaganda to gain creditability and legitimacithwthe population, whilesimultaneously undermining

their opponents. Successful insurtgestrive to seize the moréligh ground on any counterinsurgent
mistakes, both real and perceivéthis includes political, military, emomic, social, religious, cultural,

or legal errors. They will use all available meamcluding the media, nongawnental organizations,

and religious and civic leaders, to get their information out to all audiences.

| NFRASTRUCTURE

1-27. The infrastructure variable includes the basic facilities, services, and installations needed for a
community or society to functionThe state of the infrastructurdetermines the resources required

for reconstruction. Typical key infs&ructure includes sewers, watelectrical, academic, trash, medical
facilities, safety, and other consigtions (also known as SWEAT-MSOJhe degradation or destruction

of infrastructure will negatively affect both the $toNation and its populatioriThus, the degradation

or destruction of infrastructure often helps the insony, especially with respect to propaganda and the
population’s perception of the HN.

PHYSICAL ENVIRONMENT

1-28. The physical environment variable is oftene thimost noticeable aspect of an operational
environment. Terrain affects people, equipment, trafficability, visibility, and the employment of many
weapons. The terrain aspects of each area of operatigstsbe evaluated to determine the impact on both
insurgent and counterinsurgent forces. For COIN operatierrain is categorized as either rural or urban.
Weather and climate influence insurgents, the population, and counterinsurgents, who analyze the weather
to determine its effect on the population’s well-besyd operations. They pay particular attention to
trafficability, visibility, and equipment. Despite weather extremes, most insurgents have an advantage,
since they are usuallyative to the climate.

TIME

1-29. Time affects everything and influences all decisions. However, the population, the
counterinsurgent, and the insurgent often view time differently. Insurgents may design operations with the
intent to influence the Americampolitical process or elections. twmntrast, counterinsurgents must
understand that popular support for extended operations may diminish over time. Figure 1-1 shows the
difference between a western counterinsurgent’s and an insurgent’s perspective of time.
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Figure 1-1. Comparison of insurgent's and counterinsurgent's perspectives of time.

MISSION VARIABLES

1-30. While analysis, in terms of the operationalighles, improves understanding of the operational
environment, it does not lend itselfeittly to mission accomplishment. Faperations at the tactical level,

the Army uses the mission variables of METT-TC (noissienemy, terrain and weather, troops available,

time available, and civil considerations) to help a unit understand its mission within the context of its
specific OE. For COIN, civil considerations are exgplly important. When ecomanders and staff receive

a specific mission, or identify a particular problem, they can draw relevant information from their ongoing
analysis of their OE (using operational variables) to further complement their analysis of mission variables.
Use of the mission variables, combined with the knowledge of the operational variables, enables leaders
to understand the threat, act effectively, and anticipate the consequences of their operations before
and during mission execution.

MISSION

1-31. Mission is the task, together with the purpose, that clearly indicates the action to be taken and the
reason therefore (FM 1-02). At the brigade, battalion, and company level, the COIN force conducts tactical
operations, across seven COIN lines of effort. These incorporate the five stability tasks—establish civil
security, establish civil control, support HN security forces, support to governance, restore essential
services, support to economic development, comdluct information engagement. These tasks are
described in detail in Chapter 3 and Chapter 4. dletifforts may include patrols, raids, and cordon

and searches. Nonlethal efforts may include ndfteg council meetings, engaging tribal leaders,

or repairing damaged infrastructure.

ENEMY

1-32. COIN operations, by nature, involve a confusingran situation, since the enemy generally lacks

a traditional task organization (FM 34-130). Moreotke enemy (insurgents) can have a varying level

of training, capability, commitment, involvement, angberience. In addition tanalyzing the insurgent’s
disposition, composition, strengths, and weaknesses, counterinsurgents must identify and understand the
five elements of the insurgeneyleaders, guerrillas, auxiliary, undeognd, and mass base. Furthermore,

it is important to understand the eight dynamics of the insurgency—its leadership, ideology, objectives,
environment and geography, external support, riiale support, phasing and timing, organizational

and operational patterns. Finally, it is critical to identify which of the six strategies—urban, military
focused, protracted popular waronspiratorial, identity, and composite and coalition—the insurgent

is employing. (For more on insurgency, see Chapter 2.)
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TERRAIN AND WEATHER

1-33. Terrain includes natural features, such agsivend mountains, and man-made features, such
as cities, airfields, and bridges. Weather describes the conditbtsmperature, wind velocity,
precipitation, and visibility at a sgific place and time. When evaluatitig effects of terrain and weather
on COIN operations, the commander should considerfibet® of seasons of the year (to include planting
and harvesting periods); phases of the moon; andatdiaes. In particular, he concentrates on—

» Theeffects of the weatherwhich mainly includes his Soldiers, equipment, and visibility, but
also includes other factors such as mobility;
» Thesuitability of terrain and road netf®r tactical and logistical operations.

1-34.  He focuses on the effects of the terrain on Soldiers, equipment, visibility, and mobility. Units and
staffs study the terrain inlegion to the factors of OAKOC:

» Observation and fields of fire
» Avenues of approach

» Key and decisive terrain

» Obstacles

» Cover and concealment.

TROOPS AND SUPPORT AVAILABLE

1-35. Successful counterinsurgency operations depgrah the commander using his available assets

to maximize force strengths and minimize vulnerabilities. To do this, the commander realistically appraises
the capabilities and limitations of his assets, as well as joint, interagency, international, and multinational
elements, to organize and employ them on suitable missions. In the COIN environment, the tactical unit
must identify, account for, and leverage all HN sigudorces—police, army and paramilitary—to secure

and control the population and disrupt the insurgency.

TIME AVAILABLE

1-36. For tactical operations, time available formpiang and execution varies. Campaigns and major
operations need prolongedripels of time for detailed planning.&®llity operations that address political,
economic, and social issues usually take a considdeaigth of time to complete. As such, after the initial
period of planning, the time available for modified or future planning is often quite long.

1-37. When planning short-term actions such as off@nsperations against fleeting insurgent targets,
planning time is usually short, and information is scarce. Commanders at all levels can use the time
available to them more efficiently by planningntingency missions. One method to reduce planning time

is to codify routine tasks common to similar missions in SOP. When the need to execute a contingency
mission arises, the basic plan can be reviewed and planning expedited by making minor adjustment
as required.

CiviL CONSIDERATIONS

1-38. In COIN operations, the population is vital-asé whoever the populations supports has the
advantage. Consequently, civil considerations are normally the most important mission variable for COIN.
This variable comprises the influence of manmaétastructure on the conduet military operations.
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Section [I—ANALYSIS OF CIVIL CONSIDERATIONS USING ASCOPE

An in-depth analysis of thcivil considerations is vital for theng-term success of tlmunterinsurgent unit.

There are six categories of civil considerations: areas, structures, capabilities, organizations, people, and events,
represented by the useful memory aid, ASCOPE (Figure 1-2). During intelligence preparation of the battlefield
(IPB), the commander and staff analyze civil consiilena from several perspectives—the population, the
insurgents, and the counterinsurgents—to determine the effects on friendly and enemy courses of action.
Analyzing the six categories of civil considerations from multiple perspectids in understanding of the OE,

and helps to isolate the insurgents from the population (FM 3-0 and FM 6-0).

Areas

Structures

Capabilities

Organizations

People

mioj|jojO|n|>

Events

Figure 1-2. ASCOPE.

METHODOLOGY

1-39. While analyzing civil considerations, countesimgents should develop both ASCOPE matrixes
and map overlays. Developing these products shouldidne in partnership with HN security forces
and local government officials. Efftive civil considerations analysis facilitates understanding. Table 1-1
lists typical examples in eadf the ASCOPE categories.
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Table 1-1. Typical civil considerations within each ASCOPE category.

Area Structure Capabilities Organization People Events
Tribe Cemeteries Sewer Tribal Phones Weddings
Families/Clans Religious Water Family/clan Speeches Birthdays
shrines
Ethnicity Houses Electrical Religious Face-to-face Religious
of worship meetings gatherings
Religion Bars/tea shops | Academic Ethnic Media/radio Funerals
Economic Social Trash US/coalition Media/TV Major religious
districts gathering forces events
places
Smuggling Print shops Medical Governmental Media/print Anniversaries
routes agencies (newspaper) of wars
or battles
National Internet cafes | Security Farmers or Visual Holidays
Unions (graffiti, signs)
Social classes Television Market (use Community Visual (videos, Harvests
and goods) DVDs)
Political districts | Radio station Employment Military or militia Audio (pirated Reconstruction
and commerce | units or illegal radio) openings
Military districts Hospitals Crime lllicit organizations | Rallies Town
and justice or demonstrations | or council
meetings
School districts Banks Basic needs Insurgent groups | Restaurants Elections
Road system Dams Public health Gangs Door-to-door Sports events
Water sources Bridges Economic (jobs) | Businesses Internet
organizations
Water coverage | Police stations [ Religion Police Markets
Water districts Gas stations Displaced Nomads Sports
persons
and refugees
Construction Military Political voice Displaced Religious
sites barracks persons gatherings
and refugees
Gang territory Jails Civil rights, Volunteer groups | Parks
individual rights
Safe areas/ Water pumping Intergovernmental | Family gatherings
sanctuary stations organizations
Trade routes Oil/gas Political Gas lines
pipelines
Power grids Water lines Contractors Bars/tea shops
Power lines NGOs Food lines
Storage Labor unions Job lines
facilities
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CIVIL CONSIDERATIONS OVERLAY

1-40. The civil considerations overlay provides insights to the area of operations by identifying
sectarian fault lines, demographic groups, and their issues. Figure 1-3 shows an example of a civil
considerations (ASCOPE) overlay.

Area - Sunni sector of AO
Cold Steel
Structures:
- School
- Mosque
- Police Station
- Foot Bridge
Capabilities
- S —Amber
- W - Amber
- E - Amber
- A-Green e,
- T-Amber o
- M —Red (no clinic in AO) &’ 5
- S—Amber
* Organizations
- Sunni Tribal Party HQ
People
- Tea Shop
- Person X
Events
- Council Meeting - Weds
- Mosque Sermon - Friday

Figure 1-3. Civil considerations overlay.

CIVIL CONSIDERATION MATRIXES

1-41. A separate matrix is a useful tool for eachthedf six ASCOPE categories for any demographic
group. Also helpful is an ASCOPE map overlay tladws the boundaries of each identified demographic
group. The government’s districtpdlice, utilities, political) often falalong natural demographic lines.
When they do not, the boundary conflicts with how the population defines its neighborhood. This can
cause friction between the populatiomdaggovernment. For each area, staffght want to first identify the
demographic group it contains. Then, they can work through the rest of the ASCOPE categories. For
example, a unit with an ea that has two main tribes should depea separate ASCOPE matrix for each
tribe. Three key perspectives aid in understanding the categories of ASCOPE:

POPULATION OR POPULACE

1-42. This refers to the local community.
INSURGENT

1-43. This refers to any group illegally impeding then€tions of the government, such as insurgents,
militias, gangs, criminals, foreign agents, and terrorists.
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COUNTERINSURGENT

1-44. This refers to the perspective of the foraaed groups conducting the counterinsurgency and those
supporting them. These elements can include HN ggdarces, local police, government leadership
and employees, US military, govemant agencies, Provincial weatstruction teams, and coalition
members.

AREAS

1-45. This term refers to the spedflocalities within anAO, where a particular demographic group s
lives, neighborhood by neighborhood and block byckl Unless a unit occupies an ethnically
homogenous area, it will have multiple “areas” within its AO. In addijta single demographic area may
cross several unit boundaries. Examples of specific areas include—

» Those defined by political boundasi such as city distriebr regional municipalities.
» Social, political, religious, or criminal enclaves.

1-46. Once a unit defines the geographic area occupied by a demographic group, then it should
complete the remainder of the ASCOPE for that arbay repeat this for other areas. Table 1-2 shows an
example area matrix. Columns in this matrix include—

Area

1-47. This column names or describes each of theasehs of a unit's AO, such as tribal, religious,
economic, or political districts.

Location

1-48. This column describes the location or boundaries of each group. These boundaries will rarely be
pure, since often groups overlap.

Population
1-49. This column describes how the population perceives and uses the area.

Insurgent
1-50. This column shows how the advarg perceives and uses the area.

Counterinsurgent
1-51. This column describes how counterinsurgents look at and use this area.
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Table 1-2. Example area matrix.

From the Perspective of

Area

Location

Population

Insurgent

Counterinsurgent

Group/Tribe A

Grid

Safe haven;

Area provides

Nonpermissive

(specific name) coordinates/boundarie | Provides early freedom of terrain. All roads in
s, for example warning from movement, area are high
attack; protection from threat. History of
community government IEDs/SAFs.
watches out for | forces, cache
each other sites, safe
houses
Religious Group A Boundary Perspective is... | Perspective is... | Perspective is...
Political District A Boundary Perspective is... | Perspective is... | Perspective is...
STRUCTURES
1-52. Existing structures can play many significant roles. Bridges, communications towers, power

plants, and dams are important infrastructure. @theuch as churches, mosques, national libraries,
and hospitals are cultural sites, play importadesan the community. Still others are facilities with
practical applications such as jails, warehousesyisébm/radio stations, and print plants. Some aspects

of the civilian infrastructure, sucés the location of toxic industriahaterials, may influence operations.
Analyzing a structurenvolves determining how its locatiorfunctions, and capabilities support an
operation. Commanders also consider the consequerfeesing a certain structure. Commanders must
carefully weigh the expected military benefits against costs to the community that will have to be addressed
in the future. Table 1-3 shows an example citmes matrix. Considerations for each of the
columns include—

Structure

1-53. This identifies, defines, and names the specific structures within the AO.
Location

1-54. This describes the specific locatiomi¢gcoordinates) of each structure.
Population

1-55. This describes how the population perceives and uses the structure.
Insurgent

1-56. This describes how the insurgent perceives and uses the structure.

Counterinsurgent

1-57. This describes how counterinsurgents look at this structure.
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Table 1-3. Example structures matrix.

From the Perspective of

Area Location Population Insurgent Counterinsurgent

Hospital (specific name) | XM123456 Needed medical Can provide black | Funding and
care, however, market meds to fill | personnel
shortage of staff shortages shortfalls, needs
and meds expanding

Houses of worship Grid Perspective is... Perspective is... Perspective is...

coordinates
Police stations Grid Perspective is... Perspective is... Perspective is...

coordinates

CAPABILITIES

1-58. Capabilities refer to the ability of local authorities to provide citizens with key services such
as public administration, public safety, emergenayises, and food. Capabilities include areas in which
the populace may need help after combat operatmnd) as public worksnd utilities, public health,
economics, and commerce. Capabilities also refaedources and services that can be contracted
to support the military mission such asintetpre, laundry services, construction materials,
and equipment. The Host Nation or other natiorghtprovide these resources and services. Commanders
and staffs analyze capabilities from different perspectives. They view capabilities in terms of those
required to save, sustain, or enhance life, in that priority.

1-59.  Within each demographic group, identify whadsponsible overall for each item that is required
to save, sustain, or enhance life. Include préiegisneeds as well as the needs of the populace after
combat operations or disaster. This will play a large part identifying root causes of the insurgency. These
items are listed here as well but the focus is ¢ vs responsible for each item. Table 1-4 shows an
example capabilities matriConsiderations for each of the columns include—

Capabilities
1-60. This, at a minimum, describes the SWEAT-M$$§ewer, water, electricity, academic, trash,
medical, safety, and other considerations) items.

Status
1-61. This lists the status of eachtbe SWEAT-MSO items, for example—

Red

1-62. Nonexistent or nonfunctioning.

Yellow
1-63. Present but not fulfilling the requirementf the population, needs labor/parts/fuel
to maintain, expected to fail without support.

Green

1-64. Satisfactory to sustain population.

Population

1-65. This lists individuals that the populati consider responsible foreach specific
SWEAT-MSO item.
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Insurgent
1-66. This shows the perspiaee of the insurgency.

Counterinsurgent
1-67. This lists the individual the local governmeminsiders responsible for each SWEAT-MSO item.

Table 1-4. Example capabilities matrix.

From the Perspective of
Area Location Population Insurgent Counterinsurgent
Sewer Often red in Blame tribal sheik; | Major issue to use | City manager
slums hurts economic against tribal places low priority
development sheiks; will destroy | on this tribal area
repairs
Water Grid Perspective is... Perspective is... Perspective is...
coordinates
Electrical Grid Perspective is... Perspective is... Perspective is...
coordinates

ORGANIZATIONS

1-68. Organizations are nonmilitary groups or institutiemghe AO. They influace and interact with
the populace, military units, and each oth@rganizations generally havehararchical structure, defined
goals, established operations, fixedifities or meeting places, and a meafhfnancial or logistic support.
Some organizations may be indigenous to the atedn as tribes and ethnic based groupings. Other
organizations include church groups, fraternal, pidrior service organizations, labor unions, criminal
organizations, political parties, and community Wagcoups. Other organizationsay come from outside
the AO. Examples of these includmultinational corporations, Unitedations agencies, US governmental
agencies, and nongovernmental organizations (NGOgJe Tla5 shows an example organizations matrix.
Considerations for each of the columns include—

Organization

1-69. This identifies, defines, and names the specific organizations within the AO. Some may be

identified in the area matrix but this gives the details of the group where the area matrix gdéstifie
location.

Location
1-70. This shows the specific location (gidordinates) of each organization.

Population
1-71. This shows how the population perceives and uses the organization.

Insurgent
1-72. This shows how the insurgent perceives and uses the organization.

Counterinsurgent
1-73. This tackles how the counterinsurgents look at this organization.

1-14 FMI 3-24.2



Operational Environment of Counterinsurgency

Table 1-5. Example organizations matrix.

From the Perspective of

Area Location Population Insurgent Counterinsurgent

Tribal XM123456 Tribal loyalties and | Looks to increase | Must include tribal
interactions intertribal strife, leaders in
dominate life violence government

Political Grid Perspective is... Perspective is... Perspective is...

coordinates

Social Grid Perspective is... Perspective is... Perspective is...
coordinates

PEOPLE (MEANS OF COMMUNICATION )

1-74. An important aspect of people is how they communicate. The term people includes all civilians
within the AO or Al whose actions or opinions can affect the mission. Both formal and informal means
of passing information, actions, opins and political influence, argitical to understanding the AO. All
counterinsurgents should look for the obvious visunl @udible signals as well as where people gather.
Visual examples include graffiti, posters, signdlbbards, murals, videosind DVDs, and television.
Audible examples include pirated radio broadcasts, loudspeakers from a Mosque, someone reading to a
group, speeches, and religideachings or services.

1-75. Most people who serve as the spokesmen in the community (community, labor, and religious
leaders) should also appear in the people matrix. If the counterinsurgent's information dissemination
techniques differ from the insurgentiis difference could explain why the enemy’s propaganda campaign

is more credible, timely, and considered to be more legitimate by the target audience. Table 1-6 shows an
example people matrix. Consideratidos each of the columns include—

People

1-76. This column identifies, defines and names the specific methods people use to communicate in this
area or key communicators.

Location

1-77. This column shows the locations where peopbmmunicate or where key communicators live
and work.

Population
1-78. This column describes who the population peregias being a key source of communication.

Insurgent
1-79. This column shows who the insurgents use to communicate with the population.

Counterinsurgent
1-80. This column shows who the HN uses to communicate with the population.
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Table 1-6. Example people (means of communications) matrix.

From the Perspective of

Area Location Population Insurgent Counterinsurgent

Phones Grid Local store owner | Unknown Tribal and
coordinates community leader

cell phones

Mass Media - Radio Grid Individual names... | Individual names... | Individual names...
coordinates

Religious services Grid Individual names... | Individual names... | Individual names...
coordinates

Individuals such as Grid Respected leader | Enemy of the Tolerated because

mayor, police chief, of coordinates believed to be people not from same

store owner unbiased ethnic group

EVENTS

1-81. Events, both public and private, amitine, cyclical, planned, @pontaneous activities that affect
organizations, people, and military operations. Examples include national and religious holidays,
agricultural crop/livestock and market cycles, electiadgl disturbances, and celebrations. Once tactical
units determine significant events, they must template the events and analyze them for their political,
economic, psychological, environmental, and legal implications. Table 1-7 shows an example event matrix.

Event

1-82. This column identifies and listl events important to the populace. This includes annual events
such as religious holidays; seasonal harvests gmation of insurgents; or more frequent events like
council meetings, religious services, and special shopping days.

Location

1-83. This column shows the locati, normally in military format and includes a date-time-group
(DTG).

Population
1-84. This column describes the population’s perception of the event.

Insurgent
1-85. This column comments on the insany’s perception of the event.

Counterinsurgent
1-86. This column comments on haive HN perceives the event.
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Table 1-7. Example event matrix.

From the Perspective of

Area Location Population Insurgent Counterinsurgent
Religious Festival XX Route XYZ One religion Gives an Religious freedom
approves; another | opportunity to must be accepted
disapproves promote religious
strife
Fire Station XX Opening | Grid Perspective is... Perspective is... Perspective is...

coordinates

Funeral for XX Grid Perspective is... Perspective is... Perspective is...
coordinates

Section IV—EFFECTS

Describing the effects of the operational environment is the second step in IPB. It involves taking the facts
about an area of operations grouped by mission vasiabfderrain, weather, and civil considerations

and analyzing them to arrive at a conclusion alibeir effects on enemy and friendly courses of action.

In addition to the normal analyticabdls, examining each of the preredpgis of an insurgency and the root
causes that lead to the insurgency have proved teséfel in identifying long-term societal problems. These
problems lie at the heart ofthe competitionr fthe population’s supportetween the insurgent

and counterinsurgent.

PREREQUISITES

1-87. There are three prerequisitesr &m insurgency to be suasful inan area—a vulnerable
population, leadership available for direction, and lack of government control. When all three exist in an
area, an insurgency can operate with some freedom of movement, gain the support of the people,
and become entrenched over time.

VVULNERABLE POPULATION

1-88. A population is vulnerable if the people have reaperceived grievances that insurgents can
exploit. The insurgents can erjfil the population by offering hope rfohange as well as exploiting
political, economic, or social dissatisfaction withe current government. gap between population’s
expectations and the capability to meet thesee&gtions may cause unrest within the population,
including turning to insurgency. The larger the gap, the greater the population’s perceived, or relative,
sense of deprivation between what thaye and what they perceive they should have. Similarly, the larger
the gap, the more susceptible the population is to insurgent influence through promises to close the gap.

L EADERSHIP AVAILABLE FOR DIRECTION

1-89. A vulnerable populatioalone will not support an insurgency.ére must be a leadership element
that can direct the frustrations of the population. If igeats can recruit, co-ogir coerce local leaders or
the local leaders are part of tinsurgency, these leaders caredirthe frustrations of the populace.

LACK OF GOVERNMENT CONTROL

1-90. Real or perceived lack of govenental control can allow insurgesnto operate with little or no
interference from security forces or other agencidse greater the control the government has over the
situation, the less likely are the chances for insurgeacess. The opposite is also true. If the government

is not providing what the people believe their government should, insurgents may provide an alternative
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government, or “shadow” government, or they mayatyenullify governance to allow freedom of action
and movement, depending on their end state. Host Nation failure to see or admit that there is an issue
or outright refusal to change can further strengthen this prerequisite.

ROOT CAUSES

1-91. There are five general categories of root causesisargencies. A root cause is the basis of a
grievance among the population. Some or all of these grievances may fuel an insurgency to varying
degrees. The importance of the rgauses, or even their existencan change over time. Additionally,
insurgents may be adept at manipulating or creating root causes and grievances to serve their purpose.

IDENTITY

1-92. Many factors impact a person’s sense of idenbtyt membership in a socio cultural group may
have the deepest influence. Strong feelings based on identity can beliot edtif the group identity

of the majority of the members of the Host Nation government, potentially leading to insurgencies with
secession or political overthrow as goals. External nations with similar social identities as the insurgents
may assist.

RELIGION

1-93. While religion is often a primary identity, it cdrecome important enough to be a considered a
separate identity unto itself. In this way, religidusdamentalism or extremism can become a root cause
of an insurgency in and of itself. External grougghvgimilar extremist religious views as the insurgents
may assist.

OCCUPATION OR EXPLOITATION

1-94. Popular perception of outsiders either occagythe HN, or excessive HN pandering to outsiders,

can be a source of insurgency. For example, foreigsinesses can dominate critical portions of the local
economy. This can occur to the point that some may feel that they or their country are being exploited.
An outside military presence or military treaty may offend national sentiment. The mere presence
or specific actions of foreigners may offend religious or cultural sensibilities as well.

Econowmic FAILURE

1-95. Pervasive and desperate poverty can often be a root cause of an insurgency. Starving young
people without jobs or hope are ripe for insurgent recruitment. A large gap between the vast poor majority
and a small extremely rich minityr will exacerbate these issues.

CORRUPTION AND REPRESSION

1-96. Corruption and repression can lead to popular dissatisfaction with the current government.
Rampant corruption leads toe loss of HN legitimacy and possibly asite to change or replace the Host
Nation government.
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Section V—CULTURAL COMPETE NCE AND SITUATIONAL AWARENESS

Culture can be defined as the set of a system of shared beliefs, values, customs, behaviors, and artifacts that
members of a society use to cope with their world@melanother. Since all wars are fought in and amongst a
population, the Army seeks to develop an abilityutderstand and work with a culture forits Soldiers

and leaders. Cultural cability is the blend of individual copetence inunderstanding the general
characteristics and the characteristics of specific cglfuterived from a cumulative set of cultural knowledge,

skills, and attributes to help forecastd favorably influence the behaviortbe target group or society. This

section will define culture; identifthe two major components of cultucapability—cross-dtural competence

and regional competence; and discuss the three cultural proficiency levels—cultural awareness, cultural
understanding, and cultural expse—within a clture capability.

CULTURE

1-97. Each society is composed of both a social strecand culture. Social structure refers to the
relations among groups of persons within a system of groups. Social structures persist over time. That is, it
is regular and continuous despite disturbances, tlze relation between the parts holds steady even

as groups export contract. In an army, for example, the structure consists of the arrangement into groups
like divisions, battalions, and companies, and the hibyaiof ranks. In a socigt the social structure
includes groups, institutions, organizais, and networks. Social strudtinvolves the arrangement of the

parts that constitute society, the organization of social positions, and the distribution of people vgthin tho
positions. Some elements of the sbsitructure are considered here:

SocliAL GROUPS

« What are the major groups both inside and outside their AO?

« What are the formal relationships, such as treaties or alliances; and the informal relationships
such as tolerance or friction between groups? What are the cleavages between groups
and crosscutting ties, for example, religialignments that cut across ethnic differences?

» Do the insurgent leadership and their rank and file belong to separate groups? Does the
population belong to a different social group than the insurgents? Can seams among insurgents
or between insurgents and the population be widened?

« How do people identify themselves (tribes, religions, ethnicity, provinces/regions, classes,
occupations, and common language)?

» Are there a large number of homeless, refugemsatters, internally displaced persons (IDPs)?
What do the people think of them?

NORMS, ROLES, AND STATUSES

« What are the expected behaviorel€s) ofpeople in different social status? How should a
parent, political leader, military figure, or religious leader behave? What are the appropriate
treatments for women and children? What are the common courtesies, such as gift giving?
What are the local business practjcasch as bribes and haggling?

» What are the traditional radeof each family member?

* What are people in the socieéxpected to do (norm)? Normmsay be either moral (incest
prohibition, homicide prohibition) or customary (prayer before a meal, removing shoes before
entering a house). How important is being on time in the society (business, social gatherings)?

 What are the punishments (formal and infojrfak role violations? What will the people
disapprove of? What are the requirements for revenge if honor is lost?

Interrelated Nature of Culture

1-98. Culture islearned, shared by membersa ofsociety, patterned, ahgeable, arbitrary,
and internalized, in the sense that it is habitual, taken for granted, and perceived as “natural” by people in
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the society. Culture conditions the individual's ramf@ction and ideas, including what to do and not do,

how to do or not do it, and whom to do it with or not to do it with. Culture also includes under what
circumstances the “rules” shift and change. Culinfliences how people make judgments about what

is right and wrong, assess what is important and unimportant, categorize things, and deal with things that
do not fit into existing categories. Cultural rules are flexible in practice.

Taxonomy

1-99. One simple way to show a culture is to build a chart that systematically distinguishes, orders,
and names groups—a cultural taxonomy. In order to 9 baders and staffs must define a culture’s
influences, variations, and manifestations. Cultural influences and cultural variations expiaite
culture is the way it is. Cultural manifestations refewt@t one may encounter in a culture. Figure 1-4
shows an example of a culture’s taxonomy.

Cultural Influences Cultural Variations Cultural Manifestations
History Values Planning Style
Language Individualism vs Collectivism View of Authority

Geography Power Distance Negotiation Styles

Religion Willingness to Compromise
Communications Risk Avoidance

Political Science Time to Decision

Military Arts and Science

Formality vs Informality
Uncertainity Avoidance
Relationship vs Deal

Sociol Focus

ociology Long vs Short Term
Cultural Anthropology Orientation
Economics Time Orientation
Education »
Art, Music, Entertainment Cognition
Literature Reasoning Styles
Food and Drink
Psychology

Law and Criminal Justice
Science and Technology
Philosophy

Figure 1-4. Taxonomy of culture.

ELEMENTS OF CULTURE

1-100. The size ofa nation, its diverse subculturelifferent educationallevels and geographic
backgrounds contribute to a great range of cultural variances amongst individuals and groups. Members
of the population view cultural influences differentlgpending on their geographic location or identifying
group. Some elements of culture should be identified and evaluated in a counterinsurgency operation. The
following questions can aid units in defining the different elements of culture:

History

* What are the major wars, massacres, eonflicts that shaped the culture?

» What are some of the great leaders, heroes, or legends in the nation's history?

» What are some of the villains (infamous) people in the nation's history?

» Who founded the country? Who brought it to its modern form?

« What are some of the significant eras, geti@na or major shifts ina nation that are
significant?
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Language

Geography

Religion

What are the common languages or dialects spoken?

Standard words and phrases universallicultures (formal and informal):

— Hello

— Goodbye

— Please

— Thank you

— You're welcome

— How are you?

— May | help you?

Common sayings in a culture, for example, "God bless you" or "God save the Queen."
"Excuse me" or "Pardon me."

Toasts with appropriate beveragegtsas coffee or beer, are sociable.

Grace or well wishes (for food)—meals are sociable.

What are the common sayings, clichés, or slang?

What is customary during greeting angbdeing (shake hands, kiss, and bowing)?

What typically defines a community or neighborhoods, for example, economic, ethnic, tribal,
religious, or political traitsWhere are the neighborhood boundaries?

Where do new arrivals, immigrants, workers, and IDPs typically come from? Why did they
migrate here? Is the migration seasonal, temporary, or permanent?

What are the most significant local natural and man-made landmarks and structures (religious,
historical, cultural, etc)?

What are the main religions?ttsere an official religion?

What are important religious events and holidays?

What is the role of religious leaders within the society?

What is traditional for funerals and mourning?

Are there any tensions in the nation due to religious differences?
What are the tenets of the main religions?

Communications

How do people communicate?

How do the people receive information? Radid, newspaper, meetings, word of mouth)?

Where do the people usually gather? Bars, tea or coffee shops, cafes, or markets?

Where do people socialize or congregate randomly in previously unrecognized manners, for
example, wait in long lines, for day labor, in traffic, or at sporting events and tournaments)?
Who are the principal communicasowithin the local community?

Political Science

How do people view the role of the Host Nation government?

What are the roles of and how importarg aivilian (nongovernmental) community leaders?
What are the major political parties?

Is the local government effective? Why or why not?

What civil and human rightdo the populace hold most sacred?

Is the government secular or religious?

Does the country have a constitution, documguitieline that lays out the role of government,
rights of the people, and laws?
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Military Arts and Science

Sociology

How respected is military service in the culture? How are veterans treated?

Who are some of the famous military leaslor revolutionaés in the country?

Is there an NCO corps? How are NCOs sel2tWhat are their duties and responsibilities?
What is their relationship with officers and Soldiers?

What oath of allegiance, if any, do miers of the military swear upon enrollment?

What colors, banners, symbols, or uniforms do antigovernment forces use?

Do the people identify themselves with organizations or affiliations (tribes, religions, ethnicity,
provinces/regions, classes, occupations, and common language)?

What are the major problems and underlying issues with the people (root causes)?

Are there a large number of homeless, refugemsatters, internally displaced persons (IDPs)?
What do the people think of them?

What is customary in dealing with guests or strangers? Are people friendly or guarded with
strangers?

What are some of the core valuegtsd people that define who they are?

What is the daily or weekly schedule of mastizens (wakeup, meals, work, social time,
sleep)?

Cultural Anthropology

Economics

Education

Have current warring groups/factions ever liwidie-by-side in peace? What changed?
What are some of the key cultural aspects of the local tribes or nomadic groups?
What are the traditional radeof each family member?

Whom do the people look to for leadership (governmental and nongovernmental)?
How important is being on time in the society (business, social gatherings)?

How do they correct social mistakes?

What export or local product are the people known for and the most proud of?

Are bribes or "gifts" normal in dealing with businesses, government officials, or police? What
is acceptable (levels of corruption)?

What infrastructure is required to support economic growth (electricity for factories, roads
to move produce, security tomiinize extortion/black market)?

What is the daily wage of an average waflaborer? Which jobs are considered honorable?
What economic organizations are important and influential in the society (labor unions,
merchant guilds)?

Is there a local black market? Who is involved, what products, and how tied to the community
and local government?

Are prices fixed or negotiated in normal commerce?

What is the literacy rate?

Who goes to school (males, females, all, optional)? What is the last year of general public
education?

Are public schools secular or religious? How?

What influence do local universities have, for example, do the professors promote radicalism
and do the schools serve as recruiting centers?

Art, Music, and Entertainment

1-22

How important is the national anthemtte populace? What do the lyrics mean?
What types of music do the most people listen like?
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Literature

What types of movies do they like?

What are their favorite holidays, and how do they celebrate them? What types of food do they
eat during holidays and special occasions?

What are some of the most popular hobbies and recreations?

What types of stories do children read?atare the morals of these stories?

What stories, fables, and epics, oralvwaitten, pass down through families or communities?
Do these help define the culture?

Who are the most famous—or infaos—characters in popular literature?

What are some the legends of the nation's past?

What are the popular books, and who are the controversial authors (past and present)?

Food and Drink

Psychology

What is the local cuisine?

What are some typical or traditional foods and drinks?
How are they prepared?

How important is sharing a meal?

Is there any food or drink culturally forbidden?

Who or what do people fear?

Rank the following from 1 (most important) to 7 (least important):
— God

— Family

— Tribe

— Neighborhood

— Country

— Political party

— Ethnic group

Rank the following from 1 to 7 (most to least important):

— Esteem needs (self-esteamd respect of others).

— Safety needs (security and stability).

— Self-actualization (meet ones potential).

— Love needs (belonging).

— Physiological needs (basics nssi#éies—water, food, shelter).

Law and Criminal Justice

Who makes and enforces the local laws? What justice can the victims or their families
exercise?

What are the basic rules of the road, traties, and right of way? Are they followed?

What types of organized crime exists? What symbols, colors, graffiti, or uniforms do local
gangs or organized crime use? What does emehn (marks territoryidentifies targets,
intimidates populace)?

How do the people feel about corporal punishment and capital punishment?

What could dishonor an individual, family, group? How do you correct serious situations
between individuals, families, or groups or families?

Science and Technology

Does the country or area have Intdraervice? Satellite or hardwired?
Does the enemy use the Internet? How and why?
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» What Internet sites are forbidden or blocked?
» What is the country recognized for inventingdiscovering? What do the people generally
believe their country invented or discovered?

CULTURAL VARIATIONS

1-101. Cultural variations are the behaviors, valuasg interests common to a culture. Understanding
these variations allows US and HN security forces to interact and thus to operate more effectively
in negotiations, advisory roles, poptibn control, and daily interion with the populace to gain better
cultural competence.

Behaviors

1-102. A culture’s behavior consists of actions whican be sensed; specifically a group’s language,
social mores, customs, structures, and instibgti Culturally competent units understand and train

to recognize these behaviors as a means to identify insurgent actions, anticipate the population actions,
and detect subtle changes within the populatiortioAs inconsistent with the population’s behavioral
norms could be indicators of guerrilla activity, internal conflict, or the confirmation or denial

of intelligence. Living and operating among the pafioh is essential tonderstanding population
behavior.

Values

1-103. Values are the principles the population uses tauetlalternatives or consequences of decisions

and actions. A value is a concept that describes the beliefs of an indimiduedureand is identity based,

for example, Army Values. Values are how people wtdad what they are and what they will and will

not tolerate. Values define their sense of honorrasgect. Values are often unchangeable. Soldiers never
attempt to change the population’s values, confuse its interests with its values, or use its interests in an
attempt to alter its values. During tactical operadi counterinsurgent forcgsioritize the population’s

values over its interests to demonstrate thestHgation government’'s ¢gtimacy in supporting the
population.

Interests

1-104. An interest is what the population wants or desires for a group’s benefit or advantage (it is often
perceived as a right or legitimate claim). An interest may be flexible and can change. Interests are linked to
the situation, such as what people want at present. US perceptions should not dictate what the population
needs and wants. The insurgency likely understands these needs and wants and eagerly exploits them
to gain support, as well as to turn the popaflatiway from the HN government. A vulnerable population
gravitates towards who it feels best understands and satisfies its needs and wants. During tactical COIN
operations, the counterinsurgent must know the local population’s difference between a need and a want
and not operate with a US cultural bias.

CULTURAL MANIFESTATIONS

1-105. Cultural manifestations are the concrete dispt#yes culture’s thought and behavior measured by
the senses. It is how a population demonstrateviéss on authority, lagmacy, negotiation style,
compromise, and other similar thoughts and behaviors.

CULTURAL CAPABILITY

1-106. Cultural capability has two major components:
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CROSSCULTURAL COMPETENCY

1-107. Cross-cultural competend{BC) includes general cultural kntedge, skills, and attributes. All
Soldiers must devote time to developing cross-cultural competency. It forms the foundation
for understanding any culture, anddsveloped by studyg the humanities, including movies and other
media; traveling to other countries; and personatigracting with people from countries outside the US.

REGIONAL COMPETENCE

1-108. Regional competence includes culture-specific kndgée skills, and attributes that pertain to a
given country or region. Regional competence istiped by lifelong study of a region and tailored
training during preparation for a deployment.

CULTURAL PROFICIENCY LEVELS

1-109. As Soldiers develop cross-cultural competrand regional competencies over time, broad
descriptions of their proficiency levels show thepttheof their knowledge, skillsand attributes in those
competencies. These descriptions represent rdaté that culture and foreign language education
and training are designed to achieve. The followingagr@phs define the cultural proficiency levels,
and Figure 1-5 shows how they change over time:

Cultural
Expertise
Cultural
Understandi
" nderstanding Regional
L Competence
E Cultural Regional
3‘ Awareness Competence
L
Regional
Competence
Cross-cultural
Cross-cultural Competency (3C)
Competency (3C)
Time

Figure 1-5. Changes in cult ural capability over time.

CULTURAL AWARENESS

1-110. This proficiency level describes Soldiers who demonstrate basic cross-cultural competence in all
three subcomponent areas: culture fundamentals, dudelfaawareness, and culture skills. They will have
a minimal level of regional competence necessapetéorm assigned tasks anspecific geographic area.
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These Soldiers will be able to describe key cultarens, factors, and concepts. Additional characteristics
of cultural awareness are—

» Cultural awareness sets the conditionke#on about foreign cultures and people.
e Cultural awareness includes Soldiers who hameappropriate mind-set and a basic culture
capability.

CULTURAL UNDERSTANDING

1-111. This proficiency level describes Soldiers and leaders with well-developed cross-cultural
competence. They will have a comprehensive levet¢gibnal competence thallows them to accomplish

the mission in a specific geographic area. These Soldiers will be able to apply relevant terms, factors,
concepts, and regional information to their tasks and mission. Additional characteristics of cultural
understanding are—

» The proficiency category of cultural understangdincludes Soldiers who are familiar with a
specific region and have the ability to iti&n economic, religious, legal, governmental,
political, and infrastructural features of a specific region.

 Cultural understanding also includes Soldiers who are aware of regional sensitivities regarding
gender, race, local observances and Ipeateption of the US and its allies.

CULTURAL EXPERTISE

1-112. Cultural expertise is a proficiency level thdéscribes culture professionals and leaders who
possess an advanced level of croskural competence. They will hawsn advanced and sophisticated

level of regional competence pertaining to a specific geographic area. These Soldiers will be able
to integrate and synthesize terms, factors, concepts, and regional information into plans, programs,
and advice to commanders. In addition—

* In most cases, cultural expertise entails some degree of proficiency in a language or a few
relevant languages; proficiency in the skillsatttenable effective oss-cultural persuasion,
negotiation, conflict resolution, influence, or leadership; and an understanding of the most
salient historic and present-day regional structural and cultural factors ofa specific
geographic area.

» Cultural expertise also describes Soldiers and leaders with the ability to advise commanders
of the region on military operations.

CULTURALLY INFLUENCED SITUATIONAL AWARENESS

1-113. Situational awareness, the goal of every leader and Soldier, is the immediate knowledge of the
conditions of the operation, constrained geografiigicand in time (FM 3-0). Culturally influenced
situational awareness allows counterinsurgents to detect subtle indicators of change orthreat in the
operational environment and understand how this afifiéct insurgent decisns and planning. When
conducting counterinsurgency opoas, cultural capability isa lge part of achieving culturally
influenced situational awareness for a Soldier, leader, or tactical unit. Within small units, superb cultural
capability and improved situation@wareness results in a greatdrance of mission accomplishment,
tactical effectiveness, and protection.

ASSESSMENT

1-114. A leader or Soldier has begun to achieve culturaliijpyenced situational awareness when he/she
can ask and answer such questions accurately:

» What is my adversary thinking and why?
» What are my Host Nation sedyrforces thinking and why?
» What are groups of people thinking and why?
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» What will my adversaries, groups of peoplejaadnt units, and coalition partners, and Host
Nation security forces do if | take action X, and why?

» How are cultural factors influencing my operations?

» How can | make groups of people and Host Nation security forces do what | want them to do?

SUMMARY

Counterinsurgency can be extremely complex. At its core, COIN is a struggle for the population’s support.
Understanding that struggle or becoming “the world expert on your district” (28 Articles, Kilcullen) is the
foundation for any unit. A unit that uses the four tools described in this chapter dramatically increases its
likelihood of success against an insurgency. These four tools are—

e Studies carefully its operational environment (OE) using the operational variables of PMESII-PT
(political, military, economic, social, information, infrastructure, physical environment and time).

¢ Defines its situation using METT-TC.
« Determines the root causes of the insurgency and analyzes the three prerequisites.

¢ Develops cultural capability to increase their ability to understand and interact with the population.
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Chapter 2
Foundations of Insurgency

“It is certainly easier to launch an insurgency than it is to repress it.”
David Galula, Counterinsurgency Warfare.

An insurgency and the operational eoviment must be understood before the
insurgency can be defeated. Tools thssist the counterinsurgent in understanding
and predicting the insurgent’s actions areftbe elements of an insurgency, the eight
dynamics of an insurgency, the six insufgstrategies, insurgent tactics, and the
strengths and vulnerabilities of insurgents. Together these tools, known as the
components and manifestations of an insurgency, provide leaders at all levels a means
to comprehend and defeat the insurgent.

Section —OVERVIEW

This section introduces the relationship between the components and the manifestations of an insurgency. If a
counterinsurgent understands both the components and manifestations of the insurgency, then the unit can
correctly apply pressure along the seven counterinsaydenres of effort (Chapter 3) to defeat it.

COMPONENTS

2-1. The components of an insurgency are comprised of the five elements, the eight dynamics, and six
strategies. The elements are the five groupgeople—leaders, guerrillas, underground, auxiliary,

and mass base—that form the insurgency’s organization. The dynamics are the eight categories that define
an insurgency—leadership, ideology, objectives, remvnent and geography, external support, internal
support, phasing and timing, orgartinaal and operational patterns. Finally, the six insurgent strategies

are the urban, military focused, protracted popular wantity focused, conspiratorial, and the composite

and coalition. Together, the components—the five elésnéme eight dynamicsnd the six strategies—are

tools of analysis that allow the counterinsurgent to fully grasp the nature of the insurgency.

MANIFESTATIONS

2-2. The manifestations are the visible outputs of the insurgency. Made up of the insurgent’s tactics,
strengths and vulnerabilities, the counterinsurgent will abée to track, categorize, and develop the
insurgency'’s pattern, and a means to defeat it. Figure 2-1 shows the relationship between the components
and manifestations of an insurgency.
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Components Manifestations

Tactics
(Violent / Nonviolent)

Strategy > A

Strengths Vulnerabilities

Figure 2-1. Insurgency.

HISTORICAL INSURGENCY

2-3. With an understanding of the components of an insurgency, a counterinsurgent unit can identify,
describe, and categorize any insurgency. Figuretitb®sthe components of an historical insurgency.

Protracted Popular War
External + cgs
R Leader
Support aders Phase Il of the Insurgency

Chinese Communist Party Chin Peng,
Leader of the Malayan Communist Party

I

Leaders @ ‘ } Leaders

<,,>_

Lau Yew, Central Com munlsf Committee
Leader of the Armed Forces of Propanganda
the Malayan Communist Party
} Guerrillas
Underground Aucxiliaries

Malayan Peoples Anti-Bristish Army,
4,000 Soldiers

Blcod and Steel Corps,

Terrorist Cells Min 'ruen Organization,

5,000 People

Dynamics of Malaysian Insurgency

Leadership: Chin Peng and Lau Yew

Ideology and Narrative: Communist and Anti-Colonialist ideology
Objectives: British expelled and Communist Government
Environment and Geography: Jungles for sanctuary

External Support: Chinese Communists

Internal Support: Ethnic Chinese majority

Phases and Timing: Moved into Phase |l too soon

Organizational and Operational Patterns: In urban areas, operated in Phase |

Figure 2-2. Components of Mala ysian Insurgency (circa 1950).

Section I—ELEMENTS

Insurgent organizations vary considely, but are typically made up of/é elements supported by a military
wing and a political wing. The proportions of eackneént depend upon insurgent strategy and the degree
of active support obtained from the populace. If the texjsgovernment presence is eliminated in any
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particular area, these elements can exist openly. If the HN government presence is strong in a particular area,
the elements of an insurgency will maintain a clandestine existence. The five elements of an insurgency are—
leaders, guerrillas, underground, auxika, and mass base (Figure 2-3).

General Population

Mass Base

Leaders

Figure 2-3. Organizational elements of an insurgency.

LEADERS

2-4. Leaders provide direction tthe insurgency. Thegre the “idea people” and the planners.
They usually exercise leadeighthrough force of personality, e¢h power of revolutionary ideas,
and personal charisma. Generally, they convey the idealbiipe insurgency into objectives and direct the
military efforts of the guerrillas. Isome insurgencies, they may htiéir position through religious, clan,
or tribal authority.

2-5. Leaders who form the political core of the insurgency are often called the political leaders.
They are actively engaged politically the struggle to accomplish the tpaf the insurgency. They may
also make up a formal political party to signify thpolitical importance. These political leaders are the
driving force behind propaganda. Insurgencies basedeligious extremism usually include religious
and spiritual advisors among their political cadre.

2-6. At a tactical level, units may identify leaders as IED cell leaders; political, religious, or social
leaders who direct the propaganda and nonviolent efforts of the insurgency; or as business leaders who
provide extensive resource support to the insurgency, and other roles.
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GUERRILLAS

2-7. A guerrilla is any insurgent who uses a weapoargf sort and does the actual fighting for the
insurgency. They may conduct acts of terror, dlleerwarfare, criminal activities, or conventional
operations. They are often mistaken for the movemeirtsargency itself; but &y are merely the foot
soldiers of the movement or insercy. Guerrillas vary widely in sizenake-up, tactics, and methods from
one insurgency to another. Theyeavvary widely withinan insurgency, especialip each of the three
phases of an insurgency.

2-8. Guerrillas may continue in their normal positions in society and lead clandestine lives for the
insurgent movement. Guerrillas tend to organthbemselves based upon the activity they will be
conducting. Those focused on using terrorism usuallyas@endividually or in small cells and are often
armed with explosives instead of weapons. Gueriildands, historically, have lived in remote areas
and conducted raids on HN governmenfrastructure. Historical exaohes of guerrillas include the
Maquisin World War Il France, th¥iet Congin the Vietnam War and thdahdi Army in Iraq.

UNDERGROUND

2-9. The underground is a cellular organization of active supporters of the insurgency which may
contain an element that works in the HN government. Keeping the nature of their work for the insurgency
secret is often paramount to them. They are mogaged than the auxiliaries are and may at times be
guerrillas, if they use weapons or conduct combat opasatiThey operate in all areas; especially in areas
denied to any established guerrilla force and where operations are not suitable for guerrilla forces.
They conduct clandestine, covernd overt operations, sometim@¥iltrating the HN government.
Members of the underground often continue inrthebrmal positions in society, but lead second,
clandestine lives for the insurgent movement. Some insurgencies are unique in that they conduct most
of their political activities inside #hunderground while a different sectitrains recruits, maintains the
propaganda campaign, and helps in papoih control. The underground may—

» Spread propaganda.

» Support sabotage, assassination and subversion.

» Support intelligence and counterintelligence operations.
* Run safe houses.

» Provide transportation.

* Manufacture and maintain arms and explosives.

AUXILIARIES

2-4

2-10. An auxiliary is the support elemt of the insurgencyAuxiliaries are active sympathizers who
provide important logistical services but do not directly participate in combat operations. If they participate
in guerrilla activities, they become guerrillas. Auxiliaries may work full time or part time for the
insurgency and generally conduct safer activitieantithe underground. They often include women,
children and other individuals that tend to be less scrutinized by counterinsurgent forces. Examples
of auxiliaries include shepherds sireet merchants that may openly igbe near a counterinsurgent base

and provide intelligence on that site. Examm&support that auxiliaries provide include—

» Store weapons and supplies.

» Perform courier operations.

» Provide passive intelligence collection.

» Give early warning of counterinsurgent movements.
» Acquire funds from lawful and unlawful sources.

» Provide forged or stolen documents.

» Promote and facilitate desertion of security forces.

* Recruit and screen new members.

» Create and spread propaganda.
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» Provide medical support.
» Manufacture and maintain equipment.

MASS BASE

2-11. The mass base consists of the population of the state who are sympathetic to the insurgent
movement. This sympathy varies between the specific elements within the population such as religious
and ethnic groups and within those specific elements themselves. This mass base, by default, passively
supports the insurgency. As oceas arise, they may provide adiwsupport. Leaders often recruit
members of the mass base, who are more agtieelented, to serve as auxiliaries, underground

or guerrillas. Mass base members are the true slgmtorters of the insurgency and are often the most
available for the HN governmetd positively influence.

EXAMPLE

2-12. Although no two insurgencies or imgent organizations are alikthey still have elements that
can be identified and some form of hierarchy. Figure 2-4 shows an example insurgent organization with a
developed structure. In this insurgency, the underground finances the insurgency.

R
<8>®® ®©0®0@®

A\ '4 \'4 N

Guerrilla Underground Auxiliary

Figure 2-4. Example insurgent organization.

Section III—DYNAMICS

Insurgencies are political movements that result from real or perceived grievances, or neglect that leads
to alienation from an established government. Eight dynamics are common to an insurgency. Knowing
and understanding these dynamics helps to understanding the insurgency. The eight dynamics are leadership,
objectives, ideology, environment and geography, reatesupport, internal support, phasing and timing,
organizational and operational patterns.
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LEADERSHIP

2-13. Insurgent leaders provide vision, direction, guidance, coordination, organization for an insurgent
movement. Successful insurgent leaders use, interpret and shape the frustrations of a dissatisfied populace
into the insurgent strategy. They often provide solutions to grievances by advancing alternatives to existing
conditions that support the insurgency. Effective insurgent leaders make their cause and solutions known to
the people to gain popular suppomdividual leaders of an insurgeneye often members of the elite

of society who have been somehow alienated from the power structure. Their education, background,
family connections, social standing, and experiences contribute to their ability to organize and inspire the
people who makeup the insurgency. To be successful, they must break the ties between the people and the
government and establish credibility for their movement.

STRUCTURE

2-14. In general, there are three categoriegaftiership found in insurgencies. They are—

Single person

2-15. One person may be the overall leader of an irswrg This leadership structure has one person
who provides cohesion, motivation, and direction fa ittsurgency. Cuba’s Fidel Castro is an excellent
example of a single person leadership structttewever, this single lead may centralize power
or decentralize decision-making and execution, leaving decision-makihgxacution to subordinates. At
the local level, most units will see organizations controlled by a single person.

Single group or party
2-16. The insurgency may be headed by a rulcmuncil that makes and executes policy. This

leadership group or party may also control other groups involved in the insurgency. China’s Communist
Party, before the ascendancy of Mao, is an example of a group leading an insurgency.

Group of groups

2-17. Different groups that have different concepthoiv the country should be governed make up the
leadership. Under this kind of leadership, theii# se many leaders, possibly unified only by their

opposition to the government. They compete with edhbbr and the government. Example: The partisan
forces in Yugoslavia and Greece during World WamwHre united in their fight against the German

occupation, but ranged fromonarchist to democratic to commsiniSometimes, they fought each other

more violently than they did the Germans.

2-18. As a group, insurgent leaders operate inegithdecentralized @entralized manner.

Decentralized

2-19. The power base of some insurgencies lective and does not depend on specific leaders

or personalities to be effective. These insurgencies are easier to penetrate, but recover rapidly when they
lose key personnel. Decentralization restricts anrgency in its ability todnction as a coherent body

and to create a viable counter stdlewever, decentralizedisurgencies are very hard to destroy and can
continue to sow disorder, even erhdegraded. For example, Al Qaeid 2008 is a loose, decentralized
organization held together by an ideal of re-establishing the Caliphate.

Centralized

2-20. Other organizations depend on a single, often charismatic personality to provide cohesion,
motivation, and direction. Centralized insurgencies make decisions and initiate new actions rapidly.
However, they are vulnerable to disruptions if key personalities are removed, co-opted, discredited,
or eliminated. These insurgaas are often led by traditional authorfigures such as tribal sheikhs, local
warlords, and religious leaders. For example, Tecumseh was the major fabmicieation of Shawnee
confederation. After he was killed in battle, the confederation fell apart.
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| DENTIFICATION OF KEY LEADERS

2-21. Identifying leaders can be criticah determining an insurgency’s organizational structure,
strategy, and tactics. Understamglithe basic beliefs, intentions, edydities, and vulnerabilities of known
key leaders is extremely important to counteringurgency. Removing thedey leaders will normally
degrade an organization’s capdies. Che Guevara was a well-know centralized leader that
counterinsurgents effectivetargeted, when he was killed, his ingency fell apart. Kernately, in the
case of the decentralizddader Abu Musab al-Zargawi, his organization, Al-Qaeda in Iraq, although
severely disrupted, continued as a functioning mizgdion after his death. The following information
is vital to understand and target an insurgent leader:

* Role.

» Activities.

» Associates.

» Personal background.

» Personal beliefs, motivations, and ideology.
» Education and training.

* Temperament.

 Position within the organization.

» Public popularity.

OBJECTIVE

2-22. Insurgencies normally seek to achieve onethode objectives: to overthrow the existing
government in order to reallocate power, to expel wkiney perceive to be “outsiders” or “occupiers,” or

to seek to create or maintain gin where there is little or no governmantontrol that they can exploit.
Insurgents’ objectives include struggles for independence against colonial powers; the rising up
of political, ethnic, or religious groupemgainst their rivals; and resistanto foreign invaders. The central

issue in an insurgency the reallocation of power. Usually, arsimigency mounts a political challenge to

the existing state through the formation of a counter state, which is promoted as an alternative to the
existing state.

2-23. Understanding the root causes ofthe insurgency is essential to analyzing the insurgents’
objectives. Effective analysis of an insurgency reggiiknowing its strategic, operational, and tactical
objectives. These objectives can be psychological in nature, physical in nature or a combination of the two.

STRATEGIC

2-24. The insurgent’s overall political gtsaare their strategic objectiveBhe set of required conditions
that define achievement of the insurgents’ objectiaes their desired end statéxamples of strategic
objectives include—

» Overthrow an established government.

» Establish an autonomous national territory.

» Cause the withdrawal of a foreign occupying power.
» Extract political concessions.

OPERATIONAL

2-25. Insurgent operational objectiveseahose that insurgents purgoalestroy government legitimacy

and progressively achieve their political end state. These are the means they use to link tactical goals with
strategic end states. They often wrthe government’s inability to addsethe root causes that lead to the
insurgency. The insurgent’s opgamal objectives define their okadl “campaign plan,” although most
insurgents will not have a formal campaign plan. These objectives are based on the insurgent’'s strategy
across political, military, economic, and social objexgivExamples of operational objectives include—
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Political

2-26. Disrupt elections; develop strengthen an insurgency’s lpigal wing, attack government
legitimacy; gain recognition of theipolitical party by the governmgnattack the legitimacy of the
government; or gain ability tain candidates for elected office

Military

2-27. Disrupt operational lines of communication and supply routes; force US or HN units out of an
area; keep government forces in their bases; d¥&or HN forces into fight; or provoke over-reaction
from US or HN forces, which result in media-reported civilian casualties.

Economic

2-28. Disrupt reconstruction and attack infrastructure; thereby preventing the government from
addressing root causes; prevent govemirfrem addressing the populace’s issues.

Social

2-29. Spark sectarian violence; subvert education system; cause population to question the government;
highlight corrupt or oppressive police; or establish a regular means for mass communication (radio
or paper).

TACTICAL

2-30. Tactical objectives are the immediate aimsnstirgent acts such as disseminating propaganda
such as posters, compact discs and handbills, killing individuals, or the attack and seizure of key facilities.
Tactical objectives can be both physical and psychological aspects. Counterinsurgents can often gain
insight into tactical goals by analyzing the insurgent propaganda. Examples of tactical objectives include—

Political
2-31. Intimidation of a local official or the dissemination of propaganda products.

Military
2-32. Attack a US or HN government convoy or checkpointandom indirect fire attacks on bases.

Economic

2-33. Attack manufacturing centers, stores and markehbotage roads, bdges, electrical lines
and pipelines. Threaten violence agasisteowners, employees and customers.

Social

2-34. Attack a police station or directly interact with the population in order to communicate directly to
the populace.

GENERAL |NSURGENT GOALS FOR TERRORISM AND GUERRILLA WARFARE

2-35. Insurgents typically work toward achieving ten general objectives as they gain the support of the
population. Insurgent activity, like all other aspecthaf insurgency, develops and evolves over time.

Obtaining Popular Support

2-36. Insurgent operations are normally focused directly orindirectly at decreasing support to the
existing government. Simultaneously, competent insurgents try to gain support for the insurgent movement
through propaganda, coercion, or &gusing terror. If they cannot gaactive support, they will seek
passive support such as silence.
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Undermining Host Nation Legitimacy

2-37. Insurgent efforts can damage or destroy betl and perceived econonmamd political targets.
The loss of government services, meaction by government forces, thire belief that the government
is powerless against the insurgency contributes to the population’s dissatisfaction with the government.

Lessening Government Control

2-38. By defeating small government forces, remaining gavent forces can be forced to consolidate

in larger size elements or bases. This can aedihe overall presence of the counterinsurgent forces
and allow an insurgent force to operate openly where counterinsurgent forces are not, if even for a short
amount of time. This can create the perception that insurgency is increasing its control or the
government is losing control and legitimacy.

Providing Psychological Victories

2-39. The guerrilla seeks to gain small psychological victories. These victories do not need to be
significant in terms of material damage to the government or its armed forces. These tactical victories show
that a small guerrilla force can deféla¢ much larger government force.

Tying Up or Blocking Host Nation Government Resources

2-40. By forcing the HN government texpend resources on military egtons against guerrillas, the
insurgency seeks to tie up resources that could bestised by the government to provide services
and development programs to the populace.

Weakening Host Nation Government Resolve

2-41. By defeating small elements of the HN’'s security forces and attacking government agencies, the
guerrilla weakens the resolve of government emplogedsorces. Small government forces and agencies
become aware of their vulnerability. Desertionserice from work, willingness mmpromise, difficulty

in recruiting, or limitations on services to darmes areas all benefit the insurgency’s purpose.

Intimidating the Population

2-42. By attacking vocal opponents andte@m types of individuals, suchs teachers, the insurgents
seek to frighten the population.

Acquiring Supplies and Equipment
2-43. Guerrillas seek to acquire government weapongprms, equipment,upplies, or vehicles.

Infiltrating Host Nation G overnment and Government Forces

2-44. Insurgents will often attempt fofiltrate various government minigés and security forces by
emplacing sympathizers and bgnverting existing members of thasgencies. These iftfators are used
to gather intelligence and to subvert operations.

Causing COIN Security Force Overreaction

2-45. Since a COIN fight is the fight for the population, often the intent of insurgents using terrorism
or guerrilla warfare is to cause a heavy-handed resptinattacks on the part of the COIN force or HN
security force. These responses will oftieive the population to support the insurgency.

IDEOLOGY

2-46. Insurgents often use their ideology to show the population how they can address the root causes
that the government cannot provide or is not providing. Insurgent ideology attempts to provide a vision
of how a society, including a politicaihd economic system, should beistured. Ideology should not be

FMI 3-24.2 2-9



Chapter 2

confused with the insurgent strategy, which is the way that the insurgents intend to achieve their end state.
Two of the most identifiable insurgent ideologies have been communism and religious extremism.

2-47. ldeology is a motivating factor in insurgent activities. Insurgencies can gather recruits and amass
popular support through ideological appeal, which includes religious or other cultural factors. The
insurgency’s ideology explains its followers’ difficulties and provides a means to remedy those ills. The
most powerful ideologies tap latent, emotional concerns of the populace. Tastisatould see ideology
expressed in the propaganda and recruitment techniques of local insurgents.

COMMUNISM

2-48. Communism is a political system where private property is eliminated and controlled by the state.
Historically, it has been advocated in countries where wealth is unevenly distributed among the classes.
Communism was once the most typical form of insurigeplogy and often experienced success. With the

fall of Soviet Union, communism has not been acsgsful motivation for inggents, especially since

there is currently little or no extermalipport for communist-based insurgency.

RELIGIOUS EXTREMISM

2-49. Religious extremism, often a byproduct of religious fundamentalism, can be defined by strict
adherence to a set of religious principles andréjection of compromise. These ideologies are often
energized by inequities insocial, political or economic dmswekent and further helped by
counterinsurgent attempts to maaize religious issues. Globadition creates opportunities for an
increase in religious extremism based on both real and perceived inequities. Insurgencies based on
religious extremism want their valu@scorporated into the nation’s gawmenental structure. This fulfills

the frustration and dissatisfactiontb€ religious extremists. Adheremiften receive formal instruction on

the religion’s fundamentals and use adherence to thadamentals as a recruigj tool. Religious leaders

are often leaders ofthe insurgency and nonedste leaders are often replaced. Characteristics

of insurgencies motivated byligious extremism that differ from traditional insurgencies are—

« Individual duty with an indifference to popular support.

» Use of violence that maximizes shock, awe, and casualties.

» Disinterest with governance and lack of a ficat political objective imrganizations with
global reach or establishirsgtheocracy in local cases.

« Ability to regenerate gudhas without popular support.

NARRATIVE

2-10

2-50. The central mechanism through which ideologé&e expressed and absorbed is a narrative.

A narrative is when a story is used to display the benefits of a certain ideology. Narratives are often central
to representing identity, particularthe collective identityof religious sects, bBhic groupings, and tribal
elements. Stories about a community’s history prowideels of how actions and consequences are linked.
Stories are often the basis for strategies and actiomglbas for interpreting others’ intentions. Insurgent
organizations use narratives and religious-based concepts very effectively in developing, spreading,
and mobilizing followers.

2-51. In the Al Qaeda narrative, Osama bin Laden shows himself as a man purified in the mountains
of Afghanistan who is gathering and inspiring followers and punishing infidels. In the collective
imagination of Bin Laden and his followers, they are agents of Islamic history who will reverse the decline
of the umma[Muslim community], reestablish the Caliphate, and bring about its inevitable triumph over
Western imperialism. This image mobilizes suppgortAl Qaeda among some of the most traditional
Muslims.
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ENVIRONMENT AND GEOGRAPHY

2-52.  Environment and geography, including cultural, religious, tribal affiliation, and other
demographic factors along with terrain and weatheecafdll participants in an operational environment.

How insurgents and counterinsur¢genadapt to these realities creatadvantages and disadvantages

for each. In Chapter 1, this manual stressed the importance of understanding an AQO’s civil considerations
(ASCOPE). Considerations for environment and geography include—

» Population density and distributioespecially degree of urbanization

» Root causes of the insurgency within an urban population, such as lack of basic services,
security, markets, governance, municipal council representation, or schools.

* Root causes that lead to the insurgency within a rural population, such as lack of land
ownership, grazing rights, wateights, isolation orinclien in political process, access
to markets, or schools.

» Growing seasons, rainy/dry seasons, planting#srtime (key events)hese may influence
level and type of insurgent activity.

» Use of structures and infrastructures by both the insurgent and population.

» Tribal, religious, or other affiliations, which may have tremendous effect on the local
populace’s willingness to support an insurgencywioere people and insurgents can expect
sanctuary or will avoid.

» Proximity to international borders that may provide sanctuary or support.

» Rugged, inaccessible terrain with often hosplepulations to outsiderthat may provide
sanctuary or support.

» Economic enclaves, such as slums, market areas, middle class areas, and wealthy areas.

» Geographic divisionalong ethnic, tribal, religioupolitical or other factors.

EXTERNAL SUPPORT

2-53. External support includes moral support, politisapport, resource support, or sanctuary support.
External support can come fromyaentity outside of the Host Man—not just neghboring states.
Countries from outside theegion seeking political or economic imfince can also support insurgencies.
Insurgencies may turn to transnational criminal &ets for funding or use the Internet to create a support
network. Ethnic or religious communities in other states may also provide a form of external support
and sanctuary, particularly for transnational ngemcies. Access to external support influences the
effectiveness of insurgencies.

2-54., Accepting external support can edt the legitimacy of both insgents and counterinsurgents.
The act of acceptance implies thalility to sustain oneself. In aitidn, the countryor group providing
support attaches its legitimacy alongth the insurgent group it suppart§he consequences can affect
programs in the supporting nation wholly unrelated to the insurgent situation.

MORAL SUPPORT

2-55. Moral support is the acknowledgement that the insurgent or their cause is just and admirable. It
starts as outside popular approval and can manifgkt negative media attention focused towards the
counterinsurgent or Host Nation. Moral support ofeats to political, resource, and sanctuary support.

PoLiTiIcAL SUPPORT

2-56. Political supportis the active promotion of insurgents’ strategic goals in international forums.
International forums such as the United Natiotrade sanctions and embargoes, and the creation
of political discussion in the Unites States can alvjte political support, which negatively influences the
counterinsurgent’s effort. Another form of politicalipport can come when a legitimate state actually
recognizes an insurgent group akegitimate authority. Political suppors the most dangerous form
of support as it can result in ansimgency gaining international legitimacy, forcing the counterinsurgent
to stop actively targeting them.
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RESOURCE SUPPORT

2-57. Resource support is typically guerrillas, monegapons, equipment, fooaglvisors, and training.
Resource support is often the most important form of support, such as, during the French experience
in Algeria. Although insurgents were numerouseapons were not, because the French closed
international borders, preventing arms smuggling.

SANCTUARY SUPPORT

2-58. Sanctuary support is a secure site to train, obtajistics, rest and refit. Historically, sanctuaries
provided insurgents a place to rebuild and reorganiitkout fear of Host Nidon or counterinsurgent
interference. Often these werenieighboring countriesr remote areas difficult to access. Sanctuaries may
also include areas within a state, includingghborhoods where HN security forces cannot or will not
conduct operations. The meaning of the term sanctisevolving. Today, insurgents can draw on
“virtual” sanctuaries in the Internet, global financial systems, and the international media. These virtual
sanctuaries can be used to pregesiirgent actions as acceptable activitiesthy of internal and external
support. Effective COIN operations work to eliminate all sanctuaries.

INTERNAL SUPPORT

2-59. Internal support is any support provided from inside the country. It is normally broken down into
the two general categories: popular and logistical suppogether, these two form the mass base. For the
purposes of this manual, one otbategory is added—insurgent bases.

POPULAR SUPPORT

2-60. An insurgent movement requires popular support (Figure 2-5) to survive, and popular support
is even more essential for ansimgency to succeed. Tygily, there is also a relationship between the
amount of popular support and the size of the insurgefioygrow, an insurgency needs an adequately
sized mass base that will support thiswth. One of the best means ofadding insurgencies is to shrink

this mass bass by causing the local population to bebostie or at least apathetimward the insurgents.

FOR < INSURGENCY > AGAINST
Active " . Active
Passlve Support Indifferent POPULATION Indifferent Passive Supporl
AGAINST < GOVERNMENT > FOR

Figure 2-5. Range of popular support.

Types of Support

2-61. Popular support can be either active or passive and may come from only a small segment of the
population or from a broad base of the populationpg®rters of an insurgency may also be overt
or clandestine.

Active Support

2-62. Active supporters provide open sympathy to the movement, participate inlegal insurgent
activities, such as strikes, find new recruits, and may transition to being an active element of the insurgency
such as guerrillas, underground, or auxiliary. Actiupporters are usually centrid the insurgency’s
propaganda efforts.
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Passive Support

2-63. Passive supporters vary from those who are sympathetic yet inactive to those who are not
sympathetic, but who choose to remsilent about insurgent activitieSilence on the part of the populace
concerning insurgent activities progs passive insurgent support.

Recruitment

2-64. Local insurgent represetitzes address local grievances aotiduct recruiting. Elements of the
population who are dissatisfied witkisting conditions or those who have been marginalized through
psychological alienation are prone to insurgent recruitment. The cadre often gives credit to the insurgent
movement for all local successes and blames governmoeces for all failures and problems. Every
promise and appeal made by cadre members is asshavith tangible soluins and deeds. Competent
insurgents and counterinsurgents both seek tdliz®tand sustain popular suppdor their cause while
discouraging popular support for their adversaries. There are five common methods, used individually or
in various combinations, to mobilize popular support. Knowing these five means provides an opportunity
for the counterinsurgent to identify when they are being used and then counter them. The five common
methods are—

Persuasion
2-65. Palitical, social, religious, sedty, and economic promises canef entice people to support one
side or the other.

Coercion
2-66. Through threat of violence or abuse, insurgexats force people to support them. Citizens seek
to ally with groups that can guarantee their safety.

Reaction to Abuses
2-67. Though firmness by security forces is ofterecessary to establish a secure operational
environment, a tyrannical government can generate resistance to its rule.

Foreign Support
2-68. Foreign governments can provide the expertisggrnational legitimacy, and money needed
to start or intensify a conflict.

Apolitical Motivations
2-69. Insurgencies attract foreign wmiteers, criminals, and merceiear who are often motivated by

money or extremism.

Measurement

2-70. The reality of insurgencies fhat the support of the populatiomdtuates between the government

and the insurgency due to many factors, butone side will ever possess the support of the total
population. Trying to quantify why the populace favors gbgernment or the insurgency is difficult, but
evaluating the issue is importa@auging aspects such as the reactf a local populace to the presence

of troops or government leaders can help estimate popular support at the tactical level. Asking the
population directly or using surveys can produce valuablghhgito popular support and attitudes.

L OGISTICAL SUPPORT

2-71. Modern warfare is inherently seurce intensive. Thimsurgent needs to sare continual access

to supplies, weapons, ammunition, and money, andéljisires insurgents to maintain open supply lines.
While logistical support may be ansirgent’s greatest vulnerability, it cae difficult to interdict. As an
insurgency develops and expands, logistical support increasingly relies on external sources. Ina
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conventional war, insurgent forces often receignificant amounts of supplies from external sources—
usually from one of the opposing nations involvedtia conflict. The protracted popular war strategy
emphasizes mobilization of the masses and requires eoakid resources to build and maintain a counter
state. The urban strategy requires significantly less support.

Supplies

2-72. Once the insurgent’s on-hand supplies are exhdustgplies must come from the populace or an
external source. In most sargencies, initial support comdsom the populace (either voluntarily

or coerced). Identifying types of supplies the insmgy needs and then discovering how the insurgent

is obtaining these supplies are significant steps in the process of identifying insurgent supporters
and insurgent bases. Medical supplies are often the most critical supply that the insurgency requires.

Weapons and Ammunition

2-73. External sources are often required to sustagtigbzed arms and equipment. Insurgents can
obtain these weapons through legal or illegal purchasesom foreign sourcesAnother common tactic
is to capture weapons from government forces.

Money

2-74. Money is essential to an insurgency for thechase of critical suppliegspecially high-tech
weapons and ammunition or bomb nmekimaterials. Money is also esfial for the payment of guerrillas

and the bribery of corrupt officials. Money can be obtained through many sources and in today’s electronic
world, it crosses all boundaries. While money is often shipped to insurgents just like other supplies, it may
also be moved and held by local financial institutions. In some cases, insurgencies develop an
“underground banking” system, sometimes knowhasala which can be used to launder money. Just

like supply lines, the money path must be discovered, tracked, and disrupted. Funding greatly influences an
insurgency’s character and vulneitdies. Local supporters or inteational front organizations may
provide donations. Sometimes legitimate businesses taiglissed to furnish funding. In areas controlled

by insurgents, confiscation or taxation might be used, especially in cases when insurgencies provide their
own essential services to the population. Another comsource of funding is criminal activity, especially

the illegal trade of drugs.

Supply Lines
2-75. In all cases, either the insurgents must go to their suppliers, or the suppliers must come to the
insurgents. Discovering and tracking these supply loaes provide key information on insurgent forces
and support. Although rarelgvert, all insurgent organizations wiiave some system of supply lines,
means of transportation, and starafpcilities. Skillful counterinsurges attempt to cut off the flow
of supplies, especially weapons and ammunition.rQftenation neighboring an insurgent AO is used as a
depot.

| NSURGENT BASES

2-76. In counterinsurgencies, there dveo general types of insurgebtses: safe houses and guerrilla
base camps. Insurgents will normally establighltiple safe houses of guerrilla camps based upon
functioning groups or cells. Urban insurgents tendist® safe houses, while rural insurgents tend use
guerrilla base camps. Additionally, training camps may be established. These training camps may be
established within a safe house, hoam\they normally will be establistieeither in a rural guerrilla base

camp or outside the territory controlled by the existing government, often in a foreign country.

Safe Houses

2-77. Many legitimate and illegitimate organizations gsée houses. A safe housaypically occupied
by a member of the auxiliary and temporarily usetitie insurgents. Normally a system of “safe houses”
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have been carefully selected. The occupant ofktife house has procedures to move insurgents along
selected routes at the béstes to avoid detection.

Guerrilla Base Camps

2-78. Like any other armed force, guerrillas have regmients for command andrtrol, rest, resupply,

refit, and training. The larger the guerrilla forcedanore active they are, the more they will need
established bases, both semipermanent and temp@asg camps must be relatively safe and secure

in areas where insurgents can yesit, and plan. More sophisticatgderrilla base camps have command

posts, training areas, communications facilities, medical stations, and logistics centers. These base camps,
however, are not the same as conventional bases. They are usually small in overall scope, spread out,
and sometimes underground. Insurgents try to locate bamps within insurgent-controlled areas where
cover and concealment provide secudtainst detection. In rural areas, base camps tend to be in remote
areas characterized by rough, inacds#ssierrain. In urban areas, base camps tend to be located in areas
where the insurgent has popular support. Urban insurgents may rent houses for use as temporary base
camps. Insurgents will normally avoid battling over their base camp. Once detected, they will move to an
alternate location. Routes into a base camp wiltdiestantly observed for seity. Mines, booby traps,
special-purpose munitions, expedient devices, and ambasbeised as standard security enhancements. If
surprised and cornered, they will vigorously defend themselves with a delaying action while evacuating
key personnel and equipment.

Insurgent Training Camps

2-79. Insurgent training camps are established both in urban and rural environments. While some
training is accomplished at urbarfestiouses or rural guerrilla baseamps, most training is accomplished

at locations focused on training. This may be a speadin safe house, a remote guerrilla base camp or an
insurgent training center in another country.

PHASING AND TIMING

2-80. Insurgencies often progress through three phases in their efforts. While the use of these three
phases is common in most writings concerning insurgencies, the titles used for these three phases vary
considerably. However, what makesagrh phase remains nearly identical.

Phase |—Latent and Incipient

2-81. The first phase of an insurgency tends to begin with the government having stronger forces than
the insurgents do. As a result, insurgents often must concentrate on survival and building support.
Insurgent efforts may include—

» Establishing and expanding the organization

» Spreading its ideology through information operations

 Starting or supporting antigovernment actistych as demonstrations and strikes

» Raising funds through illegal taxation and crime

» Organizing small, local guerrilla forces tlatnduct small-scale intermittent operations

» Using terrorism and sabotage to intimidate uncooperative government officials and members
of the population

Phase [l—Guerrilla Warfare

2-82. The second phase ofan insurgency startenwiiorce correlations approach equilibrium
and guerrilla warfare becomes the most important, pervasive activity. Insurgent efforts may include—

* Increased scale of guerrilla attacks; attemgbtoe government forces into the defense.

* Increased use of sabotage and terrorism.

* Intensified propaganda.

» Attempts to gain control of isolated geograpareas and develop bases for further operations.
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» Government officials are being driven out of areas with strong insurgent support.
» Establishment of local shadow governments.
* Increased efforts to gain international recognition and support.

Phase |ll—War of Movement

2-83. The third phase of an insurgency normally begiign insurgents believe they have superior
strength and their military forces attempt convamai operations to destroy the government’'s military
capability. Insurgent efforts may include—

« Combining guerrilla forces and training thentfight as conventional forces. Over time, these
conventional forces form multiple echelons.esh forces confront the counterinsurgents
in conventional battle.

» Acquiring more powerful and sophisticatedapons through foreign assistance or capture.

» Obtaining support from external combat forcgsch as special or conventional forces.

» Expanding areas of insurgent control and increasing political activity.

2-84. Not all insurgencies progress through all three phases, and linear progression through all three
phases is certainly not a requirement for succéssurgent success carcour in any phase. Also,
insurgencies can revert to an earlier phase adne development when favorable conditions return.
Insurgent success caccur in any phase.

2-85. Movement from one phase to another phase does not end the operational and tactical activities
of earlier phases; it incorporatesth. Therefore, it is difficult to dermine when an insurgency moves

from one phase to another. In addition, a single insasgeray be in different phases in different parts of

the country. Advanced insurgenciean rapidly shift, splitcombine, or reorganize—they are dynamic

and adaptive.

ORGANIZATIONAL AND OPERATIONAL PATTERNS

2-86. Insurgencies develop organizational and operational patterns from the interaction of many factors.
Although each insurgency organizatiis unique, there are often similarities among them and knowing the
commonly accepted general patterns or strategiemsofgency helps ipredicting the tactics

and techniques they may employ against the goveran@@ther considerations include the operational
environment, level of success of the insurgency, and the length of time an insurgency has been operating.
A counterinsurgent must learn about the insurgency and adapt toit based off its operational
organizational patterns.

2-87. Insurgent organizational and operational pattermg wadely between one province or urban area

and another. Different insurgentogips using different medds may form loose coalitions when it serves

their interests. These groups may also fight among themselves. The result is more than just a “three-block
war"—it is a shifting, “mosaic war” that is difficult for counterinsurgents to envision as a whole. In such
situations, an effective COIN strategy must bétifaceted and flexible. Insuemts gain ground by sowing

chaos and disorder anywhereoudterinsurgents lose ground byilifay to maintain stability order
everywhere. Insurgents normally begin substantially weaker than the established government. This sets the
tone for how they operate and how they fight

Section IV—STRATEGIES

Even if modern insurgencies use maénan one doctrinal model or thediyr their strategy, aspects of these
strategies and recognizable characteristics do exist. The six common insurgent strategies are urban,
military-focused, protracted popular wadentity-focused, conspiratorisdnd composite and coalition. At the
tactical level, a counterinsurgentlivdeal usually only with the urbamilitary-focused, and protracted popular

war strategies. These insurgent strategies providenanoo frame of reference for the counterinsurgent. The
savvy counterinsurgent can identify if an insurgency is using one or a combination of the strategies. Knowing
what strategy the insurgents are using facilitates the anticipation of insurgent courses of action (COAS).
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URBAN STRATEGY

2-88. In the urban strategy, the insurgents attack government targets with the intention of causing
government forces to overreact agsithe population. The insurgentant the government’s repressive
measures to enrage the people so they will risswgport the insurgency and overthrow the government.
This strategy can be initiated without populamport. Its success relies almost exclusively on a
spontaneous uprising sparked by rage at governapgression. However, an insurgency occurring in an
urban area does not necessarily mean that it usesrilan strategy. On November 1, 1954, the National
Liberation Front in Algeria used a form of the umbstrategy when they launched a series of bombings
and attacks, causing significant civilian casualties, in order to shock the French into negotiations. The
urban strategy actions are often predictable and possess these characteristics—

» Insurgents often use terrorist attacks, which they hope are highly visible and produce high
casualties. Their true intention may not necesshalyo cause fear or terror, but to provoke the
government into overreaction.

 Insurgent propaganda tends to focus on governbreitality, calling attetion to specific harsh
government actions such as massacres,urtortof political prisoners, disappearances
of individuals, and hrtal responses to peaceful demonstrations.

» Insurgent political organization is minimal witho sustained effort tmdoctrinate political
cadre or the masses.

 Insurgents make little or no effort to subvéire government from within (however, infiltration
of HN government and security forces still possible.

 Insurgents require only a small amount of popular support.

MILITARY-FOCUSED STRATEGY

2-89. The military-focused strategy believes thailitary action can create the conditions needed
for success. Military-focused insurdgeroften believe that a small group of guerrillas operating in an area
where grievances exist caventually gather enough support toiaeh their aims. The success of this
small group depends upon successful military actiot pppular uprising. The most iconic examples
of military-focused strategy are Che Guevarad kidel Castro; both proposed attacks on military
and government targets until theytlyggred the support necessary tasgower. Military-focused strategy
actions include—

» Attacks on Host Nation targets to gain popular support.

» Propaganda that incites people to join the insurgency and rise up against the government
and that focuses on demonstrating the Host Nation Government’'s weakness and illegitimacy.

« Little evidence of long-term effts at building a political base.

« Little effort to building the political wing or infiltrating legitimate organizations.

PROTRACTED POPULAR WAR STRATEGY

2-90. The protracted popular war strategy is based on Mao Zedong’s theory of protracted popular war.
This strategy is broken down into three distinct phases—Iatent or incipient, guerrilla warfare, and war
of movement. Each phase builds upon the previghese, and continues activities from the previous
phases. The protracted popular w#ategy has both a political wingcha military wing. This strategy
requires a high level of organttan and indoctrination, actionsalong multiple lines of effort,

and leadership to diredhe shifting of phases according to circuamstes. In all the variations of this
strategy, certain characterigtitend to stand out, such as—

» Continuous, long-term effortdo build popular support, iifrate legitimate government
organizations, and establish and ntaiim a clandestine organization.

» Highly-indoctrinated leadership, fitical cadre, and guerrilla fighters.

» Extensive, well-organized, unarmed auxiliary.

» Leadership that is able toert control over the insurgency.
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 Ability to shift phases at the direction of its leadership; including return to previous phase
if necessary.

» Attacks on infrastructure and attacks designed towear down the government
and counterinsurgents.

» Continuous operations along multiple lines of effort, although some phases will emphasize
different lines of effort.

IDENTITY-FOCUSED STRATEGY

2-91. The identity-focused strategy mobilizes suppbased on the common identity of religious
affiliation, clan, tribe, or ethnic group. In thisrategy, legitimacy and popular support are tied to their
identity and, often, no effort is made to garpepular support outside thedentity. Rather, communities
often join the insurgent movement as a whole, bringing with them their existing social or military
hierarchy. External support is garadrfrom international elements thie same identity. In Sri Lanka, the
Tamil Tigers have fought an insurgency against the mwwent for decades in order to establish an ethnic
Tamil state and, at times, have received supann India. Contemporarycharacteristics of the
identity-focused strategy include—

« Attacks on those who threaten the traditions and social structure of the identity.
« Little or no need to establish a shadow government; already established.

» Protects what it considers the interest of the identity.

» Willingness to use tactics of other strategies.

» Mass base easily aligns with insurgency objectives.

CONSPIRATORIAL STRATEGY

2-18

2-92. The conspiratorial strategy attempts to subteet government from within and often involves a

few leaders and a militant cadre. Although subversactivities may take place in other strategies,
particularly in the protracted popular war or urban sgjiate conspiratorial strategies often attempt to have

its illegal political party become kgitimate political party, enter ¢hgovernment legitimately and then

take control of the government. Insurgents using the conspiratorial strategy do not intend to integrate into
the national government, but to otl@ow the government. Once thesurgency succeeds in gaining
legitimate political representation, the newly legitimized politicians, who may have been previously
targeted by counterinsurgents, mustéevaluated to see if they atél $egitimate targetsin the Russian
Revolution in 1917, the Bolshevik Party actively worked to break existing government, while being elected
to serve in the administration. Distinguishing characteristics of this strategy include—

 Insurgents seeking meetings WiitN government to discuss ceasefires.

» Attacks on infrastructure designed to wdawn and reduce the credibility of government.

 Political cadre distancing itself from the insengy by making publistatements denouncing
violence, yet the insurgent leadership still controls the cadre.

* A public breach between militant and politicelements of the insurgency, although this
is often a deception.

» Formation of new alliances, often with grougigt seem to have little in common with the
insurgency or its ideology apart from the desire for governmental change.

» An end or reduction in guerrilla activity with an increase in political activity.

* Intensive efforts to gain inteational moral and political support.

» Using sophisticated propaganda, aimed at specific target audiences.

 Insurgent political wing seeks recognition an¢hgnnto politics, incuding election to local,
district, departmental, regional, or national offices.
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CoOMPOSITE AND COALITION STRATEGY

2-93. The composite and coalition strategy appliesewfifferent insurgengroups using different
strategies combine to form loose coalitions thates¢he purposes of the different groups. However, the
composite and coalition strategy is usually unitedgposition to something, for example an occupier or
specific grievance, rather than for a positive objective. Within a single AO, there may be multiple
competing entities, each seeking to maximize itsigability and influenceRecently, Al—Qaeda in Iraq
provides the best example of a composite and amaldirategy; they foundeddhslamic State of Iraq

and became an umbrella group for many other ksl insurgent groups. Contemporary actions of the
composite and coalition strategy include—

e Unclear or vague objective.

» Multiple or disjointed strategies within a single area of operations.
» More likely to ally with criminal actors.

» Attacks on other members of the coalition.

SHIFTS BETWEEN STRATEGIES AND PHASES

2-94. Insurgencies often operate using different strategn different phases, in different geographical

areas. These decisions are based on the operational environment and insurgent objectives. Most

insurgencies eventually move to the protracted popuéaror subversive strategy after another strategy
proves unsuccessful.

2-95. Insurgencies can also shift both phases and gyraRressure from the counterinsurgent can force

an insurgent to move laterally to a new strategy or return to an earlier phase (Figure 2-6). For example, an
insurgency in Phase I, Latent and Incipient, using an urban strategy, builds sufficient strength to progress

to Phase Il, Guerrilla Warfare. Once in Phasdahlik insurgents may believe they are strong enough
to initiate a series of attacks. Thdéfncounterinsurgents saessfully drive out the gurgents, the insurgents
will normally consolidate and reorganize elsewhere. However, this failure may force the insurgency back
to Phase | in that area. Additionally, the insurgent leadership may transition from the urban strategy to a
protracted popular war strgie When the insurgenedders believe they aready, the insigency will
return to Phase Il, Guerrilla Warfare.

2-96. Insurgencies are often vulnerableemhithey shift between strategy or phases. These shifts may be

due to fractures within the insurgent leadership or setbacks. Shifts may also occur due to time, changes

in external support, changes in leadership, or esingurgent action. These shifts are often rapid so
counterinsurgents must be able to recognize and exploit them. Indicators of a shift in strategies may be:

» Changes in propaganda message content

» Uncharacteristic increasn communications

» Unexplained pauses or suddreoreases in guerrilla attacks

« Shift of effort between urban and rural efforts

» Displacement of insurgent®om one location to another

» Unanticipated statements of supporinfrexternal actors for an insurgency

 Increased organization, indoctrination, and secure means of communications

» Increased efforts to infiltrate legitimate organizations such as trade unions, professional
or business organizations, universities, and so on.

» New advocacy for rights of peasanfarmers, or other groups

» Change of in focus of attacks, suhthe targeting of a specific sector
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Pressure from the counterinsurgent can force an insurgency to:
- Move lateraly to new strategy and/or

- Return to an earlier phase

Current insurgency
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Figure 2-6. Shifts between strategies and phases.

Section V—TACTICS

Insurgencies employ both violent and nonviolent tactics to achieve their objectives. Nonviolent tactics attempt
to achieve political goals without these of force. Insurgent violent taxs are often accompanied by a variety

of nonviolent tactics. Used together, these tacttmng with supporting propagandzgn assist in recruiting

and gathering popular support. Historically insurgenbige fielded dedicated personnel to foment nonviolent
action such as strikes and protests to supplement violent action. Insurgents are by nature an asymmetric threat.
Asymmetric Warfards a conflict in which a weaker opponent uses unorthodox or surprise tactics to attack
weak points of a stronger opponent, exsally if the tactics include teorism, guerrilla warfare, criminal
activity, subversion, or propaganda. Violent tactics by insurgents can intedctrdeism, guerrilla warfare
sabotageor conventional operationgnsurgents often use terrorism and guerrilla tactics to achieve their goals,
because they do not have the capabibtitgontest the government or counterinsurgency forces in conventional
operations.

VIOLENT TACTICS

2-97. Violent insurgent tactics are nortiyacharacterized by elusivenessyrprise, and brief, violent

action. These tactics are often divided between terrorism and guerrilla warfare early in the insurgency.
In Phase lll of the insurgency, it is common to see more conventional operations. There are three general
tactics available to insurgentthat use violence—terrorism, guerrilléactics, conventional tactics

and criminal activity. The challenge that at any given time the imgent could use any of them. For
clarity, the term ‘guerrilla’ applies to any insurgent forces performing any of these four types of violence.
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2-98. Although violence can alienate the population when not linked to a vision of a better life or the
violence is indiscriminant, the commitment to use violence isa potent insurgent weapon. Targets
of violence can be anything insurgents deem to bawations to their cause. Host nation security forces,
foreign forces, aid workers, members df ttpopulation who do not accept insurgent claims,
and infrastructure are tygal insurgent targets.

2-99. Normally, organized groups of insurgents usingaigésm or guerrilla warfare use violent tactics.

The differences between these two t@ecome blurred, especially within an urban environment or where
the government exerts strong control. Although potentially nonviolent, criminal activity provides a ready
source of income for an insurgency and, for the purposes of this FM, has a violent nature. Violent tactics
include, but are not limited to (for more see FM 3-24):

» Ambushes.

» Assassination.

* Arson.

« Bombing and high explosives.
« Chemical, biological, radiological, or nuclear weapons.
 Hijacking and skyjacking.

» Hostage taking.

* Indirect fire.

» Kidnapping.

» Raids or attacks on facilities.

» Sabotage.

» Seizure.

TERRORISM

2-100. A terrorist is an individual whases violence, terror, and intinaiibn to achieve a result (DOD).
Insurgents may use terrorism. Terrorist attacks employ violence primarily against noncombatants as a way
to increase the population's vulnerability and decraheg perception of secity. Insurgent terrorism
techniques include assassination, arson, blackmail, bombings, hijacking, kidnapping, threats, murder,
mutilation, and torture. The insurgent using tesm often targets econdm and political symbols

to undermine the legitimacy of the government.yAaverreaction by governme forces or other
authorities adds to the population's resentmemtatd the government and turns its support to the
insurgency.

2-101. Insurgents using terrorismgenerally require fewer pemnel than guerrilla warfare
or conventional operations. Inherently, thesetivdies have greater security and lower support
requirements. Insurgents using terrorism often sedggets for their political and psychological impact.
Their attacks can be effective in generating popslgpport within one faction when used against a
competing faction. They can also be effectivefoirting government reacin that alters government
policies to benefit insurgent objectives.

GUERRILLA TACTICS

2-102. Guerrilla tactics are typified blyit-and-run attacks by lightly ared, small groups. The guerrilla is

the combat element of the insurgency. Guerrilla tactics emphasize ambushes, raids, snipers, rocket
and mortar attacks, and the use of explosive devices. Guerrilla tactics may also include assassination,
coercion, and kidnapping to achiesgpport or eliminate opposition.

Principles

2-103. The principles of guerrilla tactics as statgdMao Zedong are still valid: “Enemy advances, we
retreat. Enemy halts, we harass. Enemy tisesattack. Enemy retreats, we pursue.”
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2-104. Guerrilla operations are generally offensive, not defensive, and are often harassing in nature.
Guerrillas seldom attempt to seize and defend physical objectives and, in general, avoid decisive
engagement. Their overall aim is often to cause camfugo destroy infrastruate or security forces,

and to lower public morale. Guerrilla harassmentnatts to keep government forces on the defensive

and weaken the Host Nation, which can include destroying resources and disrupting lines
of communication. One advantage of harassment is that it may create the perception that the guerrilla can
strike anywhere and that the Hd&ition cannot prevent it. Because abtltounterinsurgents the must not

only win small battles, but also win the battle of lpulperception. In rural areas, guerrillas may seize a
remote area or conduct raids and small-scale at@ckemote targets and lines of communications.

Numerical Superiority

2-105. While government forces outnumber the guerrilla tuerrilla seeks to attain local numerical
superiority. If guerrillas can successfutlgncentrate against counterinsungethey can attain victory over

small elements of government forces. Guerrillas oftem simple techniques sppeed, surprise, maneuver,

and especially infiltration. Nearehtarget area, small guerrilla elemenil often mass in order to conduct

a specific, larger-scale operation. The baited ambush is a favorite guerrilla technique. Guerrillas often
create incidents, such as arsons, bombings, and hoaxes, as the bait. These baited ambushes can attempt
to lure small government forces of all types into a mechanical or manned ambush.

CONVENTIONAL TACTICS

2-106. Conventional operations are not always necggska success; however, guerrillas may engage

in conventional operations after an insurgency kg extensive popular and logistical support. When
they feel the conditions are setsimgents may generate a conventianditary force that can directly
confront HN security forces. These conventioopérations may vary from a small regional operation

to general conventional warfare. Large conventional operations are usually an attempt to obtain the
strategic or operational objectives.

CRIMINAL ACTIVITY

2-107. Sustainment requirements, especially funding, often bring insurgents into relationships with
organized crime orinsurgents may turn to criminal activity themselves. Reaping windfall profits
and avoiding the costs and difficulties involved in securingereal support makes illegal activity
attractive to insurgents. Taxing a mass base usuyadligls low returns and alienates the population,
especially in cases where the insurgency provides essential services to the population. In contrast,
kidnapping or hostage taking, extortion, armed robbery, and trafficking (drug, human, black market goods,
and so on)—four possible insurgenintnal activities—are veryucrative, although they also alienate the
population. The activities of the Fuerzas Armadas Rewoharias de Colombia (FARC) are a perfect
example. The FARC often receives millions of US dslfaom a single high-profilgidnapping. Similarly,

failed and failing states with rich natural resources like oil or poppies are particularly lucrative areas
for criminal activity.

2-108. Devoting exceptional amounts oftime and effort to fund-raising requires insurgents
to shortchange ideological or armed action. Indeed, the method of raising funds is often at the heart
of internal debates within the insurgency. For example, the FARCs involvement in the drug trade has made
it the richest self-sustaining insurgent group in history; yet it continues to claim to pursue “Bolivarian”
and “socialist” or “Marxist-Leninist” ends. FARC activities have increasingly been labeled
“narco-terrorist” or, simply "criminal," by a variety of critics.

2-109. Many insurgencies have degenerated into criminality. This occurred as the primary movements
disintegrated and the remaining elements were adsift. Such disintegrain is desirable for the
counterinsurgent. It replaces a damgs, ideologically inspired body dfsaffiliated individuals with a

less dangerous but more diverse body. This transitvould mean the counterinsurgency would also
transition to more of a law-and-order approach. Successful counterinsurgents must recognize that the ideal
approach eliminates both the inseingy and any criminal threats.
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NONVIOLENT TACTICS

2-110. Successful insurgents use nonviolent tactics in conjunction with violent tactics. Subversion
and propaganda are the two most prevalent Soohnonviolent warfare. Although some subversive
activities can bleed over to violeattivities, for the purposes of this FM, subversion will emphasize the
nonviolent activities that define the noalént nature of subversion. Noolént tactics include, but are not
limited to (for more see FM 3-24):

» Demonstrations

» Denial and Deception
* Hoaxes

* Infiltration

» Strikes

SUBVERSION

2-111. Subversionis action designed to undermine thditary, economic, psychological, or political
strength or morale of a regim®Q@D). In addition, Subversive activitig anyone lending aid, comfort,
and moral support to individuals, groups, or orgaiora that advocate the overthrow of incumbent
governments by force and violence (DOBJI willful acts that are intendetb be detrimental to the best
interests of the government that do fedt into the categories of treasmgdition, sabotage, or espionage
are subversive activity.

2-112. Insurgents use various subversive techniquesein #ittempt to convince the populace to resist the
government and COIN forces and support their npsncy. These techniques include demonstrations,
boycaotts, clandestine radio broadcastswspapers, and pamphlets. diliéion, movement leaders organize

or develop cooperative relationships with legéte political action groupsyouth groups, and trade
unions. This approach develop®pular support for later political and military activities. Subversive
activities often openly challenge, inan organized pattern and just short of violence, thd contro
and legitimacy of the established government and COIN forces.

2-113. One of the most visual forms of subversion is civil unrest. The fomenting of riots, organizing
of strikes, and staging aemonstrations can drain the poweegance, and capabilities of the government

and conversely increase the power and prestige ofthe insurgency. Another means of subversion
is infiltration of government orgeézations, political parties, labamions, community groups, universities,

and charitable organizations.

2-114. To increase public credibility, attract new sugpos, generate revenueand acquire other
resources, insurgent groups may establish their wamt groups Front groups are organizations that
purport to be independent, but are in fact created and controlled by the leaders of the insurgency. A historic
example of a front group is the Sinn Feithe Irish Republican Army (IRA) used Sinn Fein, their
“political wing” made up of political cadre, &erve as the IRA’s respectable public face.

PROPAGANDA

2-115. Insurgent groups commonly use propagandadease their base of support or reduce support

for COIN forces. The joint definition of propaganaany form of communication in support of national
objectives designed to influence the opinions, eonsti attitudes, or behavior of any group in order

to benefit the sponsor, either directly or indirectly (JP 1-02). In this case, the insurgents use propaganda
to further their own ends.

2-116. The insurgent's propaganda efforts use activities such as clandestine radio broadcasts, the
Internet, newspapers, graffiti and pamphlets that openly challenge the control and legitimacy of the
established government. Insurgentdl wearch for any leverage thesan use in their propaganda. This
includes seeking support based on the common identigligious affiliation, clan, tribe, or ethnic group.
Additionally, insurgents often create new problems and reinforce existing problems they then can exploit.
Insurgents will arrange for the “caiidlental” presence of photographerscameras where planned events
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occur. If the government is unwilling or unable to addrthese problems succeligfuhe insurgency can
claim they will solve them. Common insurgent propaganda efforts include the following:

» Encouraging the HN populace oresffic neutral parties tavoid supporting HN or other
friendly government’s forces.

* Increasing insurgent will to resist by fanning hatreds, biases, and predispositions.

« Inciting riots or orgaizing rallies, which may includeonoring “martyred” insurgents.

» Causing or exacerbating sslticated civilian crises.

» Creating or fostering public distrust of the HN security forces.

» Undermining the support of specific HN local leaders or businessmen.

» Creating or intensifying general ethnic or religious unrest or friction.

» Supporting or revitalizing dissidéor opposition organizations.

 Linking local groups with similar groups in neighboring countries or regions.

 Discrediting or ridiculing specific HN or counterinsurgent officials.

» Characterizing government leaders as puppets and tools of foreign COIN forces.

» Spreading hostile coverage of COIN persdnespecially countémsurgent mistakes.

2-117. Effective counterinsurgents must counter ngemt propaganda. This can be accomplished by
conducting information engagement (li&)exploit inconsistencies in the insurgents’ propaganda and their
excessive use of force or intimidation. Additionalbpunterinsurgents must have a coherent and unified
information engagement plan. This IE plan must be planned, prepared, and executed with input from all
appropriate civil and military agencies, especially the HN.

Section VI—STRENGTHS AND VULNERABILITIES

Understanding insurgents’ tyail strengths and vulnerabilities allowsuaterinsurgents at the tactical level
to work toward neutralizing or avoiding their capabilities and exploiting their weaknesses. The typical strengths
and vulnerabilities of insurgents are explained below.

STRENGTHS

2-118. The recognized strengths of insurgent warfamvide a base to analyze the specific insurgent
threat. No two insurgent forceseaidentical. Known strengths are &épg against a specific situation the
COIN force encounters, and are refined because of éoedysis. Regardless, iddied insurgent strengths
must be reduced or circumvented. Table 2-1 presesisgent strengths and countermeasures for analysis
during COIN operations.

Table 2-1. Insurgent stre ngths and countermeasures.

Insurgent Strengths Countermeasures

Insurgents are usually indigenous to the local area The counterinsurgent force must separate the
and have the support of at least some of the populace. insurgent from the rest of the populace. This is best
Therefore, they have the ability to blend with the local accomplished through the effective use of populace
populace. In many cases they have two roles—a local and resources control. Care must be taken

resident one moment, an insurgent the next moment. This to ensure that civilians are not injured or mistreated
enhances their capability to operate without discovery in a as a result of counterinsurgent operations
given area.

INDIGENOUS
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Table 2-1. Insurgent strengths

and countermeasures (continued).

Insurgent Strengths Countermeasures
Since most insurgents are indigenous, their knowledge The counterinsurgent force must overcome the
ofthe local populace, customs, issues, language insurgent's advantage oflocal knowledge by
and terrain are first hand. The insurgents use this fostering a strong relationship with government
w understanding to develop working relationships with the security forces, other counterinsurgent forces,
8 populace. The insurgent can apply this knowledge to the and the populace. If possible, counterinsurgent
I effective use of propaganda. If insurgents can get some forces should include members ofthe local
§ of the local populace to identify to some degree with their populace andreside within the local area.
o cause, they can win their support and gain new recruits. If Maintaining continuous counterinsurgent operations
P4 insurgents cannot persuade locals to help or refrain from ina given area through a permanently stationed
x hindering, they may resort to coercion. counterinsurgent force is important. The skillful use
of local assets or creating a local civilian defense
force that has the support and backing of the
government are some ways to accomplish this.
The insurgent’s inherent advantage with the population The counterinsurgent  force must place
w normally allows them to develop intelligence networks counterintelligence operations, intelligence
(@] % and infrastructure within the government and population. collecting, and intelligence analyses asa high
E o These networks can provide insurgents with continuous priority. The use of compartmentalization, deception,
] '<T< and current information on government or counterinsurgent operations security, and communications security
S force dispositions, strengths, weaknesses, and capabilities must be constantly emphasized. Since insurgents
L E are indigenous, their intelligence networks
E o) and infrastructures can be infiltrated to gather
- intelligence and turn insurgent operatives into
double agents.
Some insurgents may be devoted to their cause to the The counterinsurgent force must therefore promote
point of fanaticism. On the other hand, insurgents who wish the belief that remaining an insurgent leads only
% to abandon the movement face major challenges. their to death and defeat while at the same time creating
= ability tocease being an insurgent is difficult. The a viable method for “former” insurgents to return
<>( government and the local populace may not welcome them to normal life. Host government reintegration,
= back, and the remaining insurgents will view them as a reconciliation, and amnesty programs remain the
o turncoat and threat. Motivation within the insurgency important elements of this success.
= isusually kept high through intimidation and threats
of violence on them and their families.
> Insurgents do not have the responsibility to maintain Counterinsurgent forces can use the insurgent’s
= normal governmental obligations toward society. This frees lack of provisions for the society, asa tool
[al= their efforts to conduct focused operations in support to increase government support
%% of their goals. However, they often provide some aid of counterinsurgent operations and to decrease
8 Z and services to the local community, especially where populace’s insurgent support. In addition, they
o 8 government services fall short and they highly advertise can show that the insurgents have acted
L n this fact. irresponsibly. Increasing the HN governments
E ability to provide services to the population may
marginalize insurgent efforts.
The insurgent can use a broad range of tactics, from The counterinsurgents must remain flexible
E n conventional warfare to terrorism. Theycan escalate and adaptive to engage and, if possible, disband,
g O or deescalate their activity inreaction to government defeat or destroy the insurgent force while at the
x B or counterinsurgent activity almost at will. same time preventing the insurgent force from
8 b7 having tactical successes. They must also learn
> and adapt quickly.
Insurgents often come from impoverished backgrounds, The counterinsurgent force must therefore
o are young, and are in good shape. They can make do with establish controls and eliminate resource support.
2T less by both design and background. Successful Tight security and control on arms
o 8 insurgents are innovative in their tactics, techniques and ammunition must be maintained, to include
8 o and procedures. They learn and adapt to changes in the thorough destruction of unused, abandoned,
Zz < operational environment. discarded equipment. Hardships are still
wT hardships, and the harder life is for the insurgent,
the more likely they are to quit.

VULNERABILITIES

2-119. The vulnerabilities of insurgents also provide a base for analysis. To gain the advantage over the
insurgent and enhance effectivenghese weaknesses must be targeted and exploited. Table 2-2 displays
insurgent vulnerabilities and considerations for analysis during COIN operations.
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Table 2-2. Insurgent vulner abilities and considerations.

Insurgent Vulnerabilities

Considerations

Insurgents operate in small bands to avoid detection by

Insurgent methods to recruit replacements

a ] government and counterinsurgent forces. Due to the can be identified and exploited.
w % challenges of recruiting new insurgents, insurgent personnel
g 8 losses are not easily replaced.
Sl

o

%) Because of their covert nature, insurgents must rely on Insurgent equipment losses are not easily
a E)J resources that are stolen or clandestinely delivered from replaced, and methods of re-supply can be
E o friendly entities such as internal or external supporters. This discovered, severed, or tracked to sources
s 8 is especially true for sophisticated equipment, cash, and destinations.
3 ﬂ replacement parts and expendable supplies.

[
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Table 2-2. Insurgent vulnerabiliti

es and considerati ons (continued).

Insurgent Vulnerabilities

Considerations

The insurgents normally lack the combat power for a sustained

Insurgents will usually break off

% fight. As a result, insurgents typically avoid decisive engagements when they become too

% engagements with government forces. By their own design, intense, as the potential for higher losses

a insurgent operations are usually limited in scope and are is not usually worth the risk. However, they

:: driven by both engagement and disengagement plans. may conduct a stand up fight if they have a

m large base of expendable guerrillas; they

% think they can manipulate a large political

O gain; or in some cases a rites of passage

event.

(%) The insurgent endures a life of physical danger, privation Counterinsurgent forces can exploit these

% and many types of stress. Stresses include combat and the stresses. Offering insurgents, a pardon,

6 fear of combat, the need to live covertly (constantly fearing to include food, shelter and protections from

< discovery by the government) recognizing the numeric both the government and insurgent,

5 superiority of the government forces they face; fear of criminal | is sometimes enough incentive to induce

g treatment if captured by the government; and fear of violence | insurgent desertions.

a to self and family (often imposed by the insurgent organization

> to ensure cooperation). Besides a belief in the cause, the

% insurgent may remain an insurgent due to fear of government

= reprisal or reprisals from the insurgent organization.

The dependence of the insurgent on popular support is a If the popular support is withdrawn, the
24 E major weakness. This popular support includes direct aid insurgent will not be able to operate
g o and active intelligence reporting. effectively. If the populace turns against the
2 & insurgent, the government can reap
o> significant benefits. Willing locals can help
an locate, capture, or kill once “popular”
insurgents.
Insurgent operational weaknesses can include security The counterinsurgent force can exploit these

:(' (requiring extensive resources that may slow down insurgent weaknesses by interdicting supply
% &) responsiveness); bases and safe houses (that are difficult routes and facilities, following the supply
= |(_D to acquire and operate); a lack of sophisticated trail, forcing desertion because of hardships,
é O communications (requiring insurgents to spend excessive and inflicting combat losses that are hard
w E amounts of time preparing to launch operations); and a lack to replace.
% of technology (including the ability to maintain captured

high-technology items).

SUMMARY

The central struggle of the majority of insurgencies is to gain and maintain the support of the population.
However, the five elements of each insurgency, the eight dynamics, the strategy, the tactics, and the
specific strengths and vulnerabilities are each unique to an individual insurgent group. For the tactical
leader, from the platoon to the brigade, it is imperative that they first identify and understand the insurgent
group or groups that they are fighting, before determining potential insurgent COAs and friendly COAs.
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Chapter 3
Foundations of Counterinsurgency

“The best way to attain peace is to combine force with politics, We must remember
that destruction must be used a last recourse, and even then only in order to build
something better in the end...Each time Hiter is required to act against a village

in a war, he needs to remember that his first duty, after securing submission of the
local population, is to rebuild the villageeorganize the local market and establish

a school.”

General Joseph Gallietiundamental Instructiond 898

US and Host Nation participation in combating an insurgency includes simultaneous
military and nonmilitary efforts that normally build upon the Host Nation
government’s efforts, its institutions and plans. This chapter discusses the foundations
of a successful counterinsurgency throughises on the seven of counterinsurgency
lines of effort, tactical force consideratiarigar-hold-build operations, other major
COIN operations, and thghases of COIN operations.

Section —OVERVIEW

A counterinsurgency is a complex subset of warfdileis section defines counterinsurgency, explains the
concepts of foreign internal defense (FID) and internal defense and develgpb®n), and describes the
scores of units, agencies, organizations that unitdlomatk with in their area of operations. This discussion
also covers full-spectrum operations and their apjpdioa in counterinsurgency. Finally, it introduces the
seven counterinsurgency lines of effort (LOEshelp units achieve unity of effort.

DEFINITION OF COUNTERINSURGENCY

3-1. Counterinsurgencys those military, paramilitary, economigsychological and civil actions taken

by a government to defeat an insurgency (IR)l-Ina counterinsurgency, Host Nation forces
and partners operate to defeahad resistance, reduce passive oppositon, establish or reestablish the
legitimacy of the Host Nation's government (FMO)3- Counterinsurgency B proactive approach
involving all elements of national power; even down ®ttctical level. COIN operations strive to achieve
unity of effort amongst many joint, interagencyteigovernmental, and multiienal organizations. COIN
includes tactical planning; intelligence development and analysis; training; materiel, technical,
organizational assistance; advice; infrastructure Idpweent; tactical-level operations; and information
engagement. US forces often lahd US government’s counterinsurgerefforts because the US military

can quickly project a counterinsurgent force and sustain not only its force but also other agencies.

GOAL OF COUNTERINSURGENCY OPERATIONS

3-2. The end state of counterinsurggnoperations is a legitimate boNation government that can
provide effective governance. Thixludes providing for their populacdiminating the root causes of the
insurgency and preventing those root causes fronmniaty Counterinsurgent opsions can successfully
defeat an insurgency; achiege unity of effort along multiple lines @fffort; isolate tle insurgent from the

people; and increase the legitimacy of the Hodiddagovernment. The five geiirements for successful
COIN operations at the tactical level include:

» Together, US and HN military commanders devise the plan for attacking the insurgent strategy,
and focus on bolsteringpvernmental legitimacy.
» HN and US forces establish controlaska and secure the population continuously.
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» Operations should be initiated from the HN goweent’s area of strength against areas under
insurgent control.

» Regaining control of the insurgent’s areaguires the HN government to expand operations
to secure and support the population.

» Information engagements favorably influence perceptions of HN legitimacy, obtain local
support for COIN operations, publicize insurgeisience, and discredit insurgent propaganda.

FOREIGN INTERNAL DEFENSE

3-3. Foreign internal defensdFID) is the participation by civilian and military agencies of a
government in any of the action programs takerabgther government or othdesignated organization

to free and protect its society from subversion, lawlessness, and insurgency (JP 3-07.1). The FID programs
are used to support friendly nations operating in matened with potential htiigies. As a tool of US

foreign policy, FID is a national-level effort thiavolves numerous US Government agencies all working
together to eliminate th@ot causes of an insurgency.

3-4. US military involvement in FID has traditiolha been focused towe counterinsurgency.
Although much of the FID effort remains focused on this important area, US FID programs may aim at
other threats to an HN’s internal stability, such as civil disorder, illicit drug trafficking, or terrorism. These
threats may, in fact, predominate in the future as traditional power centers shift, suppressed cultural
and ethnic rivalries surface, and the economic incestigf illegal drug traffiking continue. Typical
tactical involvement in FID enita conducting combat operationsadst guerrillas, conducting actions
across all seven lines of effort to defeat nggmcy, and training Ho$tation security forces.

INTERNAL DEFENSE AND DEVELOPMENT

3-5. Internal defense and development (IDAB) the full range of measures taken by a nation

to promote its growth and protect itself from subversion, lawlessness, and insurgency. It focuses on
building viable institutions (politicaleconomic, social, and military) thatspond to the need of the society

(FM 1-02). IDAD isnot only a singl master plan, it isa compilation ofall internal defense
and development plans at the strategic, operaticenad] tactical level that a nation possesses. The
fundamental goal of IDAD isto prevent subversi lawlessness and ingency by forestalling

or defeating the threat and by working to correct the conditions that prompted the violence. Tactical units
may only see the local government strategy, econdenelopment plan, or tHeng-range military plan

of their partner HN security force unit, which are part of the IDAD plan.

JOINT, INTERAGENCY, INTERGOVERNMENTAL,
MULTINATIONAL

3-6. Successfully conducting a counterinsurgency reguaréost of organizations. Brigade, battalion,
and company commanders must integrate and synchronize their operations directly with the activities
and operations of other military forces and nonnmifiarganizations in tir area of operations.

TERMS
3-7. Leaders must understand the terminology between joint, interagency, intergovernmental,
and multinational operations.

Joint
3-8. Between military services (Army, Navy, USAF, and USMC).

Interagency

3-9. Between other government agencies, for examplepartment of State, Central Intelligence
Agency, Federal Bureau of Investigatj National Security Agency, USAID.
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Intergovernmental

3-10. Between international government organizations, for example, United Nations, European Union,
NATO, African Union.

Multinational
3-11. Between foreign government organizations, for example, Great Britain, Saudi Arabia, Poland.

COMMAND RESPONSIBILITIES

3-12.  When working with interagency, intergovemantal, nongovernmentahd multinational groups,
Army commanders have inherent responsibilities thatde clarifying the militarls mission; determining
controlling legal and policy authorities; and sustaining and caring for these organizations addarsdi
Information sharing between the elements is esseategdtablish ground truth. Not all agencies may agree
on the nature or scope of suppoquiged or on the operation’s progress.

3-13. Gaining and maintaining popular support preserftaraidable challenge that the military cannot
accomplish alone. Achieving thesemai requires synchronizing th&ats of many nonmilitary and HN
agencies in a coordinated approach. Coordinatidhealowest level is essential for unity of effdrikely
participants in COIN operations include the following:

e US military forces.

* Multinational (including HN) military forces.
» US governmental organizations.
 Intergovernmental organizations (IGOs).

» Nongovernmental Organizations (NGOs).
» Multinational corporations and contractors.
 Indigenous populationnal institutions (IP1).

USMILITARY FORCES

3-14. The military’s contribution is vital for COIN efforts. Demanding and complex, COIN draws
heavily on a broad range of the force's capabilities and requires a different mix of offensive, defensive,
and stability operations from that expected in major combat operations. Air, land, and maritime
components all contribute to successiperations and to the vital effort to separate insurgents from the
people. The Army and Marine Corps usually furnish the principal US military contributions to COIN
forces.

3-15. The most important military assets in COIN are disciplined Soldiers and Marines with adaptive,
self-aware, and intelligent leaders. Tactical units/ rhave specially trained or attached personnel who
bring certain capabilities such as—

» Civil affairs.

* PSYOP.

» Language specialists.
* Human intelligence.
» Logistic support.

» Contractors.

» Medical units.

» Military police.

» Engineers.

» Legal affairs.

MULTINATIONAL MILITARY FORCES

3-16. Soldiers and Marines may function as part of a multinational force. In COIN operations, US
forces usually operate with the Host Nation security forces. Each multinational participant provides
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capabilities and strengths that US forces may not.h@tieer countries’ militaryforces bring different
cultural backgrounds, historicalkgeriences, languages and other cépi@ls that can be particularly
valuable to COIN efforts.

US GOVERNMENTAL ORGANIZATIONS

3-17. Commanders’ situational awareness includendoefamiliar with other US governmental
organizations participating in the COIN effort and their capabilities. Commanders and leaders of other US
governmental organizations should collaborativelwnpland coordinate actions to avoid duplication

or conflicting purposes. Within the US Government, key organizations that tactical units may work with
are shown in Table 3-1.

Table 3-1. US governmental organizations.

Department of State
= COffice of the Coordinator for
Stabilization and Reconstruction

US Agency for International Development
(USAID)

Central Intelligence Agency

Department of Justice
* Drug Enforcement Administration
» Federal Bureau of Investigation

Department of the Treasury

Department of Homeland Security
» US Coast Guard
* Immigration Customs Enforcement

Department of Agriculture

INTERGOVERNMENTAL ORGANIZATIONS

3-18. An intergovernmental organizatiornis an organization created by formal agreement, for
example, a treaty, between two or more governments. It may be established on a global, regional,
or functional basis for wide-ranging or narrowly defirmurposes. IGOs are formed to protect and promote
national interests shared by member states (JP 1-02). The most notable IGO is the United Nations.
Depending on the situation and HN needs, tactical units can expect to encounter any number of UN
organizations in their AOs, such as the following:

» Department of Peacekeeping Operations.

» World Food Program.

» UN Refugee Agency (the UN High Commissioner for Refugees).
* UN High Commissioner for Human Rights.

NONGOVERNMENTAL ORGANIZATIONS

3-4

3-19. Joint doctrine defines a nongovernmental orgarupadis a private, self-governing, not-for-profit
organization dedicated to alleviating human sufferiag;promoting education, health care, economic
development, environmental protection, human sghind conflict resolution; or encouraging the
establishment of democratic institutions and cegtiety. (JP 1-02). There are several thousand NGOs
of many different types. NGO aciiies are governed by their orgamgi charters and their members’
motivations. Typical NGOs that tactical units may encounter include—
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» Médecins sans Frontieres (Doctors without Borders).

» Cooperative for Assistance and Relief Everywhere (CARE).
Oxford Committee for Famine Relief (OXFAM).

Save the Children.

I NDIGENOUS POPULATION AND INSTITUTIONS

3-20. IPI is the civilian construct of an area of opera$ to include its popula&in, governmental, tribal,
commercial, and private organizations and entitieg. fdpulation includes legal citizens, legal and illegal
immigrants, and all categories of dishted civilians. As stated earlighis is the most important group
for counterinsurgent units to protect, engage, and synchronize actions.

MULTINATIONAL CORPORATIONS AND CONTRACTORS

3-21. Multinational corporations often engage @tonstruction, economic development, security
and governance activities. At a minimum, commandbmild know which companies are present in their

AO and where those companies are conducting business. Such information can prevent fratricide
and destruction of private property.

INTERAGENCY COORDINATION IN COIN

3-22. A tactical unit conducting COIN operations can exgeawvork with a wide range of agencies and
will be expected to track, manage, support, and coatéiwith all of theseagencies, some of whose
agendas or desired outcomes may or may not coinittiethe overall COIN effort. Commanders at all
levels will have to overcome many challenges and work to integrate all the agencies organizzsgemts pr
in the AO, so that everyone ws towards a common end state.

3-23. Challenges to the integration of military and civilian agencies include different organizational
cultures, capabilities and structures. Some civilian organizations may not be trained and equipped
to operate in austere, unsecured environments or they may not be able to sustain themselves in remote
areas. Some organizations may be averse tomasguisk, which may hinder the overall COIN effort.
Military and governmental organizans are heavily dependent ontadsishing and implementing their

internal operating procedures andthey are often reluctant to adapt or change those procedures
to accommodate the addition of new actors. Differexpectations amongst the organizations can also
serve to further heighten tensions and create friction among agencies.

3-24. US government and civilian agencies pdevi capabilities critical to the successful
accomplishment of the counterinsurggmmission. Most agencies hatreir own budgets, and often will
have more robust financial capabilities than military uditseffective interagencyffort can use all of the
organizations’ budgets in a complementary wayatilitate stability and development efforts. Civilian
agencies can also provide links toagtgic resources that may not baitable to tactical units. They may
also have access toinformation, resources aablers that can help military units develop a
comprehensive understanding of the operational environment.

3-25. Military forces have several complementary characteristics that can be of value to other agencies.
The most obvious is the ability to provide security tradsportation assets. Military forces also have the
ability to provide an accurate assessinof whether an area is ready fw capable of supporting essential
services and economic development projects. Onesgetlindicators become apparent, counterinsurgent
forces have the ability to prale logistical support, securjtgnd expertise to a project.

3-26. The formation of effective civil-military teams creates complementary capabilities that mitigate
the inherent weaknesses of botle ttounterinsurgent force and civiliaagencies. Effective interagency
teams can conduct concurrent operations to demgiteon gains made through security operations.
In Afghanistan on 2002, USAID representatives embedgih units were able to render immediate aid

to returning families whose homes were damaged during combat operations.
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FuLL SPECTRUM OPERATIONS

3-27. FM 3-0 states that Army forces conduct full-spectrum operations outside the United States by
executing offensive, defensive, and stability operations as part of integrated joint, interagency,
and multinational teams. Full spectrum operati@mail simultaneous and continuous combinations

of offensive, defensive, and stability or itsupport operations. Based on the mission, one type

of operation may predominate. Commanders shiffptieelominant type of operation based on the current
situation and their assessment as they shape the operational environment and set the conditions to achieve
the end-state (Figure 3-1).

Joint Campaigns (Overseas)

Offense Offense
Offense Defense
Defense Stability Defense
Stability

Stability

Figure 3-1. Full-spectrum operations.

3-28. Like any Army operation, at the tactical level, counterinsurgency operations are a combination
of offensive, defensive, and stabilitpperations. Counterinsurgent offensivaperations focus on
eliminating the insurgents. dinterinsurgent defensive opeoats focus on protecting the populace

and infrastructure from insurgent attacks. Stability operations focus on addressing the root causes that
allowed to insurgency to come into existence. Determining the combination is not easy, since it varies
depending on the situation, the mission, and the commander's desired end-state. All three of these
operations may be ongoing within different paftshe area of operations at the same time.

OFFENSIVE OPERATIONS

3-29. Theseare combat operations conducted to defeat and destroy enemy forces and seize terrain,
resources and population centers. They impose tienamder’s will on the enemy. This active imposition

of land power potentially makes the offense the deeisype of military opet#on, whether undertaken
against irregular forces or the armed forces ofation-state supporting the insurgency. The physical
presence of land forces also enhances stability opasathrough the threat of offensive action in areas

they occupy. During an insurgen offensive operations aim aestroying the guerrilla, underground

or leader in order to establish a secure environment for the establishment or the re-establishment of the rule
of law, legitimate government, aedonomic development. The successiounterinsurgent unit designs

their offensive operations to complement their other defensive and stability operations. Chapter 5 further
discusses offensive operations.

DEFENSIVE OPERATIONS

3-6

3-30. Theseare combat operations conducted to defeat an enemy attack, gain time, economize forces,
and develop conditions favorable for offensive or stability operations. They defeat attacks, destroying
as many attackers as necessary. The def@gmeserves physical dominance over land, resources,
and populations. Defensive operatioretain terrain, as well as protecting the HN population and key
resources. Defensive operations during an irsurg aim at securing the population, protecting
counterinsurgent forces, securing key sites, and securing key personnelc@ésstu counterinsurgent

unit designs its defensive operations to complement its other offensive and stability operaapis: €h
further discusses defensive operations.
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STABILITY OPERATIONS

3-31. Theseencompass various military missions, tassd activities conducted outside the United
States in coordination with other instruments of natipoaver to maintain or reestablish a safe and secure
environment, provide essential government, sesji emergency infrastructure, reconstruction,

and humanitarian relief. Most stability operations are both multiagency and multinational. Forces engaged
in stability operations may have to conduct offeasand defensive operations to defend themselves

or destroy forces seeking to undermine theaffeness or credibility of the stability mission.

3-32. Stability operations consist of five primary taskstabfish civil security, establish civil control,
support to governance, restore essential servicesugmeobrt to economic and infrastructure development.

At the tactical level, the primary stability tasks may serve as lines of effort or simply as guideposts
to ensure broader unity of effort. In this manuhley become the nucleus for the seven COIN lines

of effort.

3-33. The degree to which Army forces engage in stability operations is dependent on the specific
circumstances of any given operation. In some djpeis the Host Nation cacarry out most security
operations and Army forces are engaged in stability operations to offset any negative impact of military
presence on the populace. In other operations, Army fevitbim a failed state may be responsible for the
well-being of the local population, to include providing basic civil functions, while working with other
agencies to restore essential servicethe area or region. An example of this was Operation Restore Hope
in Somalia in 1992 and 1993. Chaptduither discussestability operations.

LINES OF EFFORT IN COUNTERINSURGENCY

3-34. Commanders use LOEs to visualize, descrére] direct operations when positional reference

to enemy forces has little relevance, such as an insurgency. FM 3-0 defimesoteffortas a line that

links multiple tasks and missions using the logic of purpose—cause and effect—to focus efforts toward
establishing operational and strategic conditions. A plased on LOEs unifies the efforts of all actors
participating in a counterinsurgency toward amowmon purpose. Each LOE represents a conceptual
category along which the HN government and COIN force commander intend to attack the insurgent
strategy and tactics and edish HN government legitimacy. LOEare closely related and are not
sequential in nature. Successful achievement okti@ state requires careful coordination of actions
undertaken along all LOEs. Figure 3-2 shows example COIN LOEs. The figure also shows how the LOEs
try to gain the support of the poptibn to reach the end state.

3-35. Success inone LOE reinforces successes éncthers. Progress alorgach LOE contributes

to attaining a stable and secure environment for the Host Nation. Once a measure of stability is achieved,
achievements in other LOEs, like popular redtgn of the HN government’s legitimacy, improved
governance, and progressive, substantive reduction of the root causes that lead to the insurgency, follow.
No single list of LOEs applies to all insurgencies. Commanders select LOEs based on their understanding
of the nature of the insurgency and what the COIN force must do to counter it. Commanders designate
LOEs that best focus counterinsurgeffibiés against the insurgents’ strategy.

3-36. Commanders at all echelons can use LOEs. Leakelon operations are nested within the higher
echelon’s LOEs; however, lower echelon operatamsconducted based on each unit's AO. Commanders
and staffs synchronize activities along all LOEs to gaiity of effort. This @proach ensures the LOEs
converge on a well-defined, commonly understood end state.

3-37. Commanders at all levels should select the LOEs that relate best to achieving the desired end state.
The following list of possible LOEs is not all-inclus. However, it gives commanders a place to start:

» Establish civil security.
 Establish civil control.

» Support HN security forces.
» Support to governance.

» Restore essential services.
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» Support to economic and infrastructure development.
» Conduct information engagement.

Populace

Conduct Information Engagement

Starting End
Conditions State
Establish Civil Security
Pro- —
Insurgent o
Populace || [d . 1
™ Support Host Nation Security Forces
o)
N S Neutral
& upport to Governance or Passive
=
= Populace
>.
Neutral © [l Establish Civil Control
or Passive ]
Populace 0]
o
. Restore Essential Services
=
o
=
= Support to Economic and Infrastructure Development
Pro- 2 Populace
overnment 8

3-8

Figure 3-2. Example lines of effort for a counterinsurgency.

3-38. These lines can be customized, renamed, changed altogether, or simply not used. Commanders
may combine two or more of the listed LOEs orsplit one LOE into several. For example, some
commanders may combine the LOES, restore esseatidtes, and support to economic and infrastructure
development into one LOE. Likewise, other commanders may split out rule of law from the civil
control LOE.

3-39. Tactical units, HN security forces anatiHN’s government can only accomplish a limited
number of tasks at any one time. The seven COIN LOEs help prioritize and synchronize efforts along all
of the LOEs. One useful construct is the rheogipt@ach with LOEs—increased effort along the establish
civil security LOE usually means less effort along the other LOEs. Units may see this during operations
against a powerful insurgency or during ttiear phase of eclear-hold-build operation. In most cases,
restoring security to an AO enables units and the HN government to rapidly meet objectives along the
other lines of effort. In other AOs, units mayiiease effort along the support to governance and support

to economic and infrastructure development LOEs, while seeing a reduction in effort along the establish
civil control LOE. This occurs during operations agamsveak insurgency or during the build phase of a
clear-hold-buildoperation. Figure 3-3 shows the rheostat approach to the LOEs.

3-40.  Operations designed using LOEs typically em@nyextended, event-driven timeline with short-,
mid-, and long-term goals. These operations combine the effects of long-term operations, such
as neutralizing the insurgent infrastructure, with cyclic and short-term events, like regular trash collection
and attacks against insurgent basdsapter 4 discusses consideras for planning LOEs and horizons.
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Section II—HISTORICAL THEORIES

This section compares three historic theoriesoointerinsurgency. Together, they provide a reference
for forces engaged in COIN operations. COIN operataarscomplicated. Even considering these theories will
not guarantee success. However, urtdading these aspects will help illuminate the challenges inherent
in defeating an insurgency. Three counterinsurgenqyerts, Robert Thompson, David Galula and Charles
Callwell, had very specific theories concerning theduct of counterinsurgency based on their experience.

s  MUST OPERATE
| SIMULTANEQUSLY
ALONG ALL LOE

EST CIVIL EST CIVIL SUPPORT HN SUPPORT TO
SECURITY CONTROL SEC FORCES GOVERNANCE

RESTORE SUPPORT TO INFORMATION
ESSENTIAL SERVICES ECON DEVELOP ENGAGEMENT

OPERATIONAL ENVIRONMENT

+« EACH KNOB REPRESENTS A SINGLE LINE OF EFFORT

* ADJUSTMENT OF A SINGLE KNOB REPRESENTS A PRIORITIZED APPLICATION OF RESOURCES

+ SYNCHRONIZATION OF ADJUSTMENTS RELATIVE TO EACH OTHER IS THE FOUNDATION OF UNIT’S
LONG RANGE PLAN

+* TARGET ALONG ALL LINES OF EFFORT TO ENHANCE POTENTIAL FAVORABLE OUTCOMES

Figure 3-3. Rheostat approach to the lines of effort.

ROBERT THOMPSON'S PRINCIPLES FOR SUCCESSFUL COIN

3-41. Robert Thompson’give Principles for Successful Counterinsurgebeged on his experience in
the Malayan emergency follow:

» The need for government to have a clear political aim.
» To function within the law.

» To establish an overall plan, eteby all political, socio-economic and military responses were
coordinated.

» To give priority to the elinmation of political subversion.
* To secure the government’s base dweimre conducting a military campaign.

DAVID GALULA'S FOUR LAWS FOR SUCCESSFUL COIN

3-42. David Galula’'s Four Laws for Successful Counterinsurgentyased on his experience
in Indochina and Algeria follow:

* The support of the population is necessary ferabunterinsurgent disis the insurgent.
» Support is gained through the active minority.
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» Support from the population is conditional.
* Intensity of efforts and vastness of means are essential.

CHARLES CALLWELL’S IDEAS FOR SUCCESSFUL COIN

3-43. Charles Callwell'sldeas for Successful Counterinsurgeniogised on his experience in the Boer
War and other British Imperial operations, follow:

» [Following up] successes...; a single blow wiltesf achieve results, but a succession of blows
paralyzes the enemy.

» Matching the enemy in mobility and inventiveness.

» Collecting actionable intelligence.

» Seizing what the enemy prizes most.

Section III—TACTICAL CONSIDERATIONS

This section contains basic tactical consideratims®mon to counterinsurgency operations, categorized first
by terrain, and then by troops. As for any type of dp@rathe commander and staff must consider all relevant
operational and mission variables, and their effects omatipes. These additional considerations for terrain
and troops allow the commander to better visualize tlonduct of counterinsurgency operations as he
accomplishes the assigned mission.

TERRAIN

3-44. As with any type military operation, terrainagk a key role in counterinsurgency operations.
Insurgencies are fought in either urban ownral terrain, each withs own characteristics.

URBAN AREAS

3-45. The urbanization of the world poption continues to increaséhe concealment and anonymity

that was once only provided by remote rural areas to the insurgent is now available in urban areas. The
transient nature and size of urban populations increasingly hinder a countemt'suedility to detect

and identify insurgents. surgents use urban centers for freedom of movement, easy access to their mass
base and proximity to targets. Pogausupport at the outset of this kinflinsurgency is not necessary, but

can be gained through intimidation and attackingidaervices provided by the government. With a
greater population density, urban areas need more goverfumetions and services than rural areas. This
requires more government organiaas for operations and a balanced approach using all LOEs.

3-46. Insurgencies thrive in an urban environment. Operations against urban insurgents vary from
operations designed to control the p@piain to operations thatvolve seeking out and killing or capturing

the insurgent. Inthese urbaareas, counterinsurgency forcesay have to emphasize intelligence

and police operations to counter ra@stine organizational, intelligendegistic, and terrorist activities.
Counterinsurgency forces may be required to reinforce HN police forces in combating riots and disorders
provoked by the insurgents aswell as comidgc raids and cordon and searches. Military
counterinsurgency forces must be able to commumieéth HN police forces and other agencies involved

in operations.

Considerations during Counterinsurgencies

3-47. When military forces must reinforce police or defeat insurgent forces inside the urban area,
leaders must closely control and coordinate operations. However, the local government determines the
level of intensity at which urban operations aomducted. Military forceshould be withdrawn as soon

as police forces can manage the situation. Basic urban counterinsurgency considerations include—

» Maintaining a constant, forward presence with the population.
» Acquiring and dissemiting accurate and timely intelligence.

3-10 FMI 3-24.2



Foundations of Counterinsurgency

» Avoiding overreaction to insurgent activity.

» Ensuring the population has the basic level of essential services.

» Developing relationships with competent Host Nation officials.

» Using countersniper operations, especiatlyoadblocks, outposts, and sentry posts.

» Reacting to the ambush of patrols and firing on helicopters.

» Emphasizing countermeasures against expdosigzards (to include improvised explosive
devices and mines) and booby traps of all types.

» Controlling access to weaponsiiforms and other supplies the insurgents may use.

» Protecting industry and public services from attack and sabotage.

» Preventing riots, protests and other large population incidents.

Lines of Effort
3-48. All urban operations require careful planningdaoordination, particularly those operations
involving applicaton of force. The most vital requiremeistaccurate and timely intelligence. Military
forces must be able to communicate with police and other agencies involved in the operations. During
urban operations, actions mustthken across the all LOEs. Examples of actions along each LOE are—
Establish Civil Security

3-49. Conduct targeted raids with HN security forces to attack key insurgent cells.

Establish Civil Control
3-50. Conduct investigative training for HN police fordesincrease arrests and convictions; establish a
block committee to control the population.

Support HN Security Forces
3-51. Maximize the number, effectiveness, and uséifsecurity forces to secure and control the
population and to prevent the insurgent’s freedom of movement.

Support to Governance
3-52. Establish or convene local or tribal council meetings to identify and solve the underlying issues
of the insurgency.

Restore Essential Services
3-53. Provide projects, such as the restoration of electrical power and sewer systems to blocks that
support the government. Projestsould provide positive reinfoement of desired behavior.

Support to Economic and Infrastructure Development
3-54. Provide funds to city managets hire additional personnehd initiate economic development
projects. Hire from blocks that are neutral to increase their support for the government.

Conduct Information Engagement

3-55. Conduct information engagemsnto highlight government soesses and expose insurgent
defeats and excesses.

RURAL AREAS

3-56. Much of the guerrilla warfare in the 20th Ceryt occurred in a rural setting—the mountains
of Yugoslavia in WWII, the jungles of South Vietham in the 1950s and 1960s, and the jungles of Columbia
in the 1980s and 1990s. The reduced potential for collateral damage, limited infrastructure, and the lack of
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urban development, andthe characteristics ofthe rural setting itself influence both insurgent
and counterinsurgent operations.

Considerations during Counterinsurgencies

3-57. Counterinsurgency operations in a rural environment may allow for the potential application
of full military combat power, conventional fire and meaiver, and less restrictiveles of engagement due

to a lower population density. However, leaders, ptidin for the application of the minimum-essential
force required to accomplish the mission.

3-58. In the rural environment, insurgents rely on friendly elements within the population to provide
supplies and intelligence. Rural insurgents prefer to operate inregions providing plenty of cover
and concealment such as heavilyekied and mountainous areas thiatler the counterinsurgency force

in gaining access and intelligence. Often operating fitoeir own home or villagerural insurgents will

often move to camps if security does not permit thememain at home. Insuggt camps are also chosen
with a view toward easy access t@ ttarget population, access to arfdly or neutral border, prepared
escape routes, and good observation of counterinsurdgermeyapproach routes. When counterinsurgency
operations force the insurgents out of his prefelvage camps, he tends to establish camps in rugged
inhospitable areas not easily penetrated. Like CINrban areas, rural counterinsurgency operations
must focus on both locating and killing the guerridad on severing the supportive element of the
population, such as the mass base andiayx from providing supplies and intelligence.

3-59. Offensive operations are usually conducted in atleatseither are under insurgent control or are
contested. Inthese areas, ground or water modes of entry are often used, but air assault or parachute
operations can also be employed. These operationsfigsesive tactics such as a raid, a reconnaissance

in force, a cordon and search, a hasty or delibextick, a pursuit, or a combination of these.

Purpose
3-60. Their purpose is to—

» Destroy the insurgent force and its base complexes.

« Expand controlled areas.

* Isolate guerrillas from their support.

« Demonstrate support for the governmandl for the populace in the local area.

» Harass the insurgent to prevent the buildup of personnel and logistical resources.

Lines of Effort
3-61. All rural operations must address all LOEsxamples along each LOE to consider include—

Establish Civil Security
3-62. Conduct raids with HN security foes to attack key guerrilla groups.

Establish Civil Control
3-63. Reinforce police operations, especially police stations and checkpoints, as a means to increase
control of the population; conduct census.

Support HN Security Forces
3-64. Use HN security forces to increase combat power, expand the AO, increase the number of villages
secured, and increase the legitimacy of the operation.

Support to Governance

3-65. Establish or convene a villagdgistrict, provincial or tribal council to identify and solve
underlying issues.
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Restore Essential Services

3-66. Provide projects such as wellsvitlages that support the government.

Support to Economic and Infrastructure Development

3-67. Provide economic stimuli such as the donation wéetor or gasoline toiNages that are neutral
to increase their support for the government.

Conduct Information Engagement

3-68. Conduct information engagements to geteergupport for the HN government, highlight
government victories and expose insurgent defeats and excesses.

BORDER AREAS

3-69. In addition to the typical external support, uguaupplies, that an sBurgent group may receive
from across a border, insurgents may also éshkatsanctuary base camps and conduct cross-border
operations from adjacent countries.

3-70. Host nation police, customs, or paramilitapprder forces should beesponsible for border
security. However, the guerrillargat may force the military tooaduct border operations, particularly
inrural areas. US forces advise and assist Host Nation security forces to interdict the infiltration
of insurgent personnel and materiel across international boundaries with the intent of isolating the
insurgent forces from their external support and samets. Border operations normally require restrictive
measures for tribal and ethnic groups who do not recognize the international boundary.

3-71. Border operations require close coordioatiand cooperation between the armed forces,
paramilitary forces, and governmenteagies involved. Physically daay the border may be impossible,

since doing so could increase the requirement for forces and materiel beyond available resources. Placing
forces or barriers at every crasgiand entry site may also be impossible. Commanders should prioritize
where to place their forces or barriers.

Routes

3-72. Based on detailed terrain analysis and intelligence, commanders can determine infiltration
and exfiltration routes, support stefrequency and volume of traffitype of transportation, number

and type of personnel, amount angetyof materiel, terrain and traffconditions, and the probable location

of base areas and sanctuaries. Continaodsdetailed surveillance is required.

Zones

3-73. Restricted zones or friendly population buffer zooas be established if needed. Either of these
operations, which could requirel@eating many persons, must be carefully planned. Although armed
forces may assist, civil authorities normally arepensible for planning armhrrying out a relocation
program. Forced relocation is held toa minimum. The 1949 Geneva Conventions prohibit forced
population resettlement unless & clear military necessity.

Restricted Zone

3-74. This is a carefully selectedrea, varied in width and ciguous to the border. Authorities
normally relocate all persons living in this zone. Warities give public notice #t they will regard all
unauthorized individualer groups encountered in the restrictede as infiltrators or insurgents.

Friendly Population Buffer Zone

3-75. This is an area where only civilians believedéoloyal to the governme live in the AO. The
government relocates all persons whose loyalty it cagstablish. The government may use this operation
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to establish information nets and employ loyal citizens in paramilitary units. The operation denies
insurgents potential civilian contacts and base areas for border-crossing activities.

Lines of Effort
3-76. Border operations must use actions acrods@its. One or two examples along each LOE are—

Establish Civil Security

3-77. Conduct ambushes with and without HN security forces at likely insurgent crossing sites.

Establish Civil Control

3-78. Conduct training of HN police and border forces to increase the speed and results of searches.

Support HN Security Forces

3-79. Integrate and maximize the number and effectiveness of HN border, police and Army forces.

Support to Governance
3-80. Establish or convene a village or tribabunicil from both sides of the border to identify
and solve issues.

Restore Essential Services
3-81. Provide projects, such as restaya of irrigation systems to viliges that assist the government’s
efforts to close the border. Projects should mteviositive reinforcement of desired behavior.

Support to Economic and Infrastructure Development
3-82. Provide economic stimuli such as hiring villagersonnel to build border fences or to act
as guards. Hire from villages that are ndutrancrease their support for the government.

Conduct Information Engagement

3-83. Create information engagements to canalize movement through official points of entry
and establish the legitimacy of therder in the eyes of the populace.

TROOPS

3-84. Counterinsurgency operations typically involve actions that combine joint, interagency,
multinational, and nongovernmentabrganizations efforts. Theincreased number of military
and nonmilitary participants and their divergentssions and methods are amordination and unity
of effort challenge. Achieving unity of effortqaires the greatest possible common purpose and direction

among all agencies. One means of achieving this is using a long-range plan designed around the seven

COIN lines of effort.

TASK ORGANIZATION

3-85. The organization for, and conduct of, coumsurgency operations depends on the mission
variables and the OE. However, COIN ggi®ons place a premium on boots on the grouhask
organizationis the temporary grouping of forces desigirie accomplish a particular mission (FM 3-0).
Task organization for counterinsurgency operatiomsten substantially different from how units are task
organized in conventional operations. During coungerrgency operations, many units do not perform
their traditional role. For example, in Irag and Afghanistan, many artillerymen have served in infantry, civil
affairs, military police, or intelligence roles.

3-14 FMI 3-24.2



Foundations of Counterinsurgency

TROOPSTO-TASK ANALYSIS

3-86. Given the extended nature of COIN, tactical units must maximize all available assets to
accomplish missions in each of the COIN LOEs anstasn Soldier proficiency, physical fitness, and
emotional and psychological well-being. A means to mie the employment of all assets is referred to

as troops-to-task analysis. This process enables units to correctly assign tasks to units of appropriate size
and capabilities.

3-87. Often conducted during MDMP, staffs and tactical units begin troops-to-task analysis by
determining a standard size element to use as a baseline (Infantry platoon, Armor platoon, Cavalry platoon,
company, or others). The staff determines the foas@dlable (often includingdN security forces). Then,

the staff or tactical unit lists anioritizes each task and determirles forces required to accomplish each

task using the baseline unit as a measure,. Finadlytatttical unit and staff uses the commander’s planning
guidance to array forces and assign tasks.

3-88. Figure 3-4 shows an example format for a troops-to-task analysis worksheet. It identifies specified
and implied tasks, a baseline number of unit or umtduding HN security forces, required to accomplish

a task, and assigned them higher headquarters. The troops-to-task process is also useful for establishing
unit AOs.

AO Platoon Requirements
AO1| AO2| AO3| AO4 |AOS

E Secure key infrastructure 3 2 3 1
2  |Establish and secure CMOC ”J 2
g £ |Conduct population control 3 3 4 3

m -
T2 [Conduct route security v 3
:G: Conduct base security (COPs) 1 1 1 0
& |Secure PRT P 1

Totals: 7 6 8 4 6
Steps:

1. Subdivide'urban areas intc AOs based on demographics.
2. List specified and implied tasks.

3. Determine a combat power metric such as 1 x PLT per key infrastructure,
or 2 x PLT to secure the CMOC.

4. Fill out table with number of platoons, and tally at bottom to determine
how many platoons are required for each AO.

5. Consolidate AOs if possible, and assign HQ.

Figure 3-4. Example format for AO platoon requirements worksheet.

BRIGADE COMBAT TEAMS

3-89. In larger COIN efforts, BCTs will usually provide the required command and control apparatus
to conduct sustained tactical operations over an BQically, a BCT’s boundary is aligned with a Host
Nation governmental boundary. BCTs also allocate resotwdéeir subordinate battalions and coordinate
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with higher military headquartersjost Nation governmentfficials, HN security forces, NGOs, or US
agencies.

3-90. Once a BCT isgiven an AO, they, along withe Host Nation, should be the controlling
headquarters for all other elements in their AO. This should include the temporary attachment for control,
if not command, of any element that is physically within their AO. Examples would include the United
States Agency for Internal Development (USAID),r@&o of Engineers, Military Police, advisor teams,
reconstruction teams, Host Nation security forcesprivate contracting security firms, since these
elements may not completely understaralititricacies in the BCT'’s assigned AO.

3-91. The military force conducting counterinsurgency ragiens will not always consist of maneuver
forces. Counterinsurgency operations are manpowensive and therefore infantry, armor, artillery,
reconnaissance, and military police battalions areptivary tactical building blocks for combat in a
counterinsurgency environment. The composition ef tifictical force in couatinsurgency operations
depends upon these available forces and the threas ttaated. Aviation, engineers, military working dog
teams, special operations forces, and reconstruction teams are key force multipliers for the
counterinsurgency force. In ddaig how to use these forces, leesl assess the factors of METT-TC.
Normally, most ground combat elements are organized to fight as maneuver forces. However, the proper
use of other forces can provide the counterinsurgency force with many advantages.

HOST NATION SECURITY FORCES

3-92. The Host Nation security forces must be includedrosome cases, drive thaity of effort of the
counterinsurgent effort. HN security forces can begirateed in planning cells, share bases with US forces
and, at a tactical level, conduct parallel planningdrresponding staff sectian&dditionally, HN security
forces give many benefits to counterinsurgency efforts. For more information, see Chapter 8.

CAPABILITIES

3-93. Units conducting counterinsurgenoperations have identifiedemeed for additional capabilities

beyond their standard task organization. Human iteteams, document and media exploitation teams,
personal security detachments, detainee holding areas, Host Nation security force advisor teams, base
commanders and base defense commanders, explosive ordnance disposal teams, compamgédntellig
support teams, and tactical siteploitation teams have all prayeiseful during recent operations.

3-94. A human terrain teams a group of civilian anthropologistdtached to brigades and battalions.

This team helps the unit understand local cultures. These social scientists aid leaders in better
understanding relevant cultlifaistory, engaging locals in a positivay, and incorporating knowledge of

tribal traditions to help resolve conflicts.

3-95. Document and media exploitation teams (DOMpK)cess, translate, ayak, exploit, and share
hard copy documents and electronic media collected during operations. This capability increases
in importance as the rule of law is re-established and insurgents go to trial, rather than long term detention.

3-96. Due to the organization of brigade and battalheadquarters, commanders and sergeant majors
lack the combat power needito move freely around the battlefield.recent operations, units have either

built ad hoc organizations or taskgldtoons to serve as escorts so that/ can reconnoiter the AO, attend
meetings, engage locals, check on Soldiers, and wdtealize the fight. These are often called personal
security detachments. Most theaters have implemented a three or four vehicle rule for convoys, which
make this unit’s strength at least twelve Soldiers strong.

3-97. A detainee holding aredDHA) is a temporary location used to field process and house any
person captured or otherwise detained by an armed force, and provide resources for intelligence
exploitation. Detainees are kept here for a shortodeof time before being released or being sent to a
theater internment facility. The DHA generally cotsisf a semipermanent structure designed to house
detainees. Basic infrastructure includes shelter, latrines, basic hygiene facilities, medical care, interrogation
facilities, and evidence holding areas. For more see FM 3-19.40.
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3-98. Host nation security forcadvisor teamsconduct operations to traiHN military individuals

and units in tactical employment, sustainment and integration of land, air, and maritime skills; provide
advice and assistance to military leaders; and provide training on tactics, techniques, and procedures. These
teams can be resourced by the BCT or battalion, or provided by DA. Their size and capability varies on the
size of the HN security force being advised. (For more information, see Chapter 8.)

3-99. Base commanders and base defense commaadergypically internally resourced personnel
and units of the brigade, battalion, and companrgll@vho command and control the base and supervise
the defense of the base. (For more information, see Chapter 6.)

3-100. Explosive ordnance disposal (EOD) supporbvisies the capability to neutralize domestic
of foreign conventional explosive hazards, whimclude unexploded ordnee (UXO), booby traps,
improvised explosive devices (IEDs), captured enamynunition, and bulk explosive. EOD units detect,
mark, identify, render safe, and dispose of exploBazards. Also, EOD specialswork with intelligence
personnel to conduct explosive forensics to help idemti€ makers of the devices, as well as their ever
evolving methods of cotsiction, placement, caealment, and detonation.

3-101. Human intelligence collection teams (HCTs) are teams with trained HUMINT collectors that
collect information for people artbeir associated documents anddimesources to identify elements,
intentions, capability, strength, disposition, tactics, and equipment. The team uses human sources as tools
and a variety of collection methods to dgtisthe commander's intelligence requirements.

They can conduct source operations and interrogate detainees.

3-102. A PSYOP team is a team that reinforces the effects of tactical and nontactical operations, as well
as discrediting and demoralizingetlinsurgency. Their actions emita the probability of accomplishing
the unit’s mission.

3-103. A civil affairs team (CAT) is a team that helps a unit establish, maintain, influence, or exploit
relations between the unit and civilian organiasi, governments, authorities, and populace in an area
of operations. Civil affairs core tasks include pegel and resource control (PRC), foreign humanitarian
assistance, civil information management, nation assistance, and support to civil administration.

3-104. Company operations teams sometimes referregistcompany intelligere support teams are a

group of two to six individuals at the company level who enhance the company commanders’ situational
awareness of their area of opesas by producing intelligence atethcompany level. They collect

and analyze patrol reports, human intelligence reports, and battalion intelligence reports. As a result, they
are able to conduct link analysis, conduct pattern analysis, create target folders, and enemy situation
templates.

3-105. Site exploitations teams are teams at the @mpor battalion level that execute systematic
actions with the appropriate equipment, to enghet¢ personnel, document, electronic data, and other
material at any site are identifieeialuated, collected, and protected to gather information to be developed
into intelligence and facilitatuture operations. They may collecbhbietric, physical, djital, and spoken
data. (See also Chapter 5 of this manual or CALL product 07-26.)

Section IV—CLEAR-HOLD-BUILD OPERATIONS

A clear-hold-build operation is a full spectrum operation thamtines offense (finding and eliminating the
insurgent), defense (protecting tloeal populace) and stability (rebuildirte infrastructure, increasing the
legitimacy of the local government and bringing the rofdaw to the area) operations. Each phase—clear,
hold, and build—combines offensive, defensive, and stability operations in varying degreesléattphase,
offensive operations usually dominate; in tiedd phase, defensive operations are emphasized; and loldhe

phase stability operations are preeminent. It isllyswa relatively long-termoperation and requires the
commitment of a large number of forces. Figure 3-5 shows the typical combination of offense, defense
and stability operations.
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Clear Hold Build

Offense Offense

Offense Defense
Defense Stability Defense

Stability
Stability

Figure 3-5. Clear-hold-build framework.

OVERVIEW

3-106. This pattern of operation is tdear, hold, andbuild one village, area, or city at a time—and then
expand into another area. In previous conflicts, this was known afOih&got Strategy This type

of operation was used successfully in Algeaind Indochina by the French, who callethithe d’huile

in Malaysia by the British, who referred to it as "TBreggs Plan”; and in Tal Afar by the Americans, who
named it tlear-hold-build" This operation aims to developanf-term, effective Host Nation government
framework and presence in the area, which secures the people and facilitates meeting their basic needs,
and provides legitimate governance.

3-107. The purpose of America’'s ground forces is to fight and win the Nation’s wars. Throughout
history, however, the Army has been called on to perform many tasks beyond pure combat; this has been
particularly true during the conduat COIN operations. COIN operatiomsll continue to require Soldiers

to be ready both to fight and to build—depending orstrwirity situation and a variety of other factors.

RESOURCES

3-108. Clear-hold-buildoperations require a substantial commitment of resources, time and a clear unity
of effort by civil authorities, othreagencies, and security forces. Counterinsurgent commanders must first
plan and prepare for a long-term effort. Before conductingar-hold-buildoperation, units must ensure

that they have identified or coordinated for—

» Adequate troops, US and HN, to clear the insurgents from a designated area.
 Interagency cooperaticand unity of effort.

 Sufficient resources, expertise, andddato restore essential services.

» A local government that will support the operation.

» Means for US and HN security (military, police, and paramilitary) forces to share intelligence.

OBJECTIVES

3-18

3-109. Actual operations beginy controlling access to the area anentby controlling key points within
the area. Security and influes can then spread out from teemeas. Often, the stepsatéar-hold-build
operations will overlap, especially between chahnd build, where activities are often conducted
simultaneouslyClear-hold-buildoperations have the following objectives:

» Create a secure physical and psychological environment.
» Provide continuous sedty for the local populace.

« Eliminate the instgent presence.

» Reinforce political primacy.

» Enforce the rule of law.

* Rebuild local Host Nation institutions.

» Gain the populace’s support.

FMI 3-24.2



Foundations of Counterinsurgency

CLEAR

3-110. Clear is a tactical mission task that requirdsee commander toremove all enemy forces

and eliminate organized resistance in an assigned area (FM 3-90). The force does this by destroying,
capturing, or forcing the withdrawal of insurgent catamts and leaders. Thiask is most effectively
initiated by a clear-in-zone or cordon-and-searciperation, as well as patrolling, ambushes,

and targeted raids.

OFFENSIVE OPERATIONS

3-111. Offensive operations predominate during the clphase; however, defensive and stability
operations are still conducted. Eliminating guerrillacés does not remove ethentrenchednsurgent
infrastructure. While leaders and the undergroundt.ekisurgents will contiue to recruit among the
population, undermine the Host tm government, receive suppieand coerce the populace through
intimidation and violence. After guerrilla forces have been eliminated, removing the insurgent
infrastructure such as leaders, underground, anitlaaies begins. This should be done in a way that
minimizes the impact on the local populace.

3-112. If insurgent forces are not eliminated, but are expelled or have broken into smaller groups instead,
they must be prevented from reentering the area. ©maaterinsurgent units have established their bases,
platoons and companies cannot become static. St@yld be mobile and should patrol throughout the
area. The local populace should be compensatedafoages that occur while clearing the area of
insurgents.

DEFENSIVE AND STABILITY OPERATIONS

3-113. Defensive and stability operationsarontinued to maintain gainedaset the conditions for future
activities. These include—

* Isolating the area to cut off external supgortl to kill or captur@scaping insurgents.

» Conducting periodic patrols to identify, disrupt, ehiate, or expel insurgents, as well as secure
the population.

» Employing security forces and government representatives throughout the area to secure the
populace and facilitate follow-on stages of development.

L INES OF EFFORT
3-114. Although the clear phase emphasizes establishing civil security, operations across the other LOEs

must happen. Examples of complimentary actions across all LOEs include—

Establish Civil Security
3-115. Conduct targeting of insurgent leaders and gileerbands, cordon and searches of insurgent
controlled areas, and raids on safehouses.

Establish Civil Control
3-116. Train and support police forces or paramilitarycts to implement curfews interdict insurgent
movement.

Support HN Security Forces
3-117. Train and use HN security forces to iease combat power during clearing operations.

Support to Governance

3-118. Identify key government and local leaders that can support the re-establishment of local
government that can administer the area. Identifying the underlying issues of the population.
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Restore Essential Services

3-119. Identify essential services that need immediate attention.

Support to Economic and Infrastructure Development

3-120. lIdentify potential “quick win” projects to stimulate the local economy and create additional
support for the government.

Conduct Information Engagement

3-121. The message to the populace focuses on gaimmthmaintaining their overt support for the
counterinsurgency effort, as well as informing them that active support for the insurgency would prolong
combat operations, creating a risk to themselves and their neighbors. The message to the insurgent force
focuses on convincing them that they cannot win, and that the most constructive alternatives are
to surrender or cease their activities.

HOLD

3-122. After clearing the area of guerrillas, the counterinsurgent force musasisggn sufficient troops

to the cleared area to prevent their return, to defieatremnants, and to secure the population. This is the
hold task. Ideally, Host Nation security forces execute this part of the clear-hold-build operation. Success
or failure depends on effectivend continuously securing the popularel on reestablishing an HN local
government. Although offensivend stability operations ctinue, in this phase, usdgfensive operations

to secure the population.

BASES

3-123. Cleared areas are best held by establishing ednatirgent forces in bas among or adjacent to

the area. From these bases, the counterinsurgar@sf@an then concentrate on two primary purposes:

to disrupt, identify, and ultimately eliminate the insurgents, especially their leadership and infrastructure;
and to end popular support for the insurgency and to gain popular support for the government

3-124. Exactly where these bases are establisked their actual force composition isa key
counterinsurgent decision. The main consideratimulsl be towards the desired effect on the population,
especially increasing their security. If a area upportive of the insurgency, then a base established

in known insurgent strongholds may sever the relationships between insurgents and the populace.
However, if the area is neutral or has pocketsupiport for the government, then the base should be
established where it can best help in developing the area.

SECURING THE POPULACE

3-20

3-125. If adequate HN security forces are not available, units should consider hiring and training local
paramilitary forces to securthe cleared village or neighborhoodlot only do the members of the
paramilitary have a stake in their area’s security, they also recewsg@ Providing jobs stimulates the
economy. Having a job improves morale and allows locals to become a potential member of the local
governmental process.

3-126. Contact with the population should be continyausd both planned anchplanned. Being based
within the population forces information engagetand provides opportuniefor contact with the
population. From the first day, Soldier's actions in these areas, if culturally astute, can build bonds with the
local populace and in many cases change the attitudés geople. Ultimately, the goal of this contact

is twofold: to gain a better picture of the actual situation and to turn the population’s support toward the
government.

3-127. Another consideration is to secure key physigdtastructure. Because resources are always
limited, parts of the infrastructure vital for stability and vulnerablattack must receive the priority
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of protection. This can be accompléd by analyzing the risk and likeood of attack on various sites in
the AO. (Chapter 7 discusses one technique for this.)

L INES OF EFFORT

3-128. Although thehold phase emphasizes defensive actions, operations across all LOEs must be
employed. Examples of complimentary actions along multiple LOEs include—

Establish Civil Security

3-129. Continuously secure the people and separate them from the insurgents. Establish a firm
government presence and control over the ared papulace by recruiting, organizing, arming,

and training local paramilitary forces and integrate them into operations against the insurgents. Continue
to conduct raids on insurgent leaders or members of the underground.

Establish Civil Control

3-130. Train and support police force tocombat a@inand enforce curfews to curtail insurgent
movement.

Support HN Security Forces
3-131. Conduct combined patrols, checkpoints, cordon and searches, and raids with HN security forces.

Support to Governance
3-132. Establish or reestablish a government politaggdaratus to replace tivsurgent apparatus.

Restore Essential Services
3-133. Establish contracts, empower or finance lggalernments to initiate SWEAT-MSO repairs.

Support to Economic and Infrastructure Development

3-134. Conduct local improvements signed to convince the popula¢e support the Host Nation
government, participate in securing their area, and contribute to the reconstruction effort.

Conduct Information Engagement

3-135. Information engagements should affirm thsécurity forces supporting the Host Nation
government are in the area for the long term and are securing the population from insurgent intimidation,
coercion, and reprisals.

BUILD

3-136. The build phase otlear-hold-build operations consists of carrying out programs designed

to remove the root causes that led to the insurgency, improve the lives of the inhabitants, and strengthen the
Host Nation’s ability to provide edttive governance. Stability operatigmedominate in this phase, with

many important activities beingonducted by nonmilitary agencies. During this phase, the Host Nation
security forces should have primary responsibility decurity. Progress in Bding support for the Host

Nation government requirgsotecting the local populace. People who do not believe they are secure from
insurgent intimidation, aarcion, and reprisals will not risk owlrsupporting counterinsurgent efforts.

SECURING THE POPULACE

3-137. To secure the populace, security forces shawlgtinuously conduct patrols and use measured
force against insurgent targets of opportunity. Just like inhtiié phase, if the HN security forces are
inadequate, units should consideiirig a paramilitary force to secutige village or neighborhood. Contact
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with the people is critical to théocal counterinsurgency effort'success. Actions to eliminate the
remaining covert insurgent support infrastructurehsas the underground, auxiliary, and mass base, must
be continued, because any irgent presence will continue treaten and influence people.

END STATE

3-138. During the build phase, Host Nation governmemresentatives reestablish government offices
and normal administrative procedures. Nationald aternational development agencies rebuild
infrastructure and key facilities. Local leaders are developed and given authority. Life for the area’s
inhabitants begins the return to normal.

L INES OF EFFORT

3-139. Although the build phase continues to sectine population and separate them from the
insurgents, the focusill shift to the other LOEs. Examples obmplimentary actions along multiple LOEs
include—

Establish Civil Security

3-140. Conduct targeted raids on insurgent leaders and the underground, led by HN security forces.
Provide a US Quick Reaction Force (QRF) to HN security forces.

Establish Civil Control

3-141. Continue to patrol the area and control the population while improving HN police training
and equipment. Police forces may continue to expand their role.

Support HN Security Forces
3-142. Increase the number of patrols by HN security forces; US forces begin reducing their roles.

Support to Governance
3-143. Continue to support and enhance the local government.

Restore Essential Services

3-144. Continue projects to restore SWEAT-MSO services such as building roads, digging wells,
building schools and establishing emergency services.

Support to Economic and Infrastructure Development
3-145. Continue to stimulate the local economy through projects such as market repairs.

Conduct Information Engagement

3-146. Information engagements should affirm ths¢curity forces supporting the Host Nation
government are in the area for the long term and are eliminating insurgent leaders, organizations
and infrastructure and improving essential services.
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The Strategic Hamlet Program

Successful clear-hold build operations (CORDS program and Tal Afar) are discussed in FM 3-24. This
vignette highlights the challenges of executing a clear-hold-build operation properly.

In 1962, the Military Assistance Command Vietnam (MACV) launched the Strategic Hamlet Program
to compliment its advisory efforts with the Republic of Vietnam’s military. The Strategic Hamlet Program
was an extremely ambitious program designed to build fortified hamlets, relocate the population to the
hamlets, and train paramilitary forces, known as the Regional or Provincial Forces, across South Vietnam.
Together this would increase security and quality of life for the population. With the goal of fortifying half
the country’s hamlets in only 18 months, the program struggled with providing governance and solving
bureaucratic issues, ensuring security for all the villages, and limiting corruption. Additionally, the program
met resistance from locals, who felt an ancestral connection to their original hamlets.

Although the program was abandoned in 1964, after the war, the North Viethamese Army acknowledged
that the well-run hamlets forced their guerrilla forces to relocate to other, insurgent controlled areas. The
South Vietnamese Strategic Hamlet program failed to meet all five prerequisites for a clear-hold-build
operation, especially obtaining an adequate number of troops, securing sufficient resources, and providing
a local government up to the task.

Section V—OTHER MAJOR COIN TACTICAL OPERATIONS

Major counterinsurgency tacticaperations include Sk& operations and Pomge and Resource Control
operations. Strike operations are operadi to find, fix and finish insurgent forces in areas under insurgent

control where the counterinsurgent does not want to maintain a permanent presence afterwards. Population

and resources control operations gowernment operations to controktpopulace, deny insurgents access to
the populace and resources, and reestablish law order.

STRIKE OPERATIONS

3-147. Strike operations are short duration (generally diag to several weeks) offensive, tactical
operations conducted in contested or insurgent dedraurban or rural areas to find, fix and destroy
insurgent forces. Small, highly mobit®mbat forces operate in dispaetdermations to locate and fix the
insurgents. Upon locating the insurgents, commandeestdiheir forces to attack, pursue, and destroy
them. If contact is lost, the units resume aggressive patrolling to reestablish contact and destroy insurgent
forces before they can rest, reorganize, and resyremations. Strike operations seek to destroy insurgent
forces and base areas, isolate ineatdorces from their support, and irttiet insurgent ifiltration routes

and lines of communications (LOCs). Strike forces arganized as self-suffamt task forces capable

of operating in areas remote from logistical bas&ound or water borne means of entry may be used,

as well as air assault or parachute deliveries.keStoperations use offensive tactics such as raids,
reconnaissance in force, cordons and attacks, hasty or deliberate attacks, and pursuits. It is often a
complementary operation tackear-hold-buildoperation.

3-148. Speed and surprise are important in striqggerations. The sudden and unexpected delivery
of combat forces into an insurgemeld or contested area provides significant advantages to the forces
conducting these operations. Speed and surprise can lewegtiby using air assaults to insert the first
forces into the area of operations. Subsequent fa@aede delivered on later airlifts or by other modes
of transportation. Fires can also be used tokblescape routes or areas that are not secured by
ground forces.

3-149. A strike on an insurgent force normally requires superior combat power. COIN forces attempt

to immediately engage and destroy insurgents before they can disperse. Depending on the situation, hasty
or deliberate attacks are made omdsathat contain fortifications. #&f a successful attack on insurgent
forces, troops thoroughly search the area for insungensionnel, supplies, equipment, and documents. All
captured enemy documents must baced into intelligece channels as soon as possible to ensure that it
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is properly exploited by DOMEX personnel. Pursuit ofiers are undertaken to destroy or capture forces
attempting to flee. Artillery, air supporta air assault forces support ground pursuit.

PURPOSE

3-150. Strike operations may also be used as a mdarencourage recondii@ insurgents to the
negotiation table. Strike operations are conducted to—

» Harass the insurgent to prevent the buildup of personnel and logistical resources.

» Destroy the insurgent force and its base complexes.

« Demonstrate government resolve and gasagport from the populace in the local area.
» Set the conditions to expankbar-hold-buildoperations.

L INES OF EFFORT

3-151. Along the LOEs in a strike operation, tactical units should examine—

Establish Civil Security

3-152. Conduct attacks, raids, and cordon and searches with HN security forces on insurgent forces
and bases.

Establish Civil Control

3-153. Conduct PRC operations, such as a census, egkphint or a search operation in villages
or blocks to control the populace.

Support HN Security Forces
3-154. Increase combat power by using HN security forces.

Support to Governance

3-155. Establish or convene local or tribal council meetings to identify and solve the underlying issues
of the insurgency.

Restore Essential Services

3-156. Ensure projects provide positive reinforcement of desired behavior, such as digging a well for a
tribal sheik who provides intelligence.

Support to Economic and Infrastructure Development
3-157. Hire people from villages or blocks that aeutral to increase support for the government.

Conduct Information Engagements

3-158. Use information engagements Highlight government succesmd expose insurgent defeats
and excesses.

POPULACE AND RESOURCE CONTROL OPERATIONS

3-159. Populace and resource control (PRC) operatayasgovernment actions to protect the populace
and its materiel resources from insurgents, to desyrgents access to the populace and material resources
and to identify and eliminate the insurgents, their organization, their activities, and influence while doing
so. The objective of populace and resources control is to assist in preservingattisbésy a state of law
order within an area or entire nation. PRC operatsmasormally nontactical, police-type operations and a
responsibility of HN governments. However, UScies may be required to conduct PRC operations until
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HN security forces possess théll and capability. PRC operationmay be conducted independently
of clear-hold-buildoperations or Strikeperations or as an integrateait in each of these operations.

3-160. In peacetime, police forces protect the populatiod resources of a state from criminal activity

by both armed and unarmed criminals. During an insurgency, however, the number of armed insurgents,
the willingness of insurgents tse violence against the poli@nd the populace, and the potential

for civilians to become displacedr refugees, often creates a siiia where police forces and their
operations can not successfully curtail the insurgents nor protect the population and resources.

OBJECTIVES
3-161. Typical objectives for populace and resources control operations include—

» Establish and maintain a secure physical and psychological environment for the population.
 Limit insurgent freedom of movement and initiative.

» Sever relationships between the population and insurgents.

« Identify and neutralize Burgent support activities.

» Establish and maintain security of resources.

CATEGORIES
3-162. Populace and resources control measures calagsfied into four general categories:

» Surveillance and intelligence measures.
Establish control measures.

» Enforce control measures.

» Protection measures.

Surveillance and Intelligence Measures

3-163. Surveillance and intelligence meassiinclude both oveend covert surveillance of known, likely

or potential insurgents, their targetand the creation of a QRF tgoit intelligence or conduct greater
surveillance of insurgent targets. Expanded police intelligence and surveillance operations, to include
police informants and agent networks, may link criminal acts from robberies, kidnappings, terrorism,
and extortion to insurgent activities.

3-164. Surveillance must be established and maieth over key individuals, groups, and activities

of interest. Increased surveillzen must be maintained over criticklcations, especially government
and civilian sources of weapons and ammunitidiis includes maximum use of sensors, cameras
and other electronic surveillance gouient to provide continuous coveragfesuspected areas and routes
used by insurgents. An additional means of gathering intelligence is to monitor local media (radio,
newspaper) both for rumocontrol and counterproganda purposes as well as intelligence tip-offs.

In addition, the public and private actions of influential local leaders provide additional insight. It
is important to live forward with the local people and listen to what they are saying. Still other intelligence
and surveillance measures include—

» Establish general covert surveillanmoeasures at marketplace and stores.
* Use HUMINT collection teams (HCTs) or the HN police to recruit locals for surveillance
and intelligence.

» Establish a system of block or village wardens with reporting procedures as well as incentives.
Hold the wardens accountable for knowing wisagoing on in their block or village.

Establish Control Measures

3-165. Successful counterinsurgency operations typically use increased control measures to limit
insurgent activities and threability to hide within the populationNormal security functions must be
performed efficiently and effectivelyyhich is especially true if they @iin any way part of the root causes

of the insurgency. However, duettee insurgency, additional security measures and operational techniques
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must be implemented. Two such considerations are increasing the size of police/border patrols due to the
threat and establishing QRFs to rapidly reinforce any patrol or site.

3-166. Combating an insurgency requires increasedrobmbeasures to limit the insurgent’s freedom
of movement and their supporters. Control measshesild be well planned amdordinated to ensure
rapid and efficient operations, with a minimumdelay and inconvenience to the people. All control
measures must be authorized fgtional laws and regulations, aslwes be enforceable. Each control
measure should be tailored to fit the situation and tsedtablish or reinforcthe credibilityof the Host
Nation government.

3-167. The Host Nation government should explaindgustify all control measures to the HN
population. They should be the leasstrictive to accomplish the purpose. Local civilians must understand
that these measures are necessamyrotect them from insurgent intimidation, coercion, and reprisals.
Ideally, the local population and thdeaders should accept the needeehsures before implementation
and that their support will minimize the inconveniencehef measures. These restrictions must be lifted
as soon as the situation permits.

3-168. Once control measures are in place, the Hdmion government should implement a system

of punishments for offenses related tothem. These punishments should be announced and enforced
equally. All inconveniences and discomforts these measures cause should be blamed squarely upon the
insurgents. PSYOP products, widely disseminated tpape&lation, can help ensure the measures have the
intended effect and undermine popular support for the insurgency. Control measures fall under the
populace control or resource control categories.

ulace Controls
3-169. Population control measures include—

o Curfews.

» Travel permits and passes.

* Movement restrictions.

» Restricted areas.

» Census or registration of residents.

» Block committee.

» National or regional identification system or ID cards.

 Licensing for jobs such as medical, security, construction, and drivers.
» Immigration restrictions

ource Controls

3-170. Resource control measures include control of select resources to include foodstuffs, medical
supplies, and key equipment through:

» Rationing or purchase permits

» Registration of firearms.

» Registration of automobiles and trucks.
» Export and import restrictions.

Techniques

3-26

3-171. Enforcement operations must be conducted llagh and night. Checkpoints and roadblocks are

set up to check and control the movement of persomekicles, and material, and prevent actions that aid

the insurgency. During counterinsurgency operatichgckpoints and roadblocks assist the government

and counterinsurgent forces in ntaining the initiative agast the insurgents by disrupting, interfering

with, and deterring insurgent operations and disrupting the insurgents’ decision-making cycle. It

is important to conduct checkpoints and roadblockth wnterpreters, HN police, or other HN security
forces. Checkpoints and roadblocks used together can channel vehicles and personnel into a checkpoint
or a search.
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Roadblock

3-172. A barrier or obstacle (usually covered by fire) used to block or limit the movement of vehicles
along a route.

Checkpoint

3-173. Checkpoints are manned locations used to contoslement that may be established from 1 to 72
hours depending on the purpose of the operation.

Inspections

3-174. This includes random cordons and searches, thagyhand night, of homes, shops and buildings
for arms, propaganda material and insurgents. Thefusditary working dog teams can be very effective

in intercepting contraband. Toecrease population resentment, itiniportant to ensure intelligence
supports the inspections. An inspection can also be used as a subterfuge for a meeting with key people.

Rewards for Cooperation and Compliance

3-175. A separate, yet related, function is the revragdof cooperation or compliance. The ultimate
reward to the society as a whole is the removal or t&guof restrictions. However, this must be balanced
with the increased potential of the insurgent to gain benefit from these reduced or removed restrictions.

» Cooperative towns, villages or neighborhoodsy niee collectively rewarded by essential
service projects or economic stimulation projects.

» At the individual level, the government may provide monetary or material rewards
for information on suspicious activities.

Protection Measures

3-176. A form of protection measures is internment and resettlement, which consist of those measures
necessary to provide shelter, sustain, guard, protect, and account for people (enemy prisoners of war
[EPWSs] and civilian internees [CIs]), US military prisoners, and dislocated civilians [DC]. Resettlement
of a population may vary from a geaghic based resettlement to theatiement of a specific population

group within a defined area. Resettlement operatstiasild be under Host Natiatirection and control.

For more information, see FM 3-19.40.

Section VI—PHASES

Major counterinsurgency tactical operations are lomgr-tgopulation security operations conducted in territory
generally under Host Nation government control to distabregain, or maintain control of those areas

and to provide adequate security and control te ffopulace to allow restoration of essential services
and improvements to the economy. They typically move through three phases. They combine offensive,
defensive, and stability operations to achieve the stable and secure environment needed for effective
governance, essential services, and economic developgméourish. At the operational level, the phases
are—the initial response phase, the transformation phase, and the fostering sustgihalsityAt the tactical

level, these three phases may resemble the three partsledrahold-build operation. Understanding this
evolution and recognizing the relative maturity of the AO are important for the proper planning, preparation,
execution, and assessment of COIN operations. It is also important to recall that the insurgent also operates
in three stages—Ilatent and in@pt, guerrilla warfare, and war ofovement. This knowledge allows
commanders to ensure that their activities are appropriate to the current situation.

INITIAL RESPONSE PHASE

3-177. The Iinitial response phase generally reflects tasks executed to stabilize the operational
environment in a crisis. During this phase, military forces perform stability tasks during or directly after a
conflict where the security sittian hinders the introduction of diian personnel. Activities during the
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initial response phase aim to provide a safe, seenv@onment as well as to attend to the immediate
essential service needs of the Hdsation population. At the tacticalvel, the initial response may appear
to be similar to the clear phase aflaar-hold-buildoperation. Units may also incorporate strike operations
and PRC operations during this phase. Against arrdigted insurgency, théitial response may last
months or years.

TRANSFORMATION PHASE

3-178. The transformation phase represents a broad range of post-conflict reconstruction, stabilization,
and capacity-building. The transformation phase may be executed in either crisis or vulnerable states.
Counterinsurgent forces are most active here, woraggressively along all lines of effort (LOES). The
desire inthis stage isto develop and buiidduring capability and capacity in the HN government
and security forces. As civil security is assured, focus expands to include the development of legitimate
governance, provision of essential services, and siiounl of economic development. Relationships with

HN counterparts in the governmeahd security forces and witthe local populace are developed

and strengthened. These relationships increase the flow of intelligence. This intelligence facilitates
measured offensive operations in conjunction with N security forces. The Host Nation increases its
legitimacy through providing sedty, expanding effective governanceroviding essential services,

and achieving incremental successneeting public expectations.

3-179. At the tactical level, the transformation phase may look a lot like hibld phase of a
clear-hold-build operation. Units may use Strike operati@ml PRC operations that complement their
holding efforts. Once again, a tenaciousuirgency may causedhransformation dnold phase to last
months or even years.

FOSTERING SUSTAINABILITY PHASE

3-180. Fostering sustainability phasecempasses long-term effortsathcapitalize on capacity-building

and reconstruction activities to establish conditionat tenable sustainable \d#dopment. This phase

is characterized by the expansion of stability operations across contested regions, ideally using HN security
forces. The main goal for this phaiseto transition responsibility f&€OIN operations to HN leadership

and security forces. In this phase, the multinational force works with the Host Nation in an increasingly
supporting role, turning over responsibility wherewasrd whenever appropriate. QRF and fire support
capabilities may still be needéd some areas, but more functicadseng all LOEs are performed by HN
security forces with the assistance of multinational advisors. In this phase, the Host Nation has established
or reestablished the systems needed to provide effective and stable governance that sustains the rule of law.
The government secures its citizens continuously, sustains and builds legitimacy through effective
governance, has effectively isolated the insurgemacy] can manage and meet the expectations of the
population.

3-181. At the tactical level, thdostering sustainability phasenay resemble thévuild phaseof a
clear-hold-build operation. Due to the stable securityvieonment, PRC operations may be relaxed.
In ungoverned areas, there still may be a requiremerstrike operations to digpt the remnants of an
insurgency. This phase progresses at the padbeoHN'’s ability to rebild their infrastructure
and institutions, assume control of their secugatyd provide legitimate governance to the people.

SUMMARY

The foundations of COIN are the guiding principles for any unit conducting counterinsurgency operations.
Once understood and applied they enable commanders to craft a coherent plan that achieves unity
of effort amongst all organizations in the area of operations.
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Comprehensive Tactical Planning in Counterinsurgency

“The fight against the guerrilla must l@ganized methodicallgnd conducted with
unremitting patience and resolution. Excdpt the rare exception, it will never
achieve spectacular results, so déataurel seeking military leaders.”

Roger Trinquier. Modern WarfareA+rench View of Counterinsurgen964.

The aim of counterinsurgency operations is to set the conditions that eliminate
insurgency by securing and garnering the support of the population, as well
as increasing the legitimacy of the Host Nation government. To accomplish this,
tactical COIN planning uses all capabdii not just military capabilities. This
chapter shows the tactical planning process of counterinsurgency operations through
sections on basic tactical design, planning horizons, the military decision-making
process (MDMP), troop-leading procedures (TLP), and targeting.

Section —OVERVIEW

The battlefield of the Twenty-First Century has proven to be complex due toincreasing urbanization,
globalization, and religiousundamentalism; multiple enemy, friely, and neutral aots; and ambiguous
guidance and direction. It is through planning that the commander is able to see the desired outcome, lay out
effective ways to achieve it, and communicate his vision, intent, and decisions to his subordinates, focusing on
the results he wants to achieve (FM 5-0). Progress in counterinsurgencies is slow and difficult to measure.
It can continue for weeks, months, even years. With the complexity of counterinsurgency operations,
commanders and staff have relied upon end states, the €& lines of effort, measures of effectiveness

and performance and tight planning horizons to impoderaon the chaos and craft functional plans to guide
counterinsurgent efforts increase the legitimacy of the Host Natgwvernment along multiple lines of effort.

END STATE
4-1. At the tactical level, this is the setadnditionsthat, when achieved, accomplish the mission.

4-2. A condition is a specific existing circumstance, framed in military terms. that, when achieved,
describes one aspect of the desired end state. Acleaveinall of the conditions obtains the end state. For
tactical commanders, the end state is typically taoseequired conditions, usually for each LOE, that
defines the achievement of tbemmander’s tactical objective.

4-3. Historically, successful countegargencies commonly focus onetipolitical end state, unified
in their approach, and flexible addressing the core insurgency issudwey secure the people, enhance
the legitimacy of the Host Nation governmend, above all, show patience.

4-4., A military operation must be linked to a politicalcestate, composed wérious conditions that
the populace supports.

UNITY OF ACTION

4-5, Close coordination and effectieeoperation between the Host Meti(civil, police, and military),
the US counterinsurgency force aaltother coalition partners, allowke full strength of each to engage
all levels of the insurgency. Unity of effort is key.
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RooT CAUSES

4-6. Root causes are the grievances of the peogdtenadely, for an insurgery to be successful, it
must provide a solution to the key issues of the people. At the same time, for a counterinsurgency to be
successful, it too must address these key issues.

PROTECTION OF THE PEOPLE

4-7. Most insurgencies use coercion and terror to gain support from the people and to inhibit the
people’s support of the government. The target of this coercion and terror is frequently the people
connected to the government—polit@cal administrators and teachefs such, if the counterinsurgent
wishes to receive the support of the people they mosbnly protect their supprs and their families,

but also their communities. Ofteprotecting and controlling the pgle enables the counterinsurgent

to achieve the other conditions.

ENHANCEMENT OF THE LEGITIMACY OF THE HN GOVERNMENT

4-8. The US and other counterinsurgency partnerstralways focus on strengthening the Host Nation
government’s ability to defend itsedhd its populace from the insurgency.

PATIENCE

4-9, There is no decisive battle aounterinsurgency operations. Ofteit takes years to create an
environment where a Host Nation governmean and will defend itself and its people.

MEASURES OF PERFORMANCE AND EFFECTIVENESS

4-10. Tactical units must measure progress towaission accomplishment. Commanders continuously
assess the operational environment and the progress of operations, and compare them to their initial vision
and commander’s intent. Units evaluate the opmmatiprogress or success through intelligence assets,
patrol reports, engagement with local leaders, graffiti, or surveys. Commanders adjust operations based on
their assessment to ensureeatives are met and the desired end state is achieved.

4-11. The assessment process measures the efforts that support operational and tactical objectives
and progress toward the desired military endestaftthe counterinsurgep across all LOEs. The
assessment process uses measures of performacameasures of effectiveness to gauge progress.
They are defined as follows:

M EASURE OF PERFORMANCE

4-12.  An MORP is criterion used to assess friendly actithrad is tied to measuring task accomplishment
(JP 1-02). MOPs confirm or deny that the task has been correctly performed. An example of a MOP
is “How many people registered to vote at the school this week?”

M EASURE OF EFFECTIVENESS

4-13. An MOE is criterion used to assess changes in system behavior, capability, or operational
environment that istied to measuring the attainment of an end state, achievement of an objective,
or creation of an effect (JP 3-0). An example of a MOE is “Did the well project provide clean drinking
water to the village?”
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PURPOSES

4-14. Measures of effectiveness and of performance t@ipmanders determine when all or part of the
mission has been accomplished. The criteria usechdepethe situation. Many times the MOP and MOE
must be determined and evaluated by the HN government or security forces. They often require
readjustment as the situation changes and objectiatgee If an effect cannot be measured directly, then
indicators of achieving the effect are measured.easare of effectiveness or a measure of performance
has four characteristics. They are—

Measurable
4-15. They require quantitative or qualitative standards that can be used to measure them.

Discrete

4-16. Each criterion measures a distinct aspect @iojreration. Excessive numbers of MOEs and MOPs
become unmanageable. At that point, the cost of collection efforts outweighs the value of assessing.

Relevant

4-17. Each MOE and MOP must be relevant to the result or outcome. The key is visualizing the desired
result or outcome and identifying the masturate and simplest indicator of it.

Responsive

4-18. MOEs and MOPs must detect changes quickly enough for commanders to respond immediately
and effectively.

4-19. Commanders and staffs also develop a standabdseline as a comparison and identify trends.
From this information and analysis of why a trend is up or down, staffs can identify trouble spots and plan
operations to reverse negative trends. They can also capitalize on positive trends by determining what
is causing the positive increases and apply those tactics, techniques, and procedures more broadly.

4-20. Measures of effectiveness and measurepedbrmance are included in the approved plan
or order and reevaluated continuously throughoutgegn and execution. Higher echelon staffs should
ensure that the number of MOEs and MOPs doaverly burden lower echelons—especially battalion
and below. Well-devised MOEs and MOPs, supporteéffgctive management of available information,

help commanders and staffs understand links dmtvtasks, end state, and lines of effort.

PLANNING HORIZONS

4-21. During operations, a headquarters sends a tactinalan operations plan or operations order.
Tactical units must then consider the scope of their mission and determine the planning horizons.
A planning horizon is a point in time commanders use to focus the organization’s planning efforts to shape
future events. Planning horizons, which in major combat operations are measured in hours and days
for tactical commanders may, in COIN operations, be measured in weeks, months, and years.

4-22. In contrast, tactical commande who have responsibility féerrain and a mission covering
multiple objectives that must be achieved systematically, require extended planning horizons. Managing
extended planning horizons have an impact on ac#ctinit. The staff processes must be organized

to facilitate multiple outlooks, as an extended outldo&s not relieve the immexdy of current operations.
However, this may be challenging for a company commander without a staff.

4-23. FM 5-0 defines three planning horizons—Ilong-,dmiand short-range plans. These horizons
create a useful construct for operations executeddtical units in a countersurgency. Additionally, the
familiar quarterly training guida® and brief processes inFM 7-0 fit the long-term nature
of counterinsurgency operations.
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L ONG-RANGE PLANNING

4-24. Long-range planning encompasses the range of time where the situation is too uncertain to plan
for specific operations. Commanders must visualize what conditions they desire to exist, resulting from the
cumulative effect of all their tactical objectives. Visualizing the time required to establish these conditions
places approximate bounds on the extehfuture planning. In gendrawhen units are in a rotation

and have a planned transfer oftaarity, the long-range ph should consider the conditions that the
commander desires to exist ateth months after the transfer.

4-25. The long-range plan provides a construct &ocommander to describe his vision of the
operational environment and their unit’s role over timegi¢ines of effort. In addition to describing the

unit’s tactical objectives and themditions they create, the plan provides a description of major events.
Providing a long lead time on major events canchécal to anticipating resources and identifying
milestones, or identifying and completing a series of interrelated tasks well in advance of the event.
Friendly forces as in a transfer of authority, the population as in elections, or the insurgency could drive the
event as it changes in phases, strategies, or organization.

4-26. Management of long-range plans allows the unit to synchronize itsseffithh adjacent units

and the higher headquarters. When an objective requires the cumulative effect of hundreds of company,
platoon and squad missions to achieve the desired at&d lseing-range plans using lines of effort become

the tool to ensure unity of effoacross the echelons. Assessmenifrourrent operations is analyzed

to determine if the desired effect is being achieved, then the long-range plan adjusts the activities of current
operations to ensure that the unit's efforts are directed towards the defined end state. Table 4-1 shows
COIN long-range planning cycles.

Table 4-1. COIN long-range planning cycle.

Planning Action Planning Guidance Planning Horizon

Division Long-Range Plan 3 months prior to start Long-range plan horizon of 1 year
and Long-Range Calendar Calendar at least 1 year

BCT Long-Range Plan 2 months prior to start Long-range plan horizon of 1 year
and Long-Range Calendar Calendar at least 1 year
Battalion/Squadron Long-Range Plan 1 months prior to start Long-range plan horizon of 1 year
and Long-Range Calendar Calendar at least 6 months

MID-RANGE PLANNING

4-4

4-27. Mid-range plans are derived from the long-rangampirhe long-range plan narrows the scope to a
frame of time where objectives or milestones thgpsrt objectives can be clearly defined and operations
planned in detail along all lines of effort. Thedmmange plans therefore refine and expand upon the
appropriate portion of the long-range plan. Mid-rangenping should not exceed the unit's capability
to reasonably forecast events, assigouses and commit to a particular plan.

4-28. Itis the mid-range plan that analyzes the mission in detail and produces the warning, fragmentary,
and operations orders that drive daily actions. These plans represent a commitment of resources and initiate
preparation by subordinate units. Tabl2 dhows various mid-range planning cycles.
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Table 4-2. COIN mid-range planning cycle.

Planning Action Planning Guidance Planning Horizon
Division Quarterly FRAGO 6 weeks prior to start 3 months
of quarter
BCT Quarterly FRAGO 1 month prior to start 3 months
of quarter
Battalion/Squadron Quarterly FRAGO 2 weeks prior to start 3 months
of quarter
Company plan and calendar 1 week prior to start 3 months
of quarter
Quarterly assessment and backbrief Prior to start 3 months or more
of quarter

SHORT-RANGE PLANNING

4-29. Short-range planning represents the scope taildd planning associatetith a specific mission

or one to four weeks of normal operations. Withsources assigned through mid-range planning,
short-range planning, the unit refinesd expands the plan to include the tactical arrangement of forces,
execution matrices, patrol schedules, ISR plans and convoys.

4-30. A framework order is a fragmentary order (FRAG®at identifies and tasks units for missions
for one to four weeks. It has also been calledt@atly state order.” An exqie is a battalion FRAGO that
identifies the companthat will patrol the route each day thg the upcoming week. Table 4-3 shows
possible short-range planning cycles for units.

Table 4-3. COIN short-range planning cycle.

Planning Action Planning Guidance Planning Horizon
Brigade/Battalion/Squadron Meetings, 3 to 4 days prior to 1 to 4 weeks
Calendars, and Framework FRAGOs execution
Company Calendar and FRAGO 1 to 2 days prior to 1 week

execution

Section IITACTICAL DESIGN

During counterinsurgency operations, small units addresgediate objectives through tactics such as a raid

or cordon and search. These operations resemble the small unit actions of tactical units in major combat
operations, and many of the planning tools apply directly. The counterinsurgent, however, must also

accomplish objectives, which require time, assessmahtantinual redirection taccomplish tasks arranged

in lines of effort. Thus, COIN is an iterative procebsaddition to presenting commanders and staffs with
objectives that must be accomplished both immediatalyover time, counterinsurgencies typically present
more tactical objectives to a unit than they can esklisimultaneously. The counterinsurgent must truly plan

for full spectrum operations, transitioning from tasks that support one objective onto tasks that support a

different objective often within the same day. A systemapiproach must be developed that is tailored to the
situation based on continuous assessment. While tinglerities of major combabperations should not be
underestimated, counterinsurgencies bandjfferent set of complexities thaetquires staffs to apply analytical
tools to achieve mission success.
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CONSIDERATIONS

4-31. The long, mid and short-range planning horizdwedp units establish a routine to assess the
success of their plan and revise the plan basedcharaing operational environment. COIN is an iterative
process. —NoO unit—company, battalion, or brigade—understands its AO well enough to craft a perfect
plan across all seven LOEs. Like a rheostat, eacét el balanced against the others. Success in the
Establish Civil SecuritandEstablish Civil Controllines of effort typically allows units to focus less on
security and more on support to governance and resiomaitiessential services LOEs. The most effective
C2 mechanisms often give one single, permarsantior local governmentfficial overall responsibility

for the counterinsurgency in their AO. These locHicials in turn establish a local board, composed

of representatives from the civil authority, the military, the police, the intelligence services, and the civil
population, who manage all civil or military assetside their AO. Addionally, tactical design

in counterinsurgency must consider how to—

» Secure the populations and areas that remain loyal.

» Reclaim the populations and areas that support the insurgency.
» Eliminate the insurgency, politically, militarily and philosophically.
» Develop Host Nation military and police forces that—

— Defend their own bases and other critical sites.

— Protect and secure all elements of the populace equally.

— Support the restoration of government presence and control.

— Aggressively oppose insurgency in ordengutralize the insurgent leadership, cadre,
and combatants, through death, capture, co-opting individual, or forcing them to leave
the area.

— Promote normalcy and stability.

— Protect basic services.

— Assist civic action projects.

» Help establish an HN legal framework and C2 mechanisms to aid implementation of the plan.
» Secure the critical infrastrugte, to include governmentahd societal critical sites.
» Win the information war, specifically—
— Counter the insurgent’s propaganda.
— Conduct friendly information engagements.
» Continually analyze and assethe success of the plan.

THE SEVEN COUNTERINSURGENCY LINES OF EFFORT

4-32. As discussed in Chapter 3, lines of effort (LpEare used to visuak, describe and direct
operations when positional references to an advetsave little relevance, l&kin a counterinsurgency.
Ideally, LOEs combine the complemany, long-term effects of stabilityasks with the cyclic, short-term
events typical of combat operations. Using linesftirt, tactical commanderdevelop tactical tasks

and tactical missions, allocate oesces, and assess the effectiveness of the operation. The commander
may specify which line of effort represents the decisive operation and which are shaping operations.
Commanders synchronize activities along multiple LQ&sachieve the conditions that compose the
desired end state and do not view them as a sequential “road map” to success.

4-33. The seven counterinsurgency lines of effort-abksh civil security, establish civil control,
support Host Nation security forces, restore dsmeservices, support to economic and infrastructure
development, support to governance, and condufcirnmation engagement—are intended as a guide

for tactical units. LOEs can be combined, eliminated, or expanded depending on the insurgency and the

overall situation. Employing the seven COIN LOBRdeptly requires a unity of effort with the HN
and other nonmilitary agenciedrigure 4-1 shows a notionaladtical unit's LOEs during a
counterinsurgency. The subparagraphs that foll@nfitiure summarize the seven counterinsurgency lines
of effort and their first primary subtasks.

4-6 FMI 3-24.2



Comprehensive Tactical Planning in Counterinsurgency

EsTABLISH CIVIL SECURITY

4-34. Civil security involves protecting areasesources, and the populace from both external
and internal threats (FM 3-07). Ideally, Army forcesu® on the external threatsile police and security
elements address internal secudtainst terrorists, criminals asthall, hostile groups. However, during

an insurgency, the Army may also address the internal security against criminals, terrorists, and guerrillas.

4-35. Most societal and government functions requiseeure environment and obtaining civil security

is often a prerequisite for other stability taskdeoeffective. Although US and multinational forces can
provide direct assistance to establish and maintain security, this situation is at best a provisional solution.
Ultimately, the Host Nation must secure its own people. Typical civil security tasks include—

» Enforce cessation of hostilities, peaceesgnents, and other arrangements.
» Conduct disarmament, demobition, and registration.

» Conduct border control, boundary security, and freedom of movement.

e Support identification.

» Protect key personnel and facilities.

» Clear explosive and CBRN hazards.

EsTtABLISH CiviL CONTROL

4-36. Civil control regulates selectdgehavior and activities of indiduials and groups (FM 3-07). This
control reduces risk to individuals or groups and pta® security. Civil control channels the population’s
activities to allow provision of security and essential services while coexisting with a military force
conducting operations. Typical civil control tasks include—

» Establish public order and safety.

» Establish interim criminal justice system.

» Support law enforcement and police reform.

» Support judicial reform.

» Support property dispute resolution processes.

» Support corrections reform.

» Support public outreach and community rebuilding programs.

FMI 3-24.2 4-7



Chapter 4
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Figure 4-1. Lines of effort.
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SUPPORT TO HOST NATION SECURITY FORCES

4-37. The US military helps the Host Nation develop the forces required to establish and sustain
stability within its borders. This assistance can include developing, equipping, training and employing HN
security forces. It may expand to multinational opieres where HN forces and US forces fight alongside
one another. HN security forces include military forgesice, corrections and border guards. Typical civil
control tasks include—

» Measure (assess) HN security forces.

» Organize HN security forces.

» Rebuild/build infrastructu for HN security forces.
e Train HN security forces.

» Equip HN security forces.

» Advise HN security forces.

» Mentor HN security forces.

SUPPORT TO GOVERNANCE

4-38. Sometimes no HN government exists or the gawemt is unable or unwilling to assume full
responsibility for governance. In those cases, this b@k involve establishing and maintaining a military
government or a civil administrati while creating an HN capability gmvern. When well executed, these
actions may eliminate the root causes of theuigency. Governance adtigs are among the most
important of all in establishing lasting stability for a region or nation. Stability operations establish
conditions that enable interagency and Host Nation actions to succeed. Mifitarg help to build
progress toward achieving effa®, legitimate governance by stering public administration

and re-sorting public services while fostering long-teffiorts to establish a functional, effective system

of political governance. Military actiortelp to shape the environmestt interagency and HN actions can
succeed. Typical support to government tasks include—

e Support transitional administrations.

» Support development of local governance.
» Support anticorruption initiatives.

e Support elections.

RESTORE ESSENTIAL SERVICES

4-39. Army forces establish or restore the basic services that address the life support needs of the HN
population and protect them until avitiauthority or the Host Natioran provide them (FM 3-0). The
counterinsurgent force works towantkeeting the population’s basic neettteally, the military is simply
providing the security for the humanitarian assistance by supporting other government, intergovernmental,
and Host Nation agencies. When the Host Nation or other agency cannot perform its role, Army forces
may provide the basics directly. Typical "restore essential services tasks include—

» Provide essential civil services.

» Tasks related to civilian dislocation.

» Support famine prevention and emergency food relief programs.
» Support public health programs.

e Support education programs.

SUPPORT TO ECONOMIC AND |NFRASTRUCTURE DEVELOPMENT

4-40. Military task executed to support the econonsiector are critical to sustainable economic
development (FM 3-07). The economic developmeDE includes both short—and long-term aspects.
The short-term aspect concerns immediate problems, such as large-scallymentpand reestablishing
an economy. The long-term aspect involves stitmgaindigenous, robust, and broad economic activity.
The stability a nation enjoys is often related to itspbe’s economic situation and its adherence to the rule
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of law. However, a nation’'s economic health atlpends on its governmentdility to continuously
secure its population. Support to economic and infretire development helps a Host Nation develop
capability and capacity in these areas. It may invalirect and indirect military assistance to local,
regional, and national entities. figal support economic and infrastture development tasks include—

» Support economic generation and enterprise creation.

» Support public sector investment programs.

» Support private sector development.

» Support agricultural development programs.

» Restore transportation infrastructure.

» Restore telecommunicatis infrastructure.

» Support general infrastructure reconstruction programs.
» Use money as a weapon system.

CONDUCT INFORMATION ENGAGEMENT

4-41. This is the integrated employment of public affairs toinform US and friendly audiences;
psychological operations, combat camera, US Gawem strategic communication and defense support

to public diplomacy, and other means necessaryflteeimce foreign audiencesnd, leader and Soldier
engagements to support both efforts (FM 3-0). Infdimnaengagements are paiftall military operations

in an area. All leaders must be directly involved in conducting information engagements. These shape the
information environment in three ways: by informing audiences using factual information (with public
affairs), by influencing selected audiencestive area of operations (with psychological operations
and face-to-face meetings), and most important, bsupeling audiences througtetactions of Soldiers.

Considerations for Constructing an Information Engagement Plan

4-42. Effective information engagement plans callyrpopular support for counterinsurgent efforts,
marginalize insurgent violent actions, and neutralize the insurgency’s political decision-making
capabilities. Everything that a tactical unit does or fails to do in COIN plays a part in its information
engagement plan. Therefore, information engagésnmust be synchronized and nested through common
multiechelon themes. Themes must be tailored to difféeeget audience by the manner in which they are
presented or distributed. In COIN, perception is often more important than truth.

Successful Planning Characteristics

4-43. To effectively craft an féective information engagement plan, tactical units must ensure that it is
decentralized to the lowelgtvel, executed in a timely manner, aeot for HN culture, be planned with HN
counterparts, and easily be combined into allllC©@perations. The commander should take an active
interest in his information engagement plan. dtes this through his information engagement intent,
emphasis to his staff and soldiessd assignment of informatiomgagement responsibilities. The staff
should be integrated into the information engagenman and dedicated to information engagement
success. Higher headquarters should prevent infornmfaititide by subordinate units through integrating
mechanisms, which most often comes through daily or weekly synchronization meetings.

Themes

4-44. Tactical units most often implement their information engagement plans through the construct of
themes that address target audiences. Themes maglérsimple messages that can easily be repeated (the
“bumper sticker”) and are often referred to askitad points.” Successful thess are those that —

» Keep objectives simple and achievable.

» Manage expectations and rpeptions of the HN populace. elép counterinsurgent goals
attainable.

» Use previous HN contacts and relationships.
« Can be distributed using formal and informal methods by Soldiers at all levels. Formal methods
include posting public notices, briefings to community leaders, and talking to local media.
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Informal methods include patmsoltalking to local citizenryhanding out leafls, and using
loudspeakers.

* Respond to events and insurgent propaganda rapidly, admit mistakes, and deals with the
populace honestly.

Target Audiences

4-45. In COIN, themes must be tailored to resonate with the target audience. The tailoring process
should take into account cultural understanding. In addition, audieacebe separated as far down as
neighborhoods, ethnicity, religm, class, and other factors. Thadience may include the US civilian
population, international forums, US soldiers, HN population, and insurgents.

HN Population

4-46. Themes that target the HN populace should focusllying them againshsurgent activities and
highlight successes of the HN govermmand HN security forces. Bothemes will reinforce legitimacy.
These themes generally build cohesiveness amonpoai@ation and counter insurgent divisive themes.
Cohesive themes highlight—

» Commonality of ultimate goals.

» Commonality of labor, economiand material problems.

 Ability to separate facts from perceptions and solve important problems.

 Ethnic similarities and common origins.

* Religion and social similarities.

 Traditional or historical evidence of unity.

» Failure of traditional solutions accompanieddwareness of a need for new solutions.
» Patriotism and nationalism.

« Ability to provide information to thgovernment without fear of reprisal.

Insurgent

4-47. Insurgents manage perceptions through propagandadisinformation. Rarely do they have to

tell the truth. In technologically advanced insurgencies, filming an attack may be as important as the attack
itself. Therefore, themes aimed at insurgents must divide insurgent groups into smaller groups and
separate the insurgents from the population. Alsam#s should counter insurgent propaganda. In many
successful information engagement plans, reconciliation and amnesty for certain insurgents have been key
components.

 Divisive theme categories.
— Political, social, economic, andddlogical differences among elements of the insurgents.
— Leadership rivalries within the insurgent movement.
— Portrait of insurgents asigrinals, inept, and counter to the goals of the HN populace.
— Danger of betrayal from among the insurgents.
— Harsh living conditions of insurgents.
— Selfish motivation of opportunists supporting the insurgents.
— Separate foreign fighters from domestic groups using patriotism and nationalism, when
appropriate.
— Separate public from the perception that insurgents are noble.
— Public outcry.
— Reconciliation or amnesty.
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» Countering insurgent propaganda
— Proactive and designed to neutralize the psychological impact of future attacks.
— Acknowledge the possibility, even &khood, of future attacks.
— Criminal attacks against HN population.
— Foreign ties and leadership.
— Highlight Insurgent ineptitude.

Public Affairs

4-48. This is a commander’'s responsibility. Its purposeoiproactively inform and educate through
public information, command information, and diretmmunity engagement. Public affairs have a
statutory responsibility to factually and accuratelioim various publics withouintent to propagandize

or manipulate public opinion. Public affairs faciléa a commander’s obligation to support informed US
citizenry, US Government decision makers, and as tactical requirements may dictate non-US audiences.
Public affairs and other informati engagement tasks must be synchronized to ensure consistency,
command credibility, and operations security as part of the planning process. (For more information, see JP
3-61, AR 360-1, FM 46-1 and FM 3-61.1.)

Media

4-49. In a COIN environment, the most difficult portion of information engagement—when necessary—
involves dealing with the media. Media contacts normally should be handled by the appropriate public
affairs officer (PAO). However, this is not always possible, and silence is not always the best solution.
Refusal to speak witlaccredited members of the media magate strong negative impressions with
strategic implications.

Best Practices

4-12

» Stress the human aspects of a story, including the impact of opposing operations on people,
with which readers, viewers, or listeners can identify.

» Point out the needs of the unfortunate, and the fact that both Soldiers and HN counterparts are
working to address those needs.

 If you do not know the answer, try to get it and then either inform the reporter, or refer the
reporter to another source. This may establish your team as a helpful source and develop a
relationship that can help ensure future balanced coverage.

» Resist the temptation to attack other groupsrganizations, and awcommitting information
fratricide.

* If questioned about arfeér agency’s activities, reféo that agency for commeritleverspeak
for other organizations.

» Keep trusted reporters and editors wbhaer the AO about significant activities there.

» Answer media inquiries prompilaccurately, and courteously.

» Learn reporters’ deadlines and use therthe friendly force’s advantage.

» Encourage media to see what HN and US Soldiers are doing.

» Avoid reacting emotionally to skepticism or hostility.

 Discuss issues calmly.

» Use facts to back up statements.

 Stay focused on the mission.

 Follow the policies of higher HQ and PAO for media interviews.

* Remain friendly, yet professional.

* Use reporters' names.

» Use clear, understandable language.

» Be prepared. Anticipate questiossd think about various responses.

+ Get to know the interviewers.

» Research the media’s organizations and views.

» Find out how the reporter previously conducted interviews.
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» Emphasize the interests of the local nationals or other beneficiaries of the mission.

» Avoid speculation.

» State only facts that can be verified.

* Quote statistics with care, as data is easily repurposed.

* Avoid repeating questions, especially those vifitborrect or inflammatory language, as this
could easily be misquoted or taken out of context.

» Refuse “off-the-record” discussis—there is no such thing!

» Avoid saying “No comment.” which can make you sound evasive.

» Stay objective. Save persomgdinions and beliefs for a moappropriate time and place.

Psychological Operations

4-50. These operations convey selected information iagidators to foreign audiences to influence
their emotions, motives, objective reasoning, dtichately the behavior oforeign governments,
organizations, groups, and individuals. The purpogesgthological operations is to induce or reinforce
foreign attitudes and behavior favorable to the originator’s objectives (JP 1-02). Psychological operations
can be directed at the civilian populace as a whobsip groups, or individualeutside the United States

and its territories. Psychological operations can imibee and modify the behavior of foreign target
audiences in support of US objectives. In a COIN operation, PSYOP seeks to increase popular support for
the Host Nation government. Typailly, PSYOP directs its messages at the populace. However,
psychological operations may focus on convincing eneghtdis to surrender rather than risk destruction.
Therefore, these capabilitiesay be integrated intcounterinsurgency targatj. Psychological operations

units may also be task-orgaed with maneuver forces.

Population
4-51. The PSYOP message to the population in COk¢ three key facets:

» Obtain buy-in by COIN force for actins that affect the populace, such as—
— Control measures.
— Census.
» Win over passive or neutral people by showing HN legitimacy and commitment.
» Encourage locals to provide information about the insurgency to US or HN security forces.

Insurgents

4-52. The PSYOP message to the irgants has three key facets:

» Divide insurgent leaders and guerrillas by emphasizing differences
— Inideology within the insurgency.
— In the degree of sacrifice required by different groups.
 Divide insurgents and mass base by emphasizing
— Failures of the insurgency.
— Successes of the government.
» Create a means for insurgents to abandon the movement and return to the society.

Leader and Soldier Engagement

4-53. The actions ofleaders and Soldiers are the most powerful components of information
engagement. Visible actions coordinated with carefeligsen, truthful words influence audiences more
than either does alone. Local and regional audieasesgell as adversaries compare the friendly force’s
message with its actions. Face-to-face interactionldaders and Soldiers strongly influences the
perceptions of the local populackleetings conducted by leaderstiwkey communicators, civilian
leaders, or others whose pertieps, decisions, and actions wilffect mission accomplishment can be
critical to mission success. These meetings protlide most convincing veie for conveying positive
information, assuaging fears, and refuting rumors, lies, and misinformation.
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Techniques

4-54. At the tactical level, there athree primary means a unit can use to disseminate its message: word
of mouth, announcements, and town hall meetings.

Word of Mouth

4-55. This is the most basic form of sending and naogi information, and ultimately the form that

every other method will become. Word of mouth is tluickest, most common, most inaccurate and most
uncontrollable means of disseminating information;ibatay be the best way to send a message. Rumors,
spins, casual conversations and dinner-table discussiwhatever form they take, word of mouth travels

like wild fire. It spreads out of control and the stgrows and changes with each conversation. Everything

a unit does is observed and discussed by the locals and spun by the enemy. Units should be prepared
to counter false information. Patrols must iat#r with the populace. They must listen for rumors

and correct the ones they hear, but do not waste time arguing about them. Units must spread a positive
image and reinforce the good things the goventrisedoing in the area to help the populace.

Announcements

4-56. Both written and verbal announcements are quiok controlled means of sending messages.
Flyers, loud speakers and public speaking are useful ways of informing the populace of progress, incentive
programs, civil projects and operations.

Town Hall Meetings

4-57. Town Hall meetings are an effective meanslis€ussing points and counter points to coalition

or government presence, operations and the unifying message. They tend to draw the people that are most
interested in the issues and hdlie most legitimate grievances. Thigpe of meeting also exposes the
leaders of the community and the general opinion of the locals. These are planned meetings with an open
forum. Units should exercise caution and not allow themselves to get trapped in arguments that take them
off their message. Keep in mind that it is an open forum and the insurgents will ensure that people
sympathetic to their cause are present and are fighting for their interests in the political arena.

Section IIl—MDMP AND TLP

The Army has two tactical planning processes: the military decision-making process (MDMP)
and troop-leading procedures (TLP). The MDMP is more appropriate for headquarters with staffs; it provides a
logical sequence of decisions and interactions éetwthe commander and staff for developing estimates
and effective plans orders. Leaders at company lexgebalow use TLP to plan and prepare for an operation.
The preferred method of planning is reverse planniig commander visualizes and describes the end state
and the staff plans from the operations end state, iagpkackward in time. Counterinsurgency can create
situations where the end state serves as a distant aiming point for a tactical objective. Over time and through
continual assessment, the end state and conditiasd#fine mission success become more clear. Forward
planning involves starig with the present conditions and laying potential decisions and actions forward

in time, identifying the next feasible step, and the next after that. The counterinsurgent must effectively
combine the two methods of planning to achieve both the immediate objective and those, which must be
accomplished over time.

MILITARY DECISION-MAKING PROCESS

4-58. The military decision-making process isa planning model that establishes procedures
for analyzing a mission; developing, analyzing, and comparing courses of action against criteria of success
and each other; selecting the optimum course abrctind producing a plan or order. The MDMP helps
organize the thought process of commanders and staff. It is the process used by tactical counterinsurgent
forces to organize large amounts of information orchestrate the appropriate sequence of action to defeat the
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insurgency. The process of developing long-range plans uses the military decision-making process. The
following are some key points in the development of the plan.

» Perform IPB (incorporate enemy and population throughout the process).
* Analyze the mission using the opdonal variables (PMESII-PT).
* Analyze the mission using the mission variables (METT-TC).
— Use ASCOPE to understand “the civil considerations.
— If not clear from higher, determine the problem. This may be an iterative process.
« Determine end state and conditions along nested LOEs.
« Determine objectives.
— Specified (directed objectives and missions).
— Implied (direct approach to insurgentsgirect approach to insurgents addressing
prerequisites and root causes, supporting higher HQs objectives and end state).
» Organize objectives along LOEs and adjuSEs and furthedefine conditions.
* Identify a potentially decisive line of effort.
» Refine each objective and develop—
— Decisive points.
— MOEs.
— MOPs.
— Supporting objectives.
— Targets.
» Frame the time and resources for near-term planning—
— Events
— Ability to predict or analyze
— Combat power
— Operating tempo
— Phasing or timing.
» Pay attention to balanced development across all lines of effort.
 Prioritize supporting objectives and targets to resources.
» Develop order with tasks and ISR plan.
» Make current operations plans.
» Execute near-term missions.
» Assess current operations, new intelligence or new missions.
» Use this assessment to drive the process through another cycle.
4-59. Commanders modify the process as needed to fit the situation. While typical modification of the
MDMP is driven by the need to save time, the counterinsurgent unit has two key reasons to modify
the process:

e The end product of long-range planning is nam operations order that is prepared
for execution in the traditional sense. The long-range plan provides a focus for short-range
planning and ensures that the operations curréeilyg conducted are having the desired effect
on the end state.

» Each planning session within aunterinsurgency is interrelat¢ol the planning that preceded
it. Units will conduct a thorough MDMP initiallyral then build continuously on those products
and their situational understandias they progress through swgsiee planning cycles. Units
throughout their rotation continue to “learn and adapt." Through assessment, the commander
will focus his staff on areas that require further detailed analysis and limit effort on areas where
sufficient analysis has already been conducted.

4-60. This analysis is captured in the staff's running estimate. A running estimate is a staff section’s
continuous assessment of current fardre operations to determinetife current operation is proceeding
according to the commander's intent and if futuneerations are supportable. This, along with the
commander’s assessment and those of subordomatenanders, build a growing understanding of the
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4-16

unit's operations area and allows the unit to modify the MDMP, not out of necessity of time but through
the ability to rapidly and accuratetiefine problems and solutions.

4-61. Insurgencies are inherently complex and dynamic; they cannot be fully understood through a
single cycle of the MDMP. It is th cumulative effect of analysis and planning that builds and refines
knowledge of a unit's area of operations, captured in the running estimate over the course of many
successive planning cycles that allows sluccessful defeat of the insurgency.

4-62. By developing a comprehensive and iterative plan the counterinsurgent force follows the
conventional MDMP steps. However, fightingn insurgency, or more precisely conducting
counterinsurgency operations, nist a conventional military opdian. As such, the operational
environment of counterinsurgency dictates some unoquisiderations to the conventional MDMP steps.
These considerations apply primarily to four MP steps—receive the mission, mission analysis, COA
development and COA analysis. Figure 4-2 highlights considerations in a COIN MDMP.
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Input

Steps

Output

Coin

Mission received from

Step 1: Receipt of

Commander's initial

Mission developed internally

higher or developed mission guidance *
internally * WARNORD
WARNORD

Higher HQ's order/plan
Higher HQ's IPB
Staff estimates

Step 2: Mission analysis

Restated mission *

Initial commander's intent
and planning guidance *

Initial CCIR *

Updated staff estimates
Initial IPB products
Initial ISR plan
Preliminary movement

Use PMESII-PT to analyze
the AO

Use the mission variables
and civil considerations to
develop better understanding
of the AO

Account for HN security
forces, allied, paramilitary,
and all US forces and
agencies

Account for multiple enemy
forces, allied, and paramilitary

Restated mission *

Initial commander's intent,
planning guidance, and
CCIR*

Updated staff estimates
Initial PPB products

Refined commander's
intent and planning
guidance

Enemy COAs

COA statements and
sketches

War-game results
Criteria for comparison

Decision matrix

Step 3: COA
Development

Step 4: COA Analysis
(Wargame)

Step 5: COA
Comparison

Step 6: COA Approval

WARNORD

Updated staff estimates and
products

COA statements and
sketches

Refined commander's intent
and planning guidance *

War-game results

Decision support templates
Task organization

Mission to subordinate units
Recommended CCIR

Decision matrix *

Approved COA *

Refined commander's
intent *

Refined CCIR *
High payoff target list *

Use components and
manifestations of the
insurgency in IPB
Develop COAs for HN
security forces

War-game with four groups:
Enemy/population
Host Nation/US COIN forces

Modeling may be an
appropriate wargaming tool

Approved COA

Refined commander's
intent and guidance

Refined CCIR

Step 7: Orders
Production

* Commander's activity or decision

WARNORD

OPLAN/OPORD

Ensure balance between
LOEs

Ensure unity of effort

Using two languages
increases the time required to
produce and brief the order,
and to conduct combined
rehearsals

Figure 4-2. COIN MDMP.
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Step 1. Receipt of Mission

4-63. As with any military operation, the MDMP begi upon receipt of an order, upon anticipating a
change in mission or upon seizing an opportunitthin AO. As in conventional operations, the MDMP

steps during this phase—alert the staff, gather tttols, update staff estimates, perform an initial
assessment, issue the initial guidance, and issue the initial warning order—are largely unchanged. Units
should account for additional time when working with HKBcurity forces and ctinue to refine their
METT-TC analysis, especially thevdiconsiderations using ASCOPE.

4-64. During receipt of the mission, two basic comsations apply. First, the strategic mission
of defeating the insurgency applies to all levels at all times. This means that all operational or tactical
missions, activities and tasks are nested within this mission and can have a direct, lasting impact on its
success or failure. Second, it is here that the commander begins to visualizerdtierodeis critical for
the commander to create a comprehensive vision ofrtlestate. From this desired end state, the staff
develops the lines of effort that support creatingcitramander’s vision. All lines of effort are focused on
their own end states and thosedestates are nested with thenmopander’'s overall end state for the
operation, which is nested with the overall mission of defeating the insurgency.

Step 2: Mission Analysis

4-65. The seventeen tasks within mission analysfifediittle from those for conventional operations.
For COIN, the staff cons@s the following factors:

Analyze Higher Headquarters' Order

4-66. In addition to analyzing the information the order, the staff must use the operational and mission
variables to analyze the AO. Staff members pay spati@htion to civil considerations within the AO,
using ASCOPE.

Perform Initial IPB

4-67. (See Appendix A for a detailed discussion of IPB in a COIN environment.)

Determine Specified, Implied, and Essential Tasks

4-68. The staff may find identifying the implied tasks in the ambiguous and complex COIN
environment more difficult than the task would be daconventional operation. They may have to conduct
the MDMP many times as situations change.

Review Available Assets

4-69. The staff must remember to account for all H¢wgity forces and for US, coalition, and Host
Nation enablers.

Determine Constraints
4-70. The staff reviews the ROE.

Identify Critical Facts and Assumptions

4-71. The staff ensures that facts and assumptions include US, HN security forces, population groups as
well as the enemy.

Perform Risk Assessment

4-72. (Same as for conventional operations; see FM 5-19.)
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Determine Initial CCIR (PIR and FFIR) and EEFI

4-73. (No change from conventional.)

Determine Initial ISR Plan

4-74. The staff considers all HN security force assets.

Update Operational Timeline

4-75. The staff may decide to use the higher, op@nal, planning, enemy, and populace (HOPE-P)
construct to develop the timeline.

Restate Mission

4-76. Although it is challenging to do for a COIN environment, the staff must use tactical mission
task(s) as the verb(s) in the mission statement.

Deliver Mission Analysis Briefing
4-77. (No change.)

Approve Restated Mission
4-78. (No change.)

Develop Initial Commander’s Intent
4-79. (No change.)

Issue Commander's Planning Guidance
4-80. (No change.)

Issue Warning Order

4-81. The staff must account for additional time neededranslate and brief a WARNORD in two
languages.

Review Facts and Assumptions
4-82. (No change.)

Step 3: COA Development

4-83. The staff develops a COA to determine one oreweays to accomplish the mission. For all types

of plans, the brigade and battalion must construct a COA that accounts for tasks across all seven COIN
LOEs. In a time-constrained environment, leadery io@a only able to craft one COA. The six steps

of COA development remain the same, however the staff must—

Analyze Relative Combat Power

4-84. Combat power is the total means of destructive, constructive, and information capabilities that a
military unit or formation can apply at a given time (FM 3-0). The staff compares friendly combat power,
including that of the Host Nation, all enablers, arslingent combat power. The staff must also account for
pro and anti government populations.
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Generate Options

4-85. The staff ensures that they cover all op$, including additional LOEs and HN actions.

Array Initial Forces

4-86. The staff arrays all enemy forces such as diffenesurgent groups as well as all friendly forces,

to include Host Nation security forces. Small units may also have to develop plans to employ special teams
such as military working dog teams, tactical s#eploitation teams, UASs attack, reconnaissance,

and assault aviation.

Develop the Concept of Operation

4-87. The staff describes the operation from start to finish. Extremely important is construction of the
battlefield framework to include, for example, objectives, phase lines, building numbers, and target
reference points. It is important to establish #asly to ensure subordinate units doing parallel planning
use the correct graphic control measures.

Assign Headquarters

4-88. The staff assigns headguas, including HN security, joint and coalition forces.

Prepare COA Statement and Sketches

4-89. The S3 develops statements and sketchats gfow how the unit will accomplish the mission
and explains the concept of operation.

Step 4. COA Analysis (Wargame)

4-90. It is during COA analysis (wargaming) that the most significant and unique considerations apply.
COA analysis (wargaming) includes rules and steps that help commanders and staffs visualize the flow of a
battle. Wargaming focuses the staff's attention on each pifidlse operation in a logical sequence. It is an
iterative process of action, reaction, and counterackimwever, the standard wargaming methods of the

belt, avenue-in-depth or box method may not capture the complexity of the COIN environment that
commanders and planners musténéo conduct successful countatingency operations. The box method

is the traditional method that comiae closest to facilitating COIN wgaming. The traditional wargaming
process is shown in Figure 4-3.

Input Process Output

« Staff estimates + Gather the tools + Wargame results to

+ |IPB (enemy COAs) = List all friendly forces include -

+ COA statement and sketch + List assumptions = Concept of operations

+ Supporting staff functional = List known critical events = Synchronization matrix

COAs and decision points « Operations overlay
* Determine evaluation + Decision support template
criteria - Task organization

* Select the wargame method - Missions to subordinates
+ Select a method to record « Updated CCIR

and display results

+ War-game the battle and
assess the results

Figure 4-3. Course of action analysis (wargame).
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4-91. To wargame an operation, the staff visualitefrom start to finish,evaluating the enemy’s
actions, and then modifying their plan. With only one COA, this step is often used to synchronize the plan
across the warfighting functions. Analyzing a COA (modeling it) gives the staff a deeper understanding
of the complex and adaptive OE of COIN, and how particular actions will affect it.

Eight Steps of COA Analysis (Modeling)

4-92. Conduct the model using the same eight steps as laid out in FM 5-0 for the wargaming process—
gather the tools, list friendly forces, list assumptjoist critical events, determine evaluation criteria,

select the wargame method, select a method to record, and war-game the operation. All of these steps are
still valid and essential. Within sonséeps, there are modifications tihaist occur to successfully model.

4-93. Different groups may conduct specific LOE modglisessions prior to a larger group conducting

a larger scale modeling session. For some LOE, the wargaming method may be more appropriate. Unlike
wargaming, modeling is not a one-time event. Miodesessions should be rerun as operations, events
and the operational environment changes.

4-94. Steps one through four remain unchanged intdéhnique. Step five, determining evaluation
criteria, can be complicated. Thisvibere the planners develop the operation’s measures of effectiveness
and measures of performance. These measueedeanved from the commander's end state and the
conditions leading to the end state. These measlmes when the unit successful and achieves the
commander’s end state. Additionally, the measures should also tell commanders when they are gaining the
ability to influence the system.

4-95. The number of insurgent attacks can be a miglgathdicator. Measures of effectiveness are

more accurate when there are multiple supporting mesghat look at similar issues with the intent

of seeing the whole. In a counterinsurgency, the three major areas to measure are the strength of the
government, the support of the people, and the strength of the insurgency. By measuring these three areas
through a variety of quantifiable measurements, sucthasbility to complete arssential service, the

number of tips reported to the police, and the velland type of insurgent propaganda, the commander
should have a good feel for success andkalile measures of effectiveness.

4-96. For step seven, select a method to record and display the results; the recording method must
capture the depth of the lessons thilt be gained from the modeling atitere must be a method to refine
certain critical products. There are four areas where the planners should focus on capturing new
information.

1. The planners must capture any greatertdeptinderstanding for each of the variables.
2. They must record any new understanding of the variables and how they relate.

3. They must update the ruleshethavior for each variable.

4. They must update the collection matrix.

4-97. An expanded synchronization matrix (Figure 4eédptures the actions of US forces, HN forces

and the insurgents using the warfighting functions (WFFs). It also shows the population groups across the
political, economic, and social categs. Using a synch matrix tchew these factors can reveal the
complexity of the operational environment over time. Based on their deeper understanding of the system,
new critical information requirements will arise that must be addressed in the collection matrix.
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Units Week 1 Week 2 Week 3 Week 4

US COIN Forces

Movement and Maneuver

Fires

Intelligence

Sustainment

C2

Protection

HN COIN Forces

Movement and Maneuver

Fires

Intelligence

Sustainment

C2

Protection

Population

Political

Military

Economic

Social

Insurgent

Movement and Maneuver

Fires

Intelligence

Sustainment

C2

Protection

Figure 4-4. Example expanded synch(ronization) matrix.

4-98. The last step, war-game the operation and assess the results, is the modeling session itself. The
focus of the modeling method is to gain a better understanding of the complex system that makes up an
insurgency and to accurately forecé®w actions affect the systerhike wargaming, there are many
different techniques to conduct the actual modeling sedsmrthe purposes of this manual, the turn-based
technique using four groups is used.

Modeling Technique

4-22

4-99. During each turn, each group states their actfollgwed by the next group’s actions. The four
groups are the US COIN forces, the Host Nation (includes other friendly forces), all neutral elements (IPI,
the population, NGOs, and so on), and the insurgents. Before beginning, the group must clearly explain the
concept, rules, and limitations for the modeling session to everyone, to include specific guidance to key
individuals. Two key parts of COIN modeling ar@deling the individual LOE and modeling the overall

area or sector affected. In a typical staff, the 8e¥s the role of US and HN forces, the S-9 plays the
neutral elements, and the S-2 plays the role of the insurgents. The XO facilitates. The staff plays its
respective parts as accurately as possiblegyotireir group in the coming modeling session.

4-100. Like with wargames, the staff needs a visual reference to conduct the modeling process. This may
be a sand table, a map, or some other visual board. Most of the items that compose this visual board come
out of the mission analysis and must include more than just the hills and roads and other normal military
aspects of terrain. For the model to be successful, it has to set the stage for the other planners to be able
to see the world through their group’s eyes. That means the visual board should include significant cultural
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sites and key social infrastructure sites. The motaildd the board, the more accurate and meaningful the
modeling will be.

4-101. As operations unfold and more intelligence is gathered, the planners should update the rules
of behavior and capabilities for eagfoup. As the knowledge of the ingiual groups and the system as a
whole is improved, the planners will be able to identify how to more effectively influence the system. This
planning tool does not stop when the operatiodeorisissued. Modeling is an effective way

of understanding the counterinsurgency system and ongoing operations.

Step 5: COA Comparison

4-102. Staffs analyze and evaluate thdvantages and disaditages of each COA, as well as identifying
the one with the highest probabilitf success against the mostelik enemy COA. Additional COIN
evaluation considerations may include—

» Effect on or role of the HN government.

» Effect on or role of the HN security forces.
» Effect on groups of the population.

» Impact on information engagement.

Step 6: COA Approval

4-103. Either after participating in the COA comjsam process or upon receipt of a COA recommended
decision, the commander makes a COA decision by approving a COA to execute.

Step 7: Orders Production

4-104. Units in COIN operations issue a warning order or WARNORD, and, after the commander selects
a COA, issue a written operation ordelowever, additional time for orders production may be needed if
the order must be translated into another languagen3ore nothing is lost in the translation, and ensure
success in multinational operations, the staff must keep orders and rehearsals simple.

TROOP-LEADING PROCEDURES

4-105. Troop-leading procedures (TLPs) give small-unit leaders a dynamic framework for analyzing,
planning, and preparing for an operation.

4-106. TLPs in a COIN environment differ little from those described in FM 5-0. The next sections will
provide a brief description of¢height steps along with some @itohal considerations for COIN
operations. Figure 4-5 shows addition COIN considerations during TLPs.

FMI 3-24.2 4-23



Chapter 4

TROOP LEADING PROCEDURES

1. Receive Mission

2. Issue Warning Order
3. Make Tentative Plan
4. Initiate Movement

5. Conduct Recon
6
7
8

METT-TC

. Complete Plan
. Issue OPORD
. Supervise and Refine

MAKE A TENTATIVE PLAN

Mission Analysis
+ Mission
+ Purpose

« Tasks (specified implied,
* Constraints
* Write restated mission
= Enemy
= Terrain and Weather (OAKOC)
* Troops and Support Available
= Civil Considerations

Course of Action Development
* Analyze Relative Combat Power

* Generate Options
= Array Forces
* Develop Concept of Operations

COIN CONSIDERATIONS

Use components and manifestations of the
insurgency to develop a better understanding of
the enemy.

Use ASCOPE to analyze all civil considerations.

Remember to account for all actors throughout
the TLP.

= Assign Responsibilities
+ Prepare COA Statement and Sketch Insure unity of effort amongst all units.
COA Analysis (Wargame)

COA Comparison and Approval

Be prepared to develop tasks across all seven
COIN LOEs.

Figure 4-5. TLPs in COIN.

Step 1: Receive Mission

4-107. Receipt of a mission may occur with a writenverbal WARNORD, FRAGO, or OPORD. Due
to the ambiguity in COIN operations, companies or platoons often start planning after identifying an
insurgent vulnerability, receiving HUMINT, or aftBaving a conversation with a local leader.

4-108. Upon receipt of a mission, lead must rapidly assess thieuation using METT-TC. Leaders
must provide additional emphasis on analyzing civil considerations by using the ASCOPE method.

4-109. In a time constrained situation, an ongoing sssent of the AO using the operational variables
(PMESII-PT) should provide rekant information to accomplisitthe mission. Based on current
information, leaders estimate and allocate 1/3 dilable time to plan and prepare for the mission,
including time to accommodate the language barrier Mithsecurity forces; and the remaining 2/3 of the
available time for subordinates' planning and rehearfhis remains relevant in a COIN environment.

Step 2: Issue Warning Order

4-110. Once done with the initial assesmmt, leaders issue the besissible WARNORDSs, often called
WARNORD 1, with the information at hand. They also draw relevant information from their ongoing
assessment of the AO using the operational vasaPMESII-PT). Typically, three WARNORDs are
issued. Each builds upon the previous one. Normally, a WARNORD consists of—

* Mission.

» Time and place of the OPORD.

» Units participating in the operation.
» Specific tasks.

» Time line of the operation.

Step 3: Make a Tentative Plan

4-111. Once the WARNORD is issuedgdders build a tentative plday combining mission analysis,
COA development, COA analysis, COA comparison, and COA approval. Within companies and platoons,
these steps are less structured and are often done mentally by the leader.
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Mission Analysis

4-112. Leaders use the METT-TC format to conduct mission analysis as they expand on the hasty
analysis they conducted in step one. After mission analysis is complete, an updated WARNORD,
WARNORD 2 is issued. In a COIN environment, special consideration must be given to—

Mission
4-113. Units create their restated mission statement after analyzing higher headquarters’ mission
or analyzing their particular pradh. It may take multiple times of conducting mission analysis to fully
grasp the problem.

Enemy

4-114. Units use the tools from Chapter 2 (elements ahaargency, dynamics @ insurgency, the six
insurgent strategies, insurgent tactics and the strengths and vulnerabilities of insurgents) to help further
identify the group or groups of ingents they may encounter. Thatefine composition, disposition,
recent activities, most probabl®®@, and most dangerous COA.

Terrain and Weather

4-115. No significant changes from FM 5-0.

Troops and Support Available
4-116. Leaders must determine the amount and type of friendly forces available, especially Host Nation
security forces, coalition forces and the nonmilitary enablers.

Time
4-117. Use the acronym HOPE-P (higher, operationanping, enemy, and populace) to identify the
various timelines.

Civil Considerations
4-118. Leaders must use the ASCOPE method to analyze areas controlled by various demographic
groups to obtain a better understanding of the AO.

COA Development
4-119. Leaders use COA development to determine anmore ways to accomplish the mission. In a
time-constrained environment, leaders may only be tabdeaft one COA. For long, mid, and short-range
plans, companies will need to déye tasks along all lines of efforthe six steps of COA development
in COIN are unchanged, but special consideration should be given to—

Analyze Relative Combat Power
4-120. Leaders compare friendly, inming Host Nation, all enablers and insurgent combat power.
Leaders may incorporate analysis of pro—and anti—government populations.

Generate Options

4-121. Options should always consider employment of HN security forces and the HN government.

Array Forces

4-122. Array all enemy forces, such as different insutggoups, as well as all friendly forces to include
Host Nation security forces. Small units may alseehto develop plans to employ special teams such
as military working dog teams, tactical site exploitatteams, UASs or attack, reconnaissance, and assault
aviation.
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Develop Concept of Operations

4-123. Leaders describe the operation from start to finis$pecially critical is the creation of graphic
control measures such as phase lines and building martdbassist with C2 and clarify roles and tasks.
The COA must achieve unity of effort amongst all organizations.

Assign Responsibilities

4-124. Assign responsibilities for each task imding those for HN security forces.

Prepare a COA Statement and Sketch

4-125. Leaders prepare a COA statement that describsigaificant actions from start to finish, as well
as a sketch.

COA Analysis (Wargame)

4-126. To wargame, leaders visualize the operation fsiart to finish, evaluate the enemy’s actions
and then modify their plan. With only one COA, often this step is used to synchronize the plan across
the WFF.

COA Comparison and COA Approval

4-127. These two steps are normally done mentally by the leader during TLP.

Step 4: Initiate Movement

4-128. As in any military operation, leaders may choosmitiate movement necessary to enable mission
preparation or position the unit for execution. In COIN, this may mean moving US forces to an HN
security force patrol base to conduct combined planning and movement.

Step 5: Conduct Reconnaissance

4-129. Whenever time and circumstances allow, leagiersonally observe the AO for the mission since
there is no substitute for first hand information. Leaders may also consider using a map, Joint Land Attack
Cruise Missile Defense Elevated Netted Sensor System (JLENSs), UAS, or attack reconnaissance aviation
to conduct the reconnaissance if time, OPSEC, or athresiderations preclude a personal reconnaissance.

Step 6: Complete Plan

4-130. Leaders incorporate the results of the reconnaissance, update information, refine their products,
make coordination with adjacent units, including Heation units, and issue the final WARNORD. Extra
time may be needed to translate the order into the Host Nation’s language.

Step 7: Issue OPORD

4-131. Leaders issue verbal or written orders to tleibordinates, using thetandard five-paragraph

field order format. In addition, leaders use map, overhead imagery, orterrain model to enhance
subordinates’ understanding of thesaion. Additional time may be required to brief the OPORD in two
languages if HN forces are participating in the opematUnits who have experienced OPSEC issues with
HN security forces may choose to issue the OPORD to the HN unit just prior to crossing the line
of departure.

Step 8: Supervise and Refine

4-132. Throughout the TLPs, Army leaders monitor preparations, refine the plan, coordinate with
adjacent units, and conduct rehearsals. COIN operatienthestandard five types of rehearsals. They are
the confirmation brief, the back bfighe combined arms rehearstide support rehearsal, and the battle
drill or SOP rehearsal.
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4-133. Additional time may be required to conduct ealsals intwo languages. Units who have
experienced operational security (OPSEC) issues MiMhsecurity forces may choose to have HN forces
conduct generic rehearsals, for example, clear a moestablish checkpoint versus the actual complete
operation.

Section IV—TARGETING INSURGENTS

In major combat operations, targeting focuses on identifying capabilities or resources the maneuver@ommand
must have effects for his operation to succeed, thackity them with fire suppgraviation, and close air
support. During counterinsurgency operations, the rotargeting can include a broad range of both enemy
and stability targets that use all seven COIN Lines of Effort to attack or influence them.

ROLE IN COIN

4-134. The expanded use of targeting in COIN gives the planner two key benefits: prioritization
and synchronization. Because theucterinsurgent often faces multiptdjectives, many without clear
positional references, friendly coursafsaction may not be easily represented in terms of various forms
of maneuver. Each may instead portray a series dafttatigat the unit must infénce over a specified time.

4-135. The targeting process focuses operations amcue of limited assets and time. Commanders
and staffs use the targeting process to achidfexte that support the objectives and missions during
counterinsurgency operations. It is important to undedstiat targeting is done for all operations, not just
attacks against insurgerithe targeting process can support PSY@#il-military operations, and even
meetings between commanders and Host N&iaders, based on the commander’s desires.

4-136. The synchronization of RSTA/ISR assets with available combat power is the greatest contribution
targeting brings to the counterinsurgent. The extirnature of irregular warfare often creates limited
opportunities to strike or influendargets. Integrating ¢hintelligence process and the operations process
through targeting can be used to ensure that maneuver units strike the right targets at the right time or are
prepared to strike targets of opportunity.

4-137. Effective targeting requires the creation of ay#ding board or working group, although in many
cases, the targeting staff is similar to the planning staff. It is typically chaired by the XO or fire support
coordinator, and includes representatives from across the staff including S-2, S-3, S-5, S-7, S-9, air liaison
officer, and staff judge advocate. The goal is forjiize targets and determine the means of engaging
them that best supports the commander’s intent and operation plan. The focus of the targeting cell, in a
counterinsurgency environment, is to target people, both the insurgents and the population.

4-138. Effective targeting identifies the targeting options, both lethal and nonlethal, to achieve effects
that support the commander’s objectives. Lethal assets are normally employed against targets with
operations to capture or kill. Nonlethal assets are normally employed against targets that are best engaged
with PSYOP, negotiation, political programs, econopriegrams, and social programs. Figure 4-6 shows
examples of potential targets.
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Personality Targets

* Lethal
- Insurgent leaders to be captured or killed
- Guerillas
- Underground members
* Nonlethal
- People such as community leaders and those insurgents who should be engaged
through outreach, negotiations, meetings, and other interaction
- Insurgent leaders
- Corrupt host-nation leaders who may have to be replaced

Area Targets

* Lethal
- Insurgent bases or caches
- Smuggling routes

+ Lethal and Nonlethal Mix
- Populated areas where insurgents commonly operate
- Populated areas controlled by insurgents where the presence of U.S. or host-
nation personnel providing security could undermine support to insurgents

* Nonlethal
- Areas lacking essential services (SWEAT-MSQ) that support the government

Figure 4-6. Lethal and nonlethal targeting.

COUNTERINSURGENCY TARGETING PROCESS

4-139. The targeting process comprises the four functimidecide, detect, deliver, and assess (D3A).
Targeting is critically linked to the MDMP. The decifiaction derives critical information that develops
from mission analysis through course of action apprd®ath detect and assess functions are tied to the
unit's RSTA/ISR plan which is driven by IPB, the MDMP, and tactical site exploitation. Figure 4-7 shows
the links between the targeting cycle and MDMP.
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ASSESS
/ Unit AO
Assessment
Report / Assessment \
of Mission and AO Mission Analysis
or Targeting WG
Unit Staff
Analysis Mission Analysis
Brief
[f:g:%f CDR's Planning
Guidance
i COA Development
Patroérlitgfs sion or Targeting WG
DELIVER / DECIDE
ISR Synchronization
FRAGO Meeting
Decision
Brief
DETECT

Figure 4-7. Targeting and MDMP.

4-140. The commander’s guidance drives the targeting process. Commanders issue targeting guidance
during Decide Actions duringDetect may give commanders the intelligence needed to refine their
guidance. Target identification may be difficult once a counterinsurgency operation begins. The focus
during Deliver should be on decisive points that the commanders can engage. Immediatelgliafieng

units Assesshe effect.

4-141. The unit S2 must understand that the targeting process depends on the effective and timely use
of the intelligence cycle and on the exploitation of objectives and detainees. Target development against
insurgents results from complete and accuradtigation development during peacetime, contingency
planning, and analysis of the operational environment during conflict. The IPB supports the target
development process and provides the commander vetimtilligence needeid select valid target nodes

to engage.

DECIDE

4-142. This function focuses and sets priorities fdeliigence collection and botlethal and nonlethal

plans. Intelligence and operations personnel, wittctilemander and other staff members, decide when a
target is developed well enough engage. Continuous staff integoati and regular meetings of the
intelligence cell and targeting board enable this function. Specifically, intelligence analysts need to identify
individuals and groups to engage as potential counterinsurgency supporters, targets to isolate from the
population, and targets to eliminaf@uring the decide activity, the tating board produces a prioritized

list of targets and a recommended course of acisaciated with each. Exeaugi targeting decisions may
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require the operations section to issue fragmentaryrardégch of these orders is a task that should be
nested within the higher headquarters’ plan aedcttmmander’s intent. Targeting decisions may require
changing the intelligence synchroninatiplan. The targeting working grogarticipates in COA analysis
and collaboratively develops the following decide function products:

High-Payoff Target List

4-143. An HPT list is a prioritized list of targets, by phase of the joint operation, whose loss to an enemy
will contribute to the success of the mission (JP 3-60)

Intelligence Synchronization Plan

4-144. This is what the intelligencefficer uses, with staff input, teynchronize the entire collection

effort, to include all assets the commander controls, assets of lateral units, and higher echelon units,
organizations, and intelligence readbh answer the commander’sitmal information requirements

(FM 2-0).

Target Selection Standards

4-145. Target selection standards establish criteriaugiog accuracy, that must be met before an attack.

For targets to be attacked using lethal means. requirements might include a picture, address, 8-digit grid,
and enough evidence to prosecute. For targets to be attacked by nonlethal means, requirements may include
background information on an individual, ntiegs he may attend, and known associates.

Attack Guidance Matrix

4-146. The attack guidance matrix lists which targets or target sets approved by the commander to act on,
how and when to act on them, and the desired effects.

Target Synchronization Matrix

4-147. The target synchronization matrix combines data from the high-payoff target list, intelligence
synchronization plan, and the attack guidance matrix. It lists high-payoff targets by category and the
agencies responsible for detecting them, attacking them, and assessing the effects of the attacks.

Targeting FRAGO
4-148. The targeting FRAGO tasks units to execute the lethal and nonlethal plans.

DETECT

4-149. The detect function involves dating HPTs accurately enough to engage them. Targets are
detected through the maximum use of all availablets. The S-2 must focthe intelligence acquisition
efforts on the designated HPTs and PIR. $itnma development information, through detection

and tracking, will be accumulated as collectionstegns satisfy PIR andformation requirements.
Tracking is an essential element of the “detect” function of the targeting process. Tracking priorities are
based on the commander’'s concept of the operatiotaageting priorities. Tracking is executed through

the collection plan, since mauwyitical targets move frequently.

4-150. Detection at the tactical level is achieved through a variety of means such as a HUMINT source,
an anonymous tip, UAS, a combat patrol, SIGINT, DOMEX, rotary wing aircraft, USAF aircraft
or military working dog teams. The best means ¢écténg a target during aimsurgency is HUMINT,
though. As such, the detect activity requires a detailed understanding of social networks, insurgent
networks, insurgent actions, and the communigytgude toward theaunterinsurgent forces.

4-151. For a target that must be engaged by nonlethal means, the detect function may require patrols
to conduct reconnaissance of a leader's home to determine if they are there, an assessment of a potential
project, or attendance at a gieg to meet with a leader.
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RSTA AND ISR OPERATIONS

4-152. Reconnaissance, surveillance and target acquisition (RSTA) aniigamtee, surveillance,

and reconnaissance are activities that synchromzengéegrate the planningnd operation of sensors,
assets, and processing; exploitation; and dissemimatystems in direct support of current and future
operations. This is an integrated intelligence and operations function (JP 2-01). RSTA/ISR provides
relevant information about all aspects of the ofp@nal environment. RSTA/ISR helps commanders assess
the degree to which information superiority is achieved. RSTA/ISR also directly supports information
engagements by defining targets in detail and byitglassess the effectiveness of friendly and adversary
information engagements.

4-153. Reconnaissance and surveillance operationdp hi confirm or deny insurgent COAs
and estimates of guerrilla capabilities and combagcéffeness. Reconnaissan and surveillance also
confirm or deny assumptions about the operatiengironment and threat made during planning.

4-154. Doctrine requires the staff to carefully focusTRASR on the CCIR (PIR and FFIR) and be able

to quickly retask units and assets as the situation changes. This ensures that the enemy situation drives
RSTA/ISR operations. The S-2 and S-3 play a critical role in this challenging task that is sometimes
referred to as “fighting ISR.” Through RSTA/ISRpmmanders and staffs continuously plan, task,

and employ collection assets dodces. They collect, processndadisseminate timely and accurate
information, combat information, and intelligence to satisfy the commander’'s critical information
requirements and other intelligence requirements.

4-155. RSTA/ISR synchronization analyzes information requirements and intelligence gaps; evaluates
available assets both internal and external to then@aton; determines gaps in the use of those assets;
recommends RSTA/ISR assets controlled by the organization to collect on the CCIR; and submits requests
for information for adjacent or higher collectionpport (FM 3-0). Collection tasks linked to decision
points play a critical part in theperation. The reconnaissance andsaillance plan must ensure that
information tied to decision points reaches the condwa and staff in time to support the decision. The
reconnaissance and surveillance p#so ties directly into the tartieg process. Collection assets are
identified, prioritized, and planned to detect certairgets during the “decide” and “detect” phases of the
D3A process. The collector's information, if it meets the established, criteria may trigger the deliver
function. After delivery, the collectors, also identified in the “decide” phase, provide information to assess
the attack. These may be the same collector or a diffasset. If not, a different asset is tasked to do this.
One tool to achieve this is a daily RSTA/ISR amerations synchronization meeting, which is discussed

in the targeting section of this chapter. The RSTA/ISR synchronization plan is an output of this meeting,
and coordinates and synchronizes the RSTA/ISR. (For more, see FM 2-0.)

DELIVER

4-156. The deliver function of targeting begins in earnest with execution. The targeting process provides
speed and efficiency in the deliyeof lethal or nonlethal fires onrgets in accordanceith the Attack
Guidance Matrix or the targetinfRAGO. Within the deliver funatn, the system or combination

of systems selected during the “decide” phase is employed.

4-157. For a target that requires lethal means, units elayinate the target usjy a joint direct attack
munition (JDAM) from a USAF aircraft, an Excalibur roudjoint Tactical Attack Cruise Missile System
(JTACMS), or a sniper. However, many times it is more important to capture the target, so commanders
will choose to execute a raid ora cordon andcbeaFor a target that requires nonlethal means, a
commander may choose to use an information engagetoeonvince a local leader, or to conduct a
project to garner the population’s support through money or employment.

4-158. Target exploitation in the counterinsurgency environment is similar to that in law enforcement.
An exploitation plan not only facilitates gathering evidence for future court cases, but also may lead
to follow-on targets after successful exploitation. (See Chapter 6 for details on tactical site exploitation.)
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ASSESS

4-159. At the tactical level, commanders use assesstoaget a series of timely and accurate snapshots

of their effect on the insurgent and the population. It provides commanders with an estimate of the
insurgent's combat efféigeness, capabilities, and intentionswadl as an accurate understanding of the
people. This helps commanders determine when, tireii;, targeting efforts have been accomplished. The
“assess” phase relies heavily upon MOEs and MOPs.

4-160. Producing the assessment is primarily an intelligence responsibilityreuires coordination
with operations, civil affairs, public affairs, information operations, and PSYOP to be effective. As part
of the targeting process, assessment helps to deteifnisinother engagement of the target is necessary.

TARGETING OF BATTLE RHYTHM

4-161. During COIN operations, brigades and battalions typically use a one or two week targeting battle
rhythm. The target cycle drives the tactical unit's daily and weekly operations. Figure 4-8 shows an
example of a targeting cycle and battle rhythm.

TIME MON TUE WED THU FRI SAT SUN
0600 Commanders operations / intelligence update
1200 Daily ISR and operations synchronization meeting
1800 Cortargeting. targeting order
2100 Intelligence fusion / synchronization meeting
Mission Analysis| COA Decision
2400 for targeting for targeting
NOTE: Update HPTL as needed.

Figure 4-8. Targeting of battle rhythm.

4-162. Another important facet ofthe battle rhgn is the daily RSTA/ISR and operations
synchronization meeting. Due to the air tasking order cycle, this traditionally synchronizes operations from
96 hours to 24 hours in the preparation to hand over to current operations. In counterinsurgencies, this
meeting must synchronize all awmis along the seven COIN LOEs. pEsially critical is planning

and requesting higher-level assets saglair force aircraft, jamming, UASISR, and aviation ahead of the
higher headquarters decision cycle. There are three outputs from this meeting—a 96-hour synchronization
matrix, a 96-hour RSTA/ISR plan, and a daily FRAGO.

SUMMARY

Planning in COIN uses tactical design, either MDMP or TLP, and targeting to ensure units achieve their
end state over time. Throughout the COIN planning process, tactical units employ the seven COIN lines
of effort to ensure that they achieve unity of effort, prioritization in accomplishing tasks, control of the
population, and an increase in the Host Nation government’s legitimacy.
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Offensive Considerations in Counterinsurgency

“For it is in the nature of warfare...that the initiative must be maintained, that the

regular army must lead while its adversaries follow, and that the enemy must be
made to feel a moral inferiority throughout. There must be no doubt as to which side
is in the ascendant, no question as to who controls the general course of the war...”

C. E. Callwell,Small Wars 1896

Tactical units conduct offensive operations during COIN campaigns to destroy,
disrupt, interdict, deny, or neutralize the elements of an insurgency in support of the
lines of effort (LOES). Tactical units may be tasked to conduct offensive operations
as part otlear-hold-build operations,strike operations opopulace and resource

control operations. Units may be taskedidolate disrupt orfix an insurgency’s

base, auxiliary, underground, leaders, or guerrillas. This chapter explores how
offensive operations support the following seven LOEs in counterinsurgencies:

» Establish civil security.

 Establish civil control.

» Support Host Nation security forces.

* Support to governance.

» Restore essential services.

» Support to economic and infrastructure development.
» Conduct information engagements.

Section —OVERVIEW

In COIN, the characteristics of the offense applylit@Hensive operations. Tactical units conduct all four
types of offensive operations in the COIN environmektevement to ContactAttack Exploitation
andPursuit Within the four types of offensive operations, units conducting COIN focus on specific tactics
and techniques which include search and attackss,raatdon and searches, ambushes, sniper employment,
site exploitation (SE), and COIN patrols. Additally, US forces should conduct combined offensive
operations with HN security forces at every oppwity in order to reinforce HN legitimacy, support HN
security forces, and support the HN rule of law.

PURPOSE IN COIN

5-1. Units conduct offensive operations to—

» Secure the populace continuously.

* Isolate the insurgency from populace.

* Prevent crime.

» Destroy, disrupt, interdict, deny or neutralize elements of the insurgency.
e Secure national and regional borders.

 Integrate with and support HN security forces.
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CHARACTERISTICS OF THE OFFENSE

5-2. The characteristics of the offenaee surprise, audacity, tempmdaconcentration. For COIN, an
additional characteristic, flexibility, is added.

SURPRISE

5-3. Units achieve surprise by striking the ernemt a time, place, or manner in which he
is unprepared. Total surprise is rarely attainabteessential in conventional operations but is often
essential during COIN operations.

CONCENTRATION

5-4. This is the massing of combat power, particularlyeffects, at the decisive point to achieve the
unit’s purpose. During COIN, insurgents avoid situationahich US/HN security forces could potentially

mass combat power unless the potential collateral effects of use of that combat power will distance the
population from the US/HN government. This outweighs combat losses. US/HN security forces always
seek to mass nonlethal and lethal combat power, though not always visibly.

TEMPO

5-5. This is the rate of military action relative to the insurgency. Tempo is not the same as speed.
Successful COIN units control or alter tempo to maintain the initiative. Such action promotes surprise,
enters the enemy’s decision cyclacreases the protection of thétagking force, and decreases the
insurgent’s ability to defend or plan effectively.

AUDACITY

5-6. This is a simple plan of action, boldly executAddacity is critical to successful COIN offensive
operations and is completely reliant on a thgh understanding of the operational environment.
Creativity and mental agilitgre characteristics of am@acious counterinsurgent.

FLEXIBILITY

5-7. This is the ability of a militaryunit to adapt to unplanned or unexpected conditions of the
operational environment to achieve its tactical purpose and support the LOE.

TYPES OF OFFENSIVE OPERATIONS

5-8. The types of offensive operations are movement to contact, attack, exploitation, and pursuit:

MOVEMENT TO CONTACT

5-9. This develops the situation and establishes gains contact with the enemy (insurgent) forces
(FM 3-0). It also creates favorable conditions for sgjoent tactical actions and stability operation. At a
tactical level, every movement can be treated as\®ment to contact, becausettoé lack of information
concerning insurgent location, strength, capabilities, and intentions. Specific types of movemenésto cont
include search and attack and cordon and search operations.

ATTACK

5-10. This destroys or defeats enemy (insurgentydsr seizes and secures terrain, or both (FM 3-0).
Attacks require maneuver supported by direct andenatifires. Attacks may be hasty or deliberate,
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depending on the time available for planning and pegjmar. Commanders executasty attacks when the
situation calls for immediate action with available forces and minimal preparation. They conduct deliberate
attacks when they have mdmme to plan and prepare.

5-11. Tactical units normally conduct synchronized and special purpose attacks during COIN
operations. Special purpose attacks are ambushes, spoiling attacks, counterattacks, raids, feints,
and demonstrations. This chapter focuses on tliegaaf raids, ambushes, and sniper employment.

EXPLOITATION

5-12. This rapidly follows a successful attack and digmizes the enemy in depth (FM 3-0). Tactical
commanders exploit successful offensive operations. In COIN, failure to exploit may allow the insurgent
to egress, reposition, or disappear into the population. An example of a tactical unit conducting an
exploitation in COIN would be sending a unit on a raid based on information and intelligence gathered o
a cordon and search that occurred earlier in the dagctisfé search procedures, tactical site exploitation,
tactical questioning, and use of ISR assets are kewite being able to effectively conduct an exploitation.

PurRsuIT

5-13. This is conducted to catch orcut off a ftiles force attempting tescape with the aim

of destroying it (FM 3-0). Pursuit operations begin wharinsurgent forces attempts to conduct retrograde
operations. Unlike conventional operations, where thmmgrs transition to retrograde operations leaves
him wvulnerable toloss ofinternal cohesion and complete destruction, the insurgent's transition
to retrograde operations may make it more difficult for tactical units to engage, capture, or kill him.
Successful pursuit of the insurgent relies on maintaining cothactigh surveillance assets, patrols,
and HN security forces.

5-14. Tactical leaders must recognize the potential of the insurgent to conduct a baited ambush during
retrograde operations. Critical to mitigating risk to friendly forces during a pursuit is maintaining one
of the eight forms of contact i(éct, indirect, nonhostile/civilian, otzcle, CBRN, aerial, visual, and
electronic) and positioning of adjacent units such #iam, HN security forces, surveillance assets, other
ground forces, and quick reaction forces (QRF).

OFFENSIVE OPERATIONS IN CLEAR, HOLD, BUILD OPERATIONS

5-15. Offensive operations are the initial focus in clear, hold build, operations. These operations
establish civil security and establish civil control. Both are pivotal in setting the conditions for balanced
development across the seven COIN LOEs. Offengperations will continue to be conducted in fiodd

andbuild phases. This keeps insurgents from reestablishing influence over an area andis based on a
change in the insurgency’s orgaational and operational patterns.

MISSION VARIABLES IN COIN

5-16. In counterinsurgency operatiortactical units face a unique satconsiderations based on the
mission variables. Specific considerations for types of offensive operations will be discussed later.
However, some considerations fdl offensive operations include—

MISSION

» Offensive operations should lised on the best intelligenceadable, while inflicting the
minimal damage to the population, infrastructure, and local economy.

» To further gather intkgence, units must be prepared to conduct SE.

» Leaders should consider having a consegeemanagement and a Perception Management
plan, in case the offensive actions go poorly.
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ENEMY

» Leaders must pay careful attention to insurgent escape routes, as most insurgents will seek
to flee from most. Other enemy considerations include—
— The insurgent resistancetime direction of attaclkto the target area.
— Insurgent resistance the objective area.
— Insurgent resistance at the target.
— Insurgent resistance parting the objective.

TERRAIN AND WEATHER

» Leaders often seek to conduct operationsndulimited visibility or early morning hours in
order to surprise the targets.

TROOPS AND SUPPORT AVAILABLE

» Tactical units are often task-organized with additional teams or units (Chapter 3). Host Nation
security forces are essentiat every offensive operation.

TIME AVAILABLE

» Leaders allocate sufficient time to conduct the operation; in COIN, this should include time
to conduct SE and tactical questioning.

CiviL CONSIDERATIONS

e The level of inconvenience to the local populateuld discourage insurgents and insurgent
sympathizers from remaining in the locale and encourage the local population to provide
information on the insurgents. The level of inconvenience should not be so great as to turn the
local population towards active or passive support of the insurgency.

» Actions on the objective must include how atlwith nonhostile persons, bystanders, family
members, and detainees.

Section [I—CIVIL SECURITY AND CONTROL

Establishing civil security promotes a safe environmEstablishing civil control involves regulates selected
behavior and activities of individualand groups. It reduces risk italividuals and gyups and provides
security from both external and internal threats (FM 3-07). Together, actions along these LOEs in COIN often
take the form of unilateral and combined offensive operations against insurgent leadership, guerrillas,
underground, and auxiliary. These offesactions help establish publicder and safety. In COIN, offensive
operations are more successful when supported by effective targeting.

SEARCH AND ATTACK

5-17. This technique is used for conducting a movement to contact that shares many of the
characteristics of an aresecurity mission (FM 3-90). A searcinchattack is a specialized technique

of conducting a movement to contact in an environment of noncontiguous AOs. In COIN, a search
and attack uses multiple coordinated small-uniear(t, squad, or platoon) that conduct decentralized
movement to find and attack the enemy. A commander normally employs this form of a movement
to contact when the enemy is operating in small,edlisgd elements. Often searches and attacks are used
to support the establish civil security subtask dbrere cessation of hostilitiepeace agreement, and other
arrangements.

5-18. Search and attack operations are used in botlan and rural terrain. They are followed by
operations supporting the other LOE such as regfatamaged infrastructure or conducting information
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engagements in a neighborhood. Thistit disrupts insurgent activities, iléhtrying to solve some of the
root causes of the insurgenc¥he search and attack is typically used during dlear phase of a
clear-hold-buildoperation. It may also be used in a strike operation.

5-19. To develop a specific search and attack concept, the commander must understand the OE by using
the operational variables, the mission variables, and mission analysisodjreading procedure€T LP)
andmilitary decision-making procegMDMP) applied to the COIN OE serve as the planning foundation

for commanders and leaders.

CONSIDERATIONS DURING COUNTERINSURGENCIES

5-20. Specific considerations using elements of timission variables to a search and attack
in COIN are—

Mission
5-21. Leaders determine whether the search and atsamhkemy or terrain-ori¢ad. If enemy-oriented,
the search and attack should attack the enemy while inflicting minimal damage to the population,

infrastructure, and local economy. If terrain-oriented, the search and attack must be prepared to locate base
camps, caches, safe housessuterranean structures.

Time Available

5-22. The size ofthe area, especialtiie interior layout of urban buildings, impacts force size
and search time.

PHASES

5-23. A search and attack has three basic phasganize plan, andexecute

Organize

5-24. The commander task-organizes hisit into reconnaissance, fiig, and finishing forces, each

with a specific purpose and task. The size of themeaissance force is basaul the available intelligence

about the size of insurgent forces in the AO. The less known about the situation, the larger the
reconnaissance force. The reconnaissance forgecatly consists of scout, infantry, aviation,

and electronic warfare assets. The fixing force must have enough combat power to isolate insurgents once
the reconnaissance force finds them. The finishing force must have enough combat power to defeat
insurgents. The commander can direct eadbordinate unit to retain a finisly force, or he can retain the
finishing force at his echelon. The commander may rotate his subordinate elements through the
reconnaissance, fixing, and finishing roles. Howewetating roles may require a change in task
organization and additional time for training and rehearsal.

Reconnaissance Force

5-25. The reconnaissance force finds the enemy foréeguall means available. It can serve as an
element of the fixing force or follownd assume the role of the attéaice if sufficiently resourced. If the
reconnaissance element makes contact without being detected by the insurgent, the commander has the
initiative. In COIN, HN secuty forces are often the best suitecctimduct the reconnaissance, if they have

the training, equipment, and capability.

Fixing Force

5-26. Although sometimes included in the reconnaissance force in COIN, the fixing force develops the
situation, and then executes one of two optibased on the commander's guidance and the mission
variables. The first option is to block identifiedutes that the insurgertan use to escape or use

for reinforcements. The second option is to conducattack to fix the insurgent in his current positions
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until the finishing force arrives. The fixing force attacks if that action meets the commander's intent and it
can generate sufficient combat power against the insurgents. Depending on the insurgent's mobility and the
likelihood of the reconnaissance force being compsedhithe commander may need to position his fixing
force before his reconnaissance force enters the AO.

Finishing Force

5-27. The finishing force must possess and maintaiificeent combat power taefeat the insurgent
templated. The finishing force may move behind the reconnaissance and fixing force orit may locate
where it is best prepared to rapidly maneuver on the insurgent’'s location, by foot, vehicle, or air. The
finishing force must be responsive enough to engagensgurgent before he can break contact with the
reconnaissance force. The finishing force destr@r captures the insurgent by conducting hasty

or deliberate attacks, or employing indirect fire, attack reconnaissance aviation, or close air support
to destroy the insurgent. The commdar may direct the finishing force to establish an area ambush and use
his reconnaissance and fixing forces to drive the insurgent into the ambushes.

Plan

5-28. The commander establishes control measuras aiow for maximum decentralized actions

and small-unit initiative. Control measures facilitate the rapid consolidation and concentration of combat
power before an attack. The minimum control measdor a search and attack are an AO, objectives,
checkpoints, phase lines, limits of advance, and contact points. The use of target reference points (TRPs)
facilitates responsive fire support once a reconnaggsdorce makes contaetith the enemy. The
commander uses objectives and checkpoints to guide the movement of subordinate elements. The
commander uses other control measures as needell as phase lines, restrictive fire lines,

and marking systems.

Zones
5-29. The commander next determines how the area of operations will be broken down. Two
options are—

Multiple

5-30. Assigning multiple small zones that keep subordieédenents concentrated and allow controlled,
phased movement throughout the overall area. Tddgithtes overall control and allows subordinates
to rapidly mass their combat power.

Single

5-31. Concentrate the main effort in one zone and usdadiams or squad patrols to reconnoiter the next
zone. Once the main effort has completed a thoroegbnnaissance of the initiabne, it then moves into
the zone that the small units have reconnoiteretheasthen move to their next zone. Small patrols
provide the initial reconnaissancefdrmation, which commanders euate and then focus additional
reconnaissance efforts.

Orientation

5-32. The commander determines how the search @adkawill be conducted within the designated
zones. The zones may be searched selectivelysteragtically. The commander siwisualize, describe,
and direct how subordinates will conduct the recasamce and how the attacking force will maneuver
against the enemy. Two methods include—

Decentralized Attack

5-33. Each subordinate element is tasked to find, fix, finish, and exploit all enemy forces in their area
within their capabilities. If more combat power is required, then the BCT will employ additional assets, the
reserve, or adjacent units.
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Centralized Attack

5-34. The commander retains control of the attackcdowhile each subordinate element is tasked
to find and fix the enemy in their AO. This method works well when insurgents use base camps.

Execute

5-35. The four typical steps in search and attack operations are enter theakh the AO, locate the
enemy, and conduct the attack.

Enter the AO

5-36. Commanders determine how combined forces enter, conduct movement, and establish objective
rally points (ORPs) and bases (patrol bases, combat esjtpos(joint security stations) within the AO by
considering the eight forms of contact possible with the insurgent or the population. This technique allows
commanders and subordinate leaders toidentify their units’ potential contact with the enemy
and population throughout all phasedh# search and attack. Leaderacdyonize the actions of adjacent

units and provide specific tasks to ensure subordinates understand actions on contact with both enemy
and civilians within the ROE. Units may enter the aneaone by infiltrating as an entire unit and splitting

or by infiltrating as smaller subordinate unita ground, air, or watgFigures 5-1 and 5-2).

g

(LR

Figure 5-1. Infiltration by company. Figure 5-2. Infiltration by squad/platoon.

Search the AO

5-37. Reconnaissance elements search areas to locate the enemy without detection. This allows more
time for leaders to plan and coordinate an attacke@dly, small units are used, since they move quickly

and with more stealth among the population regardless of the AO. Once an element of the insurgency
is discovered, the commander’s concept, intent the situation on the ground dictates whether the
reconnaissance element follows theurgent or fixes the surgent until the attacforce is in position.

Specific tasks may include route, area, and zenennaissance or other surveillance tasks.

Locate Enemy

5-38. Reconnaissance units must locate insurgent forces, tracks, or other indicators of direction
or location. In rural and some border operations, well-trained trackers can identify and follow insurgent
tracks that are hours or even days. dJnits tracking the inggent must be prepared react to insurgent
contact and avoid likely ambush situations. Leaderstmosure support for the reconnaissance force if it

is compromised. In urban areas, tracking the insurgent is more difficult due to the nature of the terrain
and the insurgent’s use of the population. Leaders rely on HUMINT, a thorough knowledge of their AO,
UAS, attack reconnaissance aviation, and sourdnamication and coordination with adjacent units

to find the elusive insurgent.
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Conduct the Attack

5-39. The attack in a search aattack has four elements:

Concentrate Combat Power

5-40. Once the insurgent is discovered, the plan must support the rapid concentration of combat power
to fix and destroy the insurgentehders at each echelon must plan to destroy the arguvgthin their
capabilities, or at least fix the insurgent.

Fix the Enemy

5-41. If the insurgent cannot be destroyed by the forces on hand, then the forces must fix the insurgent
until finishing forces arrive. Fixing forces block regs routes with indirect fires, maneuver forces,
obstacles or all three. They also suppress the insurgent’s weapons systems, obscure his vision, and disrupt
his command and control. Specific tasks may include establishing a blocking position, an ambush, or a
support by fire position.

React to Contact

5-42. If a unit makes contact, it takes immediate actioriix or destroy theinsurgent. The speed

and violence of a hasty attack may compensatetbe lack of a reconnaissance or combat power.
However, this is rarely true against a prepared insurgent defense or during periods of limited visibility.
Leaders should not assume the discovered insurgent force is alone; there may be mutually supporting
positions or units.

Finish the Enemy

5-43. Aninitial attempt to finish thénsurgent by a squad or platooncontact may become a fixing
effort for a platoon or company attack.

CORDON AND SEARCH

5-44. A cordon and search operation is conducted to @aaldon) off an area in order to search it

for persons or things such as items, intelligence, datanswers to PIR. Effective cordon and search
operations possess sufficient forces to both effectively cordon a target area and thoroughly search that
target. Usually, this operation contributesetdablishing public order and safety, a lastablish civil

control subtask. It is also one of the techniques used in the “clear” phasteaf-4nold-buildoperation.

5-45. Cordonis a tactical task given to a unit to prevent withdrawal from or reinforcement to a position.
Cordonimplies occupying or controlling terrain espdigianounted and dismounted avenues of approach.
Searchimplies the physical and visual inspection of asaaBoth the object of the search and the physical
area of the search influence the type and degree of the search (FM 3-90.5, FM 3-90.15, and FM 3.06.20),
and for additional information orearches and site exploitation.

METHODS

5-46. The two basic methods of executing a cordon and searchcarden and knoclkandcordon
and enter They differ in level of aggression. Based on the enemy SITEMP and identified operational risk,
actual cordon and search operations vary between these two levels.

5-47. Key factors to consider in selecting the method to use include they ¢hierat, the local populace
support, the level of intelligence available, and the capabilities of theddiiity forces. In both methods,
the cordon is still established with msich speed or surprise as pbksito isolate the objective. Both
methods may require some integrated HN security faycesvil authorities to olain the agreement by the
occupants of the targeted search area. FiguBe compares the characteristics of permissive and
nonpermissive cordon and search operations.
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Cordon and Knock Cordon and Enter
(Permissive) (Nonpermissive)
Invited in | Ask | Dictate | Demand Just enter | Kick in | Shootin | Explode in

) Escalating level of violence -<«u———

Figure 5-3. Comparison of cordon and search methods.

Cordon and Knock

5-48. This is less intrusive than cordon and searcks used when the populace is seen as friendly
or neutral, when no resistance is expected, and tteegoal is to disrupt and inconvenience the occupants
as little as possible. One version of this is callectaleéical callout This is a procedure where occupants
are asked to exit the before search forces elfteccupants refuse to exit, or if the ground commander
believes that the potential exists for an insurgent encounter, he may escalate to cordon and enter.

5-49. A second version of the cordon and knockasdon and askwhich means occupants or the local

Host Nation authorities are asked for permission to search a particular location. If permission is denied, no
entry occurs. However, the cordon and knock andctrdon and ask require some degree of integration
with HN security force or HN authorities to obtain the agreement by the occupants of the target to the
subsequent search. At a minimuansufficient number of translatonsreferably one vth each element,

is required.

Cordon and Enter

5-50. This approach is intrusive. Thatent is to rapidly breach barrgeto gain entnjinto the search

area, typically using speed and surprise to allow the unit to quickly gain control. This action allows units
to maintain the initiative over a pmattially unknown insurgent force operaiin the search area. Intrusive

entry ranges from a Soldier simply opening a door witlw@gtipant permission, to mechanical ballistic, or
explosive breaching. In addition, mounted unign use vehicles to breach. The cordon and enter
approach does not explicitly requiirtegrated HN security forces BN authorities, because occupants'
permission is not required. However, during a counterinsurgency, obtaining the leadership or direct support
of the HN is always preferred. Commanders amsuoperational risk in COIN by foregoing these
considerations. Some considerations when usingdtaon and enter method follow. These considerations
may be more or less important than capturing the target individual, site, or equipment. Gains in security by
violent capture of a key insurgent leader may result in far more substantial losses along the other LOE:

» Risk to civilian occupants and bystanders.

» Collateral damage to infrastructure.

» Perception of the populace.

* Risk to Soldiers.

* Rehearsals.

» Level of training of breach element.

» Effects on subsequent tactical site exploitations.

APPROACHES

5-51. Leaders plan and execute cordon and search operations using either a systematic or selective
approach. A systematic approachtli® search of all buildings in é¢htargeted area, while a selective
approach is the search of spexifbcations within a targeted em. The approach used depends on
numerous factors. However, the purpose of the operai still to capture the designated personnel, site,

or equipment.
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CONSIDERATIONS

5-52. If intelligence indicates enemy presence, amdltital populace is either neutral or supportive
of the insurgency, then the principles of speed angtise are the keys to a successful cordon and search.
Specific considerations using elertenf the mission variables are—

Mission

5-53. Leaders determine the focus and method of the cordon and search based on the anticipated threat
and the level of violence in the area of operations.

Enemy

5-54. Cordon elements cannot effectively block pedestrian egress or ingress. Therefore, commanders
should consider how to best physically stop pedesttiaffic. Lethal fire is not a universal means
of enforcing the nature of a cordon.

Troops and Support Available

5-55. The size and composition of the cordon and search force is based on the size of the area to be
cordoned, the size of the area to be searched and the suspeamtad FITEMP. Normally, a military
commander, with the police in support, best controls a search involving a battalion or larger force. The
police, with the military in supportbest control a search involvirgmaller forces. Regardless of the
controlling agency, HN police are thesbehoice for performing the actusdarch. However, they must be
available in adequate numbers dedtrained in search operations.

Time Available

5-56. As time available to plan and prepare for a cordon and search mission is generally limited, it
is often necessary to conduct planning whileonmaissance and intelligence collection are ongoing. The
size of the area, especially theteinor layout of urban buildings, impacts force size and search time.
Leaders should plan on allowing time for follow-on missions based on exploitable information.

Civil Considerations

5-57. Cordon and search operations are a great oppiyrtéor all Soldiers to conduct information
engagements with the population. Each Soldeutd know and understand the information engagement
task and purpose.

PHASES

5-58. The phases of a cordon and search are the planning phase, reconnaissance phase, movement to the
objective phase, isolate the objective phasaych phase, and the withdrawal phase.

Plan

5-59. Establishing the cordon requires detailed plagnieffective coordination, and meticulous
integration and synchronization of available asgdetachieve the desired effects. This requires the
commander to consider both lethatanonlethal effects. Each subordinetedon position such as a traffic
control point or blocking position must have a desigddeader and a clearly understood task and purpose.

5-60. A cordon and search operation can usually support the conduct engagement LOE. Commanders
must develop, integrate, and nés¢ information message in accordance with the purpose of the search.
Often the best message in COIN is one’s actions or that of the entire unit.

5-61. Search of an urban area varies from a few, easillated buildings to a large well-developed
urban city. Leaders should divide the urban area to be searched into zones. Buildings should be numbered
and assigned specific search parties for coordination and clarity
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Enablers

5-62. Assets employed during the cordon and search may include tactical PSYOP teams (TPTs), tactical
HUMINT teams (THTSs), law enforcement profession@lEPs), special advisors, attack, reconnaissance,
and assault aviation, CAS, SIGINT enablers, MASINT enablers, military working dog teams, (MWDSs)
biometrics collectionféorts, female searchers, anditaffairs teams (CATs, Chapter 3).

5-63. A TPT is an outstanding combat multiplier. $4ages broadcast in the local language during
cordon and search/knock operations facilitatesaganal awareness and understanding for the local
inhabitants. These TPTs, using vehicle-mounted or man-pack loudspeaker systems, can help inform
and control the population. In addition, thEPT conducts face-to-face communication along with
disseminating handbills or leafletspdaining the purpose and scope of tisedon and search. This helps in
gaining compliance by the local population.

5-64. THT is also an outstanding combat multiplier. THTs collect valuable information from individuals
in the search area, provide a tactical questgpoapability, and have additional language capabilities.

Organization

5-65. The typical cordon and search organization includes a command element, a cordon element, a
search element, and a reserve @etreach with a clear task and pugoBigure 5-4 displays a typical
organization for search operations.

HQ
I
I | 1
CORDON SEARCH | |RESERVE
ELEMENT ELEMENT| |ELEMENT
I

INNER OUTER | | SEARCH | |sECURITY| | SPECIAL
corDON | | corpon| | TEAM(S) | | TEAM(S) | | TEAM(S)

[re—

MWD SITE
TEAM EXPLOITATION

Figure 5-4. Typical organization for cordon and search operations.

Command Element

5-66. An overall commander controls the unit conducting the cordon and search. He identifies the
subordinate element leaders.

Cordon Element

5-67. This force must have enough combat power to cordon off the area. An effective cordon that both
prevents the egress of individuals from the search area and prevents outside support to the search area,
is critical to the success of theasch effort. Based on the missiorrimhles (METT-TC), two cordons are

often established: an outer cordon to isolate the objective from outside reinforcements or disruptions,
and an inner cordon to prevent individuals from leaving or communicating with someone outside the
search area. Both cordon elements must mai@ddegree security. UAS, scouts, attack reconnaissance
aviation, or sniper teams should be considered by tactical units for use in observing the objective area
for enemy both before and during the operation.

Search/Assault Element

5-68. The search element conducts the actual search operation. A search may orient on people, on
materiel, on buildings, or on terrain. Normally, it is organized into special teams. The most basic search
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team is a two-person team consisting of one pewdum conducts the actual search while another person
provides immediate security to theascher. Establish discipline andretardized search SOPs to ensure
searches are thorough, PIR-focused, and of minimal risk to Soldiers.

5-69. All search elements must be prepared to handle male and female personnel, key equipment,
hazardous materials (biohazards or ptiogic elements), ordinance, aretord key events. They must be
trained to understand and on order execute informai@agements, tactical site exploitation, detainee
operations, and adjacent unit coordination. Searclopees must be trained to operate with HN security
forces and within the established ROE. First aid and other medical training is critical. Soldiers must be
proficient with signaling and marking devices adlves detection and recording equipment. Biometric

and video/audio recording device proficiency is cruici@OIN search operations. Basic language training

is essential to maintain effective searches and overall operational tempo.

5-70. Typical search teams are organizedwo- to three-Soldier teams. Female Soldiers are a proven
combat multiplier during search operations, becausectdtures tolerate males searching females. Search
teams clear each room or areaaatordance with FM 3-21.8. Units should not confuse entry methods
and their levels of aggression with the requiremto respect the Host Nation’s people and homes.
Typically, once a room is cleared, one team mengbevides security while the other(s) searches. All
search element personnel are prepared to fight.cBamisiderations for any search team include the
following:

» Detailed instructions including prohibited items such as weapons, chemicals, medicines,
and machine tools.
» Understanding of search restrictions and special considerations to include—
— Searching of religious buildings.
— Searching of females by female Soldiers.
— Searching of historical, cultural, or gowenental sites (unauthorized or hostile).
» Host nation security forces or local interpreters.
» Biometrics tools.
» Breaching kit.
» Vehicle access tools such as lock picks.
* Information engagement products and tools.
* Audio and video recording devices and data imaging devices.
» Markings and signaling techniques and any constraints.
* Respect for personal property.
* Tools to collect and record information for HUMINT.
* Necessity to maintain communication and report location.
» Standardization of maps, imagery, and labeling conventions.

erve Element

5-71. The reserve element or QRF must possess and maintain enough combat power to defeat the
insurgent forces templated within the AO. The commander gives priorities for planning to the reserve that
could include to be prepared égecute any of the subordinate umiissions. Priorities can also include
additional missions such as CASEVAC or reinforceind@ime reserve elemenedder focuses efforts on
synchronized communications, rehearsals, battle tracking, and positioning before and during the operation.

Reconnaissance

5-12

5-72. Every target area should be reconnoitered prior to execution using many of the available
resources. If the target is part of a unit's AO, then a patrol around the target may not be out of order. ISR
assets, attack reconnaissance aviation, locabmad§, and imagery are other methods for conducting
reconnaissance. The reconnaissance plan must not provide the enemy with indicators of an impending
cordon and search. Given the nature of COIN, #womnaissance phase could last an extended period,

as units identify the refiwe size and location of buildings, tey points, cordon position and avenues
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of approach. Further tools for objective analysis may be obtained from attack aviation photographs, maps,
and local emergency services departments.

Movement to the Objective

5-73. The timing, routes, and execution of movement to the objective should consider the factors
of METT-TC, and whether it should b&multaneous or phased. If caot is made in the movement,
commanders should consider whettiey wish to send forcesrioard to initiate the cordon.

Isolation of the Objective

5-74. Although analysis of the missionnables using METT-TC deternmiis specifics, a unit typically
establishes the outer cordon first, establishes the inner cordon second, and moves the search element to the
objective last. Commanders should consider theevalfiusing the opposite technique of forming the
cordons following rapid movement to the objective to gain surprise. Timing is when executing either
technique is important. The quicker these threentssare accomplished, the less time personnel on the
objectives have to egress, find concealmentestroy materials or equipment.

Position the Reserve Element

5-75. The reserve element or QRF is a mobile force positioned in a nearby area, with multiple planned
ground, water, or air routes to the objective area. Its mission is to aid the search and security elements
if they require assistance or bew® unable to achieve their purpose.

Establish the Cordon

5-76. There are two techniques for emplacinge thactual cordon positions: simultaneously
and sequentially. Careful consideration must b&en to both, because each has advantages
and disadvantages. Units establighia cordon position themselves to be able to block movement to
and from the objective area. This may be by observed fire, but usually it will be by physically controlling
routes. Cordon positions should be wgied rapidly just prior to theearch element reaicty the objective.
Establishing the cordon during a periaidimited visibility increases mowaent security but makes control
difficult. Cordon positions, once occupied, will be dedeldby locals as they conduct their daily business.

5-77. Both the outer and inner cordon leaders must maintain situational understanding of not only their
AOs, but also each other’s cordon dhe progress of operations of theaech element. In doing so, they
can anticipate insurgent activity, coltdirect and indirect fires, and achieve their task and purpose.

5-78. The various positions of the outer and inner cordons may include, vehicle mounted platoons
or sections, dismounted platoons or squads, interpreters, detainee security teams, crowd control teams,
tactical PSYOP teams, observation fgopsraffic control points or blocking positions, Host Nation security
forces (military or police), and aviation assets.

5-79. The outer cordon usually focuses on traffic coinpoints and blocking pa®ns, while the inner

cordon focuses on overwatching the objective and ptengexfiltration or reposition of persons within

the search area. Figure 5-5 shows the typical establishment of a cordon and Figure 5-6 shows the details
of an inner cordon in an urban setting. Note #ehhique of assigning eachilding a number to increase

clarity and coordination between units.
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INNER CORDON c

OUTER CORDON

Figure 5-5. Typical establishment of an urban cordon.

] | N

> es2D es>D

Figure 5-6. Urban inner cordon.

Search

5-14

5-80. A search may be oriented toward people, maltebiuildings, or terrain. It usually involves both

HN police and military personnel. thust be a systematic actiondnsure that personnel, documents,
electronic data, and other material are identified, evaluated, collected, and protected to develop intelligence
and facilitate follow-on actions.

5-81. The tempo at which a search operation is conducted should be slow enough to allow for an
effective search, while not so slawat it allows the insuent force time to readb the search. Search

teams must consider a return to an area after an initial search. This can surprise and remove insurgents who
may not have been detected or may have returA#dsearches should create pressure on insurgents
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and sympathizers to not stay in the area, but not inconvenience the local residents to the degree that they
will collaborate with the insurgents.

5-82. Special laws regulate the search powers of military forces. Misuse of search authority can
adversely affect the outcome of operations and future legal proceettiegsfore, all searches must be
lawful and properly recorded to be of value. Thieses must be disseminated to the population to ensure
understanding and compliance. Adalital information on searches can be found in FM 3-06.20. Search
teams must have instructiofs three basic categories:

Personnel

5-83. This includes both male and female anchijpérsons of interest and other persons.

Physical Items

5-84. This includes weapons, equipment, documents, computers, and cameras.

Information Mediums

5-85. This includes data inside computers, cameras, and cell phones.

Withdrawal

5-86. During this phase, the unit may be the most vulnerable. To mitigate risk, a commander may
choose to—

* Arelief in place.

» Stay-behind elements tmver the withdrawal.
+ Different routes and timing.

» Simultaneous or phased withdrawals.

SEARCH OPERATIONS

5-87. A search is the deliberate examination of a gerplace, area or object using Soldiers, animal

or technological sensors to discover something or someone. Examples include searches of enemy
or detained personnel, military objective areasysqanel or vehicles at checkpoint, and lines

of communication.

5-88. A search is conducted under a wide varietyitofasions and for a wide variety of purposes.
Typically, a person is searched in order to find soingtthat is concealed. A place, area, or object, such

as a car or desk, is searched for something i@t or may not be concealed. For more on vehicle
searches, see Chapter 7. Communication objects, such as letters, books, computers, cell phones, and other
media and signaling tools, are searched to discover information.

5-89. During a counterinsurgency, the rules of engagement and various agreements between the Host
Nation and US counterinsurgent forces often desa@laech situations, and may limit search methods.

5-90. During a search, it is important to keep the local population informed, as much as tactically
possible, that search contributes to their safety and security. This communication should begin during the
actual search, if possible, but is often accomplishit #fe search by follow-upatrols. Follow-up patrols

can not only aid in mitigating some of the negative aspects of the search but also see if missedlindividu
have returned to the sehed area. Follow up patrols which includleil affairs teams or tactical PSYOP

teams provide a great capability to conduct consequence management, assisting in the achievement
of information engagement, often through reinfordingmes, and collecting information for development

into intelligence.
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TECHNIQUES

5-91. A search can orient on people, materiel, buildings, orterrain (FM 3-21.8) Key basic
considerations for conducting a search in various includes searching individuals, tactical site exploitation,
aerial searches, searching subterranean areas, isgaiotividuals, detention of individuals, tactical
guestioning and detainee processing.

Individuals

5-92. Any individual can be an insurgent, auxiliary, or member of the mass base. However, searchers
must avoid mistaking all suspects for the enemy. Because there may be little or no Host Nation personnel
identification procedures, identifying the correct person as an insurgent may be very difficult. It is during
the initial handling of individualseut to be searched that the greatest caution is required. During the
search, one member of a search team always cthesther member who makes the actual search. When
females have to be searched, every precaution is made to prevent violating local customs and mores. If
female searchers cannot be provided, consider using the medic to search female suspects.

Teams

5-93. Soldiers conduct individual searches in search teams that consist of the following:

Searcher

5-94. Actually conducts the search. ishs the highest-risk position.

Security

5-95. Maintains eye contact with the person being searched.

Observer

5-96. Supervises search and warns of suspicious behavior or actions.

Methods
5-97. The most common search methods used to search an individufiskrandwall searches.
A third, less common method, used in very select situations, is the strip search.
Frisk Search
5-98. Quick and adequate to detect weapons, evidenammraband. A frisk search is more dangerous
because the searcher has less cbafrie individual being searched.
Wall Search

5-99. Affords more safety for the searcher by leartimg suspect against any ight surface, such as a
wall, vehicle, tree, or fence. The search team pl#eesubject in the kneeling or prone position if more
control is needed to search an uncooperative individual.

Strip Search

5-100. Considered only when the individual is suspected of carrying documents or other contraband on
his or her person. This extreme search method should be conducted in an enclosed area and by qualified
personnel when available.

Search with Sensors

5-101. Metal detectors or thermals can identify hidden items.

5-16 FMI 3-24.2



Offensive Considerations in Counterinsurgency

Population Control

5-102. Three basic methods are used to control the population during a search of an urban area: assembly
of inhabitants in a central location, restriction of inhabitants to their homes, and control of the heads of the
households.

Assemble Inhabitants in a Central Location

5-103. This method moves inhabitants from their homes to a central area. It provides the most control,
simplifies a thorough search, denies insurgents an apptyrto conceal evidencend allows for tactical
guestioning. However, this method has the disadvantage of taking the inhabitants away from their
dwellings and possibly encouraging looting, which, in turn, engenders ill feelings. A specific elamént m

be identified to control # centralized inhabitants. A TPT, usiadoudspeaker, can facilitate assembly by
giving specific instructions to thiahabitants of the search area.

Restrict Inhabitants to their Home

5-104. This technique prohibits movement of civilians, allows them to stay intheir dwellings,
and discourages looting. The use of a TPT todwast “stay-indoors” messages facilitates clearing the
streets of civilians and aids in restricting their movetn€&he security element must enforce this restriction

to ensure compliance. The disadvantages of this method are it makes control and tactical questioning
difficult, and gives inhabitants time tmnceal contraband in their homes.

Control Heads of Households

5-105. The head of each household is told to remaifrant of the house while everyone else in the
house is brought to one room. The security element controls the group at the central location, controls the
head of each household, and provides external sedarithe search team. Whetealing with the head

of a household, it is important to explain the purpose of the search using an interpreter. During the search,
the head of the household accompattiessearch team through the house. This person can be used to open
doors and containers to facilitate the search. It poimant for the head of ¢hhousehold to see that the
search team steals nothing.

Houses or Buildings

5-106. The object of a house search is to look for contraband and to screen residents to determine if any
are guerrillas, auxiliaries, members of the undergrouritieomass base. A search party assigned to search

an occupied building should consist of at least one local police officer, a protective escort for local
security, and a female searcher. If inhabitants retimathe dwellings, the protective escort must isolate

and secure the inhabitants during fearch. Forced entry mde necessary if a house is vacant or if an
occupant refuses to allow searchers to enter. If the force searches a house containing property while its
occupants are away, it should secure the house to pleeting. Before US forces depart, the commander
should arrange for the community to protsath houses until the occupants return.

5-107. Try to leave the house in the same or better itiondthan when the search began. In addition
to information collection, the sedr team may use digital camerasviteo recorders to establish the
condition of the house before and after the searlitsefasitive material or equipment found in the house
should be documented before it is removed, tatheldate, time, location, the person from whom it was
confiscated, and the reason for the confiscation. Theoluaedigital camera can assiin this procedure.
For a detailed search, the walls and floorsinie searched to discover hidden caches.

SITE EXPLOITATION

5-108. Tactical leaders plan, resouradirect, and supervise tactical site exploitation efforts during all
COIN offensive operations. Site exploitation (SE) is the systematic action executed with the appropriate
equipment, to ensure that personnel, documents, electronic data, and other material at a site are identified,
evaluated, collected, and protected in order to gather intelligence and facilitate follow-on actions. It is a
means by which tactical units exftland analyze the insurgeafter collecting biomeic, physical, digital,
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and spoken data. In COIN, insurgents who are captured many times are prosecuted within the HN rule
of law and SE is an excellent means of providing tsowith evidence, espediiawhen properly recorded.

SE contribute to the decide, detect, assess actiafi@3A targeting cycle. Once collected, analyzed,

and assessed, it may lead to future operationse Mdormation on SE can be found in CALL product
07-26. Figure 5-7 shows an example SE site sketch.

Computer, Building # Floor #
2 % AK-4TS
Include on Sketch: 1 Bucket #2
- All rooms within ? .
building per floor Kitchen
wic
- Room type
- Doore EKIA #2,
S;‘gjgéﬂ Carport
- Items found in rooms 6.7 #1 $8,000
Get as detailed as meters EKIA#1,
time allows. .AK-4T.
passport
® I—1 2 x notebooks
—
Courtyard
I
Items taken off OBJ
2 x Buckets Pictures w/explanations:
4 x AK-47s Pics 1-3 Room : Pics 4-6 Room ; Pics 7 Room ; Pics 8-10 EKIA and
3 x Notebooks Equipment found.
$8,000 in US cash

Figure 5-7. Example site exploitation sketch.

Conduct

5-109. Leaders ensure that Soldiers methodically dfettvely identify, preserve, and collect evidence
while maintaining its integrity. They strive to prevent damage or corruption from foreign materials,
undocumented chains of custody, lags. They consider how toitigate risk by allowing minimal
personnel to operate in the area, by minimizing tondarget, by concealingauwement of evidence, by
avoiding patterns, and by mé&ming an obvious respect fowilians and their belongings.

5-110. An important SE resource, biometric assetsm measure humans by face, fingerprint, hand
geometry, handwriting, iris, retina, vein, voice, and DNA. Other SE resourclesiénsearch, detention,

and marking tools; collection containers; marking materials; photographic, video, and voice recording
devices; linguists; and artificial sourceslight. In addition, leaders—

« Initially evaluate the situation.
» Decide whether the unit must perform an expedient or formal site exploitation.
» Properly bag and tag evidence.

» Record sworn statements, from Soldiers and locals, for entry into the legal system. (Using
evidence Kkits is the best and easiest way.)

» Photograph captured contraband evidence thighsuspect for judicial proceedings.

» Ensure that photos of peoplenateriel, and other items of potential intelligence interest
and evidence collection are document® and adjacent to the site.
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» Use document and material exploitation (DOMEX), which includes hasty analysis of pocket
contents, electronic mirror-imaging media, and evacuating data for further, more
detailed analysis.

* Process detainees into detainee holding gf@HA), toinclude cokéction of biometric
and computer database infornoati by special BCT-level teams.

» Ensure that pre- and post-bomb blast forensics and signatures collected from IED factories,
routinely collected by weapongtelligence teams (WITs), @rentered into the system
for comparison and analysigth detainee records.

Techniques

5-111. Basic SE techniques include search methodsgclsesrof individuals, detention of individuals,
tactical questioning, and debriefing.

Methods

5-112. Search methods must include providing security for search team, ensuring integrity of site,
conducting a methodical search, and coherently docungeetiort for later review. The type of search

team used depends on many factors such as available forces, HN capabilities, and purpose of the search.
Most of these are covered in METT-TC. The follog/iSE on-target checklist is not all inclusive:

e Search all rooms or caves, toinclude rogfrd, any subterranean areas, and associated
vehicles for—
— ID cards.
— Weapons.
— Computers.
— Documents.
— Digital media.
— Propaganda.
— Cellular and satellite phones.
— Large amounts of money.

» Search other likely hidinglaces, which may include—
— Appliances (refrigerator—ice cubeayrs, under and inside back housing).
— Furniture hide spots (taped under furniture, hollow legs, inside cushions.
— Floors (hollow flooring, removable wodzbards, removable tiles, under rugs).
— Gardens, false wall locations, chimney hide locations.

» Search all vehicles for weapons and photograph the weapons.

 Positively identify (PID) the target.

» Photograph all individuals.

» Complete packets on all individuals.

 Verify individual by checking ID cards.

» Perform a gunpowder test or use X-spray on all individuals.

» Photograph each detainee with evidence.

» Collect and document all evidence, dake it to the transport vehicle.

» Load all detainees for transit to FOB, combat outpost, patrol base, or DCP.

Detention

5-113. Detaineerefers to any person captured or otherwise detained by an armed force (JP 1-02). The
reason for capture or detention of a detainee, and his ultimate disposition and categorization, depends on
the situation. Before detaining someone, a leader must first decide what to do with the person afterward.
Does the leader want to search, djoes process, or release the person?

5-114. AR 190-8, FM 3-19.40, and, international law (including thew of War and the Geneva
Conventions) cover policies, prat#es, and responsibilitieor administering, tating, protecting,
securing, and transferring custody of detaineessyThlso cover other planning factors as well as
regulatory and legal requirements concerning detainees.
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Rules

5-115. The six rules for processing detainees follow:

e Search the detainee thoroughly and disarm him.

» Silence the detainee.

» Segregate the detainee from other detainees by sex and rank.

» Safeguard the detainee from harm while preventing him from escaping.

» Speed the detainee to the designated detainee collection point.

» Tag the detainee with key information. Use approved format if possible. The tag includes the
date of capture, location of capture (grid coordinate), capturing unit, and special circumstances
of capture (how the person was captured).

Protected Status

5-116. Once the suspected insurgents are under friendhtrol, they assume the protected status

of detainees. This term includes any person captured or otherwise detained by armed force. Under the law
of war, leaders and Soldiers are personally resplenéils detainees under their control. Mistreatment

of detainees is a criminal offense under the Gef@wavention and the 1996 War Crimes Act. One of the

most conspicuous violations of the Geneva Cativa is the unauthorized photography of detainees.

Note: Avoid photographing detainees for nonmilitaoy unofficial purposes. Doing so is
unauthorized.

Tactical Questioning

Nec

Bac

5-20

5-117. Units recognize value of timely informatiomdhintelligence during COIN operations and thus

may tactically question an insurgent on the objectilrdts designate or construct a detainee holding area,
ensuring detainees are unable to communicate in any manner. Leaders then conduct tactical questioning
of priority detainees away from the group, as they carefully gather facts and details required to establish
consistencies or inconsistencies. Leaders then someéesainto those to be taken off target, those without
further value, those no longer ioterest, and those who requiramediate battlefield interrogation by
qualified personnel. Leaders wanting the abilityinterrogate personnel dag a potential operations

should request and incorporate quedif interrogators into their migsi task organization to facilitate
timelier information or intelligence.

essity for Soldier Presence

5-118. The terminology may change, but the need for Soldiers at the point of capture or point
of detainment to ask questions remains. Trainedrodators are seldom on hand, but Soldiers are always
present. Experiences from recent operations showWRaforces using immedlie tactical questioning
techniques with their Soldiers on target find important information that leads to actionable intelligence.
Tactical questioning must not violate the Law of War or any legal agreements (SOFAs and coalition
agreements). Typical questions should focus on discovering other nearby insurgents, their intentions, their
equipment, how they are financed, or their means of support.

ktracking of Route

5-119. A successful technique to determine where the individuals were before they came to the point
of capture is to verbally backtrattheir route. The detainee is questioned as to when he/she arrived, how
he/she traveled to the point of capture (foot orclel and from what direction. With a general direction

and a means of travel, the route can be developed. Using a map, the Soldier asks leading questions
to determine the route. The detainee identifies signifitamain features seen sgpecific locations, such

as rivers, bridges, key buildings, or hills. Talking jogs the detainee's memory. Gradually, the detainee
reveals their route (where they originated). Considerations for successful tactical questioning follow:
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 Know your linguist; use more than ont double-check the fagrity and accuracy
of information and réability of linguist.

» Have a basic knowledge of language(s) of detainee(s).

» Learn to identify physical behavior and posture, resistance or defensive postures; use multiple
observers.

» Study your target before he becomes a detainee on the objective.

» Study behavior, values, and interests of others in theéddreconducting tactical questioning.

e Consider placing uniformed linguist in the area of detainees and allow the detainees
to communicate so that the forimed linguist can collect formation (deception collection).

» Conduct questioning of one individual in a separatem from other detainees so that if the
detainee answers he maintains plausible deniability with members of his community.

» Commanders can prepare four to five questieteted to information requirements. These can
be briefed as part of the patrol order and used by leaders during operations.

» Prepare a tactical questioning plan for information that you believe the detainee may have.

Aerial Searches

5-120. Unmanned aerial systems (UAS), close air support (CAS), and rotary wing aircraft (attack
and reconnaissance aviation) can be used as obserpédiforms. CAS aircraft and attack reconnaissance
aviation can also provide commanders an aerial search capability with different search perspectives
and constraints. Rotary wing aircraft are an effectheans of conducting mounted search patrols, specific
population control measures, and security operations.

5-121. Helicopter-mounted patrols may reconnoiter an assigned area orroute in search of insurgent
elements. They may conduct snap checkpoints on roads to interdict insurgent mounted and dismounted
movement. When the element locates a known or suspettment, it can instruct attack aviation teams

to engage the insurgent element or it may also choose to land and attack the enemy with a dismounted
assault. This technique can be useful in open ram@hs unless an air defense threat is present. Use

of aerial patrols should be used in operations whdficignt intelligence is availale to justify their use

or friendly ground-based operations have become predictable to the insurgents. Such patrols are most
effective when used in conjunction with ground operations.

5-122. In aerial orair/ground search operations, helicopters insert troops inan area suspected
of containing insurgents. With the helicopters overwaigtifom the air, Soldiersearch the area. Soldiers
remount and the process is repeated in other areas. Members of aerial patrols should be trained in tracking
procedures to follow insurgents tteeir base or safe houses ngsiterrain, deception, and stand-off
capability of aviation optics in camjction with ground and bér technological assetseaders must plan

for the evacuation of prisoners, casualtes] materials, bbtby air and ground.

Subterranean Area Searches

5-123. In both urban and rural areas, insurgents mustireoraetected to survive. Therefore, insurgents

use all means of concealment available. Subteamrareas, in both rural and urban areas, reduce the
chance of detection and facilitate insurgent movement. Subterranean areas include natural caves,
basements, manmade underground bunkers, tunnelss, hahd sewer systems. Underground sewers

and tunnels may also be used in the attack of targets and for egress after an attack. See FM 3-34.170,
Engineer Reconnaissance, fora discussion of tuifaed subterranean) detection, reconnaissance,
maneuver, and destruction.

Signs of Use of Subterranean Area

5-124. Certain sighs may reveal the often signal or identiait insurgent forcewithin a certain area are
using subterranean structures. These indicators include—

» Movement of insurgents in a specific direction when spotted by aircraft.
» Sniper fire occurring from areas where there are no obvious avenues of withdrawal.
« HUMINT reports of subterranean areas
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* Failure of cordons to prevent withdravealinfiltration of insurgent forces

» Turned or managed soil far away framaces of habitation or daily labor.

» Operations where insurgenisflict casualties and withdrawvithout detecttn or engaging
COIN forces.

» The smell of burning wood or food cooking in an uninhabited area.
» Mounds of dirt, and dirt of different colors, which might indicate digging.
 Trails to water sources in uninhabited areas that may indicate personnel requiring water.

Methodical and Coordinated Approach

5-125. Searching an area where suspected subtarafacilities are located requires a methodical
and coordinated approach. The size ofthe surfaem and the suspectedzesiof the subterranean
determine the size and the strength of the unit assigitredunit is task-organizefdr subterranean search
operations, and is divided into five elements: G&;usity, search, guard, aneserve. The C2 element
often remains with the reserve element.

Narrowing of the Search

5-126. To detect or locate subterranedeaders first reduce the geogragiarea of interest to smaller

areas of probable locations. Acquiring existing blueprints, maps, imagery, video, aerial photographs,
and hydrology analysi®bls; actively observing fdndicators of probable sudaranean access locations;

and questioning the local population asto the existence or specific knowledge of any subterranean.
Overhead imagery may proc results if the appearance of thaface and vegetation are changed or

if deductions about substructure can be made from analysis of existing or historical terrain.

Security

5-127. Perimeter and flank security is imperative. A slow, methodical search is conducted in the area
of operations, with each search team systematicaiirching every square met&he security element
moves toward the limits of advance of the seaaoa. Deliberate search techniques emphasize where
to look for the insurgent locationthat provide him with observati, cover, concealment, and an
egress route.

Signs of Tunnels

5-128. Several visual signs help in detecting the dctuanels. Visual inspections often disclose the
general area of a tunnel, but not its precise location. The keys to finding a tunnel system are a thorough
terrain analysis (OAKOC) and an equally thorough physical ground search.

Rural Visual Indicators

5-129. Visual indicators in a rural operational environment include—

* Air holes.

* Worn places on trees the insurgent uses as handholds.

* A small trail, much like a game trail, through the brush into a clump of small trees
» Cut trees and Limbs tied near a treetopdnceal the use of a tunnel from aircraft.
 Slight depression in or around a group of small trees.

* Alone individual, especily a female, in the area.

» Fresh cooked food with no one attending the site.

* Fresh human feces in an area.

Urban Visual Indicators

5-130. Visual indicators in an urban operational environment include—

e Sewer, storm drain, or utilitgrates or manhole covers
 Disturbed soil in mature gardens
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* Presence of flooring materials in homes, businesses, and other structures not under
construction.

RAID

5-131. This isan operation to temporarily seize an areariter to secure information, confuse an
adversary, capture personnel or equipment, or $tr@le a capability. It ends with a planned withdrawal
upon completion of the assigned mission (JP 3-0). Aisasdnducted to destroy a position or installation,
destroy or capture insurgents or equipment, free friendly prisoners, or seize possible intelligence;
and is followed by a rapid withdrawal. By capturing insurgents, information can be developed into
intelligence and confiscating contralghican contribute to improved public order and safety. It is often
used as part of a strike operation. For additiorfafrmation on raids, see FM 3-21.8 and FM 3-21.10.

5-132. A raid ina COIN environment can differ from raid in conventional operations since the
requirement for minimizing collateral damage may be a significant factor. In addition, the time on the
objective prior to withdrawal may be greater, dughe requirement to conduct a detailed SE. As in all
raids, the success of the raid is based on acctiratdy, and detailed intelligence and planning.

CONSIDERATIONS

5-133. Raids in COIN could have lasting effects on the population and the insurgents. Specific
considerations using elements of the mission variables are—

Mission
5-134. In a COIN, raids target insurgents, terrain, intelligence, or equipment. Missions are often executed

in conjunction with a form of cordon to prevent enemy escape into the population. Units should plan
and rehearse according to targeelligence, the commander’s inteand the purpose of the raid.

Enemy

5-135. The objective of the raid may be a valuable assetrtburgency is prepared defend. Often, the
insurgent will have additnal forces in the area positioned to tleeact, facilitate egress, or conduct
combat. Effective reconnaissance caréase awareness of these factors.

Time Available

5-136. Leaders should plan on allowing time for follow-on missions based on exploitable information.
Also, units should not stay on the objective too long.

TECHNIQUES

5-137. The minimum task organization for a raid is a headquarters section, an assault element, and a
security element. Depending onBNWIT-TC variables, a support element may be formed separately

or integrated into the assault element. Additional specialty teams should consist of detainees or EPWSs, SE,
or CASEVAC teams. Squads are typically too small to execute raids, especially in urban AOs. Figure 5-8
shows the concept of operations for a typical raid.
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M Seét\.lrily
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Se&n‘ty
]

Critical Tasks Critical Tasks, cont.

» Secure and occupy ORP  PL initiates raid

 Leader’s recon of OBJ » Support lifts/shifts fire
- Pinpoint OBJ

- Determine positions

- Establish surveillance

Assault

« Establish LOA/Security

» Consolidate/reorganize

» Confirm plan - Reposition as
necessary
» Emplace security element - Search OBJ

- Treat wounded
* Emplace support element
» Assault withdraws
« Emplace assault element
e Support withdraws

+ Security withdraws

« Patrol consolidates in ORP

Figure 5-8. Example raid concept.

5-138. A typical raid during a counterinsurgency is executed in five phases—insertion, seal off the
objective, assault the objectivesecure the objective, and hilrawal. The following are some
considerations for each phase:

Insert

5-139. Insertion in COIN is less difficult than infiltration, especially in urban terrain, due to constant
civilian interaction. Units should eswhichever method is most likely &@hieve surprise. Deception, such
as disguising intent with other activities sucheatablishing a checkpoint, may be useful. Other
considerations include—

* Insertion by airborne or air assault can enhance surprise.

» Launch the raid at an unexpected time acpl by taking advantage of darkness and limited
visibility and moving over terrain that the enemy may consider impassable.

« Infiltration of a sniper team before the raid.

» Avoid detection in rural areas through propmeovement techniques and skillful camouflage
and concealment to include taking advantage of natural cover of the terrain.

e In urban areas, avoiding detection is difft, therefore planning to delay detection
or awareness of the objective is better.isTltan be accomplished by rapid movement
or deception.

Seal Off the Objective

5-140. Units should ensure insurgents can neither lemraeinforce the objective. In many cases, this
may be the decisive operation. Some considerations include—

» All forces must understand and adhere to ra@iesngagement (ROE) and escalation of force
(EOF) procedures.

» Establish an outer cordon to block avenues of approach into the objective areas.
» Support force provides initial overwatching ffier the assault force (can be aviation).
» Use of aerial UAS or aviation support to maintain observation as needed.
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Assault the Objective

5-141. Any insurgent element air near the objective is overcome by surprise and violence of action.
Some considerations include—

» Time the assault as close as possible to the execution of the cordon.

» Perform quick, violent, precise, and audaci@aesions that focus fulcombat power at the
decisive point.

» Breach rapidly—if possible, the breach should be the first overt action of the raid.

« If fires are used, the support element either provides a heavy volume of fire or precision fires
dictated by civil considerations. Fires must be closely controlled to ensure precision using
FCMs, marking, and signaling. On order orpéenned, fires are lifted and shifted to support
the assault element by suppressing enemy fire from the objective.

Secure the Objective

5-142. Units secure the objective by detaining insurgents, controlling personnel on or near the objective,
clearing the objective of other threats, conducting SE, and setting ocosditiat prevent insurgent fires
from outside the objective.

Withdraw

5-143. As planned, the unit withdraws from the objective area. A support force may provide suppressive
fires for withdrawal or provide escort away from the objective. Commanders consider use of stay behind
measures or devices to monitor bidtkf insurgents or population supgdior the insurgency. A raid in a

COIN environment may modify phase five and withdraws at the discretion of the commander.

AMBUSH

5-144. An ambush is a form of attack by fire ohet destructive means from concealed positions on a
moving or temporarily halted enemy (FM 3-90). Ambush patrols are combat patrols with missions
to establish and execute ambushes to harass or destuogents or capture personnel and equipment. (For
further information on ambush, see FM 3-21.8 and FM 3-21.10.) By eliminating insurgents, an ambush
contributes to improving public order and safety,kay civil security subtask. It may be used

in clear-hold-buildoperations or strike operations.

TYPES
5-145. The two types of ambushes follow:

» A point ambushnvolves elements depley to support the attack of a single killing zone.
« An area ambuslinvolves elements deployed as multiple, related, point ambushes.

CATEGORIES
5-146. Based on the amount of preparation time, ambushes can be hasty or deliberate.

» A hasty ambuslis an immediate action drill of a friendly force with little or no information on
the insurgent force. The discovery of a nearby insurgent element, usually moving, provides a
limited opportunity for a friendly force to hidlg occupy a position from which to ambush the
guerrilla.

» A deliberate ambushis a planned operation against aedfic insurgent foce. Sufficient
detailed information of the engmforce, such as the size,tage, organization, armament,
equipment, route, direction or movement tiime is available to permit the detailed planning
of an ambush.

FMI 3-24.2 5-25



Chapter 5

CHARACTERIZATIONS

5-147. An ambush is characterized as either near or far. These are based upon the proximity of the
insurgent to friendly forces.

» A near ambushs an ambush with the assault element within hand grenade distance of the kill
zone (less than 50 meters). Close terrain saghrban, jungle, and heavy woodlands may
require this positioning. It may also be appropriate in open or mountainous terrain in a “rise
from the ground” ambush.

» A far ambushis an ambush with the assault etathbeyond reasonable assaulting distance
of the kill zone (beyond 50 meters).This looatimay be appropriate in open terrain offering
good fields of fire.

CONTROL MEASURES

5-148. The ambush commander’s control of all elementhatambush site is critical. This includes the
initial occupation, time in position, executionpdawithdrawal. Commandershould develop control
measures for the—

« Occupation.

» Execution.

* Fire control measures.

» Fratricide and collateral damage preventi@specially if assaultelement or a nonlinear
ambush.

« Initiation of assault and actions on the objective.

» Tactical site exploitation.

CONSIDERATIONS

5-149. Well-planned and well-executed ambushes are auusdfiensive technique to employ against
insurgents. It is an effective technique to interdict and disrupt movement of insurgent forces within an area.
Specific considerations using elent®nf the mission variables are—

Mission
5-150. Tactical units should attempt to ambush insurgents in manners they least expect and in ways that

minimize compromise by and risk to the HN populacés Hifficult for US forces to emplace an ambush
in populated areas due to size of units, appearance, and insurgent presence amongst the population.

Enemy
5-151. Commanders ensure ambush plans are flexible asto allow adjustment and initiative at the
ambush site.

Troops and Support Available

5-152. A small ambush party is generally more practioat likely less secure. The size of the party
depends on the size of the unit targeted, the estimageagent strength in ¢harea and an analysis

of operational risk. In COIN, some popular units used to execute ambushes are small capture teams
(SCTs), small observation teams (SOTs) and small kill teams (SKTs). Most SCTs, SOTs, and SKTs in an
urban AO conduct area ambushes.

TECHNIQUES

5-153. An ambush in COIN has five basic phasqdanning, organizing, moving, occupying,
and executing.
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Plan
5-154. Key steps in planning a deliberate ambush include—

» Determine the target and purpose of the ambush (kill or capture).

» Determine the advantages and disadvantage for executing the ambush during limited visibility,
amongst the population, or vicinity of sensitive sites.

» Determine if the ambush will be a point ambush or an area ambush.

» Select the appropriate ambush formation.

* Determine if the ambush will be a near ambush or a far ambush.

» Determine communication requirements.

» Determine weapons requirements and limitations.

» Determine compromise contingency plans.

» Determine what, if any, special equipment is required. This includes money for damage
compensation or the need to video or photograph the area for documentation.

» Withdrawal.

Organization

5-155. An ambush patrol is organized in the same manner as other combat patrols toinclude a
headquarters, an assault element, a support elenmehy security element. If an ambush site is to be
occupied for an extended period, double ambush far@gsbe organized to allow continuous coverage.

One ambush force occupies the site while the other conducts routine maintenance, rests, and eats at the
objective rallying point or alternate and supplementary concealetiologaThey alternate on command,

usually after no more than eight hours.

Movement

5-156. Deliberate ambushes should include an objective rally point (ORP). Units should plan movement
to the ORP, from the ORP to the ambush site and back and withdrawal from the ambush site is back to the
ORP or to another final destination. In addition, leaders should plan movement that allows the unit to enter
the ambush site from the rear and avoid moving into the kill zone or across the suspected route of the
enemy force to be ambushed. In COIN, the presence of people near the ambush positions requires a
carefully planned movement. Units should use mapagery, video, HUMINT, and aerial photographs

to analyze the terrain and HN population. If pbksi units conduct ground reconnaissance and avoid
selecting obvious ambush sites. Surprise is even more difficult to achieve in these areas. An ambush site
should provide—

» Clear fields of fire.

» Concealed positions.

» Canalization of the insurgents into the killing zone.

* Little or no cover and concealment in the kill zone.

» Covered routes of withdrawal (to enable the ambush force to break contact and avoid pursuit).
* No egress route for ¢hinsurgent force.

» A defensible position if compromised.

Occupation
5-157. In COIN, especially urban environments, it can be extremely difficult to occupy ambush sites
or positions uncompromised due to locals. As a rule, the ambush force occupies the ambush site at the
latest possible time permitted by the tactical situadiod the amount of site pration required. This not
only reduces the risk of discovery, but also reduces the time Soldiers must remain still and in position.
Techniques
5-158. Some techniques include using—

» Stay-behind elements.

FMI 3-24.2 5-27



Chapter 5

» Alternate infiltration methods suas HN security force vehicles.
Subterranean (urban) or setyanean structures (rural).

* Feints.

» Deception.

Firing Positions

5-159. The unit typically moves into the ambush site from the rear. Security elements are positioned first
to prevent surprise while the ambush is being estaalisPosition automatic and precision fire weapons so
each can fire along the entire kill zone. If this is isgible, then ensure thautomatic weapons have
overlapping sectors of fire. The point is to cover the entire kill zone and to achieve a large volume of near
simultaneous concentrated fires into the Kkill zone, fires that can inflict maximum damage on the insurgent.
The unit leader then selects a position where he can see when to initiate the ambush. Claymores,
explosives, and M203 grenade launclreesexamples of what may be used to cover any dead space left by
the automatic and precision fire weapons. All weapons are assigned sectors of fire to provide mutual
support. Multiple positions also provid#erlocking or overlpping support. The unit leader sets a time by
which positions are to be prepared.

Kill Zone

5-160. If Soldiers must enter the kill zone to place bodaps, special-purpose munitions, or expedient
devices, they must remove any tracks or signs thgititnailert the insurgents\d compromise the ambush.
Under a strict ROE, units may choose to record the ambush using a video cameras.

Execution

5-161. A clear target engagement criteria is all thatéeded to execute an ambush. Audible and visible
signals such as whistles and pyrotechnics must bBeged often to avoid establishing patterns, or alerting
the insurgents to friendly actions or positions.

» A signal by the security force to alert the patealder to the isurgent’'s approach may be given
by hand-and-arm signals, radio, as a quiet voice message, transmission of a prearranged
number of taps, or by signaling with the push-to-talk switch or field telephone when there is no
danger that wire between positions will compromise the ambush.

» A signal to initiate the ambush given by the patrol leader or a designated individual may be a
shot or the detonation of miser other types of explosiveshe ambush should be initiated
with a mass casualty-producing weapon (claymore, machine gun, or similar system).

» A signal for lifting or shifting fires may be given by voice command, whistles, or pyrotechnics.
All fire stops immediately so the assault d@made before the insurgent can react.

» A signal for withdrawal may also be by voice command, whistles, or pyrotechnics.

» Surprise must be achieved or the attack is not an ambush. Surprise allows the ambush force
to seize and retain control of the situation. Units achieve surprise by careful planning,
preparation, and executionoficealment and fire discipliree also critically important.

FORMATIONS

5-28

5-162. Whether independent or part of an area ambush, a point ambush is positioned along the expected
avenue of approach of the insurgent force. The selection of the type of ambush formation is important,
because it determines the volume oficentrated fire required to isolateap, and destroy the insurgents.

The formation to be used is determined by carefatigsidering possible formations and the advantages

and disadvantages of each in relation to terraamditions of visibility, foces, weapons, and equipment

ease or difficulty of control; force to be attacked; and overall combat situation. Types of ambush
formations include linear, L-shaped, Z-shdpT-shaped, V-shaped, triangle, and box.
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Linear

5-163. In a linear ambush, the attack element is deplg@rkrally parallel to the insurgent force’s route

of movement (road, trail, and stream). This positiomsattack element parallel tbe long axis of the Kill

zone and subjects the insurgentctorto heavy flanking fire (Figure 5-9). An advantage of the linear
formation is its relative ease of control under all conditions of visibility. The silgedbrce that can be
trapped in the kill zone is limited by the area the attack element can effectively cover with highly
concentrated fire. The force timpped in the kill zone by natl obstacles, mines, booby traps,

or expedient devices, and direct and indirect fires.

FLANK RESTRICTED BY TERRAIN, MINES, MANTRAPS, OR A COMBINATION

-:G”ERRlLL:AzF RCE | >

RALLYING POINT

O

SECURITY PARTY

Figure 5-9. Linear formation ambush.

5-164. A disadvantage of the linear fortian is the chance that laterabgdersion of the force may be too
great for effective coverage. The linear formationpigrapriate in close terrain that restricts insurgent
maneuver, and in open terrain where one flank ssioted by natural obstacles, mines, booby traps,
special-purpose munitions, or expedient devices. Similar obstacles and casualty producing systems can be
placed between the attack elemant the kill zone to provide peattion from insurgent counter ambush
measures. When a destruction ambush is deployedsimémner, access lanes are left so the force in the
kill zone can be assaulted. The line formation caeflectively used in a “rise from the ground” ambush
in terrain seemingly unsuitable for ambush.

L-Shaped

5-165. The L-shaped formation (Figure 5-10) is a variation of the linear formation. The long side of the
attack element is parallel to the kill zone and delivers flanking fire. The short side of the attack element
is at the end of, and at right angles to, the kill zone and delivers enfilading fire that interlocks with fire
from the other leg.
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Oth

KILL ZONE

STRAIGHT STRETCH OF GUERRILLA FORCE
TRAIL OR STREAM A7 |
1 A ‘T H

ATTACK ELEMENT

Figure 5-10. L-shaped formation ambush.

5-166. The L-shaped formation is flexible. It can bdabdished on a curving stretch of a trail, near a
stream, or at a sharp bend in a trail or stream. When appropriate, fire from the short leg can be shifted
to parallel the long leg if the insurgent force attempts to assault or escape in the opposite direction.
In addition, the short leg prevents escape in that direction or reinforcement from that direction. Positive
means of controlling fires, such as aiming stakes, are needed to prevent the fire from one leg hitting
Soldiers positioned on the other leg.

er

5-167. Other traditional ambush formations that arghhy METT-TC dependenénd usually better for
rural operations, include the following:

Z-Shaped Formation

5-168. The Z-shaped formation is a variation of the L-fation. The attack forces deployed as in the
L-formation, but with an additional side so that the formation resembles the letter Z. The additional side
may serve to engage a force attempting to relieve or reinforce the guerrillas, restrict a flank, prevent an
envelopment of the ambush force.

T-Shaped Formation

5-169. In the T-shaped formation, thétack element is deployed acroasd at right angles to, the route

of movement of the hostile force so that the attack element and the target form the letter T. This formation
can be used day or night to establish a purely harassing ambush. It can be used at night to interdict
movement through open, hard-to-seal areas.

V-Shaped Formation

Tria

5-30

5-170. The V-shaped attack element is deployed alonf biotes of the insurgent route of movement so
it forms a V. Care is taken to ensure that neither group fires into the other. The V-formation is suited
for open terrain, but can also be used in the jungle.

ngle Formation

5-171. The triangle is a variation of the V-formationathcan be employed in three ways. The most
common technique is the closed triangle. The attakeht is deployed in three groups, positioned so that
they form a triangle. An automatic weapon is placeshah point of the triangle and positioned so it can be
shifted quickly to interlock with either of the others. Elements are positioned so their fields of fire overlap.
Mortars may be positioned inside the triangle. When deployed in this manner, the triangle ambush becomes
a small unit strongpoint that is used to interdict night movement through open areas when insurgent
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strategy is likely to be from any direction. Advantages include ease of control, all-round security,
and guerrillas approaching from any direction canfibed on by at least two automatic weapons.
Disadvantages include the requirement for an ambush force of platoon size or larger to reduce the danger
of being overrun by a large guerrilfarce; one or more legs of the triangle may come under guerrilla
enfilade fire; and lack of dispersion, particularlytteg points, increases danger from guerrilla mortar fire.

Box Formation

5-172. The box formation is similar in purpose to the triangle ambush. The unit is deployed in four
elements positioned so each element becomes aercasha square orrectangle. Advantages
and disadvantages are much theaas the triangle formation.

V ARIATIONS

5-173. Common ambush variations during counterinsurgency operations include—

Baited Trap

5-174. A variation of the area ambush is the “baited trap” ambush. A central kill zone is established along
the insurgent’'s avenue of approach. Point ambushes are established along the routes over which units
supporting or reinforcing the insurgeotce will have to approach. Thesirgents in theentral kill zone

serve as “bait” to lure relieving or reinforcing insurgent units into the kill zones of the outlying ambushes.
Items such as infrastructure, sensitive equipment,esaemd security measures can be used as bait.

Spider Hole

5-175. This type of point ambush designed for open areas thatck the cover and concealment

and other features normally desirable in a good ambitshThis technique is effective in less populated

rural areas or urban areas with subterranean. Condeadetpider hole," a typef covered and concealed
foxhole, the attack element is deployed in the formation best suited to the overall situation. Soil is carefully
removed and positions expertly camouflaged. Thibumh takes advantage of the tendency of patrols
and other units to relax in areas that do not appear to favor ambush. The chief disadvantage of this
technique is that the ambush element’s vulnerability if compromised.

SNIPER OPERATIONS

5-176. Sniper operations are effective for both insurgent and counterinsurgent in the COIN environment.
Snipers, if employed correctly, are a COINdermultiplier and provide the commander an immediate
means to enter the ingent decision cycle.

5-177. Small kill teams (SKTs), small observation teams (SOTs), and small capture teams (SCTs) differ
by task, manning, and equipment. SKT focuses on destroying of insurgent elements. SCTs focus on the
capture of those elements. SOTs are for reconnaissém COIN, more may be gained by capturing than

by killing the insurgent. However, SKTs can give commanders a deterrent to insurgent activity.

5-178. Sniper teams sometimes as part of SKTs, SOTSs, or SCTs, are employed in populated urban areas
or large rural areas with adequate fields of firer mission success, all thremams employ specific point

and area weapons systems. All three also rely on redundant communications, marking materials, detailed
infiltration plans, exfiltration, mutal support, security, compromise tiogencies, and engagement criteria

CONSIDERATIONS

5-179. Sniper employment ina COIN must be caligficonsidered. The infiltration or exfiltration

of snipers, SKTs, and SCTs must be meticulousinmpéd with the understanding of the habits, behaviors,
and density of the local population. Besides the basic mission of precision fires and surgical elimination
of individuals, they are valuable for ISR collection, route and area security augmentation, countersniper
operations, and counter mortar rocket operations. Compromise aswhtingency planning is critical
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to sniper employment. Commanders base this detailed planning on a thorough analysis of the mission
variables with specific attention to terrain and coohsiderations. Specific cddsrations using elements
of the mission variables are—

Mission

* Snipers must have clear engagement criteria and a thorough understanding of the ROE.
Engagement criteria must be refined so theviddial sniper can make the correct engagement
decision while the target is engageable.

» Once an engagement area and a sniper position are identified, then leaders should determine a
mutually supporting position forsecurity team to occupy.

* Current and planned locations of snipexarhs should be tracked by the headquarters
responsible for the area in which the snipers are operating. Often this means designating their
locations as a no fire area that can be tradkedll forces operatingn the area to prevent
fratricide.

Enemy
» Shiper positions need to be defendable in case of compromise by the enemy.

Terrain and Weather

* Snipers, small kill teams, small observation teams, and small capture teams can aid
commanders in denying terrain and freedom of movement to insurgent elements while
providing security to sensitive or critical sites in both rural and urban areas.

Troops and Support Available

» In addition to a robust communications capability, commanders resource these elements with
linguists, medical personnel, rseillance equipment, and sustainment resources. The QRF
is typically involved in the detailed planning thiese operations and can be deployed forward
to minimize reaction time.

e SKTs, SOTs or SCTs are task-organized vsitiper-qualified personher squad designated
marksman, weapons squads, and specialkylls personnel. They may be comprised
of sniper-qualified individuals or squad designated marksman.

TECHNIQUES

5-180. All sniper operations in COIN should consideip&n positions, sniper seGty sniper insertion
and sniper extraction.

Positions

» Tactical leaders must continually analyze @t for potential sniper team overwatch positions.
Leaders reconnoiter to determine the silitgbof potential positions. Leaders reconnoiter
to determine the suitability of potential positions. When employing sniper teams, leaders ensure
each position provides mutual support against a threat.

» The insurgent often will engage from areaspa$sive support, and where he has a sense
of security. Detailed reconnaissance and eteu knowledge ofthe OE allows leaders
to recognize advantages and disantages of differenpositions and types of areas. There are
two basic areas for sniper positions in an arbavironment—residential areas and industrial
areas. Both areas include the ud elevated positions or@ind level positions. Roofs are not
always the best place to operate since roofsféea not the highest location in the area and are
often wide open with little cover. Succesgbokition selection techaiies in COIN are—

Rent Uninhabited Dwellings or Other Structures

» Teams are careful not to establish a pattern or expose the property owner to the insurgency.
Owners may compromise the snipers.
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Positions in Locally Occupied Homes

» Teams, however, must consolidate the family in one part of the house with a security element.
When exfiltrating the residence, compation should be praodéd to the owner.

Stay-Behind Opportunities

» Teams may have the opportunity to achieve surprise if insurgents attempt to return to areas
after another counterinsurgemtit has conducted an operation.

Security

» Sniper teams should move with a security element (squad or platoon) whenever possible. This
allows the teams to reach their area of operafémter and safer than if alone. The security
element also protects snipers during operationseWhoving with a secity element, snipers
follow these guidelines:

— The leader of the securityeghent leads the sniper team.

— Snipers must appear to be an integral phitie security element.o do so, each sniper
carries his weapon system in line with anokel to his body to hide the weapon's outline
and barrel length. Snipers also conceal fxaeav all sniper-unique equipment (optics
and ghillie suits).

— Sniper uniforms must be the sameles of security element members.

— Snipers and element members maintain proper intervals and positions in the element
formation.

Infiltration

» The key to sniper iilfration is undetected occupation lifle positions. An insertion may be
as simple as a drop off in close proximitydamoving dismounted to the position. It can be
as complex as conducting a cordon and search/knock and leaving a stay-behind team. Planning
considerations for insertion include the missivariables and a detailed understanding of the
terrain and people. Planningonsiderations include—strdights, barking dogs, nightlife
establishments, insertion vehicle noise (HMMWngines, vehicle ramps hitting the ground),
and local nationals who may sleep on their roof or outdoors during hot summer months.

Exfiltration

 Exfiltration is just as important; snipers do not want to compromise a position you may want
to use again in the future. The amount of tispent in a Sniper Position is dependent on the
situation. Sniper teams should have a prepldreraergency exfiltration route to a safe zone,
known by all supporting elements. The snipers can withdraw dismounted, during hours
of limited visibility, to a designated rally point, where the QRF can retrieve them

e Some units use a quick reaction force (QRI)a means of reinforcement or emergency
extraction, as well as maintaining or regaining contact with insurgents engaged by the snipers.
When properly employed, the US sniper tearas contribute significantly to the fight by
overwatching key areas, serving as an economy of force, eliminating insurgents, and causing
uncertainty within the insurgents. For further information on conventional sniper employment
techniques, see FM 3-21.11.

COIN PATROLS

5-181. A patrol isa detachment sent out by a larger unit to conduct a combat or reconnaissance
operation. A patrol may be a fiream, squad, platoon, or comgarConventional patrolling doctrine
applies to counterinsurgency opwas, but some modifications mstu be made to account for the
insurgent’s activities and the operational environment. Aggressive patrolling in an area greatly reduces the
insurgents’ freedom of movement, disrupts operations, and weakens their influence on the local population.
Furthermore, Patrolling becomes more significantimnterinsurgency operatiobgcause of the difficulty

in locating and identifying insurgent forces. This section discusses the important role patrols play
in defeating the insurgent force. There are two types of patrolling in COIN operations: Reconnaissance
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patrols and combat patrols. Patrols are an integral pateaf-hold-build operationsstrike operations,
and PRC operations.

CONSIDERATIONS

5-182. Specific considerations using elementshaf mission variables for COIN patrols are—

Mission
5-183. Leaders must brief all patrol members as to the task and purpose of the operation. Every COIN
patrol has a task and purpose that is nested within one of the LOEs.

5-184. Leaders must plan patrol routesrefully and coordinate in detaiith higher, lower, and adjacent
units, to include Host Nation security forces, aviattements, fires, ISR elements, and reserve forces. All
patrols conduct rehearsals and a patrol brief at a minimum.

Enemy

5-185. Small-unit patrols are more effective than largait patrols against insurgent activities. This is
because they can cover more territtimgn a large unit, and are mordfidult to track and predict. This
keeps the insurgeéwnff balance.

Terrain and Weather

5-186. Patrol leaders must learn and know the routes, terrain, and weather implications on the HN
population, the counterinsurgent, ahé insurgent. For example, urbpatrol techniques will differ from
rural patrol techniques.

Troops and Support Available

5-187. Communication between patrol vehicles, riflemerd higher headquarters is essential. Within the
patrol, radios, data transfer devices, voice commaamasyisual signals may be used. Vehicular-mounted
radios and data systems are usually the best snfsarcommunication within the patrol and to higher
headquarters. Aircraft may be used to relay radéssages for long distance patrol communication. Blue
Force Tracker text messages or single channel TACSAT provide excellent means of maintaining long haul
communications.

5-188. Tactical units may be involved in patrolling one of three ways: patrol as a complete unit;
provide subordinate unit for patrols (as directed Hagher), or send out patrols to support their own
operation. Normally, the planned action at the dbjecdetermines the type of the patrol, usually
categorized as either combat or reconnaissance. Patrols may be mounted or dismounted or a combination.

Civil Considerations

5-189. Patrols are often the easiest way for tactical units to engage the HN population across
multiple LOEs.

Mounted Patrols versus Dismounted Patrols

5-190. Patrols may be mounted or dismounted. Mounted patrols allow greater coverage of distances than
dismounted patrols but sacrificateraction with the populace atfie opportunity to conduct more
effective information engagements. Mounted patrocan operate ininsurgent controlled areas too
dangerous for dismounted patrolsil@ltarrying more or heavier equment, weapons, and ammunition.

5-191. Dismounted patrols can be physically demanding and patrol members must be in good shape.
Additionally, contact with insurgents in close combat is physically demanding. The patrol leader ensures
patrol members carry only mission essential equipment.
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5-192. A mounted patrol is prepared in the same manner as a dismounted patrol. Leaders ensure vehicles

are mechanically fully mission capable and properly supplied with fuel, oil, ammunition, and water.
Drivers and other personnel receive the sanmidarief as dismounted patrol members.

5-193. A mixture of mounted and dissanted patrolling can provide eater flexibility. The dismounted
element can interact with the population. The mounted element provide increased firepower,
communications, and CASEVAC.

Urban Patrols

5-194. The basics of patrolling remain the same in both urban and rural environments; however, the
differences between the urban and the rural envirohreguire specific patrol considerations. Urban areas
have a high population density and patrols mustpbepared for population related incidents. The
population may interact with the patrol in many ways, such asasking for medical attention
or demonstrating against the presence of the patrol itself. Basic urban patrolling consideration include—

» While contact with insurgents may happen, contact with elements of the population is certain.

 If available, armored vehicles should be readyapidly reinforce urban patrols to provide
additional firepower.

« At least one Soldier in each squad or tesinould be dedicated szanning the rooftops
and upper level windows.

» Actions at a halt must include 360 degree secuBoldiers should seek cover and face out.
Cover in an urban environment may be a light pole, a building corner or even a parked car.

» Urban patrols should thoroughly sctre far side of all open eas, since insurgents will use
them to achieve stand-off.

» If contact is likely, then the patrol should move by bounds. Moving by bounds, with one
element overwatching another element, is usedban terrain just as in rural terrain.

» React to contact inan unbaenvironment often includes the basic elements of a cordon
and search. Once contact is made, returnidimitiated and simultaneously the area should be
cordoned to prevent the insurgent’s escape.

Combined Patrols

5-195. The combined patrol is a patrol conducted with Host Nation security forces and US units.
They are an important piece ircheasing the legitimacy of the HN government and improving the skills
of the HN security forces.

Mutual Support

5-196. Commanders consider mutual support when task-organizing forces and assigning areas
of operations. Mutual support is support units rendach other against an ey, because of their
assigned tasks, their position relative to each othdrt@ the enemy, and their inherent capabilities (JP
1-02). Mutual support has two aspects: supporting range and supporting distance.

Supporting Range

5-197. Supporting range is the distance one unit magdmgraphically separated from a second unit yet
remain within the maximum range of the second unit's weapons systems (FM 3-0). It depends on available
weapons systems and is normally the maximum range of the supporting unit's indirect fire weapons. For

small units such as squads, sections, or platoons, it is the distance between two units that their direct fires

can cover effectively. If one unit cannot effectively dieafire in support of the other unit, they may be
out of supporting range even though theeapons have the requisite range.

Supporting Distance

5-198. Supporting distance is the distance between two units that can be traveled in time for one to come
to the aid of the other. It isa function of terrain and mobility, distance, enemy capabilities, friendly
capabilities, and reaction time. Duogi counterinsurgency operationsjraoanders should always consider
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supporting distance. Units maintain mutual suppdrén one unit can draan another unit's capabilities
for support.

TYPES OF PATROLS
5-199. There are two types of patrols:

Reconnaissance Patrols

5-200. This type of patrol collects farmation and confirms or dispves the accuracy of information
previously received. They are ags to locate insurgent units and base camps, to reconnoiter specific
locations, locate leaders, and gather intelligence. Reconnaissanols paovide the commander with
timely, accurate information ofsmrgents, the population, and tharae. This information is vital

in making tactical decisions. Leaders must ensure that no pattern is established that would allow an
insurgent force to ambush reconnaissance units. Reissanae patrols are further classified into two

types.

Route Reconnaissance Patrols

5-201. These are a form of reconnaissance that focaleeg) a specific line of communication, such as a
road, railway, or crosseuntry mobility corridor.It provides new or updated information on route
conditions, such as obstacles and bridge classifications, insurgent and civilian activity, and traffic patterns
along the route. A route reconnaissance includes not only the route itself, but also all terrain along the route
from which the insurgent could influence the friendly force’s movement.

Zone Reconnaissance Patrols

5-202. Theses are conducted to obtain information on enemy, terrain, people, and routes within a
specified zone. The commander maguiee information of an extended area, or may desire information

of several locations within an area. A zonecannaissance patrol secures this information by
reconnoitering the area, maintaigi surveillance over the area, or by making the coordinated area
reconnaissance of designated locations within the area.

Area Reconnaissance Patrols

5-203. This is conducted to obtain information on a specific location or small specific area, usually a
known or suspected position or activity. An areaommaissance patrol secures this information by
reconnoitering the location or by maimiag surveillance over the location.

5-204. In addition to reaching the objective withoutsativery, a reconnaissance patrol also tries
to conduct its reconnaissance or surveillance withming discovered. Stealtpatience, and maximum
use of concealment are mandatoryre8onnaissance patrol must be el to fight to protect itself.

5-205. Continual technological improweents have a significant impact on reconnaissance abilities.
Sensors and video cameras can be emplaced tem®tely monitored. Computer and electronic
technology must be leveraged to extract infdromafrom a wide array of technological systems.

Day and Night Patrols

5-206. These use about the same techniques as other patrols. The main differences are—

» Day Reconnaissanaequires greater use of concealmente Patrol is more likely to be seen
than at night and usually will not be able to move as close to the objective.

» Night Reconnaissanceequires stealth. Soundsrry farther at nightand reduced visibility
usually requires a closer approach to the objective.
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Combat Patrols

5-207. In counterinsurgency operations, tieem security patrol has oftéreen used, however, this is still

a combat patrol. A combat patrol provides security and harasses, destroys, or captures enemy troops,
equipment, and installations. A combat patrol alsitects and reports information, whether related to its
mission or not. Combat patrols in a counterinsurgency include raids, ambushes, security, saturation,
and satellite patrols. Regardless of the name, all ednatirgency combat patsghave the general mission

of seeking out and attacking targets of opportunity.

Raid and Ambush Patrols

5-208. Raids and ambushes were discussed earlier in Chapter 5.

Security Patrols

5-209. The difference between a security patrol and asa@mbush patrol is that combat activity is not

the primary mission of the security patrol. This igetreven if combat is expected during the patrol.
Security patrols normally seek to control critical roads and trails, maintain contact between villages
and units, provide security for friendly forces, providewgity in rural areas, and interdict insurgent routes

of supply and communication.

Saturation Patrols

5-210. This is when units use humerous combat patrofmatorate an area ofspected insurgent activity

by moving over planned and coordinated routesiclhviare changed frequently to avoid establishing
patterns. Saturation patrols are extremely effective against insurgents. Use of saturation patrols results in
the following:

» Denial of an area to an insurgédarce as it seeks to avoid contact with the saturation patrols.
 Ability to harass insurgent forces.

» Opportunity to discover insurgent forces.

» Chance to gain an intimate knowledge of the area of operations.

» Chance to reassure the local population that the government provides protection and security.

Satellite Patrols

5-211. This patrol technique adds depth to a patd#ters ambushes, and provides patrols with a
maneuver element on enemy contact. Figure 5-11 shosatellite patrol moving through a built-up area.

5-212. The satellite patrol uses a base unit to control smaller units, or satellites, that leave and return to
the base unit. The advantage of this technique a@sutipredictability, to the engmof the route, size,
locations, and the patrol's overall axis of advance. Satellite patrols are given either an area or an axis
of movement. As with all other patrols, they shohétve a specific task and purpose. Units have specific
requirements including—

Organization

5-213. At a minimum, the patrol has one base and one satellite unit.

Size
5-214. The size of the base unit and satellites is METTdEPendent. Normally, a satellite unit consists
of either a squad or a fire team. All units must be able to defend themselves until reinforcements arrive.
Command and Control

5-215. The base unit is under the direct control of the@deader and must have radio communications
with each of the satellites units. Théilitates control and actions if contact is made. The base unit sets the
pace and maintains the general direction of the pa@aitrolling multiple small satellite patrols is difficult
and requires an experienced leadnd excellent communications.
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Figure 5-11. Satellite patrol movement.

Movement
5-216. All units must know the overall route and if possible, left and right boundaries. Both the base unit

and the satellite units move in ways to confuse the enemy asto the patrol's actual axis of advance.
Standard movement techniques are still used. Satellites move away from the base unit for limited periods
of time to inspect potential ambusites, dead spaces, parallel roads, or other assigned missions. The time
that the satellite is separated from the base unit shoydteberibed by the patratéder prior to departure.

Training
5-217. Units may experience initial difficultyith this technique becausetbe dispersed, unpredictable,

and seemingly random movement of the satellite matd properly execute the technique, units must

train and practice.

Actions on Contact
5-218. The unit in contact reacts normally. All other units move towards the unit in contact. The satellite

patrol leader coordinates, as needed, their routes, actions, and linkup.

Patrol Debrief
5-219. One of the best ways to tumformation into intelliggnce is to conduct a patrol debrief following

every patrol. When the patrol is over, the unit has not completed its mission. The leader must ensure that
all the information collected during the patrol is turned over to the appropriate staff section for evaluation.
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Additionally, all patrol members must be debriefed to collect any information not already identified. The
unit must also conduct an after-action review of the entire mission from start to finish. The unit must record
what operations were executed correctly and whatdchalve been done better. This information must be
passed on so that others can learn from the operation. Finally, unit members must account for and clean
their equipment in order to be ready for the next operation. The debrief, at a minimum, should include—

» Specifics on the 5 W’s (who, what, when, where, why) and how.
» Photos or sketches.
» Answers to priority intelligence requirements (PIRs) and other information requirements.
» Actionable intelligence.
» Recap of route.
» Reports of enemy contact.
» Engagements conducted:
— Who engaged the guerrilla force?
— What concerns have the HN population brought to the patrols attention?
— What promises did the US make as a result of these concerns?
» Tips or actionable information for intelligence.
» Noteworthy observations (propaganda, graffiti, and so on).
» Changes in the HN population, which leaders can use to improve understanding of community
dynamics. These changes may be detected in—
— People’s attitudes toward coalition forces.
— Local infrastructure.
— Civil leadership.
— Local organization.
— Civil institutions.

Section IIl—OTHER LINES OF EFFORT

Offensive operations enable and complement ther dihes of effort—support HN security forces, restore
essential services, provide support to economic and infrastructure development, provide support to governance,
and conduct information tasks. Without the increasaclrity resulting from offensive operations, units may

not be able to accomplish any sijgant tasks in the other LOE.

SUPPORT HOST NATION SECURITY FORCES

5-220. The preferred method is to conduct all offensbyeerations combined with HN security forces

to improve their tactical and technical competence and develop their professionalism. This technique also
takes advantage of both forcestesigths and capabilities, especialhe HN security forces’ language

skills and cultural knowledge. An example of thisaiscombined cordon and search of a suspected
insurgent village where Ufrces establish the outer cordon anel N security forces conduct the actual
search of the village.

SUPPORT TO GOVERNANCE

5-221. In COIN, tactical units must consider how offensive operations can be used to assist their efforts
to strengthen the local government. For instance, a unit might conduct a combined cordon and search based
on a tip provided by the local mayor, assist in securing polling sites during local or national elections,
or set the conditions for completion of a government project. Units must remember that all offensive
operations support one or anotlggoup’s political agenda. Eliminatj one insurgent group may lead

to another group filling the power vacuum.
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RESTORE ESSENTIAL SERVICES

5-222. Tactical units must consider how to incorperassential service projects as a complementary
portion of their offensive operations. For instance, delivering water to a neighborhood without clean
drinking water can be useful in several ways. For example, it may afford the opportunity to gather
intelligence for an upcoming raid, reconnoiter focardon and search, serve as a deception for the
emplacement of a sniper, or allow the covert positioning fafrce for a later attack. Units must be careful
about too closely linking projects and offensive operatiorensure that they do not inadvertently decrease
the population’s support.

SUPPORT TO ECONOMIC AND INFRASTRUCTURE
DEVELOPMENT

5-223. Tactical units conducting COIN must consider hoffensive operations can assist in stimulating

the economy of their local area. For instance, a raid on an insurgent group that has been extorting money
from the local factory to finance their operations may dramatically increase the capital available to conduct
repairs to the factory. This turn creates jobs in ¢wvillage. As in essential séces projects, the economic

project may serve as a meansgather intelligence foran upcamg raid, reconnoiter for a cordon

and search, serve as a deception for a sniper teadme, used to position forces for an attack. Units may
decide not to conduct an offensive operationtulke economic impact of the operation.

CONDUCT INFORMATION ENGAGEMENT

5-224. All tactical unit offensive operations must cales and incorporate information engagements.
Options range from simple explanation of the purpose i@fid to the head of the household, to handing

out leaflets as part of the outer cordon, to using tactical PSYOP teams to keep the population from
interfering with operations, to attemdj a city council meeting to expfaa recent raid. In each endeavor,

the counterinsurgent force musteusformation tasks to increaseethlN government’s legitimacy, isolate

the insurgent, and garner the support of the population.

SUMMARY

Offensive operations are a critical part of counterinsurgency campaigns and help Host Nations establish
civil security and civil control. Key operations include search and attacks, cordon and searches, searches,
raids, ambushes, and COIN patrols, especially in the “clear” phase of a clear-hold-build operation.
Offensive operations can support other LOEs such as support Host Nation security forces and restore
essential services. Commanders conduct offensive operations in COIN with constant considerations
of the population in support of the seven COIN LOEs.
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Defensive Considerations in Counterinsurgency

“A defensive attitude is almost alwaye be deprecated and only under certain
special circumstances is it to be recommended. The operations of regular troops
in such warfare (small warshust never be allowed to stagnate; the troops must be
up and doing, striking their adversaries when these attempt resistance, hunting them
down when they shun combat.”

COL C. E. CallwellSmall Wars 1896

Insurgents will not passively let coeminsurgent forces disrupt their plans
and isolate them from the populace. Thaly attack counterinsurgent forces when
they feel that they have a good chanceuwafcess. Additionally, the insurgents will
choose targets with an eye towardslugng the legitimacy of the established
government. The conduct of deferesoperations in COIN is very much like that in a
conventional defense. However, in COItde counterinsurgent must be concerned
with securing the HN population, HN government, and infrastructure. This chapter
will examine defensive operations, defemsioperations as they apply specifically

to establishing civil security and civil contralefensive operations as they apply to
the other lines of effort, and security operations.

Section —OVERVIEW

Tactical formations conduct three types of defensigerations in every environment—area defense, mobile
defense, and retrograde. At the tactical levelinterinsurgency units focus mostly on executing an area
defense, although, there may be instances where mobile defense or retrograde are appropriate.

AREA DEFENSE

6-1. This type of defensive operation concentrabes denying enemy forces access to designated
terrain for a specific time rather than destroying the enemy outright (FM 3-0). In counterinsurgencies, both
the insurgency and the counterinsurgent are vying for the support of the population as if it were terrain.
The focus of the area defense is on retaining terrain where the bulk of the defending force positions itself
in mutually supporting, prepared positions. In ceuinsurgencies, commanders choose an area defense

to secure the population by living among the population employing the seven COIN lines of effort.
Examples of an area defense in counterinsurgencies are a combat outpost next to a city market, a
permanent squad position at an electrical plant, and a checkpoint near a police station.

MOBILE DEFENSE

6-2. This type of defensive operation concentrateshendestruction or defeat of the enemy through a
decisive attack by a striking force (FM 3-0). The mobile defense focuses on defeating or destroying the
enemy by allowing him to advance to a point where he is exposed to a decisive counterattack by the
striking force. Mobile defense ofions are less common in countstirgencies, because insurgents
rarely mass. However, strike operations can be useful in destroying guerrilla bases. Another example of a
mobile defense at the tactical level is the use of quick reaction forces to exploit tactical intelligence.

RETROGRADE

6-3. This type of defensive operation involves organized movement away from the enemy (FM 3-0).
The enemy may force these operations,aorcommander may execute them voluntarily.
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In counterinsurgencies, retrograde operatione generally conducted intentionally after a unit
is transitioning responsibility of an area of operatitms Host Nation security force or a relief in place
with another US unit.

MAJOR COUNTERINSURGENCY OPERATIONS

6-4. In clear-hold-build operations, defensive operations areefioost in the “hold” phase, although
operations occur during all three phases. These operdigpsto establish and maintain civil security
and civil control, enabling units to set conditionsoasrthe seven COIN LOEs. Defensive operations in the
“hold” phase deal primarily with securing the HN pagtidn and isolating insurgents from their support.

6-5. In strike operationsand populace and resource control opens, defensive operations are
conducted in concert with stability and offensive opers. In strike operationsinits conduct defensive
operations to establish bases where they carduct offensive operationgn PRC operations, units
conduct defensive operations to gaitthe populace and its materielaeses from insurgents, to deny
insurgents access to the populace and materiel res@nddse identify and elimaie the insurgents, their
organization, their activities, and influence while doing so.

Section [I—CIVIL SECURITY AND CONTROL

Tactical units conduct most defensive operations under either the establish civil security or establish civil
control lines of effort. In COIN operations, especiallgar-hold-build operations, the most common method

that tactical units employ to secure the population is the establishment of bases. Units use site selection
techniques to decide where to put bases and fomugity. Certain defensive actions like counter—ambush,
counter—IED, and counter—sniper clearly contribute to increased civil security or increased civil control
as they reduce violence against HN and US forces, as well as the HN population. Throughout, units must use
appropriate protection measures.

SITE SELECTION

6-6. Brigades, battalions, and companies routinely possess enormous AOs during counterinsurgencies,
some as large as US states. Within these large AOs, there can be hundreds or thousands of essential service
structure, governmental infrastructure, economic assets, population centers, and important leaders that may
be targets for the insurgency. There are many techniqueEsduct security operations at the tactical level.
Tactical units need a framework to decide how best to secure the HN population, and HN infrastructure.

6-7. It is not possible to protect every asset and every point. Eventually, the insurgent will attack.
A primary goal is to protect those vital assets andtpoio such a degree thiftthey are attacked, the
damage to them is minimal, while the insurgent's losses are heavy. The CARVER-P Vulnerability
Prioritization Matrix is a method for units to help the HN government in deciding what HN assets
to protect.

CARVER-P RISK/VULNERABILITY PRIORITIZATION MATRIX

6-2

6-8. This matrix considers targets within the HN population, government, and infrastructure. It allows
leaders to identify target vulneiisity, determine corresponding risk, atigen prioritize security assets.
The matrix is based on seven criteria represkbtethe acronym CARVER-P (criticality, accessibility,
recuperability, vulnerability, effectsecognizability, and psychological imgt). This matrix derives from

the Army risk-assessment process. Figure 6-1 showaxample format of the Carver-P matrix for the
vulnerability criteria. Figure 6-2 shows an example of the same matrix completed for a power plant.
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VULNERABILITY PRIORITIZATION MATRIX for [Name] at [Location]
CARVER-P Why and How \Lé C@r Mitigation | PRI
Criticality
Accessibility
Recoverability
Vulnerability
Effect
Recognizability
Psychological impact
Total Value (Lower is better—max value is 21)

Figure 6-1. Example format for Vu Inerability Prioritization Matrix.

VULNERABILITY PRIORITIZATION MATRIX for Power Generation Plant at Location XYZ

Wh d How
CARVER-P L Val or Mitigation | PRI
Criticality Provides power for all of city 1‘: iﬁﬁ%a military
%‘ 4 Security: established
Accessibility ¢ B R RN

Covers large area; hard to defe gﬁ k
2

n
p”

few or no barriers

Recoverability Some repair parts on h; dﬁé

Vulnerability ‘ 3

Effect 3

Recognizability 3

Psychological impact ~ [WVeU!AS 9
Y ® P a',k___ ent is not in control

Total Value (Lower is better—max value is 21) 19

2. Full-time police
security: established

3. Boundary fencing
and barrier plan:
building

Figure 6-2. Example completed CARVER-P  Vulnerability Prioritization Matrix.

6-9. Complete theCARVER-P Vulnerability Roritization Matrix using these five steps:

Step 1—lIdentification

Identify and continually reevaluate the key structures, capabilities, organizations, and individuals
in the AO that the insurgén may target. Record each target'mma@aand location on a separate Carver-P
Risk/Vulnerability Prioritization Matrix. Figure 6-2 showed an example matrix completed for a

6-10.

power plant.

Step 2—Evaluation
6-11.

by developing or modifying similar statements.
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Step 3—Analysis

6-12. In the Criteria Evaluation Tool (Figure 6-3), for each criteria, choose an appropriate risk
statement, which corresponds to a risk level. Thgplagn why and how you assessed the risk level, assign

a numerical value for each of the criteria andnéieded, identify the contr@and mitigation for each
assessment. Transfer this information to the matrix and sum the values. This sum represents the assessed
desirability of the potential target from the insurgent’s perspective. The higher the number the more likely
the insurgent will attack the target.

Step 4—Facilities Category

6-13. Using this sum, identify the facilities category (Figure 6-4). Both the identification and the
prioritization of vital assets araky points should be the responsibildl/the Host Nation. However, US
commanders should participate in the planning procesasiets within their area of operations. To assist
in this process, it is useful to have a simphethod of categorizing the facilities to be considered.
Figure 6-4 shows a suggestedtheal for categorizing facilities.

Step 5—~Prioritization

6-14. Compare this target to others to determine priority.

CRITICALITY CRITERIA. Criticality refers to asset value. This is the primary consideration in targeting. A
target is critical when its destruction or damage has a significant impact on military, political, or economic
aspects of a community.

High effect on output, production, service, or MiSSION ............ccccciiiiiiiiiiiiii e [] High Risk
Moderate effect on output, production, service, or MiSSION ..........ccccooiiiiiiiiiiiniiie e |:| Moderate Risk
Negligible effect on output, production, service, or MiSSION.........cccceeiiiieeriieiiriee e [0 Low Risk
No significant effect on output, production, service, or MiSSioN ...........cccovvirieeiiieniiiieeeee [0 No Risk

Why and how Value |Controls and Mitigation

ACCESSIBILITY CRITERIA. An asset is accessible when an insurgent can reach
the target with sufficient personnel and equipment to accomplish its mission.

Highly accessible: standoff weapons can be employed............cccocueiiiiiiiiiiiiiiiiec e | High Risk
Moderate accessibility: heavy barriers or protection can be employed ............ccccceeieeiiieene [0 Moderate Risk
Little accessibility: some barriers or protection employed............c.ooveiiiiiiiniiiiicneeeee [J Low Risk
Inaccessible or accessible only with extreme difficulty ............ccccooiiiiiiinine [J No Risk

Why and how Value |Controls and Mitigation

Figure 6-3. Criteria evaluation tool.
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RECUPERABILITY CRITERIA. An asset's recuperability is measured in time. That is,
how long will it take to replace, repair, or bypass the destruction of or damage to the target?

High effect on replacement, repair, or substitution .............cc.ccoooiiiiiiii e, [J High Risk
Moderate effect on replacement, repair, or substitution .................cccccoiiiiiiiie [0 Moderate Risk
Some effect on replacement, repair, or SUbSHtULION ...........cooiiiiiiiiiii e [0 Low Risk
No effect on replacement, repair, or SUbSttULION ............cooiiiiiii e [0 No Risk

Why and how Value |Controls and Mitigation

VULNERABILITY CRITERIA. An asset is vulnerable if the insurgent has the means
and expertise to attack the target.

Vulnerable to small-arms fire, light antiarmor fire, or charges of 5 to 10 pounds ................... | High Risk
DIA0oTENt O SMaller ShaTGon. e T] Moderate Risk
OO s P . [ Low Risk
Invulnerable to all but the most extreme targeting measures .............ccccceererenereiieencneens [0 No Risk

Why and how Value |Controls and Mitigation

EFFECTS CRITERIA. The effect of an asset attack is a measure of possible military,
political, economic, psychological, and sociological impacts at the target and beyond.

Overwhelmingly positive effects for insurgent; no significant

NEJALIVE EFfECES ... e High Risk
Moderately positive effects for insurgent; few significant negative effects Moderate Risk
No significant effects; NEULIal...........ooo i Low Risk
Overwhelmingly negative effects for insurgent; no significant positive effects ....................... [J No Risk

Why and how Value |Controls and Mitigation

Figure 6-3. Criteria evaluation tool (continued).
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intelligence-collection a
varying conditions.

RECOGNIZABILITY CRITERIA. An asset's recognizability is the degree to which an insurgent or

nd reconnaissance assets can recognize it under

The target is clearly re

training for recognition

Or NO training for rECOGNItION ..........iiiiiiiiie e High Risk

The target is easily recognizable at small arms range. Requires a small amount of 0

The target is hard to recognize at night or in bad weather, or might be confused with other 0
targets or target components. Requires some training for recognition .........

The target cannot be recognized under any conditions, except by experts

cognizable under all conditions and from a distance. Requires little 0

Moderate Risk

Low Risk

No Risk

Why and how

Value |Controls and Mitigation

PSYCHOLOGICAL IMPACT CRITERIA. An asset's psychological impact is the degree
to which it affects the local population and that population's perception of the government.

Overwhelmingly negative effects on population's perception of government ......................... | High Risk
Moderately negative effects on population's perception of government............c.cccccecienienns [0 Moderate Risk
Little negative effects on population's perception of government ...........c.cccoceeeiieiiiiieenieenne [0 Low Risk
Overwhelmingly negative effects on population's perception of government ......................... [J No Risk

Why and how Value |Controls and Mitigation

Figure 6-3. Criteria evaluation tool (continued).

Category A
(15-21 Total Value)

Assets in Category A include those whose interruption or denial would disrupt the
functions of governments or the economy, and impair the morale of the population
and its confidence in the government’s abilities to preserve law order.

Category B
(8-14 Total Value)

Assets in Category B include those whose interruption or denial would disrupt the
functions of governments or the economy. They can also damage the morale of the
population and its confidence in the government's abilities to preserve law order.

Category C
(0-7 Total Value)

Assets in Category C include those whose interruption or denial would seriously
disrupt the function of governments or the economy, and affect the morale of the
population.

Figure 6-4. Facility categories.
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PROTECTION

6-15. Protectionis the preservation of the effectiveness and survivability of mission-related military
and nonmilitary personnel, equipment, facilities, infation, and infrastructuredeployed or located

within or outside the boundaries of a given operational area (JP 3-0). The elements of protection are the
same in concept between conventional operationsCOIN. However, one important aspect is that,
counterinsurgents are responsible for protectingplla@itizens. By ensuringhat the local population

is secure, counterinsurgents incretssr effectiveness in all otherstes and gain allies who will provide
information and cooperation. This increases the security of tactical units.

TECHNIQUE CONSIDERATIONS DURING COUNTERINSURGENCIES

6-16. Individual and small groups of Soldiers, leaders] eivilians are targets fdhe insurgents. This
targeting not only includes lethal operations, such as attacks against an individual, but also nonlethal
operations such as kidnapping, subversion or character attacks. Established individual protection measures
remain the first line of defense. Basic site-protttiperations, a building block to secure the population,
include the following:

Static Posts or Bases

6-17. Each static post has a full-time detachment at the location of the vital asset. The size of the
detachment is determined by the size of the vitaltattse threat, and the distanto the nearest available
reserve. Consideration must kgven to conserving manpower bgmploying surveillance devices

and intruder alarms.

Observation Post

6-18. Although an OP has too little combat power ¢owwe the vital asset, it can immediately call
for support.

Vehicle Patrols

6-19. Vehicle patrols may be used to give periodic cage to many low category vital assets. Timings
for patrols must be varied to prevent the likelihood of ambush and to retain the element of surprise. Patrols
should be strong enough to deal with anticipated threats and they must be supported by a local reserve.

Foot Patrols

6-20. Foot patrols also give periodic coverage to low category vital assets. Foot patrols will be
particularly valuable at vital assets where movengobngested, observationdsficult, and concealment
is easily afforded to enemy forcesich as those in busy city blocks.

Airmobile Patrols

6-21. Airmobile patrols may be used as a supplementhicle and foot patrolshey will be valuable
for checking vital assets over extendistances or where access is difficult.

RANDOM ANTITERRORISM MEASURES

6-22. One means to disrupt insurgeattack plans is to implement random antiterrorism measures
(RAMs). These consistently change the look ofexusity posture to defeasurveillance attempts

and introduce uncertainty to a site's overall security plan, thereby making it difficult for the enemy
to accurately predict friendly aons. Examples of RAMs are—

* Moving Jersey barriers, vehicular barriers, Class IV objects, or objects in other classes to route
traffic around base.

» Starting random security patrols in the surrounding blocks.
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* Installing floodlights that operate at random times.

» Changing guard shift at random times.

» Changing access time for entry points.

» Changing access procedures at random.

» Changing the way personnel are searched on a random basis.

» Observing surrounding areas with UAS or JLENS at random times.

Armor Protection

6-23. Vehicle and personnel armor protection saves lasas$ makes it more difficult for an insurgent

to conduct a lethal attack. Howevéne added weight will cause vehiclespecially the engine, to wear

out much faster than normal. Individual body armor also contributes substantial weight to the Soldier
and degrades his maneuverability and endurance.

Hardening

» Hardening vehicles or statéites—Increases protection.
» Makes an insurgent attk more difficult.
» Uses natural or man-made materials wmtgxt personnel, equipment, or facilities.
— Concrete or expedient barriers.
— Sandbags, walls, shields, berms, or some other type of physical protection.
» Protects resources from blast, direct and indirect fire, heat, radiation, or electronic warfare.
» Concrete and expedient barriers.
» Isintended to defeat or negate the effects of an attack.

Combat Identification

6-24. CID is the process of attaining ancurate characterization of detected objects in the OE sufficient

to support an engagement decision (JP 3-0). These objects, all of which are potential targets, must be
quickly discriminated as friendly, enemy, or neutralisTis necessary to ensuteat enemy forces can be
destroyed, friendly entities can be identified and prevented from becoming fratricide victims, and neutral
entities can be identified to prevent collateral damage. Common combat identification techniques include
the use of—

» Glint tape.

* Infrared lights and strobes.
» Heat sources.

* VS-17 panels.

* Flares.

COUNTERINSURGENCY BASES

6-25. US counterinsurgency forces operate withitd@st Nation and must have a base from which

to operate. Typically, bases try to secure the population and isolate the insurgency from its suygsart. A

isa locality where operations are projected upported (JP 1-02). All bases must be securable

and defendable. Bases vary in accordance with the size of the unit occupying the base and the mission
of the units using the base. All types of bases require clear command relationships. In counterinsurgencies,
forward operating bases (FOBs), combat outpastd,patrol bases are three types of bases.

FORWARD OPERATING BASES

6-8

6-26. Normally, each AO has at least one FOB. The sizbefirea, its physicaharacteristics, and the
number and size of the units operating within the aften require additional operating bases. The FOBs
established by a brigade or battalion are often semipermanent and provide deployed units with command,
control, and communications facilities; sustainment; personnel systems support; staging areas;
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and intelligence activities. They provide units with relatively secure locations from which to plan
and prepare for operations. Durirgpunterinsurgency operations, theyso aid in limiting insurgent
mobility nearby, and providing setty to the local population.

6-27. Some differences exist between brigade antilien FOBs. Brigade FBs are larger than
battalion FOBs, andthey provide a rear location for elements of battalions such as forward support
companies. A battalion FOB is normally staffed with the minimum personnel needed to operate
and provide security. It should also maintain two methods for sustainment: road and either air or water.

CoMBAT OUTPOSTS

6-28. This is a reinforced observation post that can conduct limited combat operations (FM 3-90).
In counterinsurgency operations, combat outposts are often company and platoon-sized bases inside
of insurgent-influenced territory. They represent@nerstone of counterinsurgency operations, in that
they are a means to secure the population. Located in strategically important areas, a combat outpost
provides security inits immediate area and dimmitact with the local populace. These benefits are
unavailable from remote bases. Although the strategy carries with it potential downsides interms
of increased protection concerns and limiting iftdity, the bases provide a huge increase in overall
security in the area.

6-29. Properly placed combat outposts often increaggall security. Emplacing a company or platoon
combat outpost in sector is a deliberate operatemuiring detailed planning and additional logistical
support. The unit must first decide the task and purpose of the outpost by analyzing their sector.

Purpose
6-30. Outposts may be employed—

» To secure key lines of communication or infrastructure.
» To secure and co-opt the local populace.

» To gather intelligence.

» To assist the government in restoring essential services.
» To force insurgentto operate elsewhere.

Priorities of Work

6-31. For the initial establishment of combat outposts, priorities of work need to be considered. Some
considerations include—

» Ensuring the position is free of noncombatants. Removing them from the area of operations
before occupying the position.

» Selecting key weapons and crew-servegeapon positions to cover likely mounted
and dismounted avenues of approach.

» Clearing fields of fire. Prepare loopholes, aiming stakes, sector stakes, and target reference
point markings. Construct positiomsth overhead cover and camouflage.

« Identifying and securing supra- and subsurface avenues of approach such as rooftops, sewers,
basements, and stairwells.

» Constructing barriers and emplacing obstaclekety the enemy any access to streets, underground
passages, and buildings, and tmshis movement in general.

* Integrating barriers or obstacles with key weapons.

* Improving and marking movement routes between positions, aswell as to alternate
and supplementary positions.

» Stockpiling ammunition, food, firefighting equipment, and drinking water.
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PATROL BASES

6-32. When a patrol halts for an extended periodfakes active and passive measures to provide
maximum security by occupying a patrol basgatrol base can be permanent or temporary.

Situations
6-33. Common situations that require establishing a patrol base include—

» Arequirement to cease all mawent to avoid detection.

» A requirement to hide the unit during a lengthy, detailed reconnaissance of the objective area.
» A need to prepare food, maintain weapons and equipment, and rest after extended movement.
» A need to formulate a final plan and issue orders for actions at the objective.

» A requirement for reorgazation after a patrol has infilted the enemy area in small groups.

» A need for a base where several consecutiveocurrent operations, such as ambush, raid,
reconnaissance, or surveilanpatrols, can be conducted.

Purposes

6-34. In counterinsurgency operations, collocatipgatrol bases in population centers enables
combined forces—

* To deny the insurgent access to the local population.

* To influence and assist the local government.

* To provide security.

» To help Host Nation security forces provide their own unaided security.

Methods of Establishment

6-35. Patrol bases, in the current fight, can be lstaed using either of two methods. The same
priorities of work described for combat outposts apply also to patrol bases:

* Move in with the indigenous population. The advantages of the first method are that Soldiers
will have more direct contact with the locgbvernment, the localwill identify combined
forces with the emerging Host Nation governmenid the construction will be less intensive.
The disadvantages are that Soldiers may live in unsanitary conditions, the mass base
or auxiliary may inform insurgents about gaing patrols with relative ease, attacks on the
base will have collateral damage consideratiansl houses are often not suited for defense.

* Build a new patrol base. Although more isethtfrom the population, new patrol bases are
usually on chosen ground and, therefore, easielefend. Additionally, they are far more
resource and personnel intensive during constmctlt is generally advisable to set aside
detailed planning time before sending a combined force to occupy the terrain.

PLANNING CONSIDERATIONS FOR A BASE DEFENSE

6-36. Regardless of the ongoing operation, the type of base, or the location of a base, the characteristics
of the defense do not change. The best techrdaiuease defense is the perimeter defense.

TERRAIN

6-37. Proper evaluation and use of the terrain in the area is essential to hold down the number
of additional forces required for éadefense. Key terrain factors to consider include the following:

» Use of the terrain's natural defensive characteristics.

» Use of artificial obstacles to enhance the terrain's natural defensive characteristics.

» Control of all roads and waterways leading into the base.

» Control of military lines of communications and civilian commerce routes.
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» Control of land areas surrounding the base toa range beyond that of enemy mortars
and rockets.

HOST NATION SECURITY FORCES

6-38. The base commander should consider the integrafibtost Nation security forces in the overall
base defense effort. Particular emphasis is orgliaten of host country fees in patrol and populace
control activities. Both host and tHicountry forces provide local seity for their own units. However,

to ensure maximum benefit, all such local plans shbaldoordinated and integrated with the base master
defense plan.

COMMUNICATION

6-39. Control is the key toa successful base defe To achieve the necessary control, a
communication capability must be established between the base defense operations center and sector
commanders, and between the sector commander ahdriers, towers, and reserve. Bunkers or Towers
within each section can communicdtgerally within the sector, arfthnk bunkers of one sector can
communicate with flank bunkers of adjacent sectors.

SUSTAINMENT

6-40. Depending on the mission and status of the battalion, the type of transport available, the weather,
and the terrain, resupply may be by air or groufide availability of landing zones and drop zones
protected from the enemy's observation and fire is the main consideration if selecting organizing aerial

resupply.

PROTECTION

6-41. All units in the base area are responsible for preserving its fighting potential. Protective measures
reduce the probability (and the effects) of dameméesed by hostile action. Responsibility for the conduct

of protective measures is assigned to fire fighting units, chemical units, medical units, and other units.
In addition, all units assigned to the base areethdk conduct activities such as dispersion, camouflage,
blackout, field discipline, and use of shelters.

SECURITY

6-42. Early warning of pendingactions ensures the base commartéee to react t@ny insurgent
threat. Outposts, patrols, ground surveillance anchiermortar radar, militg working dogs teams,
and air reconnaissance and sillaece provide early warning. formation provided by civilians
and actions of indigenous personnel near the laaseexcellent indicators of pending enemy actions.
All-round security is essential.

DEFENSE IN DEPTH

6-43. Alternate and supplementary positions, obseowatiosts, and mutuallyupporting strong points

in front of the base forward defense area exteeddipth of the defense. The commander plans fires
throughout the defensive area up to the maximum range of available weapons. Portable obstacles may be
placed around critical targets duringdueed visibility to disrupt the e@my’s plan and add depth to the
defense.
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PATROLS

6-44. Base defense operations to counter small graimnemy forces include aggressive, frequent
patrolling by squad—and platoon-size forces to detect, capture, or destroy small groups of insurgents.
Dogs, if available, may be used to add security and additional detection ability to patrol operations.
Populated areas near the base are searchmedsugprise checkpoints are established along known

or suspected routes of insurgent movement.

MAxXIMUM USE OF OFFENSIVE ACTION

6-45. Since the objective of the base defense is totaia a secure base, the defender maximizes the

use of offensive actions to engage enemy forces outside the base. On initial occupation of the base site,
friendly forces take offensive actions to destrograp forces in the immedie area. The area commander
employs patrols, raids, ambushes, air attacksd, saipporting fires to harass and destroy any remaining
enemy force. Once the enemags been cleared from the area, the lsasebe defended by a smaller force.

The base commander maintains constant liaison with major tactical unit commanders in the area to stay
abreast of efforts to remove the threat.

MUTUAL SUPPORT

6-46. Defending forces are positioned to ensure mutugl@ment of defensive resources that include
fires, observation, and maneuver elements. Mutuabort between defensive elements requires careful
planning, positioning, andordination because of the circular esis of the base area. Surveillance,
obstacles, prearranged fires, and maneuvers are used to control gaps.

ALL -AROUND DEFENSE

6-47. In defensive planning, the base commander must be prepared to defgrsd agemy attack from
any direction. Plans are sufficientfiexible, and reserves are positioned to permit reaction to any threat.
Base defense forces are assigned primary kewhate positions and sectors of responsibility. All
personnel are assigned duty stations or shelters.

RESPONSIVENESS

6-48. Attacks against a base may range from long-ranggeisnmortar, or rocket fire to attacks by
suicide bombers or major forces. The insurgent hasdlvantage of deciding when, where, and with what
force he will attack. The defender positions his formed plans fires and moventeso he can respond to
the widest possible range of enemy actions. The defgrépares plans, to include counterattack plans,
and rehearses, evaluatesd aevises them as necessary.

Quick REACTION FORCE

6-49. A QRF is a designated organization for any immediate response requirement that occurs in a
designated area of operation (FM 3-90.6). A QRF increases the overall flexibility of a base defense
and is available for contingencies. Usualpattalion will maintain a platoon sized QRF.

COMBAT OUTPOST CONSTRUCTION CONSIDERATIONS

6-50. Building a combat outpost is a complex task that must be well thought-out, with a clear vision
from the beginning for expansion and development. &h&ys best to have trained engineers, either
military or civilian construct the base. Heavy consideration must be given to using local companies
or personnel in constructing the base. This will bietie$ local economy; howevgt will also increase the
security risk. Figure 6-5 shows a typical combat outpost construction in Iraq. The following considerations
are critical:
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PROTECTION

6-51.

Enemy

Protection involves enemy and security considerations.

» Coverage of dead spaces.

» Creation of a safety zone pwevent rocket attacks.
» Emplacement of IEDs along routes.

» Observation.

COP DEFENSE AND DESIGN TECHNIQUE

FROM
ADJACENT
SUBORDINATE
————————————————— OR
PATROLLING
UNIT
5 ; .. " | MG POSITION N—TERNJ\TE /s
CIVILIAN TRAFFIC _ L BRE
DISMOUNT- .-~ Iy
POINT/PARKING . A A
.‘ A «-2| oBSTACLE
G rrrarr ~ |80 wvrsuome
A GUARD TOWER/OP
o D vewrno
SUBORDINATE O GENERATOR LIGHT SET/SPOTLIGHT
OR
PATRONLING @ INFRARED CAMERA
NIt D UNIT (QRF, RF, ROVING PATROL)
Figure 6-5. Typical US combat outpost design.
Security
 Position concrete block guard towers at each corner and reinforce with sandbags.
» Use chain-link screens to protect positions from rocket-propelled grenades and hand grenades.
WORK AND SLEEP AREAS

Separate work areas from slegpand eating areas for sanitation and health concerns.
Develop a basing strategy that—

— Projects where facilities will be located.

— ldentifies areas for expansion is required.
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CoMBAT OUTPOST EQUIPMENT

6-52. Standard equipment for the base includes—

» Kitchen sets.

» Motor pool assets.

e Gym sets.

* Power generators.

» Earth-moving equipment.

STORAGE

» Create storage space by using mijitean containes (MILVANS).
» Use MILVANS for bunkers, portable housing, and work units.

ELECTRICAL

6-53.  When initially developing combat outposts—

» Envision the proper wiring and layout of zone power grids.
» Consider using generators for backup.

» Consider hiring contract electricians and congdiomcworkers, which can assist greatly in the
development of this system.

PLUMBING

» Field sanitation is paramount to the heald aafety of personnel on the combat outpost.
» Bulk water from locally drilled wells is typically the main source of water.

FUEL

» Fuel stands are required for storing and distributing bulk fuel assets.

COUNTERINFILTRATION AND EARLY WARNING

6-54. The key to an effective combat outpost defense lies in identifying the threats. Among the most
dangerous threats are infiltrators.eTiest defense against these tleréathe population that surrounds the
combat outpost. As described in Chapter 1, intBrrdisplaced people, merchants, or shopkeepers are
potential sources of intelligence abansurgent attacks on bases. $&isl from the combat outpost must

talk to their neighbors.

BASE DEFENSE

6-14

6-55. This includes both normal and emergency military measures taken to nullify or reduce the
effectiveness of enemy attacks or sabotage. Thedoasmander is responsible for the local defense of the
base and provision of resources for other activities within the overall area of operations. The base defense
force commander executes base defense operatiomsatidps are conducted to ensure the continued
effectiveness of base facilities and units tifilfutheir missions. The area commander’s responsibilities
include protecting the resources of his area from interruptions caused by enemy activities. Figure 6-6
shows a possible organization of a base command.
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Figure 6-6. Organization of base command.

BAse COMMANDER

6-56. The mission of the base commander is to exercise command, control, and administration of the
base and to exercise necessary control of resiaedtransient units not a part of the base command.

A base commander may also be the area commantie base commander’s responsibilities include
establishing the overall defense organization as alplanning, preparing, and executing all defense
measures.

BASE DEFENSE COMMANDER

6-57. A base defense commander is appointed to sigeethe preparation of detailed defense plans
including establishing defense sectors, conductieqguired training, providing for or coordinating
logistical support, andomtrolling base defense op#oms through an operations center. As the base
commander’'s special representative, the badende commander coordinates the planning efforts
and operations of all elements that @r@articipate in the base defense.
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BASE DEFENSE ELEMENTS (FORCES)

6-58. Three categories of elements that conduct base defenses are shown in Figure 6-7. The term
elementss used in place of the teramits because base operations are often exeauatéabc

Permanent Includes elements assigned to the base permanently, and whose primary responsibility
is for the defense or security of the base. Sustainment units often operate in this role.

As Required Includes units or their elements of which normally occupy or operate in or from the base.

As Available Includes units or their elements which of normally occupy or operate in or from the base.

Figure 6-7. Base defense elements forces.

KEY BASE DEFENSE STRUCTURES

6-59. The key base defense positions consist primarily of bunkers and towers in the base perimeter area.
The positioning of bunkers and towers affords maximum observation and mutually supporting fires over
the area forward of the perimeter to include the perimeter barrier and sensor system. See FM 3-34.300
for specifics on the construction of defensive posgiassociated with base defense (Figure 6-8).

Bunkers These should be manned in daylight, darkness, reduced visibility, and increased enemy
threat. Night and day vision devices, automatic weapons, grenade launchers, and hand
grenades are commonly used in bunkers.

Towers When coupled with the use of night and day vision aids, elevated platforms, either
standard military or locally contracted, enhance the capability to detect perimeter
infiltration and to determine the locations of insurgent mortar or rocket firing positions.

Shelters Personnel shelters may be constructed throughout the billeting, administrative,
and maintenance areas to provide individual protection against standoff attacks.

Revetments Construction of revetments for critical resources provides additional protection against
mortar and rocket fragmentation.

Wire Tactical wire barriers should be used outside and within the perimeter to limit
and canalize penetrations by enemy groups or individuals.

Camouflage Netting should be placed on top of barriers or towers for countersniper

Netting and counterobservation.

Figure 6-8. Key base defense structures.

BASE DEFENSE EXERCISES

6-60. All base defense plans must be rehearsed, and should include the testing of the base defense alarm
and communication systems. Diverse elements of the defense force must be trained to act in a coordinated
effort. These exercises familiarize all elements of the defense force and base tenant units with their
assignments in base defense. Exercises musbheucted frequently under n@us weather conditions

during daylight and darkness. Defense exercises include the following:

» Defense of sectors of responsibility, to include—
— Rehearsing counterattacks.
— Manning defense positions.

» Employment of the reserverfoounterattacking and for réarcing the defense positions.

« Coordination of supporting fires and other means of support.

» Mass casualty exercises.

» Coordination with other forces assigned to hthse may be used in a ground defense role.
» Command post exercises.
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In 1965, the Marine Corps created the Marine Combined Action Program (CAP) in Vietham. The plan
was to incorporate a Marine Squad with a Vietnamese Popular Defense Force platoon on the Fort Page
firebase.

On June 10, 1965, 12 Marines from C Company, 1st Battalion, 7th Marines were placed with a
Vietnamese Popular Defense Force platoon of about 30 men in a village. Binh Nghia had long been a
"hotbed" of Viet Cong activity. Aggressive patrols and intelligence gained by the Popular Defense Force
soldiers immediately disrupted Viet Cong Operations, and the sector grew quiet. The Viet Cong
requested support from the 409 North Vietnamese Army Battalion. They planned to attack Fort Page and
destroy the CAP. This would free the Viet Cong to resume regular operations.

On September 14, 1965, the CAP was conducting normal night patrols, leaving Fort Page with only 6
Marines and 12 Vietnamese soldiers. Forgetting that the CAP's presence was responsible for the lull in
Viet Cong activity, the squad leader lowered American security from 2 Marines to 1 Marine per guard
shift. This left Vietnamese Soldiers almost completely in charge of Fort Page security. Viet Cong Sappers
infiltrated that night and killed 6 Vietnamese Soldiers and 5 Marines. A reserve squad from a nearby
Marine company firebase arrived on scene after the NVA battalion withdrew. The Viet Cong thought they
had won.

The next morning, the Marine Division Commander asked remaining Marines if they wanted to stay. To a
soldier, they did. At night, the Marines and Vietnamese soldiers doubled their security, and Viet Cong
operations came to a complete stop.

In March 1967, the Viet Cong and the North Viethamese Army planned another attack on Fort Page. The
CAP had reliable intelligence about the attack, and sent out two patrols to provide early warning. Fearing
a repeat of the 1965 attack, Marine commanders ordered the CAP to retire under threat of court martial.
The Marine squad leader asked his squad what they thought.

One said, “They’re not getting this fort. They’re not getting this ville. I'm not leaving here, no matter what.”

The Marines stayed. When one of the CAP patrols killed the NVA battalion scout, the rest of the battalion
withdrew.

Fort Page was never again threatened. By the time the Marines withdrew from Binh Nghia, the
Vietnamese soldiers were patrolling in buddy teams on their own.

COUNTER AMBUSH

6-61. Ambushes are a basic tactic commonly used byrijjacforces. As suchgounterinsurgent forces
must continually operate under thaderstanding that they will encoentan ambush. Counterinsurgent
forces must therefore develop spexifical procedures to both reactand to counter ambushes. Typical
complex insurgent ambushes involve IEDs, small arms fire, mortars, and sniper fire.

CONSIDERATIONS DURING COUNTERINSURGENCIES

6-62. The goal for tactical units is to identify and attack or disrupt the ambush force before it can initiate
the ambush. Additionally, if the insurgents’ kill zone can be identified before the insurgents are in position,
then the ambushers can be attacked asthey move into position. Any counterinsurgency unit that
is ambushed must immediately return fire andwas#ae ambushers. Specific considerations include—

» Avoid massing personnel or vehicles.

» Prepare a reaction plan thatlides assaulting the ambushers.

» Ensure only part of the element is in a kill zone at the same time (usually means dispersion).
» Maintain control of your immediattactical space (within 100 meters).

» Where insurgents are likely to establish ambushes, establish counter ambushes.

» Emplace sniper teams or other forces to ovestwhkely insurgent ro@s to ambush sites.
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M OUNTED PROCEDURES
6-63. The following procedures may be used when reacting to an ambush while mounted:

» Immediately return fire and assume a covered position if possible.
 If you are in the kill zone, leave rapidly.
« If you arenotin the kill zone, use fire and maneuver to destroy the enemy if possible.
» Scan your area and prepare &oditional attacks, especially—
— An IED.
— An enemy moving to flank.
— An enemy moving to engage you with RPGs or antitank weapons.
» Report contact to higher HQ.
» Follow directions of the vehicle or convoy commander.

COUNTERING IEDS

6-64. An improvised explosive device (IED) is "a dewiplaced or fabricated in an improvised manner
incorporating destructive, lethal, noxious, pyrotechoicincendiary chemicals and designed to destroy,
incapacitate, harass, or distractmidy incorporate military stores, but it is normally made from nonmilitary
components" (JP 3-07.2). IEDs are key components of insurgent ambushes. (See also FM)3-90.119

CONSIDERATIONS DURING COUNTERINSURGENCY

6-65. Between 2001 and 2007, US forces were attacked by over 81,000 IEDs. IEDs are the most
dangerous and effective weapon system faced byit©@oaForces in Iraq. They have inflicted more
casualties than all other weapon systems combined.

TECHNIQUES

6-66. Wide usage, a destructive nature, and the resulting overall impact on military operations makes
the IED a significant factor for tacticahits. For this reason, leaders at all levels must consider IEDs. At a
tactical level, a unit has three majechniques for defeating IEDs. They are—

» Attack the network.
» Defeat the device.
* Train the force.

Attack the Network

6-67. This method is used to defeat the compleetwork of IED makers, financiers, emplacers,
suppliers, and others before the IED is empladedncludes actions and activities against networks
designed to interrupt the enemy’s chain of IED activities by identifying and exploiting vulnerabilities
and enabling offensive operation3his effort is accomplished ibugh intelligence, surveillance,
reconnaissance, counter bomber targeting, deuieehnical and forensic exploitation, disposal

of unexploded and captured ordnance, persistent surveillance directed toward defeat of the enemy’s
capabilities, and the execution of information tasks which includes command and control warfare, military
deception, and, especially, infortitn engagements. Search operatiang operations to kill or capture
network members provide the finaljtamal step in the process. Itlietter to find 100 detonators in a cache

than to deal with 100 IEDs on the battlefield.

6-68. Several analytical tools can be used by tattiunits to detect members of an IED network

and synchronize all information gained through varisaarces. They are part of the targeting process,
which is discussed in Chapter 4. By correctly synchronizing intelligence at all levels, leaders can better
apply combat power to attacking the IED netwoflhe three major tools are imagery and geospatial
intelligence analysis, pattern analysis, and link analysis.
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Imagery and Geospatial Intelligence Analysis

6-69. Analysis of an AO where IEDs are employed would be incomplete without the use of imagery
and geospatial intelligence. Imagery products include both aerial photography and satellite imagery.
In many cases, tasked aerial reconnaissance platforms, including UASs, respond directly to the
commander, thus ensuring timely and focused data collection.

Pattern Analysis

6-70. Units use pattern analysis to determine maifiyhese patterns and predict potential hazards.
Pattern analysis is the ability to observe a selection of events or actions over a period of time in a defined
location or area. It is used to discover likely patterns or similarities that lead to a logical conclusion that the
action or event will occur again in the same location. The two most common forms are coordinates register
and pattern-analysis plot sheet.

Considerations
6-71. For IED analysis, commanders and staffs pattern analysis to determine the—

» Types of IEDs.
» Locations where IED incidents have occurred.
— Characteristics of the IED sites.
— Sizes of the IEDs.
— Distance from road, mosque, other natural or man-made objects.
— Type of terrain the threat prefers.
— Other obstacles used in conjunction with IEDs.
— Routes to and from the IED sites (worn paths, other).
» Distance from the IED sit the possible cache.
» Types of munitions and whether one or more types were used.
» Whether the IEDs used explosively formed penetrators (EFPS).
» Whether the IEDs used shape charges.
e Other IED main components such as—
— Main charge (explosive)
— Casing (materials around the explosives)
— Initiators.
» Methods of initiation, such as—
— Command wired.
— Radio controlled.
— Victim operated.
— Timed.

Coordinates Register

6-72. A coordinates register shows cumulative events that have occurred within the AO and focuses on
the “where” of an event. Figure 6-9, which is aramyple of a coordinates register, is also known as an
incident map.
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Figure 6-9. Coordinates register.

Pattern-Analysis Plot Sheet
6-73. A pattern-analysis plot sheet focuses on the timedate of each serious incident that occurs
within the AO. The rings show days of the month; the segments show the hours of the day. As shown in
the plot sheet's legend, the dhahows the actual events identifies each by using an alphanumeric
designation that directly corresponds to the legerd as the coordinates register. The legend icons can
be changed to show other types of incidents sischehicle-borne IEDs (VBIEDs), command-wired IEDs
(CWIEDSs), and radio-controlled IEDs (RCIEDs). Figure 6-10 shows an example pattern-analysis plot

sheet.

List daily entry number on calendar. ujnal, cross-reference each incident to the
incident overlay.

Note:
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Activity and Area: McDonough Schuyler Province (Bde AO)
Known Coverage Caps: Clochester, Quincy
Month and Year: 1 April 2009
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Figure 6-10. Example pattern-analysis plot sheet.
Link Analysis

6-74. Link analysis is used to show contacts, asdaris, and relationships between persons, events,
activities, organizations. The two most effective types oflink analysis tools are the activities
and association matrixes and the link diagram.

Activities and Association Matrixes

6-75. Using the activities and association matrixéfse analyst can pinpoint the optimal targets

for further intelligence collection, identify key personalities within an organization, and considerably
increase the analyst's understanding of an organizatiohits structure. The thdties matrix is used

to determine connectivity between individuals and any organization, event, address, activity, or any other
nonpersonal entity. The association matrix is usedetermine existence of relationships between
individuals. Figure 6-11 shows an example activities matrix, and Figure 6-12 shows an example
association matrix.
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Figure 6-11. Example activities matrix.

Link Diagrams

6-22

6-76. Often, the link analysis is the most effective method to show the connections between people,
groups, or activities. An example of a link diagrassshown in Figure 6-13. The analyst can easily
determine from the diagram that A knows B, and that B knows C and D. B is suspected of knowing E,
and C knows D, B, and E. Although the same information could be shown on a matrix, it may be easier
to understand when shown on a link analysis diagrAm.situations or investigations become more
complex, the ease in understanding a link analysis diagram becomes more apparent. In almost all cases, the
available information is first shown and analyzed on both types of matrixes, which are then used

to construct a link analystiagram for further analysis.
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Figure 6-13. Example link diagram.
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Defeat the Device

6-77. In order to enhance commanders’ freedom afien@er for safe operats, actions taken to
discover IEDs and activities reduce the effects of IED detonation at the point of attack by defeating the
device. They include rapid identification, development, acquisition, and delivery of capabilities for route
clearance, device neutralization, explosive detection, military explosive ordnance disposal, and vehicle
and personnel protection. Additionansiderations should address rtewhnologies to iclude electronic
warfare capabilities. Two techniques for defeatingdinéce are dismounted pals and route clearance.

Dismounted Patrols

Rou

6-78. Dismounted patrols are especially useful in countering IEDs. Use of dedicated counter IED
patrols, especially along main supply routes, is an important technique to reduce the threat of IEDs along
those routes. A great way to counter IEDs is to eliminate the popular support or acquiescence to the IED
cell through regular engagements. Hitths not possible, then identifand neutralize the kill zones.

te Clearance

6-79. Route clearance teams (RCTs) aredu thwart ambushes, clear natural or man-made obstacles,
and detect IEDs. RCTs are comprised of enginde@f) personnel, mechanical devices, and specialized
robotics to increase standoff frofne IED threat. The purpose afute clearance is to eliminate
concealment for IEDs and munitions caches arcbtaluct the systemic detam and deterrence sweeps
along the cleared routes.

6-80. Route clearance missions consist of the folil@ywiwo phases: right-of-way clearance and route
maintenance and sweep operations. Right of way cleararthe removal of rubble, debris, berms, holes,
trenches, vegetation, and trash from the medians and shoulders of routes. Right-of-way clearance can be
conducted with special equipment such as an up-armored bulldozer. Cleaning the right of way in this
manner serves multiple purposes: IED-detection devices become more effective; it is more difficult for the
enemy to emplace IEDs; and all caenmsurgent forces camore easily identify IEDs should the enemy
attempt to emplace them again. Another technique use by local national labor, which employs the
population. Units should then conduct a deliberateeroetonnaissance, identify and record the location

of man-made objects (buried pipes and cables), and investigate suspicious areas. Route maintenance
and sweep operations are when units conduct systemic, random detection sweeps of the cleared areas
and progress to detection and deterrence sweeps almjetred route. A visual detection sweep should

focus on changed conditions.

Train the Force

6-81. Mitigating the effects of enemy IED employmehtough comprehensive training of our forces
puts troops in the field who are situationally aware and who know their gear. This includes, but is not
limited to, multiechelon and multicomponent trainiricaining on new gear, farmation management

and dissemination, strategic communications, doctrinal and institutional training changes, ansbkiont m
rehearsals at Service combat tragicenters. All soldiers need to be trained in basic techniques, actions
while mounted, and dismounted actions.

Individual Techniques

6-24

6-82. Counter-IED operations at the soldier leveevolve around several principles. (See
GTA 90-10-046 for information on combined arms imysed explosive device defeat operations.) Units
need to know, control, and identify when something is out of platteeinarea of operations. Insurgents
adapt their techniques based off of counterinsurgent unit actions. These principles are the following:

» Maintain an offensive mindset.

» Develop and maintain situational awareness.
» Stay observant.

» Avoid setting patterns.

» Maintain 360-degree security.

FMI 3-24.2



Defensive Considerations in Counterinsurgency

Maintain tactical dispersion.

Use blast and fragmentation protection.

Use technology, such as elextic warfare capabilities, thermals, or other devices.
Look for the triggerman.

Mounted Actions

6-83. Mounted action includes actions before enceting an IED and actions after encountering

an IED.

Precautionary Actions while Mounted

6-84. Consider the following while conducting mounted operations:

Alert all crewmembers of possible IED and its location.
Never stop a vehicle within 50 meters of a suspected IEDs. The driver should speed up or back
away to quickly move through the danger area. Minimum open area safe distance is 300 meters.

Watch for approaching vehicle borne IEO¥BIEDs). All personnel should be alert

and constantly aware of any vehicle approaching or parked along the route

Threats should be addressed with a direction, a short description, and an estimated distance.
When time is limited, only the direction need be given: RIGHT FRONT or RIGHT FRONT
MERGING TRUCK 200 METERS.

Vehicle commands to the driver should be shgisting only a direction and a desired action:
TURN RIGHT, SPEED UP, SLOW DOWN or STOP.

Gunners should respond by scanning the sector (weapon ready) indicated in the threat alert.

Reaction to IED while Mounted

6-85. The following procedures may be used when reacting to an IED while mounted:

Immediately establish security and scan for secondary IEDs.

Scan your area and be ready for any follow tbacs, especially any additional IED or enemy
moving to engage you with small arrRPG, or antitank weapons. If necessary, use
obscurants.

Look for the triggerman or for anyone trying to escape the area.

Conduct five and twenty-five meter vehicle perimeter checks.

Report IED to higher HQ. If found beforetdeation, use the 9-line IED/UXO report.
Follow directions of the vehicle/convoy commander.

Dismounted Actions

6-86. Dismounted actions include actions beforecemtering an IED and actions after encountering

an |IED.

Precautionary Actions while Dismounted

6-87. Consider the following while conducting dismounted operations:

Alert patrol members of possible IED and its location.

Never stop within 50 meters of a suspected IED. Move out of the danger area. Minimum open
area safe distance is 300 meters.

Watch for approaching VBIEDs or PBIEDs. Akrsonnel should be alert and constantly aware
of any vehicle approaching or parked along the route
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» Threats should be addressed with a direction, a short description and estimated distance. When

time is limited, only the direction need be given: RIGHT FRONT or RIGHT FRONT
ONCOMING TRUX 200 METERS.

 All Soldiers should respond by scanning the sector (weapon ready) indicated in the threat alert.

Reaction to IED While Dismounted

6-88.

The following procedures may be used when reacting to an IED while dismounted:

» Establish security and scan for secondary IEDs (5m and 25m sweeps).

» Report IED to higher HQ. If found befodetonation, use a 9-line IED/UXO report.
» Maintain security in case of an ambush.

» Follow the directions of the team/squad leader.

React to a Suspected Person-Bermprovised Explosive Device

6-89. The following procedures may be used to réact suspected person-borne IED (PBIED):
» Alert unit members of suspeahd evacuate area if possible.
» Issue a verbal command in a loud and firm voice to the suspect to stop. Weapon should be
trained on the suspect.
Note: After these actions, there is a high probability that the suicide bomber will attempt to detonate

the explosive device. Use deadly force in accordance with the eFhR&E. Physically
restraining the suspect from detonating the ckevequires coordination with other Soldiers
and is inherently very dangerous.

Direct the suspect to show hands palms up. The suspect must show palms and fingers spread,
so it can be verified if the suspect is palmindgéonator. Be advised that there may be a remote
detonator.

Tell the suspect to ground all carried iteamsl step two paces away from them.
Direct the suspect to remove outdsthing and place garments on the ground.

Direct the suspect toraise or remove any undershirt, and to hold it up while turning a
complete circle.

Direct the suspect to lie faaown, with arms outstretched palms up, and face turned away
from you. DO NOT approach, even if the suspect is injured. Maintain cover and wait for the
arrival of explosive ordnar disposal (EOD) personnel.

Report suicide bomber to higher HQ using flD-line explosive hazard spot report.
If the suspect is noncompliangatly force will be used in acatance with theheater ROE.

Evacuate the area around the sesgminimum 300 meters or METT-TC) to any hard cover
available.

Establish security and scan for secondary PBIEDs.
Maintain security in case of possible ambush.
Follow the directions of the vehicle/squad leader.

COUNTERSNIPER OR SNIPER DEFEAT

6-26

6-90.

The first step in countering snipers is for commanders, leaders, and Soldiers at all levels to be

aware of the sniper threat. Plans to counter theesrilreat and protect friendly forces from insurgent
snipers must be integrated into all counterinsurgent operations during the early stages of planning. Enemy
shipers in a counterinsurgency environment vary from well-trained sniper teams to individuals taking shots
of opportunity. US counterinsurgency forces must be prepared for both.

6-91.

Figure 6-14 shows the three types of snipers an insurgent can employ. Identifying the type that

is on the battlefield can aid a commandedéciding what countermeasure to use.
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LEVEL | The most dangerous sniper is the one who has been specially selected,
Specially Trained Sniper trained, and equipped with an accurate sniper rifle equipped with a modern
scope, night vision device, and even a thermal imager.

LEVEL Il This sniper is a trained Soldier, equipped with a standard issue weapon, who
Trained Marksman is an above average shot.

LEVEL IlI This Soldier may have little or no formal military training but may have
Armed Irregular experience in urban combat or skill as a hunter.

Figure 6-14. Types of snipers.

CONSIDERATIONS DURING COUNTERINSURGENCIES

6-92. Sniper operations have the same effect in ireeies as they do in conventional warfare, but the
purpose is different. For example, in conventionakfara, a sniper targets leaders in order to cause
confusion on the battlefield and disrupt operations. In an insurgency, a sniper will still target leaders, but
more for use in propaganda that can be used afteuccessful attack. Atidnally, he can create the
attitude that the area of his operations is not seandethe Host Nation govenent is powerless to stop

him. Since the sniper has theitimtive, leaders musenforce compliance withhe countermeasures.
Implementing countermeasures halfheartedly isvitasualties from snipers who can wait hours for the
moment when a unit's guard is down. US forces have two categories of sniper countermeasures: active
countermeasures and passive countermeasuaes. las its place, depending on the METT-TC mission
variables.

Active Countermeasures

6-93. Active countermeasures seek to detect and destre sniper before he can fire, or engage
and neutralize him after he fires.

Observation Posts and Observers

6-94. Observation posts should have access to powsphiting telescopes, medn power binoculars,

night observation devices (thermal, if possible), amdote control closed circuit cameras. Additionally,

laser countermeasure should be empihysuch as laser protective glasdginoculars with laser filters,

and indirect-view optics to protect observers. Additionally, many electronic detection devices are available
to aid in the detection of snipessich as acoustic devices. Once detectagpers can then be neutralized

or forced to withdraw. Observers can maintain a constant surveillance over potential sniper positions
and detect snipers as they attempt to move into position for a shot. Constantly scanning an area for the
minute movements made by a well-trained snip@&xisgusting. Therefore, personnel on static OP duty
should rotate frequently. Unmanned aerial systems {Usf8 rotary wing aircraft should be integrated

into an OP plan to give it depth.

Patrols

6-95. Constant reconnaissance aerdiyity patrols around a unit's pen hinder a sniper from getting

into a firing position undetected. Small patrols are usually more effective than large ones. A moving sniper
who has been discovered by a patrol is at a great disadvantage since he lacks the firepower to fight a long
engagement. Small night reconnaissance patroisg usight vision devices can be very effective

in disrupting and interdicting a iper. Reconnaissance patrols shoaidve by covered and concealed
routes to good observation pts; should stop and observe; and then should nmaaother position. The

patrol routes and times must vary, and a reactiotefor supporting weapons must be ready if the patrol
makes contact. A variation of the ambush patrol is the stay-behind ambush. A small ambush element
moves as part of a larger patrol and occupiepdtstion without beingbserved. It then observes its kill

zone, which may be very large if the element has astgam with it, and engas enemy snipers as they
attempt to move into position. Currently, SKTSCTs, or small observation teams (SOTs) conduct
ambushes of likely sniper positions.
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United States Sniper Teams

6-96. US sniper teams can be a very effective counter to enemy snipers. Not only do they have expert
knowledge of sniping and likely enemy hidingapés, they can normally engage enemy snipers

or marksmen at a greater range tliam enemy sniper can engage US forces. Their precision fires are also
much less likely to cause civilian casualtieasn dozens of rounds from other weapons.

Return Fire and Maneuver

6-97. Before a unit encounters an enemy sniper, the unit must not only understand the rules
of engagement but also war-game the rules of engagedmensure the authorized level of responses are
sufficient. Although the ROE and the tactical situation determine the response, ideally authorization should
include the ability to respond with fire from all the units light weaptires.unit can determine the general
location of a sniper, it should return suppressive irdle maneuvering to engage the sniper from close
range. This is not always successful because a welktiagniper often has a route of withdrawal already
chosen. Fire without maneuver will nod successful in defeating snipers.

Obscurants

6-98. Projected smoke that builds quickly is a goospmnse to protect a unit from further casualties

if engaged by an enemy sniper. It greatly limits histgtio acquire targets. The closer the smoke is placed

to the sniper’'s location, the more effective it is. If the location of the sniper is unknown or cannot be
reached by projected smoke, a smoke cloud estaBiliskar the unit can bdfective in reducing the
sniper’s chances of hitting a target afidwing a unit to conduct first aid and CASEVAC.

Passive Countermeasures

6-99. Passive countermeasures prevent the sniper from acquiring a clear target and prevent his fires
from causing casualties. Passive countersniper meaatgesrely successful by themselves. If passive
measure are the only measures enacted, they may also create a siege mentality and pass the initiative over
to the sniper. They include—

Limiting Sniper Exposure

6-100. If Soldiers limit their sniper exposure, they can marginalize snipers operations. Some examples
include using covered andmcealed routes, avoidinglited areas at night, mag tactically while using
traveling or bounding overwatch, and staying away from doors and windows.

Wearing Protective Equipment

6-101. Other sniper protective measures include wear of the kevlar helmet, protective eyewear, and body
armor systems. These should be worn any time Soldierexposed to potential sniper fire. This decreases
the snipers' casualty-producing target area, which limits his effectiveness.

Using Armored Vehicles

6-102. Whenever possible, move around in the urban Breaprotected vehicle with as little exposure

as possible. Avoid open-sided cargo vehicles. Requisition or improvise vehicular armor against small-arms
fire for all unarmored vehicles. htechnique limits a unit's abilityo interact with the population,

and should be used as a last resort.

Erecting Screens and Shields

6-103. Use simple canvas or plastic screens to make a dangerous alleyway or street crossing safer
for foot traffic. Adapt screens on windows to allgigion out while hiding personnel inside. Use moveable
concrete barriers to provide gtection for personnel at statipositions. Use common items, such

as rubble-filled 55-gallon drumsid sandbags, to provide cover.
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Denying Enemy Use of Overwatching Terrain

6-104. Either occupy overwatching terrain with friendly forces, or modify it to make it less useful to an
enemy sniper. Pull down likely hiding places. Clear besira rubble. Board or brick up windows. Pile up
earth and rubble in front of buildings to block lines of sight for snipers. Ensure all actions are
in accordance with the laws of war.

TECHNIQUE CONSIDERATIONS

6-105. Countersniper actions have two parts: find and eliminate the sniper.

Find the Sniper

6-106. Once a unit determines it has a sniper or a sniper team inits AO, the unit should implement
countersniper immediate action drillallowing the enemy sniper togit another day is mission failure.

First, the unit must find the sniper or the sniper team. Techniques for detecting a sniper consist
of identifying likely sniper locations, focusing observation on sniper movement, and seeking audible and
visual signsBacktracking which involves integrating the following techniques, is used to find the sniper:

Identify Likely Sniper Locations

6-107. A sniper is a line-of-sight asset. The larger the sniper kill zone, the closer or the higher he must
position himself to cover it. Smaller sniper kill zones create for a narrow, if not linear, line of sight. In such
cases, the sniper will always choose a position that offatoffers a line of sight, such as a road or alley,

or maybe inside a building, shooting through a window, doorway, or other opening.

Focus Observation on Sniper Movement

6-108. Snipers always plan infiltration and exfiltratiooutes. After identifying possible sniper locations,

a unit commander can focus observation on these routes and deny a sniper the ability to reposition. Snipers
operate slowly, with calculated movements, to avoid detection. The movement the sniper makes may not
be easily detected. Units should look for movement that does not "fit" the environment.

Seek Audible/Visible Signs

6-109. Audible/visual indicators help find snipers based on the sniper's firing a shot. Actually, firing a
weapon is a sniper’'s greatest moment of risk; it offers the best opportunity to locate him or his team. The
acoustic, light and heat signatures associated with the projection of the bullet from his rifle are his greatest
vulnerabilities. The muzzle flash can be detected with infrared sensors out to a kilometer. Often the muzzle
flash and the blast can throw dust into the airoustic sensors can detect a muzzle blast from several
hundred meters to more than a kilometer. The bsltbck wave is a mini-sonic boom. This noise, caused

by the bullet travelling faster than the speed of sooad,sometimes be heard more than a kilometer away.

Backtrack Sounds, Sights, and Angles

6-110. In a city, the backtracking prose is complicated by buildings that obstruct the view of the
shiper’s position. Backtracking is challenging, but it is how you relate shot angles, kill zones, movement,
and audible and visible signs to help you find the sniper. Experience and training play a major role
in accurate backtracking.
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Eliminate Sniper

6-111. Once spotted, the enemy snipersamnbe killed or forced to suméer. To be successful in this
goal, the unit must rapidly locate, fix, and finish an active enemy sniper to ultimately kill or capture him.

Avoid the Kill Zone

6-112. Figure out his kill zone and stay out of it. A unit may also want to eliminate or at least reduce his
targets. If a unit removes its targets, the unit curtails mission success; the sniper will need to move, or at
least adjust his position, to remain effective.

Maneuver Rapidly

6-113. When contact is made, the on-scene commander needs to rapidly calculate the disposition of his
forces, the quick reaction force (QRENd adjacent friendly forces afattor in time/space considerations

to determine how to neutralize thedht. Because of the fleeting nature of the sniper, it is often preferable

for the on-scene commander to begin to maneuver against the hostile sniper with an unengaged portion
of his own force rather than wait for a QRF.

Consider Sniper Hunting with Another Sniper

6-114. Throughout history, many units engaged in urban combat often employed direct and indirect
supporting arms, close air support, or large numbegsafnd forces to counter urban snipers. However,

the Russian and German forces of World War |l found that the best solution to a sniper threat was the
employment of their own snipers in a countersniper role. Advantages to using a trained sniper to counter
enemy snipers include—

» The relative ease of movement over the urban battlefield of a sniper team versus that of a larger
ground formation.

» Countersnipers who “know the habits and modus operandi” of their enemy counterparts.

» The ability to deliver “precision fire” and the resulting reduction in collateral damage
or civilian and friendly casualties.

Confirm that Enemy Sniper is Neutralized

6-115. In this context, neutralization means that the sniper is killed or captured. A dead or captured
enemy sniper, besides ending that threat, can be a valuable source of intelligence.

COUNTERING DRIVE-BY SHOOTINGS

6-116. A drive-by shooting is the firing of small arms by an occupant(s) of a vehicle as [the vehicle]
drives past an area, followed by the vehicle's idiate departure of the area. This is an effective
technique for an insurgent, becauseallows rapid infiltration and dittration, requires little logistical
support, has a chance of success, and has little charesutiing in a decisivengagement. Any structure

or location near a roadway is a target for a drive-by shooting. Usual targets for drive-by shootings are
vulnerable, easily escapable spottagkers avoid well-defended locations.

CONSIDERATIONS

6-117. Establishing static checkpoints or closing roads in the vicinity of a high threat area often prevents
further drive-by attacks along a specific avenueppir@ach. However, the insurgents are not eliminated
and they will then look for new dalifferent ways to attack. Timelgnd accurate repontj by subordinate

units can allow higher headquarters to integrate UAS and rotary wing aircraft to track vehicles after a
drive-by attack. This wilbpen insurgents up to tat@e counterinsurgent forces.
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TECHNIQUES

6-118. One technique is to conductobile checkpoints. If effectivethey can disrupt the ability
of insurgents to transport weapons in vehicles. Random snap checkpoints may encourage drive-by shooters
to look elsewhere for targets.

Section IIl—OTHER LINES OF EFFORT

In a counterinsurgency, defensive operations are coedluo prevent insurgents from attacking security
forces, attacking the population, or disrupting actiaieng the seven COIN lines of effort. This section
discusses special defensive operation considesafor the remaining five lines of effort.

SUPPORT HOST NATION SECURITY FORCES

6-119. The success or failure of a counterinsurgefelis heavily on thecompetence and capability

of Host Nation security forces. When insurgent foraes stronger than the Host Nation security forces,
insurgents focus on the destruction of weak Host Nation units to control terrain and consolidate gains
through deliberate attacks on a Host Nation base, combined combat outpost, combined patrol base,
or combined command post. In this situation, extra defensive efforts need to be applied to diwettiene

Host Nation security forces to develop. When Host Nation forces are stronger than insurgent forces,
insurgents attempt to gitimize Host Nation security foe operations through attacks focused on
lessening security. Then, defensive consideratiossd nto be applied to enable Host Nation forces

to increase the efficiency of their operations.

SUPPORT TO GOVERNANCE

6-120. This line of effort relates to the Host Nation goweents' ability to gatheand distribute resources
while providing direction ad control for society. By disrupti the Host Nation government’s ability
to conduct these functions, an ingency can delegitimize the goverant. An example is the local
security of a key judge who has been instrumemtalksuing verdicts anst criminal activities

of insurgents in order to prevent his assassinafimfensive efforts may need to be applied so that a
government can conduct its basic functions which include—

» Controlling military and police activities.

» Establishing and enforcing the rule of law.

» Public administration.

» Justice (a judiciary system, prosecutofédthse representation, and corrections).
» Property records and control.

* Civil information.

* Historical, cultural, ad recreational services.

» An electoral process.

» Disaster preparedness and response.

RESTORE ESSENTIAL SERVICES

6-121. A common insurgent technique is to create a dissatisfied population by preventing the Host
Nation from meeting the population’s basic needs. An easy way for an insurgent to do this is to disrupt the
population from receiving sewa, water, electrical power, anddigal services. Units should apply
defensive considerations for any attempt by combined or Host Nation security forces to build or restore
those services. For example, a poorly planned geneahaiprallows an insurgent to attack and destroy the
generator. Now, instead of restoring an essential service and reinforcing the legitimacy of the Host Nation
government as intended, the insurgent has demonstrated the weakness of the Host Nation government.
Instead, US and Host Nation security forces néedecure, protect, amuevent insurgents from
influencing projects that restore essential services.
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SUPPORT TO ECONOMIC AND INFRASTRUCTURE
DEVELOPMENT

6-122. A poor and unemployed population is naturally dissatisfied. The major pool of insurgent recruits
are unemployed, young, adult males. The primary motivation for a young male to join an insurgency
is often the wage that it provides. Sometimes insurgencies foster the conditions to keep an economy
stagnant. Naturally, the Host tian and combined forces willoaduct stability operations to create
situations where businesses can thrive. An example is conducting route security, so that insurgents cannot
interfere with the transportation of products to a market. Economic infrastructure that might need defensive
considerations include—

* Natural resources.

 Industries such as manufacturing and transportation.

» Agriculture and live stock—cropproducts, and storage facilities.
» Local merchants and markets.

» Credit associations.

CONDUCT INFORMATION ENGAGEMENT

6-123. Information engagement is deliberately integrated into defensive operations to compliment
and reinforce the success of operations. Exploitingrgiesu violent tactics, behaving harshly towards the

HN population, and failing to achiewbeir goals are matters of precisming and coordination. Some

units have chosen to prepare an information engagement plan to provide an immediate response
to insurgent attacks or propaganda such as sendingdegfeede officer to the sitef an insurgent attack

to talk with the local media argkt the correct story out. These eféomay go far to influence the populace

to provide information, either for reward onanymously, that may break apart insurgent networks.
Specifically, information supplied bthe populace is critical in counteg ambushes, IEDs, snipers, and
drive-by shootings. It does this by interrupting the insurgent decision cycle.

SUMMARY

General Clutterbuck in the Malayan emergency said, “(A Village police post)... was the only thing that
could provide security against the threat that really mattered in the villages—the man with the knife, who
lived in the village and prowled the streets at night seeking out those people who had actively supported
the government or betrayed the guerrillas during the day.” This chapter identified defensive operations
as they apply specifically to establishing civil security and civil control, and the other LOEs. Defensive
operations in COIN must secure the population, Host Nation security forces and government, and US
forces from the actions of insurgents.
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“Internal Warfare within a population, partidarly in cities, generally involves an
extensive police operation. There is also an intensive propaganda effort, destined
primarily to make the steps that are taken understood [by the population]. A broad
social program follows, the objective of which is to give the people the material
and moral assistance necessary to perthém to resume their normal activities
quickly after operations are over.”

Trinquier, Roger. Modern WarfareAFrench View of Counterinsurgen&964.

Stability operationsencompass various military missions, tasks, and activities
conducted outside the United Statescaordination with other instruments

of national power to maintain or reediab a safe and secure environment, provide
essential governmental services, emergency infrastructure reconstruction,
and humanitarian relief (JP 3-0). Theydeage the coercive and constructive
capabilities of the military force to establish a safe and secure environment; facilitate
reconciliation among local or regional adsaries; establish political, legal, social,
and economic institutions; and facilitate thensition of responsibility to a legitimate
civilian authority (FM 3-07). In the absence of HN civil government, military forces
will have to fulfill this role until HN, UN,or other US Government agencies assume
these responsibilities. FM 3-07 describes in detail the requirements that may fall upon
the Soldiers and leaders to perform.

Section —OVERVIEW

During an insurgency, stability operations are executed simultaneously with offensive and defensive operations.
They compliment and reinforce offéms and defensive operations. Becatisey begin to address the root
causes that lead to the insurgency, stability operatiansfeen the most critical for defeating an insurgency.

There are five primary tasks within stability operatiorestablish civil securityestablish civil contrglsupport

to governance restore essential servigesndsupport to economic and infrastture developmentTwo

additional tasks—support Host Nation security forcegandconduct information engagememte added

to produce the seven COIN lines of effort. HN secufidices are discussed in Chapter 8, while information
engagements are in Chapter 4. These seven COIN LOEs are a means for tactical units to manage a stability
operation’s numerous tasks, achievétyuof effort, and restore the lggnacy of a Host Nation government.

The stability tasks fall into three categories. This chapter will focus on the first two tasks:

 Military forces retain primary responsibility.

» Civilian agencies/organizationikely retain responsibility, butmilitary forces prepared
to execute.

» Tasks for which civilian agencies organizations retain primary responsibility.

NATURE OF STABILITY OPERATIONS

7-1. The stability tasks and their interrelation with the COIN LOEs are not sequential in nature.
They must be continually assessmtl re-evaluated. This iterativeopess occurs because units do not
have the manpower to apply the same effort aleagh stability task. As ithe rheostat, discussed

in Chapter 3, success in the establish civil secl@E may cause units to apply more pressure along the
restore essential services LOE. Figure 7-1 show&xample of a brigade thamncorporated the five
primary stability tasks into the seven COIN LOEs. At the commander’s discretion, this brigade has chosen
to combine the establish civil security and establish civil control LOEs.
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Figure 7-1. Example BCT using LOEs.

CLEAR-HOLD-BUILD OPERATIONS

7-2. In a clear-hold-build operation, stability operations are conducted in ttleat” phase, hold’
phase, and thebtiild” phase. In theBuild” phase, which focuses on building HN capacity and capabilities,
stability operations are primary, although offiees operations and defsive operations occur
simultaneously. Stability operations address multiple COIN LOEs.

Section [I—FIVE PRIMARY STABILITY TASKS

All five primary stability tasks are used during caemisurgency operations, moally as individual lines

of effort. However, since each coarihsurgency, each inswagcy, and even individual units and leaders are
different, how these five stability tasks are applied and managed as individual lines of efforts may vary
considerably. The five stability tasks follow:

 Establish civil security.

 Establish civil control.

¢ Support to governance.

» Restore essential services.

e Support to economic and infrastructure development.

ESTABLISH CIVIL SECURITY

7-3. Counterinsurgent forces seek to create a ssdeure, and stable environment for the local
populace. Key to this is the development of security institutions, or in tresned performing the duties
normally associated with those institutions until those capabilities are developed or transitioned to HN, UN
or other US agencies. Ultimately, the Host Nationstmgecure its own people. Civil security involves
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protecting areas, resources, andpgbpulace from both external and interttadeats. Ideally, Army forces
focus on the external threats whipmlice and security elements adgkeinternal security threats by
criminals and small, hostile groups. However, duringrsuirgency, the Army nai now also address the
internal security threats lyriminals and small, hostile groupsiotably the armed insurgents.

SUBORDINATE TASKS

7-4. Typical civil security subordinate tasks a counterinsurgent unit may perform are as follows
(combat-oriented techniques festablish civil securit@are covered in Chapter 6):

» Enforce cessation of hostilities.

» Enforce peace agreements and other arrangements.

» Conduct disarmament, demohdtion, and reintegration

» Conduct border control, boundary setyyrand freedom of movement.
» Support identification.

» Protect key personnel and facilities.

» Clear explosive and CBRN hazards.

ENFORCE CESSATION OF HOSTILITIES , PEACE AGREEMENTS, AND OTHER ARRANGEMENTS

7-5. These tasks aid in providing security and stability after an armed conflict, while at the same time
setting the conditions needed to start disarming, demobilization, and reintegration. These tasks are critical
to providing effective security for the local populace regducing their exposure the threat of violent
conflict. The tasks help military foes establish a sustained peacddoysing on processes and activities
fundamental to conflict transformation. In COIN, most efforts focus on identifying and neutralizing
potential adversaries. For instance, in Iraq from 2003 to 2005, US forces fought a Sunni insurgency
comprised of many members of the former regime’s security apparatus. The list of essential tasks
may include—

» Enforce cease fires.

» Supervise disengagement of belligerent forces

* ldentify and neutralize potential adversaries.

» Provide security for negotiations.

Conduct Disarmament, Demobilization, and Reintegration

7-6. These tasks are fundamental to establishiadilgy and lasting peacdt includes physically
disbanding guerrillas and reintegrating them into etyciOther elements do noarry weapons; however,
they support the guerrilla forces. Their communities andlies perceive them gsart of the insurgency.
Together, the tasks of disarmament, demobilization, and reintegration reduce a potential resurgence
of insurgency. These tasks provide a means forthese individuals and groups to reenter society
as contributing members. Some of these tasks could also be used for the demobilization of HN paramilitary
forces. For more on HN paramilitary forces, see Chapter 8. Essential tasks may include—

* Negotiate arrangements with insurgents.

» Establish and enforce weapons control programs, including collection and destruction.

» Provide reassurances and incentives for disarmed groups.

» Establish a monitoring program.

» Ensure adequate health, food, and security for former insurgents.

» Disarm former insurgents or HN paramilitary forces.

» Reduce availability of unauthorized weapons.

» Reintegrate former insurgents and HN paramilitary forces and dislocated civilians into society.

e Secure, store, and dispose of weapons.

» Develop HN arms control capacity.
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Establish Border Control, Border Security, and Freedom of Movement

7-7. A central component of civil seqty is the ability of the HN tenonitor and regulate its borders.
Generally, border and coast guard forces secuienah boundaries while customs officials regulate the
flow of people, animals, and goodsross state borders. These bordmrtols are necessary to regulate
immigration, control the movements of the local papel collect excise taxes or duties, limit smuggling,
and control the spread of disease vectors through mfirsgaln COIN, the abilityfor the counterinsurgent

to control the borders reduces the effectivenesseoégtternal support for the insurgency. Essential tasks
may include—

» Establish border control and boundary security.

» Establish and disseminate rules relevant to movement.
» Dismantle roadblocks and establish checkpoints.

» Ensure freedom of movement.

Support Identification

7-8. This task complements efforts tovet Host Nation personnel, encourage participation
in representative government, resolve property disputes, and validate professional credentials. Although
vital to other programs for rebuilding a functioning civil society, identification programs are equally
important to civil security. After the collapse of an authoritarian or hostile regime, these programs ensure
that potential adversaries do not inadvertently reintegrate into society. Thus, they are deprived of the ability
to sow the seeds of a futuresurgency. It isa key part pbpulace and resource control operations.
Tactical units often do this by conducting a census with biometric assets. Essential tasks may include—

» Secure documents relating to personal identifica property ownership, court records, voter
registries, professional certificates, birth records, and driving licenses.

» Establish identification program.

» Ensure individuals have personal forms of identification.

Protect Key Personnel and Facilities

7-9. In COIN, military forces may extend protectiand support to the HN population to ensure their
continued contribution to the overall stability operation. In the interest of transparency, military forces
specifically request and carefully negotiate thiotgction. Similarly, the long-term success of any
counterinsurgency often relies onethability of the secitly force to protect and maintain critical
infrastructure until the HN government can resuthat responsibility. Essential tasks may include
identifying, securing, protecting, and coordinating disposition for stockpiles of munitind CBRN
materiel and precursors; facilities; and adversaries with technical expertise as well as the following:

* Protect—
— Government-sponsored civilian rectmstion and stabilization personnel.
— Contractor and civilianeconstruction and stabilizati personnel and resources.

» Protect and secure—
— Places of religious worship and cultural sites.
— Ciritical infrastructure, natural resources,ilaiegistries, and property ownership documents.
— Strategically important institutions (suak government buildings; medical and public
health infrastructure; the central bank, national treasury, and integral commercial banks;
museums; and religious sites).
— Military depots, equipment, ammunition dumps, and means of communications.

» Build Host Nation capacity to protect—
— Civilian reconstructiontad stabilization personnel.
— Infrastructure and public institutions.
— Military infrastructure.

Clear Explosive and CBRN Hazards

7-10. To an HN combatting an insurgan the presence of explosivezards (inclugig minefields,
IEDs, and unexploded ordnance) and CBRN hazardsilfieg from intentional or accidental release)
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inflicts stress that the survivingpstitutions cannot bear. These hazarédstrict freedom of movement,
hinder international trade, and detract from thditgbof an HN government to secure its population
and borders. Military forces maglear unexploded ordnanand other explosive hazards to facilitate
capacity-building activities. Removinipese hazards ensures the safeggurity, and well-being of the
local populace. Essential tasks may include—
» Establish an explosive hazards coordination cell.
e Conduct emergency clearing of mines, IEDsexploded ordnance, and other explosive
hazards.
» Map, survey, and mark mined areas, unexglaateinance, and other explosive hazards.
* Remediate hazards remaining from the redea§CBRN hazards amddiological fallout,
as well as provide decontamination support.
» Create Host Nation capacity to conduct demining.
» Build Host Nation capability to export demining expertise.

ESTABLISH CIVIL CONTROL

7-11. This task regulates selected behavior and acswvitfendividuals and group3his control reduces
risk to individuals or groupsna promotes security. Civil confre¢hannels the population’s activities
to allow provision of security and essential seegi while coexisting with a military force conducting
operations (FM 3-0). Atop priority for militaryforces conducting stdlly operations during a
counterinsurgency will be the re-edtabment of legal and justice systetoshelp aid with security sector
reform. Units may find themselves involved wittorrections activities, establishing public order
and safety, resolving propg disputes, and supportimgconciliation efforts. Mostilitary efforts focus on
building temporary or interim capitibes until more permanent capabiliti@se put in place by either the
Host Nation or US and international agencies.

SUBORDINATE TASKS
7-12. Typical civil control subordinate tasks a counterinsurgent unit may perform are—

» Establish public order and safety.

» Establish interim criminal justice system.

» Support law enforcement and police reform.

e Support judicial reform.

» Support property dispute resolution processes.

e Support corrections reform.

e Support public outreach and community rebuilding programs.

Establish Public Order and Safety

7-13. These tasks provide a broad range of activitiegrotect the civiliarpopulace, provide interim
policing and crowd control, and secure critical infrastinte. These essential taskepresent actions that

must occur during and after an inseingy to ensure the long-term sustainability of any reform efforts. The
speed and effectiveness in performing these tasks directly correlates with the length of time to defeat the
insurgency. Executing these tasks as soon as practical after intervening reduces the time required
for related efforts and allows the mission to be ewulshed far sooner. However, the military’s legal
authorities for all activities in the §tice sector, particulgrinvolving enforcemenand adjudication of the

law, must be clear. Essential tasks may include—

» Secure the population.

» Ensure humanitarian aid and security foneech endangered poputats and refugee camps.

» Perform civilian police functions, including investigating crimes and making arrests.

» Locate and safeguard key witnesses, doctsneand other evidence related to key ongoing
or potential investigations and prosecutions.

» Control crowds, prevent looting, and manage civil disturbances.
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» Secure facilities, records, storage equipment,fands related to criminal justice and security
institutions.

» Build Host Nation capacity to protect military infrastructure.
» Build Host Nation capacity to protect infrastructure and public institutions.
» Build Host Nation capacity for emergency response.

» Fostering sustainability where military forces identify modernization needs and the means
to achieve them.

Establish Interim Criminal Justice System

7-14. Often in COIN, establishing or reestablishing an interim justice system is a prerequisite. This
restoration requires a widange of skilled professionals workingder a clearly defined legal authority:
judges, prosecutors, court administrators, defelaseyers, corrections personnel, law enforcement,
and investigators. These personnel—and the institutioes represent—provide a temporary respite that
allows the Host Nation to restore its legal systesseftial tasks may include @itial response in which
military forces—

» Assess current laws and needrwodifications or adoption dfiternationally accepted codes.
» Assess Host Nation capacity to combat crime.
» Deploy interim justice personnel to complement Host Nation criminal justice system.

» Establish mechanisms to review the legality of detentions and minor cases to minimize pretrial
detention.

» Enact interim legal codes and procedures permitted by international law.

Support Law Enforcement and Police Reform

7-15. US military forces provide support to law erdement and policing operations, which is integral
to establishing civil control. HN police may provide this capability if the security environment permits.
Usually in insurgencies, the HN podi may have become corrupt or failed altogether. In failed states,
especially during and immediately after conflict, military police forces are the only organizations able
to fill this void. At times, HN police augment milita forces, rather than the other way around. The
preferred providers of civilian law enforcement services are HN police, augmented as required by military
and paramilitary police units with policing capabilities. Civilian agencies typically provide training
and capacity-building support for law enforcement isexss However, US and HN military forces may be
required to perform these services in the interim, until the situation permits transition of this function
to civilian agencies or organizations. Essential tasks may include the following:
« Identify, secure, and preserve evidence of—
— War crimes.
— Crimes against humanity.
— Corruption.
— Transnational crime such as terrorism, organ@ade, human trafficking, and narcotics.
« Identify and detain perpetrators of these offenses.
» Support vetting, checking credentiaasd accounting for HN police forces.
» Inventory and assess police facilities and systems.
» Train and advise HN police forces.
» Rehabilitate or construct necessary facilities.
» Establish police academies.

Support Judicial Reform

7-6

7-16. The reform of judicial bodies is integral ole of law and provides the necessary framework

for broader security sector reforifhe support provided to judicial institons parallels efforts with police

and security forces to enhance the state’s capability to maintain civil control and security. Under most
circumstances, other agencies organizations typically support the development of the judicial branch
of government. In a failed state, however, militargcés may initially perfornthese functions until they

can be transitioned to an appropriate civilian agency or organization. Essential tasks may include—

* Identify Host Nation legal professionals.
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» Educate criminal justice personnel on interiegal codes and international human rights
standards.

* Inventory and assess courts, law schdetgl libraries, and bar associations.

» Deploy judicial advisors and liaisons.

» Rehabilitate or construct necessary facilities.

» Support vetting of Host Nimn legal professionals.

Support Property Dispute Resolution

7-17. A vital service of the judicianpranch is to resolve propertysgutes. One of the causes of an
insurgency might be old disputes over ownership and control of property. Aethanust implement
dispute resolution mechanisms. Tlevents the escalation of violence that can odcuthe absence
of law order as people seek resolution on their own terms. Typically, the military’s role in resolving
disputes is limited to transitional military authority where these mechanisms are implemented in the
absence of a functioning Host Natigovernment. Essential tasks maglude an initial response in which
military forces—

» Implement mechanisms to prevent unauthorized occupation or seizure of property.

» Publicize dispute resolution process.

» Coordinate dispute resolution process to deter violence and retribution.

Support Corrections Reform

7-18. When the goal in COIN is to criminalize the insurgency and prosecute insurgents in the HN court
system, corrections reform is an integral componetradder security sector reform. Corrections reform
tasks focus on building HN capacity in the penal system, restoring the institutional infrastructure,
and providing oversight of the incarceration processk3also include a comgrensive assessment of the
prisoner population to help reintegrate political prisoners and otherdlurgatained or held without due
process. Essential tasks may include—

« Identify and register all detention, correction, or rehabilitative facilities.

» Preserve and secure penal administrative records and reports.

 Inventory and assess prispapulations and conditions.

e Implement humanitarian standards in prisons.

» Provide emergency detention facilities.

» Vet corrections personnel.

» Deploy penal trainers and advisors.

» Refurbish prison facilities at key sites.

» Coordinate jurisdiction and handover.

 Facilitate international monitoring.

* Rebuild corrections institutions.

» Train and advise correotis personnel to internationally accepted standards.

» Develop reconciliation, parole, and reintegration mechanisms.

Support Public Outreach and Community Rebuilding Programs

7-19. These programs are central to the reconciliatiatgss in a counterinsurgency, and to promoting
public respect for the rule of law. They provide tHN populace with a means to form a cohesive society.
While these programs generally do motolve substantial military inveement, some activities require the
force’'s support to achieve succe&ssential tasks may include amtial response in which military
forces—

» Establish broad public information programs to promote reconciliation efforts.
» Assess needs of vulnerable populations.
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TECHNIQUES

7-20. Most combat-oriented techniques for performing establish civil control-type tasks are covered
in Chapter 5 and Chapter 6. Checkpoint operatiand vehicle searches help establish public order
and safety by limiting the insurgent’s freedom of movement.

Establish Checkpoint (Control Traffic)

7-21. A checkpoint is a manned positiomsually at a chokepoint onraain thoroughfare, which can
control all vehicular and pedestrian traffic passing along that road. A checkpoint may stop and check all
vehicles or only a selected few. A checkpoint is aotoadblock. A roadblock prevents all vehicular

or pedestrian traffic along a thoroughfare.

7-22. Checkpoints may be temporary, semipermanent, or permanent. A common discriminator between
a temporary and a semipermanent checkpoint is its manning requirements. A temporary checkpoint has no
shift requirements—the same individuals can éstaboperate, and then break down the checkpoint.
A semipermanent checkpoint requiredesst one additional ‘shift’ of psonnel to operate it for the length
of time required. Over time, a semipermanent checkpoint may turn into a permanent checkpoint.
A permanent checkpoint usually has no set end timat Mations have permanent checkpoints, especially
at international border crossings or at key acams#rol points. Common reasons for establishing a
checkpoint during counterinsurgency operations include—

» Demonstrating the presence and authority of the host government.

» Checking vehicles for explosive devices.

» Maintaining control of vehicular and pedestrian traffic.

» Apprehending suspects.

» Preventing smuggling of controlled items.

» Preventing infiltration of unauthorized civilians into or through a controlled area.

» Serving as an observation post.

Considerations

7-23. Checkpoints cause considerable inconvenience and sometimes fear to the population. Therefore, it
is important that the citizens understand that checkpaire a preventive and reopunitive measure. The

use of a TPT to broadcast instructions and explanations and disseminate handbills to civiliagsatvaitin
checkpoint helps minimize negative reactions #&dbntrol measure and to ensure compliance.

7-24. The rapid establishment of a temporary checkpoint can support a host of counterinsurgency
operations. The two types of checkpoints follow:
Snap Checkpoint

7-25. This is a rapidly established, temporary checkpoint. If time allows, a designated, mobile unit
is trained and resourced for this mission. Then, iitite warning, this unit caestablish a snap checkpoint
almost anywhere.

Enduring Checkpoint

7-26. This is often established initially as a snapdtpoint. As the site ifurther developed, an
enduring checkpoint becomes semipermanent.

7-27.  Insurgent forces often target traffic checkpoints with harassing sniper or indirect fire. A plan
to quickly locate and react to tleeshreats often reaps great benéitiditionally, checkpoints are often
targeted by insurgent snipers byr a scripted traffic incident. Ehinsurgent's goal is to induce the
counterinsurgent to overact and therxploit the overreaction in the media.

Locations

7-28. The precise location and degree of visibilityaotheckpoint reflect itpurpose. A highly visible
checkpoint is often located where traffic can avoid it. This works well for entry-control points and border
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crossings. A concealed checkpoint is often located where traffic canoat it by byassing, turning
around or getting off the road withooiting observed and, if orderetktained. Figure 7-2 and Figure 7-3
show possible setups for snap and enduring checkpoints.

Conduct Vehicle Searches

7-29. Any unit may be tasked to condube routine search of vehicldsthere is a high probability that
vehicles may be wired with explosives, then @dCEteam should lead the search effort. All vehicles
should be screened before entering the search anealljUscreening is done at the initial barrier and IAW
local screening criteria. Vehicles are then directiéftee through the search area or to one of the search
sites. Normally passenger vehicles are segregited commercial vehicles as part of the screening

process.

PLANS

7-30. Determine the specific purpose of the checkpoint. The purpose influences the location, degree
of individual checks, length of time, resources, and manpower required.

Define the parameters of searches—this induddether to search all pedestrians and all
vehicles. For vehicles, deteime whether to search the hiele, the occupants, ora
combination. Determine the search method and level of search detail. Distribute a “Be on the
look out” (BOLO) list, if available.

Establish the screening criteria for searchethe method of screening. This can reduce time
and manpower requirements.

Determine the in-effect time. Checkpointstilag longer than 12 hours will require shifts.
Consider placing rest areas for shifts near thechesea so they can beedsas a reserve force.
Establish both near and far security. Near security protects the checkpoint force. Far security,
often concealed, prevents tlescape of any vehicle or person attempting to turn back upon
sighting the checkpoint. Plans must include the actions taken when this happens.

Establish and brief the ROE and EOF procedures including warning signs.

Rehearse checkpoint operations, especially EOF procedures.

Design the checkpoint layout and gather the needed materials before arrival.

Determine the personnel requirements.

Emplace in positions where traffic cannot easily bypass the checkpoint.

After it can operate on its own, determine if the HN security force should man the checkpoint.
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Figure 7-2. Well-equipped shap checkpoint layout.
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MATERIAL CONSIDERATIONS

7-31.

Consider equipment, for example—

Equipment, such as speed bumps or filled barrels, to slow and canalize vehicles.
Protection items, which may inclutdeth lethal and nonlethal munitions.
Concertina wire to control movement around the checkpoint.

Sandbags and wood for des#ve positions or bunkers.

Binoculars, night vision devices, and flashlights.

Long-handled mirrors (for inspecting vehicle undercarriages).

Logs and checklists for inspectors, supervisors, and so on.

Caution flags and unit signs.

PERSONNEL CONSIDERATIONS

7-32.

Consider each element:

Command element.

Security element.

Search element.

Linguists and Host Nation representation.
Military police.

Medical personnel.
Communications personnel.
Tactical PSYOP team.
HCTs.

Military working dog teams.
HN security force personnel.

ESTABLISHMENT

7-33.

Position a combat vehicle off the rodit within sight, to deter resistance.

OPERATION

7-34.

7-12

Keep this vehicle in a hull-down position and protected by local security. It must be able
to engage vehicles attempting to break through or bypass the checkpoint.

Place obstacles in the road to slowcanalize traffic intdhe search area.

Establish a reserve, if applicable.

Establish a bypass lane for approved convoy traffic.

Designate the vehicle search area.

Establish a parking area adgnt to the search area.

Designate male and female search areas neavethicle search area. Normally, search women
using a metal detector, searched by a fer8aldier or searched by a Host Nation female.
Consider a controlled bypass lane for HN civilians with medical emergencies, HN civilian
officials, or other HN population concerns

Consider the effect on the local population to include market times, sporting events, holidays,
and collateral damage

Screen all vehicles IAW with established,efarably written, criteria. Establish observation
for vehicles or occupants attempting to avoid the checkpoint. This includes—

Exiting a vehicle and walking away or around the checkpoint.
Having a lead vehicle signal a following vehicle to avoid the area.
Creating a distraction to allow the vehicle or occupants to slip away.
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SCREENING CONSIDERATIONS

7-35. In addition to having a basic published list of criteria—
* Note the number of occupants.
* Note the type or color of the vehicle.
» Devise a method of managing important changes or alerts.
» Observe all vehicles and all occupants.
» Always maintain some element of randomness.

Basic Levels
7-36. The three basic levels g€hicle searches follow:

Initial

7-37. This is a cursory search that is the same for all stopped vehicles. This relatively quick check
should take no more than two minutes. It may be doetbwith initial vehiclescreening. Basic vehicle
initial search procedures include—

» Ensure at least two people conduct the search:
— One guard (driver and occupants)
— One searcher (vehicle)
» Stop the vehicle at the search site.
» Have all occupants exit the vehicle and move them to one location.
* Instruct the driver to turn off the engine, and then open the hood, trunk, and all doors.
» Continue the search once the above is complete.
* Question or search of the driver and occupants is optional.
» Begin and end the exterior search at the front of the vehicle, moving in a clockwise direction.
» Visually search of the exteri and top of the vehicle.
» Visually search of the underside of the vehicle.
» Search the interior starting ahe front compartment, thethe right side, then the rear
compartment, then the left side, ending at the front.
» Complete the search.
* Instruct the driver and occupants to continue.

Primary

7-38. This isa full search of select vehicles. Vehicles may be selected randomly, IAW screening
guidelines or due to similarities to vehicles assd with previous events (a be-on-the-look-out,

or BOLO list.) This search usually entails checking the interior, exterior, engine and trunk compartments
and mirror checks of the vehicle underside. It should take two to five minutes. Primary search include
those of those of the initial search and may add the following—

» Question or search the driver and occupants.
» Check the inside of the front hood.
» Check the rear compartment.

Secondary

7-39. This is a detailed search of a suspect vehileehicle becomes suspect usually due to screening

or discovery of items during a primary search. This thorough search is manpower and time intensive. It
may include disassembling panels, checking interiors of wheels, and so on. At the basic level, to conduct a
secondary search of a vehicle—

» Ensure at least four people conduct the search:

— Two for the driver and occupants.
— Two more for the vehicle.
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Assume that the driver and occupsat the vehicle itself is suspect.

If possible, have the vehicle stop in a safe and secure location.

Instruct the driver to turn off the engine, open the hood, open the trunk, and open all doors.
Obtain the keys from the driver.

Move the driver and occupants to a separate location.

Detain and search driver and apants while searching the vehicle.

Begin the vehicle search aktfront and end at the rear.

— One searcher searches the rigbit, right side, and right rear.

— The other searcher searches thefteftt, left side, and left rear.

Conduct a visual search of the exterior and top.

Conduct a visual search of the underside of the vehicle.

Without entering, conduct a visual search of the interior of the vehicle.

Ensure the engine is off, and then ensure the hood, trunk, and all doors are open.
Check the inside of the front hood.

Check the interior left and right sides.

Check the reacompartment.

Complete the search.

Return keys to driver.

Instruct driver and occupants to continue.

Vehicle Types

7-40.

Vehicles are generally categorizedo four types: automobiles (cars), motorcycles and bicycles,
buses, and heavy goods vehicles (trucks). Searchideoatons for the car are covered above as part
of basic vehicle considerations. Search conatitars for the three additional vehicles follow:

Motorcycles and Bicycles

7-41.

Buses

7-14

7-42.

Basic motorcycle and bicyckearch procedures include—

Ensure at least two people conduct the search.

— One for the driver and passenger.

— One for the vehicle.

Have the driver or a passenger turn off the engine and dismount.
Visually inspect the vehicle arahy compartments on the vehicle.
Complete the search.

Instruct driver and passenger to mount up and continue.

Basic bus search procedures include—

Ensure at least four people conduct this search.

— Two for the driver and occupants.

— Two for the bus itself.

Set aside an area to search buses due to their length, potentially large number of occupants,
and lots of luggage.

Instruct only the driver to turn off the engine and open all exterior compartments.

Initially, board the bus, check all occupants' identification, note seating arrangements,
and check carry-on baggage.

If a full search is required, have all occupaetg the bus with their baggage, and then detain
them while you search the bus and baggage.

Complete the search.

Instruct driver and occupants to reload and continue.
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Heavy Goods Vehicles (Trucks)

7-43. Basic heavy goods (truck) vehicle search procedures include—
» Ensure at least three personnel conduct the search.
— One for the driver and occupants.
— Two for the vehicle.
» Set aside an area to search these vehicles due to their length and amount of cargo.
* Instruct the driver to turn off the engine, open the hood, and open all doors.
» Check the driver’'s credentials and cargo manifests.
 Inspect to the degree required for the cargo.
» Complete the search.
* Instruct driver and occupants to secure load and continue.

SUPPORT TO GOVERNANCE

7-44. This helps build toward efféiwe, legitimate governance. Spkcally, it focuses on restoring
public administration and resuming public services, while fostering long-term efforts to establish a
functional, effective system of piical governance. In every case, fitre counterinsurgent to develop a
long-term solution, unit actions rsustrengthen the Hostation government and reinforce its legitimacy
with the people (Figure 7-4). The formation of effective local governmenis critical to the success

of any counterinsurgency operatibecause they provide the foundatifor legitimate governance at the
national level. Additionally, effective local governmemromote social stability when people have a say

in their own government. They also increase financial transparency, which helps fight corruption. At the
local level, the formation oflocal neighborhood councils serves asan excellent starting point
for supporting governance. Units may have to initiate these efforts without an external agency support.
Neighborhood and distriatouncils are effective because thaypower the population on many levels.
They help the populace devise losalutions to local problems andlpecitizens and community leaders
build skills in community decisionimaking. All involved parties learto resolve conflicts peacefully

and in a transparent fashion. Localiocils also help leaders at the local level develop skills that can help
them serve at higher levels of government.

SUBORDINATE TASKS

7-45.  Typical tasks include—
e Support transitional administrations.
» Support development of local governance.
e Support anticorruption initiatives.
» Support elections.
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Figure 7-4. Legitimate governance.

THE CHALLENGES OF GOVERNANCE IN IRAQ

In 2003, perhaps the most volatile site for this ethnic conflict was the city of Kirkuk, located
in northern Iraq about 150 miles north of Baghdad. The city was located in what was historically
Kurdish territory, but its population had long been a mix of Kurds, Arabs, Assyrian Christians,
and Turkoman. Situated in the heart of Irag’s oil fields, Kirkuk had strategic importance for much
of the 20th century. Partly for that reason, in the 1970s and 1980s Saddam attempted to “Arabize”
Kirkuk by forcing Kurds to leave and moving Arab groups in. The arrival of Coalition troops in the
city in May 2003 opened up the possibility for the Kurdish population to take control once again over
an important cultural and economic center.

The 173d Airborne Brigade (173d ABN) took responsibility for the city soon after the toppling of the
Saddam regime. In May 2003, Soldiers of the brigade found themselves attempting to mediate
between groups of armed Arabs moving north to ensure the Kurds did not overwhelm the city
and the Kurdish groups that had begun flexing their muscles by forcibly evicting some Arabs. On 17
May 2003, this conflict became violent with firefights erupting in the streets of Kirkuk.

Colonel William Mayville, the brigade commander, recalled that this event served as the “really big
first lesson into, or insight into what some of the social dynamics in this community at play were.”
He added, “If you did not address [these dynamics], the consequences could be very, very violent.”

Instead of finding citizens eager for democracy, the Soldiers of the 173d ABN discovered a
multiethnic populace interested in removing all vestiges of Baathist power and solving the problems
of Saddam’s Arabization policies, while also ensuring their ethnic group retained its social,
economic, and political position in the city. This presented a complex problem to the Soldiers of the
brigade, the large majority of whom had no experience in politics of any type.

One of the first recommendations made by brigade officers was the establishment of a multiethnic
city council that could help redress the grievances of the various groups and begin moving the city
forward. By the end of May 2003, less than 6 weeks after the brigade arrived in Kirkuk, Mayville
and his governance team selected 300 delegates from the city, who elected a 30-seat council,
which included 6 representatives from each of the 4 ethnic groups.
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Working with civilian contract consultants who had partnered with USAID, brigade officers
convinced the city council to establish a new structure that included five directorates: employment,
public safety, public works, budget office, and resettlement. The employment directorate would play
a direct role in enforcing the de-Baathification process and US officers hoped the resettlement
office could work with both Arabs and Kurds to defuse the tensions caused by land disputes. RTI
consultants and CA officers also helped the new Kirkuk budget office prepare the city’s budget
for 2004 and established a citizen’s bureau to help handle complaints from the public.

Adapted from "On Point II: Transition to the New Campaign: The United States Army in Operation
IRAQI FREEDOM," May 2003—January 2005

Support Transitional Administrations

7-46. When the HN government has collapsed or been deposed, counterinsurgency efforts focus on
immediately filling the void in governas. In either situation, the refisity and trustworthiness of local
officials is suspect; due care and prudence are negegsavoid empowering officials whose interests

and loyalties are inconsistent with those of the ocitgpforce. For example, a tactical unit may struggle

with identifying and emplacing a good neighborhood council leader. Tasks may include—

* Vet Host Nation officials.
* Reconstitute leadership at local levels of government.
» Establish interim legislative processes.

Support Development of Local Governance

7-47. Establishing effective governance at the locakles necessary beaf® developing governance
institutions and processes throughout the HN. Initigffective local governance almost depends entirely

on the ability to provide essential civil services to the people. Most stability tasks require an integrated
and synchronized effort across all sectors to achieveldisired end state. Tactical Units have often had
success when working with a city, district or tribal council, or city manager. Essential tasks may include—

» Establish mechanisms for local-level participation.

« Identify, secure, rehabilitate, and mainthasic facilities for the local government.
» Restore essential local public services.

» Provide resources to maintain essential local public services.

Support Anticorruption Initiatives

7-48. Corruption of government official could be a root cause that led to the insurgency. Providing legal
guidance and assistance to the transitional governmmétidates the near-terreffects of corruption.
Long-term measures ensure lasting success.ufn and graft can hinder efforts to establish
governance, restore rule of law, or institute econawtovery. While some level of corruption is common

to many cultures, its existence can unhinge reform efforts and put the entire mission at risk. Essential tasks
may include an initial response in which military des create mechanismsdartail corruption across
government institutions. Units musedde if there is an acceptable Iewgécorruption in the HN society.
Essential tasks may include an initial response to—

» Disseminate ethical standis for civil servants.
» Ensure transparency in the dispersal of government resources.
» Implement reporting procedures for corruption and intimidation.

Support Elections

7-49. The ability of the HN government and its local sulslimis to stage fair and secure elections is a
significant milestone toward establishing legitimat&gective governance. Whileivilian agencies that
maintain strict transparency guitlee elections process, military é@s provide the support that enables
broad participation by the locpbpulace. Essential tasks may include—
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» Provide security for pollinglaces, voters, and ballots.
» Determine identification requirements for voter registration.
» Establish or verify voter registry.

TECHNIQUES

7-50. Two critical governance techniques are negotiating and mediating, and leader and meeting
security. See FM 3-07 for additional technique considerations.

Negotiations and Mediations

7-51. In a counterinsurgency, situations may arise tbatiire counterinsurgency personnel to negotiate,
mediate, and perhaps arbitrate disputes. These usually involve minor points of contention between the
belligerents or disagreements abdlwe daily routines of the countesurgent force. Uih leaders must

remain aware of their limitations. Larger pointscohtention orissues begd their ability to resolve

should be referred to a higher authority. If possibalbitration should be referred to the existing legal
system. Negotiations are made from a position of strength while mediation is made from a position
of impartiality. In the joint, combined, and interagency environment, negotiations and mediatidrms can
complex. Nonetheless, all negotiations and mediatieqaire tact, diplomacy, honesty, patience, fairness,
effective communications, cross-cultural sensitivity, and careful planning. For the purposes of this manual,
the following definitions are used:

Negotiation

7-52. This is a discussion between at least two m@rtigth the intention to produce an agreement.

Mediation

7-53. This is an attempt to bring about a peaceftilesment or compromise between disputants through
the objective intervention of a neutral party.

Arbitration

7-54. This is the process by which disputants submit their differences to the judgment of an impartial
person or group appointed by mutual consent.

Usage in a Counterinsurgency

7-55.  Unit leaders must be prepared to conduct negotiations or mediations with the leaders or members
of various groups. These groups may be political, ethréligious, tribal, military, or even family.
Understanding the composition of groups in the AQite for effective negotiations and mediations.
Analyzing civil considerations using ASCOPE of wai$ groups can be extremely helpful in preparation

for these discussions. Furthermprtensions or hostilities between groups may destabilize a society
and provide opportunities for insungts. Negotiations and mediationsay be broken down into two
categories: situational and preplanned.

Situational negotiations and mediations

7-56. These both allow immediate discussion and resolution of an issue or problem. For example,
members of a ground patrol might encounter two groups arguing at an intersection. To negotiate a
resolution to this problem, the patrol must thoroughly understand the ROE and rules of interaction (ROI).
Soldiers apply this working knowledge to the process of discussing and, when possible, resolving issues
and problems between opposing parties, which might include the unit itself. The leader on the ground must
know when he has exhausted his options under the &@ROI, and turn over the discussion to a higher
authority.
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Preplanned negotiations

7-57. These allow discussion and resolution of an upcoming, specific issue or problem. For example, a
company commander may conduct a work coordinatreting between leaderof the belligerents

to determine mine-clearing responsibilities. As with situational negotiations, preplanned negotiations
require leaders to know and understand the ROE and ROI. Leaders must also know as much as possible
about every aspect of the disputdéssue. The negotiator’s goal isreach an agreemetitat is acceptable

to both sides, and that reduces antagmrand the threatf renewel hostilities.

Considerations duringCounterinsurgencies

7-58. Commanders should identify powerful groups botsida and outside their AOs, and obtain key
information about them to better prepare for negjatimand mediating. Analyzing civil considerations
using ASCOPE is a useful tool. This prior preparation can be especially beneficial for the day-to-day
situational negotiations and mediations that ocaasily arise during daily operations. This key
information includes—

« Formal relationships such as treaties or alliances between groups.

 Informal relationships such as tolerance or friction between groups.

 Divisions and cleavages between groups.

» Cross-cutting relationships between groups sashreligious beliefs, political parties, and
business ventures.

Guidelines for Negotiations and Mediations

7-59. Credibility is key to success. Assrule, only communicate necessarfprmation and those actions
that authorities and commanders intend to do or hihegeauthority to do. Successful negotiating often
involves communicating a cleposition on all issues. This includeswalizing several possible end states,
while maintaining a clear idea of the best eratesand conveying a willingness bargain on negotiable
points. Use tact to justify stding firm on nonnegotiable pus while still communicating respect for other
participants and consider having points &t disposable to use for concessions.

Steps

7-60. Several steps are common to negotiations ardiatiens, especially preplanned negotiations:

Determine the Purpose

7-61. Before contacting leaders of the belligerent parties to initiate the negotiation or mediation process,
participants must know what they are trying to do, as well as the limits of their authority. Ensure that
participants can recommend that treiperiors ratify the agreement.

Prepare

7-62. Thorough preparation is needed to ensure tlieesis of the negotiation or mediation process.
Commanders must familiarize themselves with both the situation and the area in which their unit will
operate. They should consider selecting one pasununderstands conflict dynamics and cross-cultural
issues to observe a negotiation or mediation andagvée. This individual can watch for body language

and other indicators of how the process is working. In turn, this person may be able to coach more effective
techniques to the negotiators or mediators. Leaddrould also develop an agenda for the meeting
and consider the conduct, customs, and actions expected at the meeting

Communicate

7-63. Participants must establish an effective means of communicating with all parties. They should not
assume that a certain leader or element is opposed to their efforts without careful investigation. Instead,
they must ensure that facts a@rect before forming any opinions. The commander must earn the trust
and confidence of any opposing party. This includs®blishing an atmosphefand a physical setting)

that participants will judge to be both fair and safe.

FMI 3-24.2 7-19



Cha|

pter 7

Execute

7-64. Always strive to maintain control of the session; be firm, yet even-handed, in leading the
discussion. At the same time, be flexible, watlwillingness to accept recommendations from the opposing
parties and from assistants and advisors. Settle the easy issues first. Be poepaeede issue-by-issue

in a predetermined order. Actions can have diffecamntotations to individuals of other cultures. Culture
shapes how people reason, what they accept as fact, and what principlappiyeto decision making.

Also, nonverbal behavior, such as the symbolic rituals or protocols of the arrangement for a meeting,
is important. If participants cannatach agreement, theyust keep the dialogue going. At a minimum,

they must seek agreement on when the parties will meet again.

Leader and Meeting Security

7-65. Key leaders and important meetings, even faldished nonviolent peaceful areas of the world,
need security. This security allows leaders to $oon the meeting’s purpose without distractions. During a
counterinsurgency, security becomes an absolute rewgriteas all key leaders and important meetings are
potential targets for insurgents. Successful counterinsurgency operations require active interaction with the
population. This interaction varies from formal megf and negotiations to informal interactions with

local citizens. Formal meetings and negotiations are significant mission events and should be thoroughly
planned and properly resourced. Informal interactions happen with little or no planning but must still b
prepared for thorough training and SOPs. In most situations, unit leaders, from team leaders up are the
individuals who will be involved imegular interactions and mesds. These personnel are often placed

in exposed positions as they execute their mission.eAtattical level, a personal security detachment, MP
platoon, or squad will typically secueeleader, VIP, or meeting. Leadeand units consider several things

when preparing for meetings or negotiations:

Individual Soldier Interactions

7-66. In a counterinsurgency environment, individual Soldiers interact daily with the local population.
When doing so, they must maintaituational awareness and be prepaeedeact immediately to a range

of situations. While one Soldier interacts, another shpubvide security for the other. This is easy if the
buddy system is used.

Considerations for Leader Security

7-67. At least one person should be ready to provide close-in, direct physical protection for the leader.
However, this should not interfere with the leadenission accomplishment, shduhot irritate to other
participants, and should not include behavior thatdtcbel seen as a threat. Planning must also determine
any restrictions on people approaching the proteaadelr, and should restrict the circulation of people
around the leader. If armed at all, the leader shouiy @asidearm. This leaves the leader's hands free

to react to close-in threatse&urity personnel should take positionhere they can observe everything

and everyone near the leader.

Considerations for Meeting Security

7-20

7-68. Before a meeting, crowd-control measures should be planned and prepared, even if crowds are not
expected.. Evacuation routes and EOF procedurescsheyplanned for key parmsnel. Planning for outer
security should include coveragéinner and outer cordons.

» The inner cordon protects the meeting participartstrols access to the meeting, and controls
the immediate crowd.
» The outer cordon isolates and controls accesth@éomeeting. This cordon may be close in
and visible or out of sight of the actual meeting, focusing on outside elements trying to gain
access.
7-69. If available, use special units or weapons such as snipers and shotguns or nonlethal weapons. Use
at least one interpreter (two are preferred). Onigeldyg interprets while the other observes body language
and listens to side conversations in the audience. All of these steps should be rehearsed before execution.
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7-70. A typical technique for conducting a meeting includes reconnoitering the meeting site and also
conducting a pre-site clearance before the meetingeBalso establish outer and inner cordons, secure
the meeting, collapse both cordons, and then conduotdarly movement back to their base or combat
outpost. All of these actions should be rehearsed extensively prior to execution.

RESTORE ESSENTIAL SERVICES

7-71. Army forces establish or restore the most basic services and protect them until a civil authority or
the Host Nation can provide them. Here, the counterinsurgent force works toward meeting the population’s
basic needs. Ideally, the military is simply providing the security for the humanitarian assistance.
Normally, Army forces support other government, intergovernmental, and Host Nation agencies. When the
Host Nation or other agency cannot perform its role, Army forces may provide the basics directly
(FM 3-0). Tactical units focus primarily on addressing the immediate needs of a population and fostering
Host Nation efforts at restoring essential serviddgwever, in the absence of Host Nation capability,
military forces may directly perform these tasks as the Host Nation develops the ability to do them on its
own. Tactical units will generally provide for thesia needs of the population, such as food, water,
shelter, and basic medical careho8ld other agencies be preserigse coordination between military
forces and those agencies will become paramd@8ete FM 3-07 for techgile considerations.)

SUBORDINATE TASKS

7-72. Typical subordinate tasks to restore essential services follow:

» Provide essential civil services.

» Tasks related to civilian dislocation.

e Support famine prevention and emergency food relief programs.
e Support public health programs.

e Support education programs.

Provide Essential Civil Services

7-73. Although closely related to establishing and supporting effective local governance, efforts
to provide essential civil services to the HN pe@pioin involve developing the capacity to operate,
maintain, and improve those services. This broader focus involves a societal component that encompasses
long-range education and training, employment progrand economic investment and development. At

the tactical level, activities of military forces to provide essential civil services are often defined in terms
of the immediate humanitarian needs of the people: providing the food, water, shelter, and medical support
necessary to sustain the populationildacal civil services are rested. Once their immediate needs are
satisfied, efforts to restore basic services and transition control to civil authorities typically progress using
lines of effort based on the memory aid, SWEATM%sewage, water, electricity, academics, trash,
medical, safety, and other considerations). These lines of effort are vital to integrating efforts to reestablish
local HN services with similar, related actions to establish a safe, secure environment. Tactical units may
support the effort to provide essential civil seed by conducting detailed infrastructure reconnaissance

or security for those types of reconstruction projects. Essential tasks may include—

» Provide for immediate humanitarian needs (food, water, shelter, and medical support).
» Ensure proper sanitation, purification, and distribution of drinking water.
» Provide interim sanitation, wastewater, and waste disposal services.

Tasks Related to Civilian Dislocation

7-74. In the fluid and uncertain nature of an insurgency, the population is often left homeless. The
presence and uncontrolled flow of dishted civilians can thaten the success afiy stability operation.

The treatment of displaced populations eitHesters trust and confidence—laying the foundation

for stabilization and reconstruction among a traureatipopulation—or creates resentment and further
chaos. Local and international aid organizations are most often best equipped to deal with the needs of the
local populace but require a securevieonment in which to operate. fidugh close cooperation, tactical
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units can enable the susseof these organizatioby providing critical assiance to the populace. Nearly

80 percent of all dislocated civilians are women or children. Most suffer from some form of posttraumatic
stress disorder, and all require food, shelter, and medical care. Following a major disaster, humanitarian
crisis, or conflict, providing adequaseipport to dislocated civiliansteh presents a challenge beyond the
capability of available military forced herefore, military forces offerital support—coordinated with the

efforts of other agencies organizations—to proVidenanitarian assistance to the general population. The

list of essential tasks includes—

* Assist dislocated civilians.
» Support assistance to dislocated civilians.
» Support security to dislocated civilian camps.

Support Famine Prevention and Emergency Food Relief Programs

7-75. Famine vulnerability may cause an insurgency.ifsurgency could ceiitdly lead to a food
scarcity. The combination of weakstitutions, poor policies, anshéronmental change often results

in famine. Famine may result in food insecurity, @ased poverty, morbidity, dmatrition, and mortality.
Government agencies, such as the US Agefumryinternational Development (USAID), numerous
nongovernmental organizations, andthe United dwati are instrumental toresponse efforts

in famine-prone states. They oversee the major relief programs that provide emergency food aid
to suffering populations. T#cal unit of these efforts is vitalo the overall success of the operation.
Essential tasks may include—

» Monitor and analyze food security and market prices.

» Predict the effects of conflict on access to food.

» Estimate total food needs.

» Assess the adequacy of local physical transport, distribution, and storage of food.
» Deliver emergency food aid to most vulnerable populations.

Support Public Health Programs

7-76. This enables the complementary efforts of local and international aid organizations. The initial
efforts of military forces aim tetabilize the public health situatiomithin the operational area. These
efforts may include assessments of the civilian medical public health systesuch as infrastructure,
medical staff, training and education, medical logistics, and public health programs. Achieving measurable
progress requires early coordination and constant dialog with other actors; ultimately, this also facilitates a
successful transition from military-led efforts to civilian organizations or the Host Nation. Essential tasks
may include—

» Assess public health hazardghin their AO including malnuition, water sources, and sewer
and other sanitation services.

» Assess existing medical infrastructure including preventative and veterinary services, health—
physical and psychological—care systems, and medical logistics.

« Evaluate the need for additional medical capabilities.

» Repair existing civilian clinics and hospitals.

« Operate or augment the operations of existing civilian medical facilities.

» Prevent epidemics through immediate vaccinations.

» Support improvements to local waste and wastewater management capacity.

» Promote and enhance the Hitdical infrastructure.

Support Education Programs

7-22

7-77. Military activities to support education programs generfdlyus on repairingr building physical
infrastructure such as classrooms, schools, aoeuwsities. In some cases, trained personnel with
appropriate civilian backgrounds prdei additional services such administrative or educational
expertise.
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SUPPORT TO ECONOMIC AND INFRASTRUCTURE
DEVELOPMENT

7-78. This helps a Host Nation develop capability aagacity. It includes bbtshort—and long-term
aspects. The short-term aspect concerns imateedproblems, such as large-scale unemployment
and reestablishing an economy at all levels. The teng-aspect involves stimulating indigenous, robust,
and broad economic activity. The stability a nation enjpydten related to its people’s economic situation
and its adherence to the rule of law. However teona economic health also depends on its government’s
ability to continuously secure its population.

SUBORDINATE TASKS

7-79. Typical subordinate tasks for support to economic and infrastructure development include—

e Support economic generation and enterprise creation.

e Support public sector investment programs.

e Support private sector development.

» Protect natural resources and environment.

e Support agricultural development programs.

» Restore transportation infrastructure.

» Restore telecommunicatis infrastructure.

e Support general infrastructure reconstruction programs.
¢ Use money as a weapon.

SUPPORT ECONOMIC GENERATION AND ENTERPRISE CREATION

7-80. Economic recovery begins with an actively engalgddr force. Insurgencies often gain recruits

by offering the unemployed a wage. When a tactical unit occupies its AO, the demand for local goods,
services, and labor creates employment opportunities for the pmallace. Local projects, such

as restoring public services, réding schools, or clearing roadsffer additional opportunities for the

local labor pool. Drawing on local goods, services, and labor presents the force with the first opportunity
to infuse cash into the local ecompmwhich inturn stimulates magk activity. However, this initial
economic infusion must be translated into consistapmital availability and stainable jobs programs.
Thus, short-term actions are taken with an eye tosvandbling financial self-reliance and the creation of a
durable enterprise and job market.

7-81. The local economy requires this stimulus to @mseconomic generation and enterprise creation.

It includes efforts to execute contracting duties; identify, prioritize, and manage local projects;
and implement employment programs. Often, such programs reinforce efforts to establish security and civil
order by providing meangful employment and eopensation for the local populace. The assessment

of the economic sector must include developing Kedge and understanding of local pay scales; this

is essential to establishing jobs programs with appropriate wages. Inflated pay scales may divert critical
professionals from their chosen field in pursuit of short-term financial gains from new jobs created by the
force. Establishing appropriate pay scales is also significant when the environment includes illicit actors
willing to pay for actions or services in direct conflict with the aims of the force. Adversaries can easily
exploit relatively low pay scales and quickly undevenefforts to build pasve perceptions among the
people.

7-82. HN enterprise creation is an essential activitijereby the local peoplorganize themselves

to provide valuable goods and sees. In doing so, they create jolisr themselves, their families,

and neighbors that are inherently sustainable after the departure of other actors. Host nation enterprises
may provide various goods and services, including eskestigces such as small-scale sewerage, water,
electricity, transportation, health care, and comations. The availability dinancing through banking

or microfinance institutions is essential to enterprise creation. Essential tasks may include—

* Implement initiatives to provide immediate employment.
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» Create employment opportunitits all ages and genders.

» Assess the labor force for critical skills requirements and shortfalls.

» Assess market sector for manpower requirements and pay norms.

* Implement public works projects.

» Support establishment of a business registry to register lawful business activity at the local
or provincial level.

» Provide start-up capital for small businesses through small-scale enterprise grants.

» Encourage the creation of small lending institutions.

» Enable the development of financial institutions.

Support Public Sector Investment Programs

7-83. Organizations such as the US Agency for Iraéiomal Development usually manage public sector
investment in a fragile state. However, the militéoyce can also influencsuccess in these programs.
Public sector investment ensures the long-term viahfifgublic education, health care, and mass transit.

It also provides for development in industries—suciasng, oil, and natural gas—and hydroelectricity.

At the tactical level, units may spur investment through grant programs or direct public investment
projects. Essential tasks may include—

« Identify projects that require large amounts of labor.
* Prioritize public investment needs.
» Develop plans to allocate available resources.

Support Private Sector Development

7-84. Developing the private sector typically begins with employing large portions of the labor force.
In addition to acquiring goods and services from the local economy, the tasks that support private sector
development infuse much-needeadsh into local markets and iniga additional public investment
and development. Essential tasks may include—
« Identify projects that require large amounts of labor.
» Assess the depth of the privater and enterprise creation.
« Identify obstacles to private sector development.
» Facilitate access to markets.
» Strengthen the private sector through contracting and outsourcing.
» Provide investors with protection and incentives.

Support Agricultural Development Programs

7-24

7-85. The agricultural sector is a cornerstone of a viable market economy, providing crops and livestock
vital to local markets and international trade. Theetlspment of this sector may be hindered by property
disputes, difficulty accessingearby markets, poor irrigation, ardaindisease, mineflds, or unexploded
ordnance. Therefore, developmentrages prioritize and integrate projects with related tasks in other
stability sectors to establish amdtitutionalize practical solutiongo the long-term growth of the
agricultural sector. The military contribution to agricultural development parallels related efforts to spur
economic growth in local communitieSogether, they draw on local labpools to help reestablish basic
services central to the agricultural sector. Essential tasks may include—

» Assess the state of agricultural sector.

» Secure and protect post-harvest storage facilities.

» Rebuild small-scale irrigation systems.

» Establish work programs to support agricultural development.

» Protect water sources.

* Identify constraints to production.

» Assess health, diversity, and numbers of animals.

» Establish transportation and distribution networks.

 Encourage Host Nation enterprise creation to provide goods and services to the

agricultural sector.
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» Ensure open transit and access to local markets.

Restore Transportation Infrastructure

7-86. Even at the local level, this is central to economic recovery. An underdeveloped or incapacitated
transportation infrastructure limits freedom of movement, trade, social interaction, and development.
Goods must make it to the markets. Military des often initiate immediate improvement to the
transportation and distribution networks of the Hdation. These networks enable freedom of maneuver,
logistic support, and the movement of personnel and materiel to support ongoing operations. They also
may reduce the risk of IED attacks on security forces. These improvements facilitate the vital assistance
efforts of civilian agencies organizations that follow in the wake of military forces. Essential tasks may
include an initial response in which military forces—

» Assess overall condition of local transportation infrastructure (airports, roads, bridges,
railways, coastal and inland ports, harborgl waterways), including facilities and equipment.

» Determine and prioritize essential infrastructure programs and projects.

» Conduct expedient repairs or build neaeffities to facilitate commercial trade.

Restore Telecommunications Infrastructure

7-87. This exists to support every element of a society, from the government to the financial sector,
and from the media to the HN populace. The failuréhisf infrastructure accelerates the collapse of the
HN, isolates the HN government and populace from the outside world, and batepelopment efforts.

The military contribution to reconstruction efforts in the telecommunications infrastructure is limited;
normally, few essential tasks exist in this area. Essential tasks may include military forces—

» Assess overall condition of the national telecommunications infrastructure.
» Determine and prioritize essential infrastructure programs and projects.

Support General Infrastructure Reconstruction Programs

7-88. General infrastructure reconstruction programs focus on rehabilitating the state’s ability
to produce and distribute fossil fuels, generate battpower, exercise engineering and construction
support, and provide municipaln@other services to the populacBuch capacity building spurs
rehabilitation efforts that estaltisthe foundation for long-term dewgiment. As with the restoration

of essential services, support to general infraitre programs requires a thorough understanding of the
civil considerations using ASCOPE. Civil affaif€A) personnel support this information collection

to help prioritize programs and pegjs. Essential tasks may includeiaitial response in which military
forces—

» Assess overall condition of local energy infrastructure.

» Determine and prioritize essential infrastructure programs and projects.

» Assess condition of existing power generation and distribution facilities.

» Assess condition of existing natural resmg conversion andddribution facilities.

» Assess condition of existing facilities needed to effectively execute essential tasks
in other sectors.

» Assess conditions of existing municipal facilities that provide essential services.
» Conduct expedient repairs or buildwnécilities to support the local populace.

Use Money as a Weapon System

7-89. Recent experiences have shown the effenoigs of using money to win popular support
and further the interests and goals of units cotigigioccounterinsurgency operations. Money should be
used carefully. In most cases, higher authoriill tightly control fundsthrough strict accountability
measures that ensure the money is used properly. \Wesh effectively, and with an end state in mind,
money can be an effective means to mobilize putligport for the counterinsurgent’s cause and further
alienate the insurgents from the population. A counterinsurgency force can use money to—

» Fund civic cleanup and other sanitation projects, and the equipment to complete those projects.
e Fund small scale infrastructure improvements.
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» Fund agricultural projects to improve farming practices and livestock health, or help implement
cooperative farming programs.

» Repair civic and cultural sites and facilities.

» Repair institutions and infrastructure critical governance and rule of law such as prisons,
courthouses, and police stations.

» Purchase education supplies or repair infeastire critical for educating the local populace.

» Pay rewards to citizens who provide information on enemy activities and locations

» Support the creation, training, and operation of Host Nation security forces.

« Fund events and activities that build relatiopshwith Host Nation fficials and citizens.

» Repair damage resulting from combined and coalition operations.

e Provide condolence payments to civiliarfer casualties from combined and coalition
operations.

TECHNIQUES

7-90. Two techniques include the USAID principlesretonstruction and development, which can be
used by tactical units for project selection and small-scale building projects. (See FM 3-07 for additional
considerations.)

Principles of Project Selection

7-91. The following principals apply to project Ieetion and the corresponding use of resources,
especially financial resources, impport of counterinsurgency operations:

Host Nation Ownership

7-92. This principle holds that units must ensure that there is counterinsurgent and Host Nation
ownership of any project. The local population and the government officials who serve them should view
any project as their own and not one that has beponsed by outside agencigsproject that has been
locally conceived, funded, and constructed legi#en the government amantributes to stability.

Capacity Building

7-93. This principle involves the transfer of knowlegdgechniques, and skills to the local people,
institutions, and government so thaéyhdevelop the requisite abilities deliver essential services to the
population. Ultimately, the local officials and institutions that gain capacéybetter prepared to lead their
regions through political, economind security-related issues.

Sustainability

7-94. This principle says that commamdeshould design andlset projects and services that will have

a lasting effect on the local population. In other words, the impact of the projects under consideration must
endure after the facility or service is handed off talauthorities and the unitr(contractor's) departure

from the site. Sustainability also jies that the local government héee necessary resources to staff

and maintain the project. There are examples where commanders have failed to conduct adequate analysis
and built new schools or medical clisionly to discover that too fewvedachers or doctors were available

to staff these facilities. Similarly, some commanders have purchased large generator systems to address
electricity shortfalls for neighborhoods within their AOs. However, without addressing the fuel,
maintenance, and service requirements of these systbem machines eventually failed and were unable

to serve as a sustainable solutionthe local electrical deficit.

Selectivity

7-95. The development community defines this prineipk the allocation of resources based on need,
local commitment, and foreign policy interests. These strategic characteristics are equally important
tactically. Commanders seldom recesdé of the financial resourceseah need when implementing their
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essential service, economic, and governance linesffat. Therefore, they must "mass" available
resources into select reconstruction projects that offer the following advantages:

» The local government strongly supports them.
» They will positively impact the most people
» They will achieve the commander's desired effects.

Assessment

7-96. This principle advises the commander and his staffarefully research nominations, adopt best
practices, and design forlocal conditions ieithproposed projects. Commanders should request
or conduct an assessment of local conditions befaresting financial resources into any potential relief
or reconstruction program. Monegshould not be invested in aimtelligence vacuum—all available
information about local conditionsiguld be considered such as the papoh's requirements, animosities,
traditions, capabilities, economics, and so on. A detaidséssment of local conditions will best advise the
commander on the project's potential to deliver its desired effects.

Results

7-97. This principle relates directly to the principle of assessment and advises commanders to direct
resources to achieve clearly defined, measuratié,long-term focused objectives. This development
principle is analogous to the military principle of objective—direct every military operation toward a
clearly defined, decisive, and attabie objective. It is equally crital that the commander and his staff

also assess potential unintended results from their usemdéy. Many second or third order effects from a
project may potentially outweigh the benefits from the original intent.

Partnership

7-98. This principle encourages close collabamatiwith local governments, communities, donors,
nonprofit organizations, the private sagtinternational organizationsn@ universities. Pamership plays a
central role in any relief, reconstruction, or develeptrprogram as it supports each of the other principles
of reconstruction and developmefrt.the context of money as a weapon system, effective partnership will
ensure the unit's financial resources are well imeesind deconflicted with other programs from other
agencies.

Flexibility

7-99. This principle states that unitsust adapt to changing conditipimake advantage of opportunities,
and maximize effectiveness as part of their recanstm and development program. Just as the conditions
for offensive and defensive operations aretemf changing and uncertain, so are the relief
and reconstruction tasks assoethtwith stability operations. Thesconditions will often require
commanders to change tactics to achieve desired objectives.

Accountability

7-100. Enforcing accountability, building dnsparency into systemand emplacing effective checks

and balances to guard against corruption are important components to any relief, reconstruction,
or development program. Accountability in all actiomgluding the unit's use of money, reinforces the
legitimacy of the commander and his operations, asagethe legitimacy of thiocal government, in the

eyes of the population.

Small-Scale Building Projects

7-101. Small-scale building projects encompass almost all construction, both permanent and temporary,
that is limited in scale. Examples include schoolhouses, clinics, simple irrigation works, farm-to-market
roads, or small police stations. These projects also try to provide immediate, short-term economic stimuli
and long term benefits to a local area. The HN shbalk the highest possible profile and participation

in all phases of these projects. Before construdiggins, leader’s should und&and the second and third
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order effects of the project, such as which groupgB)profit from the project or use the project and any
conflicts of interest that arise from it. They should also consider the following:

» The local population should need or want the project.

» The project should support the Host Nation’s plan.

» The project should support the unit's COIN mission and long-range plans.
» The project should support Hasation civilian authority.

» The counterinsurgent unit shouldveéop a sustainability plan.

Basic Technique Considerations

7-102. The following outlines a basic processctinduct a small-scale building project:

Concept Development

7-103. Identify needs and potential projects to fill those needs. Soldiers and leaders at every level
of responsibility should help in identifying potentipiojects that will furtherthe unit's and the Host
Nation’s interests in an AO. Leaders identify potential projects through meetings with local officials
and through interaction with the local populacegngl with their own observations of their area

of operations. Concurrently, possible locations are identified, surveyed, and discussed with the local
population and leaders to ensure suitability.

Project Planning

7-104. Once the site has been selected] the project is ready to mov¥erward, a plan for security

is developed and implemented. Whenever possible, Host Nation police forces should be used. The
counterinsurgent unit should also continually assesssélerity situation and adjust the security plan
accordingly based on the changingetitt Consideration should also §@en to sustaining the security
forces for the duration of the project.

» Create the design and obtain approval of design.
» Determine resource requirements.
— Material.
— Equipment.
— Personnel—Labor (professional, skilled, and unskilled).
— Wages and payment system.
— Infrastructure needs (SWEAT-MSO).
» Conduct available resource assessment.
— Availability of local HN civilian resources.
— Auvailability of National/regional HN civilian resources.
— US civilian and international resources.
— US government and military resources
» Determine project participangsd division of responsibilities.
— HN national and regional.
— Local HN.
— US Government employees and contractors.
— NGO.
» Contract the services.
— Material support.
— Equipment support
— Personnel support (individual labor).
— Subcontractor support (specific service).
— Infrastructure support (warehouses, electrical, sewage, water, and so on).
* ldentify, design and incorporate information engagement theme and message.
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Project Execution

» Execute the project.
» Establish periodic progress meetings or reviews.

Project Completion

» Hand over ownership to HN authority—preferably local officials.
» Plan on a follow-up visit to resolve questions or issues and ensure sustainability.

SUMMARY

The seven counterinsurgency lines of effort (LOES), establish civil security, establish civil control, support
Host Nation security forces, support to governance, restore essential services, and support to economic
and infrastructure development are critical to the success of any stability consideration during a
counterinsurgency operation. Ultimate success inany counterinsurgency operation requires a
combination of military and nonmilitary efforts. As President Bush stated in 2007 in reference
to operations in Iraq:

“A successful strategy for Iraq goes beyond military operations. Ordinary Iraqi citizens must see that
military operations are accompanied by visible improvements in their neighborhoods and communities.”

Stability operations during a counterinsurgency seek to bring about those community improvements
and create a safe, secure, and productive environment for the populace.
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Chapter 8
Support to Host Nation Security Forces

“Do not try to do too much with your own hands. Better the Arabs do it tolerably
than that you do it perfectly. It is their war, and you are to help them, not to win it
for them. Actually, also, under the very odonditions of Arabia,your practical
work will not be as good as, perhaps, you think it is.”

T.E. Lawrence27 Articles

This chapter addresses the working relatigmbetween US forces and Host Nation
security forces. It begins with a discumsiof the benefits and challenges involved
and resources required. It provides a framework for successful US and Host Nation
operations that accomplish both HN and US objectives.

Section —BENEFITS, CHALLENGES, AND GOALS

Success in counterinsurgency opierss requires establishing a i#gate government, supported by the
people, and able to address the root causes that émisingse to gain support. Achieving these goals requires
the Host Nation to secure the populatefeat the insurgents, uphold the rafdaw, and provide a basic level

of essential services and security for the populace. Kall these tasks is developing an effective Host Nation
security force. A goal inany cowrinsurgency operation is the evalturansition of the responsibility
for security to the Host Nation security forces. Mdagtors influence the amount and type of assistance
required in developing Host Nation security forces. These factors include—

» Existing HN security force capabilities.

» Character of the insurgency.

» Population and culture.

» Level of commitment and sovereignty of the Host Nation.

» Level of commitment from the United States and other nations.

» Impact of US forces on the local infrastructure and HN legitimacy.

BENEFITS

8-1. A Host Nation is a nation that receives the foreesupplies of allied nations, coalition partners,

or NATO organizations to be located on, to operate in, or to transit through its territory (JP 1-02). A Host
Nation naturally needs security forces. Therefore, a primary goal of partnering is to get the best that both
sides have to offer. Figure 8-1 shows a typical flow of these benefits.

USARMY ASSETS

8-2. These bring numerous assets to the counterieaaygfight. They bringa professional military
with its training, leadership, targeting, technology, assets, resources, and expertise.

HN ASSETS

8-3. These also bring many assets to the fight. If properly measured, organized, rebuilt, trained,
equipped, advised, and mentored, an HN security force unit is uniquely able to protect the HN population,
because they understand the openal environment far better dh US Forces. Their cultural

and situational awareness is a significant foroaltiplier during any counterinsurgency operation,
especially in HUMINT, information engagement, nggions, and targeting. In terms of specific COIN
operations, HN security forces caidl or even take the lead olear-hold-buildoperations. They should be
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completely integrated in the planning process, imsémtal in the decision efhat areas need to be
cleared, included in the sitelection process for tHeld phase, and leveraged in the decisions on what
stability operations need tme conducted during thieuild phase. Thus, a Host Nation unit potentially
brings to a counterinsurgency fighie abilities shown in Figure 8-2.

BV CEET, ey gl SITUATIONAL AWARENESS
[ CULTURAL AWARENESS el
INFORMATION §  INFORMATION
ENGAGEMENT ENGAGEMENT
HN Unit Advisors U.S. Unit

INTEL B8 { INTEL |
|_ETHOS B |_ETHOS ]
{ STRONG NCO CORPS |

Figure 8-1. Partnership benefits.

Understand the Operational
Environment

The AO is their home and their culture; they know the language, the
different groups, the political situation, educational levels, economic
considerations, historical bad actors, and unofficial community leaders.

Provide Human Intelligence

The HN security force is better able to gather information that leads
to HUMINT for a host of reasons, to include speaking the same
language, understanding the important players in the area, and so on.

Put the Pieces Together

They can often better integrate the different fragments of intelligence
into the context of the operational environment.

Determine Credibility of
Intelligence Assets (Sources,
Walk-Ins, Call-Ins)

They possess a vastly superior sense of cultural and situational
awareness vital to managing and assigning credibility to sources.

Validate and Check
Interpreters

They can confirm not only the interpreters' ability, but also the
interpreters' loyalty.

Identify and Root Out
Infiltrators

They can pick out minute differences between normal and abnormal
behavior.

Gain Information Superiority

They can write messages that resonate with the local populace.

CHALLENGES

Figure 8-2. Host nation contributions.

8-4. Most nations have at least some cultural obstacles to developing a professional military that
is responsive and accountable to the HN populationt &fahe challenge is to design a professional
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military that minimizes these culture obstacles. Most challenges arise from the differing perspectives of the
US and the Host Nation.

EXAMPLES
8-5. Common cultural challenges include the following:

* Nepotism, such as, rank or positions based on who you know.

» Denial of negative results or errarsthe interest of saving face.

» Corruption, such as unofficiar under the table entitlements.

 Influence from competing loyalties (ethnic, religious, tribal and political allegiances).

CATEGORIES

8-6. These challenges fall under one of four broadgmates of resources, leadership, abusing power
organizational structures.

Resources

8-7. Governments must properly balance national res®uto meet the people’s expectations. Funding

for services, education, and health care can linsbueces available for security forces. HN spending
priorities may result in aegurity force capable of protecting orthe capital and key government facilities,
leaving the rest of the country wtsired. HN security forces will typically not have the same resources,
equipment, money, or salaries as US units. US units may not have the means to partially sustain the HN
security forces to maximize their effectiveneSenducting effective COIN opations requires allocating
resources to ensure integration of effortdéwelop all aspects of the security force.

Leadership

8-8. Counterinsurgents may need to influence thistiexg HN approach to leadership. HN leaders may

be appointed and promoted based on family ties onbmeship in a party or faction, rather than on
demonstrated competence or performance. Leaders may not seek to develop their subordinates or feel the
need to ensure the welfare of subordinates. In staves, leaders enforce the subordinates’ obedience by
fear and use their leadership posittorexploit them. Positions of power can lead to corruption, which can

also be affected by local culture. Ethical climatel decision making in the HNesurity force leadership

is often reflected in the HN security force organization’s treatment of detainees. This is a proven barometer
of the commander’s ability to guide his unit grdvide lasting securitfor the HN population.

8-9. US Forces tasked to develop HN security forces should take special interest in how the Host
Nation appoints, promotes, and develops leaders. Tievag US advisors and qpaer units can influence
leaders is to provide positive leadership examples.

Abuse of Power

8-10. The behavior of HN security force personnel is often a primary cause of public dissatisfaction.
Corrupting influences of power must be guarded against. Cultural and ethnic differences within a
population may lead to significant discrimination within the security forces and by security forces against
minority groups. In more ideologicatruggles, discrimination may la@ainst members of other political
parties, whether in a minority cultural group or notc&ity forces that abuse civilians do not win the
populace’s trust and confidence; they may even ben#&ibuting factor of the insurgency. US partners
and advisors must identify and address bisagsvell as improper or corrupt practices.

8-11. Abuse of power, such as hoarding property, extortion, or reprisal attacks on a specific group,
could be a root cause that lead to the insurgencpud worsen the insurgency. Units need to understand
issues in the OE and define the problem before attempting to “fix” problems. A current example is how
various groups may have a long cyclical historymfftict with other population groups. Ethnic, historical,
political, racial, religious, social, and territorial turinmay contribute to cycles of violence in the Host
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Nation so intractable that it will k& establishing discipline, a codéhonor, patriotic nationalism, and a
merit based promotion system inherent in a professional military to break this societal norm. Even then,
these efforts may not be sufficient to stop the abuse of power.

Organizational Structures

8-12. Perhaps the biggest hurdle for US forces is daugphat the Host Nath can ensure security
using organizational and operational structures tHfgrdrom US practices. The goal is not to make the

HN unit a US unit, nor even to make it operate like a US unit. HN security force commanders must be
given leeway in resolving their own security problems. Mirror imaging HN security force structure is often
impractical and does not approach the problem from trepeetive root causes tHaad to the insurgency.

The population, and subsequently thwilitary, will have cultural aspesthat will differ with US norms.

8-13. Commanders must recognize that the “American way is best” bias is counterproductive with
respect to most Host Nation security forces. Whalationships among US poé, customs, and military
organizations and individual unit structure work for the United States, those relationships may not exist
in other nations that have démped differently. Units and advis® should develop innovative ways

to maximize the effectiveness of the Host Nation’s organization, units, and bureaucracy.

GOALS

8-14. Training HN security forces is a slow and painstaking process. It does not lend itself to a “quick
fix.” To ensure long-term success, commanders gldhiéir desired end stafer training programs early.

These goals consist of a set of military characteristics common to all militaries. Those characteristics have
nuances in different countries. Figure 8-3 sholmv well-trained HN security forces should be
characterized.

Section THE FRAMEWORK

Developing HN security forces is a complex and challenging mission. The United States and multinational
partners can only succeed if thegpeoach the mission with the same deliberate planning and preparation,
energetic execution, and appropriate resourcing as the combat aspects of the COIN operation. Accordingly,
COIN force commanders and staffs need to considertabk of developing HN security forces during their

initial mission analysis. They must make that task an integral part of all assessments, planning, coordination,
and preparation. This section discusses developing a plan and developing Host Nation security forces.

DEVELOPING A PLAN

8-15. To defeat the insurgency and be able to sustain success, the Host Nation should develop a plan,
with US assistance when necessdonyimprove the unit's organization, training, material, leadership,
personnel, and facilities. However, these elememgigintly linked, simultangusly pursued, and difficult

to prioritize. Commanders monitor progress inall domains. The HN security force plan must be
appropriate to HN capabilities and requirements. At the tactical level, the US advisors or partner units will
outline goals, allocate resources, and schedule eveptrtasf the plan under the COIN line of effort—
support Host Nation security forces.

CONSIDERATIONS

8-4

8-16. Competently trained and led Host Nation security forces are vital to winning a counterinsurgency
and to sustaining a stable, secure, and just state. If local communities do not perceive US and HN forces
as legitimate, or that they cannot provide for security, then the population wilskgroviding the timely
intelligence necessary to @ett the insurgency. Irddition, if the populace does not see at least a gradual
transition to Host Nation responsibilitthey may begin to view the HNeaurity forces as an instrument

or puppet of US forces. Finally, these failures wébkult in HN security fares that are ill equipped

to persevere in a protracted struggfter US/coalition forces withdraw.
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PROFICIENT

Security forces can work well in close coordination to suppress lawlessness and insurgency.
Military units are—

= Tactically and technically proficient

= Able to perform their national security responsibilities

= Able to integrate their operations with those of multinational partners.

Nonmilitary security forces—

= Can maintain civil order, enforce laws, control borders, secure key infrastructure, and detain criminal
suspects.

= Are well trained in modern police ethics.
= Understand police and legal procedures, including the basics of investigation and evidence collection.

WELL LED

Leaders at all levels—
= Have sound professional standards and appropriate military values.
= Are selected and promoted based on competence and merit.

PROFESSIONAL

Security forces—

= Are honest, impartial, and committed to protecting and serving the entire population, operating under
the rule of law, and respecting human rights.

= Are loyal to the central government and serving national interests, recognizing their role as the
people’s servants and not their masters.

= Operate within a code of conduct and ethical behavior.
= Recognize the merits of a trained and capable NCO and junior officer corps.

FLEXIBLE

Security forces can accomplish the broad missions required by the Host Nation—not only to defeat
insurgents or defend against outside aggression, but also to increase security in all areas. This requires an
effective command organizational structure that makes sense for the Host Nation.

INTEGRATED INTO SOCIETY

Security forces represent the Host Nation’s major ethnic groups. They are not seen as instruments of just
one faction. Cultural sensitivities toward the incorporation of women must be observed, but efforts should
also be made to include women in police and military organizations.

SELF-SUSTAINED

Security forces must be able to manage their own equipment throughout its life cycle. They must also
be able to provide their own administrative and logistics support, especially fuel, water, food, and
ammunition.

Figure 8-3. Characteristics of  well-trained HN security forces.

8-17. US leaders must gain trust and form bonds with HN security force units and personnel as part
of the partnership mission. Working towards cultunaderstanding improves the US forces relationship

with the partner units. Commanders must treat the individuals in partner units as they treat their Soldiers by
living, eating, sleeping, socializing, planning, and fighting side by side. The Host National security force
must know that US forces care for them both individually and professionally. It is this bond, not the
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materials or support that commanders provide, that inspires that level of commitment and loyalty. To
successfully train and support HN security forces, the US partner unit or advisor must—

» Ensure security forces understand that they support the HN goveramadhe people.

« Maintain relevancy of security forces for their culture, their population, and their laws.

» Understand and define the security problem.

» Ensure credibility and legitimacy &l counterinsurgency operations.

e Provide a model for society by using military units of mixed ethnicity, religion, political
affiliation, for example, who can work together to secure and protect all the people.

» Conduct combined operations with eangwly trained security force.

» Promote mutual respect between US and HN forces and between the military, police,
and paramilitary.

 Train the trainers first, and then train the HN cadre.

» Support the HN cadre in training the whole force.

» Separate HN military and police forces, especially during their training.

» Place the HN cadre in charge as soon as possible.

* Recognize achievement, especially excellence.

» Train all security forces not to tolerate abuses or illegal activity outside of culturally
acceptable levels.

» Develop methods to report violations.

» Enable HN to assume the lead in counterinsurgency operations to alleviate effects of a large US
presence.

» Create, as needed, special eédais in each force such as SWAT, waterway, border, or SOF.

» Establish and use mobile training teams.

» Ensure infrastructure and pay is appropratd managed by the Host Nation government.

» Promote professionalism that does not tolerate internal incompetence. Develop methods
to redress.

ORGANIZING USFORCES

8-18. As planning unfolds, mssion requirements should drive thetial organization for the unit
charged with developing security forces. To achienity of effort, a singleorganization should receive
this responsibility. Typically, these duties are uraleh by some form of an advisor team. Due
to manpower constraints, some functions are best undertaken by partner units.

Partner Units

8-19. This is a unit that shares all or a portion obaga of operation with an HN security force unit. US
forces operating as partner units to HN security foresesd to be prepared to make some organizational
changes. US forces should consider establishing ioealstaff cells for intéigence, operations, planning
and logistics. These staff cells support transparematipes and unity of effort, enhance the relationship
between the BCT and the HN force by demonstratirdggree of trust, and develop HN capacity in key
staff areas by having HN personnel get intimatelyiliamwith various staff ppcedures by performing
them alongside their CF partners.

8-20. Additionally, before deploying, US forces shoulditrin partnering with HN security forces. This
will ease the transition taombined operations. At a minimum,ighshould include cultural awareness
training, basic language trainingydabasic soldier skills training suals marksmanship and first aid.

Advisor Units

8-6

8-21. An advisor isa military member who conducts opé@as that train Host Nation military
individuals and units in tactical employment, sustainment, and integration of land, air, and maritime skills;
provide advice and assistance to military leaders, and provide training on tactics, techniques,
and procedures required to protect the HN from sidime, lawlessness, and insurgency, and develop
indigenous individualleader, organizational skills. Advisor units can be internally or externally resourced.
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Internally resourced advisor teams are created from the partner unittiMeare required to establish

them on their own. Externally resourced teams are usually DA resourced for the duration of the advisor
team mission. One way of organizing for this role is to have an eleven person team with clearly divided
responsibilities. Each person's duties should refleatelsigonsibilities to the internal team, and to advising

their HN security force counterpart. In certain dituas, the partner unit commander might need to provide

a security element to support an advisor team. Ehiurity element might need to be large enough

to guard a compound on an HN security force baseaedew several vehicles. A ten-person security
element has proved be useful in Irag and Afghanistan. Figure 8-4 shows possible duties on the advisor

team.

Team Chief This Soldier is the principal advisor to the HN battalion commander and is
the Advisor team commander.

Team Sergeant This is the advisor team NCOIC, who also serves as principal advisor to the
HN command sergeant major or equivalent.

Executive Officer This Soldier is the principal advisor to the HN security forces executive
officer in addition to performing the same functions that any unit executive
officer would do in a traditional unit.

Intelligence Officer This Soldier is the principal advisor to the HN Intelligence Staff and provides
intelligence to the Advisor Team Chief.

Operations Officer This Soldier is the principal advisor to HN Staff for Operations and Training
(S3) and plans the advisor team operations.

Operations NCOIC This Soldier is the training NCOIC for the Advisor Team and is the principal
advisor to the Operations Staff NCO in the HN security force.

Operations NCO This Soldier is the advisor team armorer and principal instructor for basic
rifle marksmanship (small arms), short-range marksmanship
(SRM)/close-quarters battle (CQB), urban operations, patrolling,
checkpoints, and any other individual training deemed necessary based on
the OE.

Operations NCO This Soldier is the advisor team S1. He is also the principal instructor
for fires and effects considerations (CAS and artillery support).

Medical NCO This Soldier is the advisor team medical NCOIC and primary instructor
to HN security forces concerning medical issues.

Communications NCO This Soldier is the advisor team communications NCOIC and principal
communications instructor.

Logistics Officer This Soldier is the principal advisor to the HN staff for logistics and is the
logistics Chief for the advisor team.

Figure 8-4. Possible duties of the advisor team.

DEVELOPING HN SECURITY FORCES

8-22. The mission to develop HN security forces at all levels can be organized around seven tasks—
measure (assess), organize, rebuild/build facilities, train, equip, advise, and mentor. The memory aid
MORTEAM can help partner units and advisors. Ehéasks incorporate all doctrine, organization,
training, material, leadershipand education, personnel dadilities (DOTMLPF) requirements

for developing the HN security forces. Although described sequentially, these tasks are normally
performed concurrently. For example, training aqudigping operations must be integrated and, as the
operation progresses, assessments will lead to chalfidédS. forces are dirdly involved in operations

against insurgents, the development program requires a transition period during which major COIN
operations are handed over to HN security forces. Figure 8-5 shows the six framework tasks as an iterative
and cyclical process, in which both advisor teams and partner units measure and mentor HN security force
units at each step.
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Figure 8-5. Seven framework tasks.

MEASURE (ASSES$ HOST NATION SECURITY FORCES

8-8

8-23. Commanders of advisor units and partner unitstrnoeasure and assess the HN security forces

as part of the comprehensive program of analyzing the OE andthe insurgency. The partner unit
and advisor team must work closely in assessing the quality of HN security forces. From the assessment,
planners develop short-, mid-hdlong-range goals and programs. As circumstances change, so do the
goals and programs. In measuring the state of the Host Nation’s security forces, it may be determined that
some existing security forces are so dysfunctional or corrupt that the organizations must be disbanded
rather than rehabilitated. In some cases, commandéraeed to replace somdN leaders before their

units will become functional. Whilevery situation is different, leadeof the development program should
assess and measure the following HN security force factors throughout planning, preparation,
and execution of the operation:

e Social structure, organization, demograghi interrelationships, and education levels
of security force elements.

» Extent of acceptance of ethnic and religious minorities.

» Laws and regulations governing the securitgésrand their relationship to national leaders.
» Corruption, abuse of power, and nepotism.

» Equipment and facilities, with @riority placed on maintenance.

» Logistic and support structure, and itsligbto meet the force's requirements.

» The unit's methods and proficiency at conducting COIN operations.

 State of training at all levels, and the specialties and education of leaders.
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Assessment Techniques

8-24. HN security forces must be trained and tadiycaroficient for some time before they are
considered as ready to conduct operations on their d@&rRartner units are responsible for the mentoring,
training, and welfare of their HN counterparts. Advisors assigned to the unit provide the day-to-day
connection, but are not sufficiently equipped to dergthing required to build a well trained, well led,
sustainable and professional force. A nation's arfoexk that behaves unprofessionally can quickly lose
legitimacy, which is needed t@wrduct counterinsurgency operatiomsl@lraw quality recruits. When the

US military mission fails to prepare HN security forces to take the lead—a key political objective—unity
of effort suffers at many levels. The results are often corruption, nepotism, and bureaucracy, which

generate obstacles to units who must rapidly adapt to the insurgent strategies and tactics. Due to these

factors, the HN will eventually lose the ability to persevere against a steadfast insurgent fighting a
protracted war.

8-25. US forces often choose to use a readinessssis®mt of an HN security force unit. Figure 8-6
shows an example formatrfa readiness assessment.

Unit: Location: Report Date:
. Bus Breenl RO AD
1. Petmon sel Owerall Azsessm et R = [orargr B Qrren i i
T N i | PERRF omy 7. Subjective Assessment
Baldd | femouny If| Foe cev i " .

[T ) Vs —p— . ST T (...u,., Eq. Unit assumed an Area of Operations 2 months
Manhg (1Y) FEppies M e Ll 1 (UB : o
>sgud m:::l'.g m:::'"g m:::;lg { E’:’r* = ago; sustainment and leadership issues
on kg - —~ wieirg, frnin, remain problems

S

Lot maned mansed
OMen | <508 of | W6k of

= st Ememmi

otvibny  |seouny M pod
i nol (Tempoery [Core el

NCO i i e | (T Y i {.3
| Mok | mavshg | manhg | EsLmaini
lony | progam
pay Uil © Bl w. ::“"
Py Bocpe Rl procrduee
{Corduct LI L
PUACE; fall manl
" jport Pe: petsorrel
2 AL Cong ol itsnera (N0 IRAL (equpmen we
M Omige] saper Eg = Jooroa Jissia watiea Readiness Assessment
N30
SNADE|
I Tk D i o . i P}
w | onnr | g f e 'ln;snfaL B I T 2882 | Green, Host Nation unit is fully capable of planning, executing and sustaining
| Tating e : .
b e § ¢ el = — 1| Independent counterinsurgency operations,

Hnahze.| o
drseming
i | gemy) el

Amber Host Nation unit is capable of planning, executing and sustaining
Counterinsurgency operations with US support.
Orange Host Nation unit is partially capable of conducting operations with US
Support.
|Cpeatons = | Red Host Nation unit is forming and/or incapable of conducting
s iapore_[<cos o orfoses o =Y | counterinsurgency operations.

E]
sumpelfr niis [0 OB ﬁon@;;‘ ok
EN/EDE bk © 5o )
ok

Bk T
)
mah taly = Of= 35%
conud Nomimw | “est | erenal ??:“’ Commo  |50% OR Mﬁoﬁng
comma ke [maiveh | comminf a2,
IRral | J0es
comme

o mcene | anmo
ors Mo opee FEt0a 30 et TOC| TepOrES St |
cpabiing R ooers

i;:er ":’
L Trahig erlassessment (R S Leadenblp Jouemafszessment|R o 4G | = )
e Jsmaonr o3 S 7 T T Host Nation unit is currently assessed at
el e e e L m(w .. | R C@)B and W|II k_Je ready to assume an
Eork (g okl i, Hf A area of operation in _0__ months

Figure 8-6. Example format for readiness assessment.

Assessment Periods

8-26. Assessing Host Nation security forces should be done for three distinct periods of time—short,
mid, and long. Considations for each include—

Short

8-27. The advisor and partner unit are involved in the training of the Host Nation security force unit.
An example of a short term goal for an advisor unit would be ensuring that the HN operations officer
is tracking all of his units conducting missions. An example for a partner unit would be training the HN
Soldiers on marksmanship and room clearing.

FMI 3-24.2 8-9



Chapter 8

Mid

8-28. The HN unit is more self-sufficient, but still not fully capable, andthe advisor acts ina
supervisory role. An example of a mid-range goal for an advisor unit would be ensuring that the HN staff
plans for logistical support during missions. An example of a mid range goal for a partner unit would be
training platoon size units to move tactically during patrols.

Long

8-29. The HN unit can conduct training,gpining, logistics, and operatis with little guidance and the
advisor provides oversight and mentorship. An exampselvisor unit long-range goal would be to ensure

that the HN intelligence officer gathers, analyzes, and disseminates intelligence and is fully integrated into
the planning process. An example of a partmeigirange goal would be to migrate to providing only

the additional forces and quick-reaction force (QBafabilities to the Host Nation security force unit.

Assessing Methods and Proficiency

8-30. The training, leadership, equipment, logistics and operations of Host Nation security forces must
be assessedf. US advisors are not on the objective with the Host Nation forces, US forces may not know
their capabilities. Assessment of HN security forces may include their ability to—

e Plan and brief an operation.

» Perform correct actions on contact.

» Properly clear and mark rooms, halls, and stairwells.

» Perform other small unit tasks appropriate to the HN OE.

* Use NCOs.

« Employ fire control measures and maintain fire control.

 Call for air reserves or quick reaction force.

» Sustain themselves with Class I, Ill, and V supplies and provide medical support.
« Maintain vehicles and equipment.

« Maintain professionalism.

ORGANIZE

Org

8-10

8-31. Organizing HN forces depends on the Host dddti social and economic conditions, cultural

and historical factors, and security threat. The development prograimsis to create an efficient
organization with a command, intelligence, logistic, and operations structure that makes sense for the Host
Nation. Conventional forces with limited special-purpose teams, such as explosive ordnance disposal
and special weapons and tactics (SWAT), are prefeHigd. units tend to divert a large share of the best
leadership and remove critical talent from the regular forces. Doctrine should be standard across the force,
as should unit structures. The angaation must facilitate the colleon, processing, and dissemination

of intelligence across and thrghout all security forces.

8-32. In many situations, simple personnel accountabilitynie of the greatest impediments to effective
organizations. The advisor team should mentor @nitsa the Host Nation security forces on keeping
better accountability. Formations, timelines, and unifetandards can be slow to be accepted, which can
stem from lack of suppliesAlso, it is important that the unit can manage its leave and pass system. Once
achieved, this will further the capabilities of the Host Nation unit and allow them to focus on operations
and training, not troops to task.

anizational Structure

8-33. As much as possible, the Host Nation should determine the security force organization’s structure.
The Host Nation may be open to proposals from Ugefgy but should approvél arganizational designs.

As the HN government strengthens, US leaderstraimers should expect increasingly independent
organizational decisions. These may include changiagntimbers of forces, types of units, and internal
organizational designs. Culture armhditions might result in security forces being given what may be
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considered nontraditional roles and missions. HNiceomay be more paramilitary than their US
counterparts, and the military may have a role ferital security. Eventuallypolice and military roles

should clearly differ. Patie should counter crime, while the mitifashould address external threats.
However, the exact nature of these missions depends on the HN situation. In any event, police and military
roles should be clearly delineated.

Organizational Types

8-34. The day-to-day troops-to-task rerpments and priorities of efforequires a wide assortment of
Host Nation security forces to conduct countenigency operations. Although the police force should be
the frontline of COIN security forces, other units srquired to assist the police on a temporary basis until
the police can conduct operations on their own. Pdlicees are not equipped or trained in operating
in high intensity situations.

Military

8-35. Military forces might have to perform police duties at the start of an insurgency; however, it
is best to establish police forcesassume these duties as soon asipte. Few military units can match a
good police unit in developing an accurate humanlligeémce picture of their AO. Because of their
frequent contact with populace, police often are llest force for countering small insurgent bands
supported by the local populace.

8-36. Although the long term objectives in training Hdsation militaries need to focus on foreign
defense, realities of counterinsurgerscioften dictate that the militagstablish civil security and civil
control. Commanders must ensure that military units coordinate with local police with respect
to intelligence gathering, interacting with civilians, and civil affairs.

8-37. A Host Nation security force unit will be taskganized into elementhat can accomplish one

of three functions—conducting offensive operatiotnducting defensive operations, and implementing

civil control. These organizations’ sizes vary lithsa the operational environment; the components, the
elements and dynamics of the insurgency; and the phase of the counterinsurgency. A Host Nation security
force must also have C2, a reserve, and some form of logistics support.

Offensive Force

8-38. A HN unit needs the capability to conductffemsive operations aswell as specific
counterinsurgency operations, such as search auksttraids, cordon and searches, ambushes, and site
exploitation (SE). Due to the elusive nature of the insurgent, this force may be the smallest organization in
the unit.

Defensive Force

8-39. A HN unit needs tohave the ability ¢onduct defensive opdmans. Typically, HN
counterinsurgency units focus on executing area defetsthe tactical level that includes securing
important events, critical infrastructure, and bases. Depending on the phase of the counterinsurgency
and insurgent capabilities, this force may be quite large.

Civil Control or Constabulary Force

8-40. A HN unit needs to have a force that contributesational security, as well as performs police
duties and civil functions. Typically, this type of force conducts tasks associated with the civil control LOE
such as manning checkpoints, gathering intelligenoaducting investigations into crimes and attacks,

and performing reconnaissance. Often the largesefat has constant interaction with the population
which increases security of both the unit and the population. Historical and current examples include the
Philippine Constabulary, the Italian Carabinieri, the Iragi National Police, and Haitian Constabulary.

FMI 3-24.2 8-11



Chapter 8

Police

8-41. The primary frontline COIN force is often thmlice—not the military. However, the police are
only a part of the rule of law. Common roles of thégeoforces are to— investigate crimes, provide traffic
control, preserve the peace by fesw simple disputes and civil sturbance control. Police require
support from a code of law, judicial courts, angenal system. Such support provides a coherent
and transparent system that impdutstice. Upholding the rule of lawsa requires other civil institutions
and an HN ability to support the legal system. If paftthe rule of law do not work, then commanders
must be prepared to meet detention requirements.

8-42. Countering an insurgency requires a police force that is visible day and night. The Host Nation
will not gain legitimacy if the populadeelieves that insurgents and crimis control the streets. Well-sited

and protected police stations can establish a presence in communities, which secures communities
and builds support for the HN government. Daily contact with locals gives police a chance to collect
information for counterinsurgents.

8-43. Police might be organized on a national orlocal basis. Whatever police organization
is established, Soldiers must understand it and thelfHost Nation effectively organize and use it. This
often means dealing with several police organizatams developing plans foraining and advising each

one. A formal link or liaison channel must exist between the HN police, HN military forces, and US forces.
This channel for coordination, deconfliction, antbrmation sharing enables successful COIN operations.
Police often consist of several independentrbutually supporting forces. These may include—

» Criminal and traffic police.

» Border police.

» Transport police for security of rail lines and public transport.
» Specialized police forces.

 Internal Affairs.

Paramilitary

8-44. Success in a counterinsurgency depends on isolating the insurgent from the population. Insurgents
intimidate the population into passive support and prevent the population from providing information
to counterinsurgent units. A teclhjpe to combat this isto establish a paramilitary organization.
Paramilitary forces are designed to support the nflaw and stabilize the operating environment,
particularly for when the HN police forces and military forces are standing-up organizing. Temporary
in nature, the paramilitary unit's mandate should be two-fold.

* It needs to provide the population with a means of securing themselves.

* It should have the means to gather eaqbrt intelligence abouhe insurgency.

* |t can sometimes be used covertly to target insurgents within higher headquarters guidance.

Organization

8-45. Once citizen leaders are identified, units can work with locals in organizing the paramilitary units.
The units need to have recognizabtéforms, standard lightveapons, and a salary. The salaries will take
away from the insurgemecruitment base.

Limitations

8-46. Paramilitary organizationshsuld be prevented from conduwi offensive operations. They
should also be monitored closely for ingent infiltration or abuse of power.

Demobilization

8-47. Eventually, the best way to demobilize a paramilitary force might be to integrate part of it into the
HN military or police force.
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Corrections

8-48. If counterinsurgents seek to dgiémize an insurgenchy criminalizing it, then the Host Nation
must establish a robust corrections system. A counterinsurgency with this goal, should be provided with a
more robust armament than in stable governments.

The situations in Irag and Afghanistan are not the first time US forces have
created Host Nation security forces from scratch and allowed them to win
ina counterinsurgency. The Philippine-American War began in 1898
and ended officially in 1902, but hostilities remained until 1913. The war was
not a popular one in the United States, but resulted in a stable and free
Philippine Republic.

The Philippine Constabulary (PC) was established on August 8, 1901,
to assist the United States military in combating the remaining Filipino
revolutionaries. The PC was entrusted into the hands of Captain Henry T.
Allen, named as the chief of the force and later dubbed as "the Father of the
Philippine Constabulary." With the help of four other army officers, Captain
Allen organized the force, trained, equipped, and armed the men as best
as could be done under difficult conditions.

General Henry Adler said it best when he said, “For some time to come, the
number of troops to be kept here should be a direct function of the number
of guns put into the hands of the natives...It is unwise to ignore the great
moral effect of a strong armed force above suspicion.”

The Constabulary was instrumental in defeating the insurgency. Originally
officered by Americans, the Filipinos slowly over took all operations of the
unit. At a tactical level, they were initially used to augment US forces
and moved into having their own area of operations. In July of 1901, the US
Army garrisoned 491 positions and by December it only garrisoned 372
positions. Although poorly armed with shotguns and revolvers, the
constabulary soon maintained ownership of entire provinces.

REBUILD OR BUILD FACILITIES

8-49. HN security forces need infrastructure supportidiges and police need buildings for storage,
training, and shelter. Often, requirements include barracks, ramge®r pools, and other military
facilities. Construction takes time; the Host Nation needsviest early in such facilities if they are to be
available when needed. Protection must be considerany infrastructure design, including headquarters
facilities, since infrastructure &n attractive target fansurgents. (See FM 5-104 for information on
hardening measures to increase infrastructure survivability and improve protection.)

8-50. During an insurgency, HN military and police forces often operate from local bases. Building
training centers and unit garrisons requires a long-terce-basing plan. If possible, garrisons should
include housing for the commissionefficers, NCOs, and families; gowrement-provided medical care for

the families; and other benefits that make national service attractive.

8-51. The easiest way for a partner unit to do thitoibuild a combineddfility to house both itself
and the HN unit. As the situation improves, the Host Nation security forces can occupy the entire
compound once the partner unit leaves.

8-52. Advisor units can use funding that they havebwdd showers, tents, toilets, dining facility
equipment, barriers and minor iloling renovations. Improving the milita facilities can result in an
increase in the morale and performance of the HN unit.
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TRAIN

8-53. US and multinational training astance should address shortfatsvery level with the purpose
of establishing self-sustaining training systems.

US Trainers

8-54. Soldiers assigned to trainingissions should receive training on the specific requirements

of developing HN forces. The course should emphasize the Host Nation’s cultural background, introduce
its language, and provide cultural tips for developing a good rapport with HN personnel. The course should
also include protection tnaing for troops working with HN forces. Ugainees must become familiar with

the HN organization and equipment, especially weapons not in the US inventory. This training must
emphasize the following:

» Sustaining training and reinforcing individual and team skills.

» Using the smallest possible student-to-instructor ratio.

» Developing HN trainers.

» Training to standards—not to time.

» Providing immediate feedback and using after-action reviews.

» Respecting the HN culture, but learning to distinguish between cultural practices and excuses.
» Learning the HN language.

* Working with interpreters.

Establish Standards

8-55. The Host Nation unit and trainers must elshb clear measures for evaluating the training

of individuals, leaders, and units. Insurgent stig® and their corresponding responses from targeted
governments vary widely. A8 operations require many of treame individual and collective skills
performed in conventional militargperations, but also include addital requirements for COIN. Small

units execute most COIN operations; therefore, effective COIN forces require strong junior leaders.
Soldiers and Marines know how to evaluate military training. Metrics fouatiafy units should include
subjective measures, such as loyalty to the HN mgowent, as well as competence in military tasks.
However, the acceptance of values, such as ethniditggoa the rejection of corruption, is far more
difficult than evaluating task performance.

Soldiers and Police

8-56. Security force members must be developed through a systematic training program. The program
first builds their basic skills, theteaches them to work together aageam, and finally allows them

to function as a unit. Basic milita training should focus first on $®ter skills, such as first aid,
marksmanship, and fire disciplineedders must be trained in planning tactics, including patrolling, urban
operations, or other skills necessdtyeryone must master the rulesemigagement and the law of armed
conflict. Required skills include the following:

» Conduct basic intelligence functions.

» Manage their security.

» Coordinate indirect fires.

» Conduct logistic (planning, maintenance, sustainment, and movement) operations.
» Provide for effective medical support.

» Provide effective personnel management.

Advisor Teams

8-57. Advisor teams are generally responsible for initial Host Nation unit training and then provide
oversight as the Host Nation units implement their own training plan. Leader and ethics training should be
integrated into all aspects of training.
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Partner Units

8-58. Partner units play an important role in advising. Advisors cannot go out with every Host Nation
operation, but, as almost all operations in COIN aralipned, a partner unit can effectively advise a Host
Nation unit. Partner units can be most effectivaadtising Host Nation units in the planning process,
especially MDMP. The MDMP modehay need to be modified to isuhe HN security force. Staff
sections should work closely with their HN peers as part of the planning process.

8-59. Partner units might have to provide limited support or supplies to their Host Nation unit. For
example, a unit might provide its HN unit JP-8 org8la/Ill, or it might help recover a disabled tank.

It should never create a reliance on partner unit support. The commander allocates partner support,
considering the realities of the situation.

8-60. HN security force staffs, when fully capable, should be able to achieve the following:

Operations
8-61. Plans are synchronized with consideration given to all Warfighting Functions. They are
disseminated to appropriate personnel in a timely nraaumé operate within a short-, mid-, and long-term
framework.

Intelligence
8-62. Intelligence is shared with other units and agencies. It is fully integrated into the planning process,
is bottom fed, and uses multiple sensors.

Sustainment
8-63. Units have synchronized methods for requrgstisupplies and sustainment assets. Planners
account for logistical capabilitieturing the planning process.

Command and Control
8-64. The command structure is unified. Leaders empower subordinate leaders within the commander’s
intent. Commanders visualize, describe, and direct their units.

Soldiers

8-65. Training can be divided into individual, unit, and staff training.

Individual

8-66. Individual skills training covers marksmanship, first aid, land navigation, and individual
movement techniques. Host nation security forces do not always have the institutional military instruction
that US forces have, so much of the individual skills training occurs at the unit. Marksmanship will be
of particular concern, due to the need for precise fires in COIN.

Unit

8-67. Unit training is focused on getting Host Natiorithkons, companies, platoons, and squads ready
to conduct operations. This typically means training focused on three key tasks: checkpoint operations,
combat patrols (mounted and dismounted), and cordon and search operations.

Staff

8-68. Staff training involves training staffs to use and implement systems focused on planning, logistical
support, intelligence integration, and command and control.
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Police

8-69. Police training is best conducted as an intarageand multinational operation. Ideally, leaders

for police training are civilian policefficers from the Departments of Jieg and State, along with senior
police officers from multinational partners. Civilian paiforces have personnel with extensive experience

in large city operations and in operating againghnized crime groups. Experience countering organized
crime is especially relevant to COIN; many insurgent groups are more similar to organized crime in their
organizational structurend relations with the populace than theg & military units. US military police

units serve best when operating as a support forcthéoprofessional civilian police trainers. However,
military police units may be assigned the primargpmnsibility for police traimg, and they must be
prepared to assume that role if required.

8-70. Higher level police skills, such as civilian criminal investigation procedures, anti-organized crime
operations, and police intelligence operationse-gest taught bgivilian experts.

8-71. Effective policing also requires an effective jastisystem that can process arrests, detentions,
warrants, and other judicial records. Such a systeindes trained judges, prosecutors, defense counsels,
prison officials, and court personnel. These people are important to establishing the rule of law.

8-72. Military police or corrections personnel can ajsmvide training for detention and corrections
operations. HN personnel should beiried to handle and interrogadetainees and prisoners according
to internationally recognized human rights normsthmy appropriate US personnel. Prisoner and detainee
management procedures should provide for the #gcaind the fair and efficient processing of those
detained.

8-73. Police forces, just like militaryforces, need quality support pemmel to be effective. This
requires training teams to ensure that training in support functions is established. Specially trained
personnel required by police forces include the following:

e Armorers.

» Supply specialists.

» Communications personnel.
» Administrative personnel.

* Vehicle mechanics.

Leaders

8-74. The effectiveness of the HN security forces directly relates to the quality of their leadership.
Building effective leaders requires a comprehensive progf officer, staff, andpecialized training. The
ultimate success of any US involvement in a CCiffort depends on creatingable HN leaders able

to carry on the fight at all levels and build their nation on their own. One of the major challenges that
partner units and advisor teams may face is the perceived low quality of leadecially the junior
leader ranks.

8-75. The leader training methodology must reinforce the different levels of authority within the HN
security force. The roles and responsibilities of eemmmissioned officer and N@Crank must be firmly
established so recruits understand what is expeafdldem. Their subordinateelationship to civilian
authorities must also be reinforcemlensure civilian control. In adibn, training should establish team
dynamics. In some cultures, security forces may need training to understand the vital role of members not
in primary leadership positions.

Commissioned Officers

8-76. Officer candidate standards should be highndidates should be in good health and pass an
academic test with higher standatidan the test for enlisted troops.

Officer Candidates

8-16

8-77. These should be carefully vetted to ensure that they do not have close ties to any radical
or insurgent organizations.
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Basic Officer Training
8-78. Various models for basic officer training exist:

» One-year military college.
» Two-year military college.
» Four-year military college.
 Officer Candidate School.
 Military training at civilian universities.

Additional Training

8-79. In addition to tactical skills, commissionedfficers should be trained in accountability,
decision-making, delegation authority, values, and ethics. Special COIN training should address—

* Intelligence collection and legal considerations.
» Day and night patrolling.
* Site security.
» Cordon and search operations.
» Operations with—
— Other US Forces.
— Other HN governmental agencies.
— Intergovernmental organizations.
— Nongovernmental organizations.
» Treatment of detainees and prisoners.
» Psychological operations.
 Civil military operations.
» Negotiations.
» Ethnic and religious sensitivity.

Noncommissioned Officers

8-80. Professional and effective security forces ailléha professional NCO Corps. NCOs need training

in tactical skills, accountability, values, and ethi€elations and responsibilities between the Officer

and NCO Corps should be clearly defined, and should empower the NCO Corps. Units often create special
NCO academies to train NCOs fingpartner Host National units.

Civilian Leaders

8-81. Additionally, Host Nation civilian leaders may need specific training to improve their skills
and performance. These key representatives might include—

« City mayor.

« Officials from public works, utilities, transportation, and communication.
 Local police chief.

 Fire-fighting officials.

e Superintendent of schools.

» Religious leaders.

» Health and medicalfficials and leaders.

» Judicial representatives.

 Editors of local news media.

» Business and commercial leaders.

Augmenting

8-82. This is an arrangement where the Host Nation provides either individuals or elements to US units
or vice versa. Augmentation can occur at a number of levels and in many different forms. For example, a
US squad can be augmented with HN individuals, a US company can be augmented with an HN platoon,
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and a US battalion can be augmented with an HN company. The benefit of this type of training strategy
is that Host Nation security forces can emulate foi$es in actual combat operations. In addition, US
forces can gain valuable cultural, language, iatalligence-gathering skills. Typically a chain of
command will be agreed upon prior to execution, haxegommand may be executed as a partnership.
Figure 8-7 shows an example of how augmenting a unit can be implemented.

INDIVIDUAL SQUAD
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|:| HN Element

Figure 8-7. Augmentation of an example unit.

Eouip

8-83. The requirement to provide equipment may be as simple as assisting with maintenance of existing
formations or as extensive as providing everyttiaogn shoes and clothing to vehicles, communications,
and investigation kits. If insurgents use heavy rireelyuns and rocket-propelled grenades, HN security
forces need comparable or betemuipment. This especially appigo police forces, which are often
lightly armed and vulnerable to well-armed insurgents.

8-84. Primary considerations should include ntainability, ease of operation, and long-term
sustainment costs. Few developing nations can supjgirly complex equipment. In COIN operations,
having many versatile vehicles that require simple maintenance is often better than having a few highly
capable armored vehicles or combat systems thjaireeextensive maintenance. Developing an effective

HN maintenance system may begins with major maintenance performed by contractors. The program then
progresses to partnership arrangements with U&$oas HN personnel are trained to perform the support
mission.

ADVISE

8-18

8-85. Advisors are the most prominent group of US personnel that serve with HN units. Advisors live,
work, and fight with their HN units. Segregation is kept to an absolute minimum. The relationship
between advisors and HN forces is vital. US pantmércommanders must remember that advisors are not
liaison officers, nor do they command HN units. Additionally, partner units regularly advise their HN
security force counterparts.
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8-86. Effective advisors are an enormous force enharider importance of thep means that the most
capable individuals should fill thespositions. Advisors should be Soldiers known to take the initiative
and set the standards for others.

8-87. Professional knowledge and competence win thessyd HN troops. Effective advisors develop
a healthy rapport with HN personnel but avoid thepggation to adopt HN posiths contrary to US
or multinational values or policy.

8-88. Advisors who understand the HN military cultunederstand that local politics have national
effects. Effective advisors recognize and use cultural factors that support HN commitment and teamwork.
A good advisor uses the culture’s positive aspectgetdhe best performance from each security force
member and leader.

Guidelines
8-89. Important guidelines for advisors include—

» Remain patient. Be subtle. In guiding Host Nation counterparts, explain the benefits of an
action and convince them to accept the idetheis own. Respect the rank and positions of
Host Nation counterparts.

» Exercise diplomacy in correaty Host Nation security force®raise each success and work
to instill pride in the unit.

» Work to continually train and improve the unit, even in the combat zone. Help the commander
develop unit SOPs.

» Know light infantry tactics and unit security procedures.

» Use “confidence” missions to validate training.

» Understand that an advisor is not the unit commander but an enabler. The Host Nation
commander makes decisions and commands the unit. Advisors help with this task.

» Train Host Nation units to standard and fight alongside them. Consider Host Nation limitations
and adjust.

» Flexibility is key. It is impossible to plan completely for everything in this type of operation.

» Constantly look forward to the next issue and be ready to develop solutions to problems that
cannot be answered with a doctrinal solution.

* Remember that most actions have long-term strategic implications.

» Try to learn enough of the language for simple conversation, at a minimum, greetings.

» Keep Host Nation counterparts informed; try not to hide agendas.

» Remain prepared to act as d@dan to multinational assets, esg@dlgi air support and logistics.
Maintain liaison with civil affairs and humanitarian teams in the area of operations.

* Remain ready to advise on the maintenance of equipment and supplies.

» Stay integrated with the unit. Eat their food. Do not become isolated from them.

» Remain aware of the operations in iimenediate area to prevent fratricide.

* Insist on Host Nation adherence to the recognized human rights standards concerning treatment
of civilians, detainees, and captured insurgents. Report any violation to the chain of command.

* Remain objective inreports on Host Nation unit and leader proficiency. Report gross
corruption or incompetence.

» Maintain a proper military bearing and professional manner.

Advisor Teams

8-90. Advisor teams link Host Nation it and US partner units to fill the gaps of the HN's supply
system. They have the ability to bring attention to shortfalls in equipment both to their higher US chain
of command and, through their chain of command, the Host Nation higher headquarters. The advisor
should ensure that the Host Natiagiktical system is beg used properly first. In addition, the advisor
team may assist by hand walking his HN counterpart through the HN system.
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8-91. Advisor teams often have authority to provide tactical equipment such as radios through their
appropriated funds. The advisor team must use this money since it is one of the few forms of leverage they
posses.

8-92. Itis important to note that advisors should not use bribery or coercion, since results achieved from
these actions are only temporary. As soon as themipay is made, or the “force” is removed, the Host
Nation counterpart has no reasorceonply. In practice, these techniques are not efficient and will not
achieve the long-term goal of déaging proficiency, competencand initiative in the counterpart.

Advisor Art and Science

8-93. The most important mission of an advisor is to enhance the military professionalism of his
counterpart. Rapport, credibility, and legitimacy canly be established through time, proximity,

and interaction. Advisors mentor HN leadership at every opportunity. Partner units are engaged in every
aspect of the HN’s development.

8-94. Advisors sleep and eat daily with HN securityclunits. They must “leave the wire.” The closer
they operate with the HN security force, the fasher unit will improve. The social and cultural aspects
of the mission are just as or more important than patrolling with the unit.

8-95. Just as the credibility of US advisors is critical for influencing the leadership and men of the HN
security force, the actions of these advisor teams are equally vital to winning the population’s confidence.
Advisors build their credibility by contact, visibility, technical and tactical proficiency, the ability

to provide resources, success in battle, and respectful interaction with civilians.

8-96. Often, to be successful, advisors partner with their HN equivalents. For instance, US leaders
partner with HN leaders, US ffmpartner with HN staffs, US ktiers partner with HN soldiers.

8-97. Combat advisors go on patrol and operations in order to—

» Lead and advise by example.

» Share the risk.

» Improve legitimacy and unity of effort.

» Bond with the counterparts.

» Coordinate assets (CAS, QRF, EOD).

» Prevent fratricide.

» Provide accurate and specific AARs.

» Prevent, report, remedy human rights violations.
» Gather information for intelligence.

» Ensure site exploitation is thorough.

» Ensure evidence is correctippthered and processed.
» Improve situational awareness.

Challenges

8-20

8-98. US advisors and units share the same chaltergel often develop the same practices. Some
of these practices are negative while others are positive. Some challenges are common to all US advisors
and units. They include aspects often referred to as the American military culture.

8-99. Just as in counterinsurgency operations, advising is an iterative process. The advisor team and the
HN unit will not get it right the first time. However, both the HN unit and the advisor team must “learn
and adapt” faster than insurgents.

8-100. Some typical advisor challenges include—

» Adjusting to native cuisine can pose a problfamthe advisor. Refusal to accept food and
beverages when offered might be considered an insult.

» The advisor does not become discouraged. dloadvice will be accepted. Some will be
implemented later.
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e The advisor cannot forget that a careless wardction can cost the United States dearly
in good will and cooperation that may have beestablished with great effort and at
considerable cost.

» The advisor does not criticize HN policy in frontldlN personnel. It is the advisor’s obligation
to support the incumbent government just as he does his own. This obligation is US
national policy.

» The advisor studies his courpart to determine his persditya and background. He makes
every effort to establish and maintain frigndkelationships. He learns something about his
counterpart’s personal life and demonstratesnterest in his likes and dislikes.

e The advisor recognizes and observes military tesyr and local customs and courtesies. He
recognizes that in many cultures, observanderafal courtesies musake place before other
business can be conducted. Whedauabt, he leans toward the polite.

» The advisor does not get caugiptin personality clashestheeen HN officers/personnel.

» The advisor keeps in mind that HN partners roagsider person-to-person relationships more
important than organizational frameworks.

» The advisor may have to deal with the HN norms regarding time and timeliness.

Advising Principles
8-101. Advising principles can best be described as shown in Figure 8-8.

By, With, Not counting immediate action battle drill responses, the mark of an effective
and Through advisory effort is the amount of stake the Host Nation security forces take in their
own operations.
Empathy Leads to Truly understanding other human beings and where they come from allows
Cultural Competence honest relationships to develop. These relationships are critical factors
of success.
Success is Built This relationship is likely to be tested on numerous occasions and challenges;
on Personal only one built on a solid relationship of mutual trust can survive and ensure
Relationships mission success.
Advisors Increasing the advisors’ level of frustration is the rapid realization that, when the
are not ‘Them’ dealing with partner units, advisors are not one of “them.” The advisors are often

alone navigating between two military systems and two cultures, never quite
fitting in with either of them.

You Will Never The advisor attaining a tactical objective does not achieve success; success
Win...Nor Should is achieved by the Host Nation forces achieving the objective.
You
Advisors are not Advisors are not intended to lead Host Nation security forces in combat; they are
Commanders ultimately responsible for command and control only of their own small TEAM

of US combat advisors.
Advisors Advisors are advocates for the Host Nation security forces with partner units.
are Honest Brokers
Living Advisors will likely find themselves isolated with great autonomy, often with no
with Shades of Gray supervision and will encounter moral and ethical dilemmas on a daily basis.
Talent is Everything, The paradox lies in that in some Host Nation forces, recognized talent can take a
but back seat to rank. Advisors must understand that rank on the uniform
Understand Rank is important to many armies, but it is skin deep; the ways around rank are the

relationship and talent.

Make Do Advisors will never have everything that they feel they need to succeed.
Scrounging, bartering, and horse-trading are daily activities of the combat
advisor. An enormous amount of energy must be devoted to these activities.
These efforts will not only help the advisor achieve mission success but also
endear him to his counterpart.

Figure 8-8. Principles of advising.
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Advisor Relationship with Host Nation Peers

8-102. The advisor spends maximum time with the unit so the troops get to know and trust him. The
advisor talks to and gets to know the troops, not tlustunit leaders, so heaeives excellent feedback
through the common Soldier's candid comments. Such comments often reflect troop morale
and operational effectiveness. He stays abreast of what is going on in the unit by staying in close contact
with the commander and staff.

e The advisor encourages frequent command inspections by the commander. In some cultures,
this action is a new concept or not a camnnpractice. Many HN commanders are reluctant
to inspect. They rely solely on correspondence and reports to evaluate unit effectiveness.

* The advisor continually stsses the obvious advantagesgodd military-civilian relations
to avoid the idea of military arrogance, which irritates the civilian populace. The development
of a proper Soldier-civilian relationship is aitical factor in counterinsurgency. Improper
behavior by Soldiers toward civilians must be immediately corrected.

» The advisor keeps training standards high sothieatinit is prepared fa@ombat at all times.

» The advisor stresses human rights and the consequences of mistreating suspects and prisoners.

» The advisor constantly promotes unit esprit-de-corps to sustain the unit in the face
of difficulties.

» The advisor persuades the HN personnektss information up, down, and laterally.

MENTOR

8-103. Effective mentorship is based on mutual respect, building relationships and trust. Maintaining
patience is the key in developing positive situations for Mentorship. All of which will go into the building
of an effective team. Both advisor teams and patnnés have equal ability to mentor, if the conditions
have been set.

Respect
8-104. In order to get respect, mentors need to give it.

Relationship
8-105. Mentors need to have a good working relationship with Host Nation forces.

Trust

8-106. The best way to gain trust is through shared daagé hardship. Nothing builds trust faster than
facing the enemy together.

Team

8-107. The end state should be a unity of effort for the advisor team, the HN unit, and the partner unit. If
a recommendation is made to the Host Nation unit, mentors should move on. If every recommendation
becomes a point of contention, the mutual respect and relationship that has been carefully cultivated will be
damaged. Figure 8-9 shows the process that is needed to build a relationship that ultimatelyg oewelop

an effective team. Giving respect sets the conditions for trust and, finally, a good team, where mentoring
can occur.

After-Action Reviews

8-108. A central element in improving performance is #lfier-action review (AAR). In order for the HN
forces to sustain and improteeir capabilities, an AAR should m®nducted by the HN unit commander
and facilitated by the advisor team. All kegrsonnel should be pe# (both HN and US).

8-109. While not all cultures are open to criticism, tlgsnot an acceptable excuse for not identifying
weaknesses. Do not let HN security forces avoid twin shortfalls. However, the critical aspect of an
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AAR must be approached very carefully. One outlook is to remain focused on the desired end state. The
end state of the AAR is not to assign blame but to identify a plan to sustain strengths and improve the
weaknesses.

8-110. The whole point of AARs is to improve. If an issue is unit wide or reoccurring, talk to the
leadership and come up with a solution. Thenthetm announce the issue and solution. For practical
purposes there are usually three subsets of AARs with Host Nation units. The HN AAR, a commanders’
one-on-one AAR, and an internal advisor AAR.

4

Team

Trust

Relationship
Respect

I DO3IM=rQ

Figure 8-9. Team-building process.

Host Nation AAR

8-111. First, an advisor should never take credit for an idea; instead, they should empower their
counterpart. Discuss the issue and come up with the solution together, even if he has the answer. The point
is that advisors are mentoring them to come up with solutions of their own in the future. Second, by giving
them the credit and making them look good the leadémwre readily come to the advisors for advice

and take advice more readily in the future.

8-112. Advisors should cover all activities and salient points (sustainmehtngprovement) for each
phase of the operation, including information eyggaents. The AAR should conclude with a plan
to follow-up and make improvements as necessary.adusith US forces, aAAR with the HN security
forces is not only potentially of great value but it is also potentially full of pitfalls. To evaluate the HN
security forces, the advisors should assess at a minimum—

e Leadership

» Level of training demonstrated on operations

» Use and effectiveness of adminédive/logistics (as applicable).

» Professionalism to include human rights and dealing with civilians.

8-113. Advisors need to bring up general positive points with the groups, but they should refrain from
singling out a leader, staff, soldier, or unit to provide criticism in front of others. The US military culture

of group AARs to discuss all mistakes is a teghei we find valuable because our culture accepts it

as important for improvement. Most other culsi@do not accept pointing out criticisms of one person

or group to another. The advisor should take that member or unit aside and discuss the issue. Let them talk
about how to improve this point in a productive way. Figure 8-10 shows an example AAR for a Host
Nation security force after and operation.

Commander's One-on-One

8-114. Remember some AAR points are best kept between the advisor and the Host Nation commander.

Internal Advisor AAR

8-115. In order to effectively advise HN security ¢&s, the US Advisor Team should also conduct an
internal AAR, focusing on what thee@m must sustain and improve. An internal AAR is for the advisors
only and should cover three primary topics:
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» Conduct of advisors and US partner
» Conduct of the HN security force
* Review ROE/EOF for effectivese and compliance/training level

EMPLOYMENT OF NEWLY TRAINED FORCES IN COIN

8-116. Building the morale and confidence of HN security forces should be a long term objective.
Committing poorly trained and badly led forces resultsigh casualties and invites tactical defeats. While
defeat in a small operation may have little effecttioe outcome of a conventional war, even a small
tactical defeat of HN security forces can have sersttisgegic consequences, since COIN is largely about
perceptions. Effective insurgent leaders can quickly turn minor wins into major propaganda victories.
In short, the HN security forcemust be prepared for operations so that they have every possible
advantage. The decision to commit units to their first actions and their employment method requires careful
consideration. As much as possible, HN security forces should begin with simpler missions. As their
confidence and competence grows, thesesfran assume more complex assignments.

OPERATION: NAME ) DTG
s | O VT e TN BDA

Y

*21 4 3 LN Soldiers detained
S#S %334 - 1 local national on target list

- 2 local nationals for illegal

. weapons cache.

p ' 1
|| XY US MiTT
> -

AAR POINTS

Sustain
- Politely explained purpose of search to populace.
- Maintained control of 4 search groups; stayed in sectors.

Improve

- During searches, clear all rooms, including bathrooms.

- Conduct detainee operations; keep paperwork on hand
during the operation.

- Stage vehicles before movement; include in PCC’s PCl's.

el . B g A, Eyosil S 830mi|

Figure 8-10. Example Host Nation security force AAR—operation summary.

8-117. Newly trained units should enter their first caabloperation in support of more experienced HN,

US, or multinational forces. Partner units and advisor teams need to closely monitor the situation
and support each other and the Hostidta It is paramount that the KbNation security force not be
defeated in the initial stage of their operations. Host nation units can be broken down into smaller elements
and paired with US forces in order to put asHblational “face” on the opdfan and provide the Host

Nation with support and training experience.
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SUMMARY

A successful COIN effort establishes HN institutions that can sustain government legitimacy. Developing
effective HN security forces—including military, police, and paramilitary forces—is one of the highest
priority COIN tasks. Soldiers and Marines can make vital contributions to this mission by training
and advising the HN security forces. Effective tactical commanders must understand the importance
of this mission and select the right personnel as trainers and advisors. Using the MORTEAM framework
may enable tactical leaders to successfully train, mentor and conduct operations with Host Nation security
force.
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Appendix A
Intelligence Preparation of the Battlefield

“In no class of warfare is a well organed and well served intelligence department
more essential than in against guerrillas”

COL C. E. Callwell,Small Wars 1896

The complexity of an insurgency aimtreased number of variables (and their
infinite combinations) increases the difficulty of providing timely, relevant,
and effective intelligence support to counterinsurgency (COIN) operations.
Conducted effectively, however, the intelligence preparation of the battlefield (IPB)
allows commanders to develop the dim@al understanding necessary to visualize,
describe, and direct subordinates in successfully accomplishing the mission.

OVERVIEW

A-1.

IPB is the systematic process of analyzing ttir@at and environment in a specific geographic

area—the area of operations (AO) and its associatal @frinterest (Figure A-1). It provides the basis
for intelligence support to current and future operatj drives the military decision-making process,
and supports targeting and battle damage assesshitenfprocedure (as well as each of its four steps)
is performed continuously throughout the plannpprgparation, and execution of a COIN operation.

Define
the
Battlefield

Determine
Threat
Courses of
Action

Describe
the
Battlefield’s
Effects

Evaluate
the
Threat

STEP 3

Figure A-1. The steps of IPB.

INCREASED COMPLEXITY

A-2.

Uncovering intricate relationships takes timeareful analysis, and constant refinement

to determine actual effects on friendly and threamturses of action (COAs). These relationships
exist among—

» Population groups.
» The infrastructure.
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» The historical, cultural, political, or econonsignificance of the area in relation to surrounding
urban and rural areas or the nation as a whole.
» The physical effects of the natural and man-made terrain.

A-3. A primary goal of any IPB is taccurately predict the threatikely COA (step four—which may

include political, social, religiousnformational, economic, and militargctions). Commanders can then
develop their own COAs that maximize and apply combat power at decisive points. Understanding the
decisive points in counterinsurgency operations allows commanders to select objectives that are clearly
defined, decisive, and attainable.

REDUCED UNCERTAINTY AND ITS EFFECTS

A-4. Commanders and their staffs may be unfamiliathwhe intricacies of counterinsurgency

and more adept at thinking and planning in othevirenments. Therefore, without detailed situational
understanding, commanders may assign missions thasthmrdinate forces may not be able to achieve.

As importantly, commanders and their staffs ymmiss critical opportunitiesbecause they appear
overwhelming or impossible (and concede the initiative to the threat). They also may fail to anticipate
potential threat COAs afforded by the distinctive operational environment. Commanders may fail
to recognize that the least likely ¢at COA may be the one adopted prdgibecause it is least likely and,
therefore, may be intended to maximize surprise. Misunderstanding the AQ’s effect on potential friendly
and threat COAs may rapidly lead to mission failure and the unnecessary loss of Soldiers’ lives and other
resources. A thorough IPB of the AO can greatly ceduncertainty and contribute to mission success.

AMPLIFIED IMPORTANCE OF CIVIL CONSIDERATIONS

A-5. In COIN operations, the terrain and enemy are still essential considerations, but the societal
component of the COIN environment is considemsate closely and throughout the operational process.
Moreover, the human or civil considerations gain importance in COIN or stability operations. As discussed
in Chapter One, a key tool for the counterinsurgent unit is analyzing civil considerations using ASCOPE.
Overall, population effects are significant in how they impact the threat, Army forces, and overall
accomplishment of strategic and operational goals.

A-6. Describing the battlefield’'s effects—step twolRB—ascribes meaning to the characteristics
analyzed. It helps commanders understand how d@heironment enhances or degrades friendly
and insurgent forces and capabilititsalso helps commanders undarsl how the environment supports
the population. It also explains how changes i ‘thormal” environment (intentional or unintentional
and because of insurgent or friepdictivities) may affect the populatiomcluded in this assessment are
matters of perception. At each step of the Ip®cess, commanders must try to determine the HN
population’s perceptions of ongoing activities to eastArmy operations are viewed as intended.
Throughout this process, commanders, staffs, amadlysts cannot allow their biases—cultural,
organizational, personal, or cognitive—to markedly influence or alter their assessment (see FM 34-3). This
particularly applies when they agyaé the societal aspect of the opieraal environment. With so many
potential groups and varied interests in such a limited area, misperception is always a risk.

SIGNIFIGANT CHARACTERISTICS IN COIN

A-2

A-7. COIN intelligence analysisnust include consideration tife AO’s distinguishing attributes—
terrain, society, infrastructure, atite threat. Because the COIN eoviment is so complex, it is often

useful to break it into categorieBhen commanders can understand thcarcies of the environment that

may affect their operations and assimilate this information into clear mental images. Commanders can then
synthesize these images of the AQ@hwthe current status of friendly and threat forces, and develop a
desired end state. Then they can determine the most decisive sequence of activities that will move their
forces from the current state to the end state. ldentifying and understanding the environment’s
characteristics (from a counterinsurgent, insurgamt, HN population’s perspective) allows commanders
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to establish and maintain situational understandirigen they can develop appropriate COAs and rules
of engagement that will lead tecisive mission accomplishment.

A-8. Figures A-2 and A-3 are not all-encompassing i$t€OIN characteristicdnstead, they provide

a starting point or outline useftbr conducting a COIN-focused IPB aadalysis that can be modified
to fit the specific operational environment andet the commander’'s requirements. Commanders
and staffs can compare the categories presentediivaisie in the civil affairs area study and assessment
format found in FM 3-05.40 and the IPB considierss for stability operabins found in ST 2-91.1.

INTERCONNECTED SYSTEMS

A-9. Since the COIN environment coniges an interconnected “system of systems,” considerations
among the key elements of the environment will ovediaging a COIN intelligencanalysis. For example,
boundaries, regions, or areas relate to a physical location on the ground. Hence, they have terrain
implications. These boundaries, regions, or areas aftem from some histical, religious, political,
administrative, or social aspect ttauld also be considered a chardstigr of the society. Overlaps can

also occur in a specific category,chuas infrastructure. For instanagms are a consideration for their
potential effects on transportation and distribution (mobility), administration and human services (water
supply), and energy (hydroelectric).

A-10. This overlap recognition is a critical concern éommanders and their & In “taking apart”

the COIN environment and analyzing the pieces, comi@s and staffs cannotsk perspective of how

each piece interacts with any other and as part oivtiwe. Otherwise, their sion will be shortsighted,

and they will fail to recognize the second-and thirdeoreffects of their proposed COAs; the actual end
state differing dramatically from the one envisioned by the commander. The increased density
of combatants and noncombatant$;astructure, and complex terraireems that a given action will likely

have unintended consequences—positive or negative. Those consequences will be more widely felt
and their impact will spread in less time than in other environments. These unintended results may have
important strategic and operational consequences. The multiple ways these dynamic COIN elements
and characteristics combine make it necessary tmagpipreach COIN environment as a unique challenge

for intelligence analysis.

TERRAIN AND WEATHER

A-11. Earlier admonitions that civil consideratiorsse more closely considered in COIN do not
necessarily mean that consideratiéorsterrain and weather are deemphasized.

Terrain

A-12. In every COIN operation, terrain and its effects on both threat and friendly forces must be
assessed and understood. Then commanders can quickly choose and exploit the terrain (and weather
conditions) that best supports their missions. Effective terrain analysis thoroughly assesses structures
as well as the ground on which they stand (Figure A-2). An analysis of terrain first considers broader
characteristics and effects and then peeges to a more detailed examination.

Natural Terrain

A-13. Natural terrain features significantly influenaait operations. They dictate where buildings can

be constructed, the slopes and patterns of straetseven the broad patterns that develop over longer
periods, all of which influence a unit's scheme of maneuver. The military aspects of terrain—observation
and fields of fire, avenues approach, key terrain, obstaclesyd cover andancealment (OAKOC)—
remain critical to the analysis oatural terrain in, under, and around areas where COIN operations will be
conducted. Fortunately, commandensl ¢heir staffs are normally accustedntto this type of analysis.
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Forms and Functions
Cores.
Industrial areas.

» Toxic industrial material production
and storage facilities

+ Standard signs and markings for
toxic chemicals

Outlying high-rise areas.
Residential areas and shantytowns.
Commercial ribbon areas.

Forts and military bases.

Broad Urban Patterns

Types.

+ Satellite
* Network
e Linear

* Segment

Dominant or central hub (if any).

Area covered (square miles).

Street Patterns

Basic types.
» Radial
+ Grid

» Irregular (planned and unplanned).

Variations.

* Rayed

* Radial ring

+ Contour forming

» Combined

Widths.

Construction and Placement

Construction.
* Mass or framed
» Light or heavy clad

» Material (dirt, wood, stone, brick,
cinder block, concrete, steel, and
glass)

» Density and thickness (roofs,
floors, and interior and exterior
walls)

* Load-bearing walls and columns
* Height (floors)

» Doors, windows, fire escapes,
and other openings

* Interior floor plan (including crawl
spaces, elevators, and stairs)
Placement.

* Random
* Close, orderly block
» Dispersed

Ownership.

Military Aspects of Terrain: OAKOC

Observation and fields of fire.

+ Smoke (fire), dust (explosions), and
flying debris

* Rubble

+ Engagement ranges
(including minimum safe distances
and backblast factors) and
obliquity/angles (ricochets)

» Elevation and depression
considerations

+ Lasers and reflective concerns

Avenues of approach

(mobility corridors).

» Airspace

+ Surface

» Supersurface

» Subsurface

Key terrain

* Landmarks

+ Buildings of significant cultural,
social, political, historical, or
economic significance

Obstacles

* Rubble and vehicles

+ Steep embankments

* Medians

* Inadequate bridges and overpasses
(destroyed, weight-restricted, or
narrow)

* Tunnels and underpasses (destroyed
or narrow)

* Mines and roadside improvised
explosive devices

» Masking of fires

» Burning buildings or other fire
hazards

* Rivers and lakes

Cover and concealment.
* Building protection

» Weapon penetration (single shot and
multiple rounds) considerations

* Rubble and vehicles

Figure A-2. Significant terrain characteristics common to COIN operations.

Man-Made Terrain

A-14. Building composition, frontages, placement, foraml functions, size, dbr plans, and window
and door locations affect maneuvésrce positioning, and weapons d@ghent considerations. Angles,

A-4 FMI 3-24.2



Intelligence Preparation of the Battlefield

displacement, surface reflectiomdaantenna locations influence commdaand control. Structures also
influence ISR operations. The increased density andn@kreated by man-made structures increases how
much information commanders and th&tiaffs collect and assess as veallthe number of forces required.
Building materials and constructionllalso influence force structurds include weapons and equipment
required. Heavily constructed buildings combined with hot and cold extremes may affect target
identification for thermal sights. Thick walls, for example, may make combat vehicle identification
difficult by distorting hotspots. Additionally, the increased use of heaters and warming fires may clutter
thermal sights with numerous hotspots. The abiitynaneuver through the urban dimensions—airspace,
supersurface, surface, and subsurface—and shaotgifiwalls, ceilings, and floors also creates increased
psychological stress. The physical characteristics of man-made twareatso be analyzed using OAKOC.

Weather

A-15. Weather and its effects are often considered when examining the military aspects of terrain.
Military aspects of weather include temperatureathand cold), light coritibns, precipitation (cloud
cover, rain, snow, fog, and smog), and wind. Their military effects during COIN are similar to any
operational environment (see FM 34-81 and FM 34-81EKtremes of heat and cold affect weapon
systems and the Soldiers that operate them. Precipitation affects mobility and visibility.

A-16. Commanders also analyze weather for its potential effect on civilians and civilian infrastructure
as well as Soldiers and military equipment. Rain might create sewage overflow problems in areas with
collapsed sewage infrastructure, increasing diseadesven creating panic. Rain and flooding may also
make some subsurface areas impassable or extremely hazardous to civilian and military forces alike. Other
weather effects on COIN can include—

» Heavy snowfall may paralyze area transportation and distribution infrastructure, hindering the
government’s ability to provide vital human rgees (police, fire fighting, medical,
and rescue). Heavy rains and flooding may hsinglar effects especially on poorly designed
and constructed roads or roads that have been damaged by tracked vehicles.

» Extreme hot and cold weather climates, which increase the dependence (and military
significance) of many elements of the infrasttwie. For example, ¢henergy infrastructure
may be critical. Without it, civilians may be ireglately cooled or heated, or they may be
unable to cook their food.

» Intropical areas, rain can occtrthe same time each day durthg wet season. Threat forces
may attack during these periokisowing aircraft will have difficulty responding. Bad weather
also reduces the effectivenesssofveillance, direct and indict fire, and logistic support.

* Inclement weather may preclude demonstratamsllies by threats. Good weather may mean
a maximum turnout of civilians for events suahfestivals, sporting ewnts, and other social,
cultural, or religious activities.

» Severe weather may affect psychological, civil-military and humanitarian assistance operations.
Heavy rains and severe dust storms mayugisteaflet drops, construction projects, food
and water distribution, and medical and veterinary assistance programs.

SOCIETY

A-17. This manual shows that societal considerations take on added importance in COIN. Critical
to operational success is knowing and understanding vgnazips live in an area, what relationships exist
among them, and how each population group willpoes to friendly and threat activities. Often
determining any of this is very difficult. Cultural acuity is also essential in helping commanders and their
staffs to view the area as the residents view ie @amographics presented show what conditions exist,
while the other categories help to explain the root causes or why conditions exist (Figure A-3). Other
categories besides basic demographics that are imptotgain this understanding include health, history,
leadership, ethnicity and cultureliggon, and government and politics.
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POPULATION HISTORY Exchanges of gifts.
DEMOGRAPHICS General and for a specific Displays of emotion.
General population size. group. Lines of authority.
« Village * Internal or external Dating and marriage.
: g’t‘;"’n +  Recent conflicts Greetings, leave-takings, and gestures.
. . Relationship with U.S. Visiting practices
X Metrolpollsl_ allies and other gp '
egalopolis participating multinational Alcohol and drug use.
Group size based on race, forces. Important holidays, festivals, sporting, or entertainment events.

age, sex, political affiliation,

. . : Applicable international Eating and dietary practices.
economics, religion, tribe, treaties o .
clan, gang, criminal activities, : Significance of animals and pets.
or other significant grouping. | Status-of-forces Urban-rural similarities and differences.
- . agreements. . .
« Significant U.S. or allied Driving habits.
populations Antagonists/protagonists )
Clothing.
« Distribution, densities, Heroes.
and physical boundaries Events, facts, and dates RELIGION
and overlaps considered important or Sects, divisions, and overlaps.
* Majority, minority, and celebrated. Religious biases and problems.
dominant groups Urban area’s historical Relationship and influence on government, politics, economics, and
Increasing or decreasing importance. education.
m|grat.|on trends.. N LEADERSHIP AND Impact on ethnic and cultural beliefs.
* Dislocated civilians PROMINENT Key events or celebrations (daily, weekly, monthly, or annually).
Nongovernmental PERSONALITIES ; ;
o L . Funeral and burial practices.
organizations (NGOs). Identification, location, and
« Local prioritization of influential GOVERNMENT AND POLITICS
« National Ieaderst_(explon?tlotn, Present and past forms.
. i evacuation, protection, o ) T S
International etc.) P Organization and powers (executive, legislative, judicial, and administrative
Languages (distribution ) divisions).
dialects, relationship to social Affiliation (ethnic, religion, ) o
structure). military, government, Scheduled elections and historical turnouts.
industry, criminal, or Degree of control over the population

Educational levels and literacy entertainment)

rates. * Identification required
Crime rates Education attained. » Border-crossing procedures
Birth and death rates Organization and Relations with U.S. or multinational governments, national government, and
: distribution of power. criminal elements.
Labor statistics and o . ) .
considerations. ,g\:fsouatﬂlon?j amon% Political factions and boundaries.
ifferent leaders an i i
. Skilled and unskilled groups. Po'IltlcaI traditions.
« Imported and exported ETHNICITY AND Crigvancas.
Censorship.
* Unemployment CULTURE ) ] o
- Standard wages and per Values, moral codes, Nepotism and other clan, tribal, or social ties.
capita income taboos, and insults Civil defense and disaster preparedness (organization, plans, training,
« Workday and workweek (verbal and nonverbal). equipment, and resources).
norms Attitudes towards age, Legal system.
HEALTH sex, and race (including » System of laws

oi same-sex interaction). « Applicable treaties

Iseases. Role of the clan, tribe, or + Courts and tribunals
Nutritional deficiencies. family. * Procedures
Local standards of care. Biases between ethnic * Records (birth and deeds).
Pollution and environmental groups. Property control.
hazards (air, water, food, and | Privacy and individuality. | Monetary system (formal and informal).
soil). Recreation, entertainment, | Domestic and foreign trade.

Health workers (types, and humor. » Taxation and tariffs

numbers, and degree of . + Customs requirements
skill). Fatalism or » Rationing and price controls

self-determination. » Economic performance and contribution to gross national product

Economic aid.

Perception of relative deprivation.

Trade unions.

Competition with the black market and organized crime.

Figure A-3. Societal considerations.
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Readings for COIN Tactical Leaders
In a Time-Constrained Environment

ARTICLES

“Best Practices in Counterinsurgency.” Military Review May-Jun 2005, Kalev |. Sepp.

“COIN CIiff Notes: Techniques for the Conventional Rifle Platoon in Layman’s Terms.” Infantry
Magazine, July-August 2008, Craig Coppock.

“Counterinsurgency Redux’ Survival,Winter 2006-2007, David Kilcullen.

“The Decisive Weapon: A Brigade Combat Team Commander’s Perspective on Conduct
Information Tasks.” Military Review May-Jun 2006, Ralph O. Baker.

“Learning Counterinsurgency: Observations from Soldiering in Irag.” Military Review Jan-Feb
2006, David Petraeus.

“Twenty-Eight Articles’: Fundamentals of Company-level Counterinsurgency.” Military Review,
May-Jun 2006, David Kilcullen.

“The 27 Articles of T.E. Lawrence.," Military Review May-June 2006, Professional Forum

BOOKS
Galula, David. Counterinsurgency Warfare—Theory and Practicendon: Praeger, 1964.
Hammes, T.X. The Sling and the Stone: On War in the 21st Cent@gceola, WI: Zenith Press, 2004

Kitson, Frank. Low Intensity Operations: Sulna®on, Insurgency and Peacekeepihgndon: Faber
and Faber, 1971.

Trinquier, Roger. Modern Warfare—A French View of CounterinsurgemMdsw York: Praeger, 1964.
Zedong, Mao. On Guerrilla Warfare London: Cassell, 1965.
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Appendix C

Twenty-Eight Articles:
Fundamentals of Company-Level Counterinsurgency

LTC David Kilcullen, PhD, originally submitted his ess@@g Articles to Military
Review for the CAC CG'sSpecial Topics Writing Competition: Countering
Insurgency However, he was asked to publishnimediately to help Soldiers in the
field. Even though doing so cost him the opportunity to compete—and possibly
win—the competition, the Australian Army officer graciously agreed, and pulled the
essay from the contest. The article is rejdnin this appendix, with permission,
from the May-June 2006 issue ofilitary Review and formatted to fit this
publication.

INTRODUCTION

C-1.  Your company has just been warned about possible deployment for counterinsurgency operations
in Iraq or Afghanistan. You have read David GaluleE. Lawrence, and Robert Thompson. You have
studied FM 3—24, and now understand the history, philosophy, and theory of counterinsurgency. You
have also watche@lack Hawk DownandThe Battle of Algiersand you know this will be the most
difficult challenge of your life.

C-2. But what does all that theoryaan at the company level? How th@ principlestranslate into
action at night, with the GPS down, the media criticizing you, the locals ciminglan a language you
don’'t understand, and an unseen enemy Kkilliggur people by onesandtwos? How does
counterinsurgency actually happen?

C-3.  There are no universal answers, and insusgare among the most adaptive opponents you will
ever face. Countering them will demand every ouncgoof intellect. But be comforted: You are not the

first to feel this way. There are tactical fundamentals you can apply to link the theory with the techniques
and procedures you already know.

WHAT IS COUNTERINSURGENCY?

C-4. If you have not studiedotinterinsurgency theory, here it issmutshell: Counterinsurgency is a
competition with the insuent for the right to win the heartsiinds, and acquiescence of the population.

You are being sent in because theuigents, at their strongest, canedd¢fanything with less strength than

you. But you have more combat power than you can or should use in most situations. Injudicious use
of firepower creates blood feuds, homeless people, and societal disruption that fuel and perpetuate the
insurgency. The most beneficial actions are often local politics, civic action, and beat-cop behaviors. For
your side to win, the people dortiave to like you but they mustsgect you, accept that your actions
benefit them, and trust your integrity and abilitydiiver on promises, particularly regarding their
security. In this battlefield, populgyerceptions and rumor are mordliential than the facts and more
powerful than a hundred tanks.

C-5.  Within this context, what follows are observations from collective experience, the distilled
essence of what those who went before you leaifiegly are expressed as commandments, for clarity, but
are really more like folklore. Apply them judiciously and skeptically.
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PREPARATION

C-6. Time is short during predeployment, but you will never have more time to think than yeu ha
now. This is your chance to prepare yourself and your command.

C-2

1.

Know your turf. Know the people, the topography, economy, history, religion, and culture.
Know every village, road, field, population grougbal leader, and aneit grievance. Your

task is to become the world expert on your district. If you don’t know precisely where you
will be operating, study the general are@aR the map like a book: Study it every night
before sleep and redraw it from memoryely morning until you understand its patterns
intuitively. Develop a mental model of your area, a framework in which to fit every new
piece of knowledge you acquirStudy handover notes from predecessors; better still, get
in touch with the unit in theater and pick their leaders’ brains. In an ideal world, intelligence
officers and area experts would brief you; howeteis rarely happens, and even if it does,
there is no substitute for personal mastery. Understand the broader area of influence, which
can be a wide area, particularijnen insurgents draw on global grievances. Share out aspects
of the operational area among platoon lead&nd noncommissioned officers; have each
individual develop a personal specializatiand drief the others. Neglect this knowledge,
and it will kill you.

Diagnose the problemOnce you know your area and its people, you can begin to diagnose
the problem. Who are the insurgents? Whatedr them? What makes local leaders tick?
Counterinsurgency is fundamentally a catifion between each side to mobilize the
population in support of its agenda. So you must understand what motivates the people
and how to mobilize them. You need to knamhy and how the insurgents are getting
followers. This means you need to know your real enemy, not a cardboard cut-out. The
enemy is adaptive, resourceful, and probably grew up in the region where you will be
operating. The locals have known him since he was a boy; how long have they known you?
Your worst opponent is not the psychopathic terrorist of Hollywood; it is the charismatic
follow-me warrior who would make your best platoon leader. His followers are not misled
or naive; much of his success may be due to bad government policies or security forces that
alienate the population. Work this problem collectively with your platoon and squad leaders.
Discuss ideas, explore the problem, understand what you are facing, and seek a consensus. If
this sounds unmilitary, get over it. Once you ar¢hiater, situations will arise too quickly

for orders or even commander’s intent. Corporals and privates will have to make snap
judgments with strategic impact. The only way to help them isto give them a shared
understanding, then trust them to think for themselves on the day.

Organize for intelligence. In counterinsurgency, killing th enemy is easy. Finding him

is often nearly impossible. Intelligence and operations are complementary. Your operations
will be intelligence-driven, but intelligence will come mostly from your own operations, not
as a product prepared and served up by higher headquarters. So you must organize
for intelligence. You will need a company S2 and an intelligence section (including analysts).
You might need platoon S2s a8@s, and you will need @&connaissance and surveillance
(R&S) element. You will not have enough lingts&—you never do—buarefully consider
where best to use them. Linguists are #tldavinning asset, but like any other scarce
resource, you must have a prioritized “bump plan” in case you lose them. Often during
predeployment the best use of linguists irén your command in basic language. You will
probably not get augmentation for all this, but you must still do it. Put the smartest soldiers in
the S2 section and the R&S squad. You will have one less rifle squad, but the intelligence
section will pay for itself in lives and effort saved.

Organize for interagency operations. Almost everything in counterinsurgency

is interagency. And everything important, from policing to intelligence to civil-military
operations to trash collection, will involvgour company working with civilian actors
and local indigenous pawrs you cannot controhut whose success is essential for yours.
Train the company in interagency operations: Get a briefing from the US Department
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of State, aid agencies, and the local policdirerbrigade. Train point-men in each squad

to deal with the interagency gele. Realize that civilians findfles, helmets, and body armor
intimidating. Learn how not to scare them. Ask others who come from that country or culture
about your ideas. See it through the eyes afilian who knows nothing about the military.
How would you react if foreigners cameytour neighborhood andnoducted the operations

you planned? What if somebody came toyour mother's house anddid that? Most
importantly, know that your operations willeate a temporary breathing space, but long-term
development and stabilization by civilian agencies will ultimately win the war.

Travel light and harden your combat service support (CSS)You will be weighed down

with body armor, rations, extra ammunitioogmmunications geamnd a thousand other
things. The enemy will carry a rifle or rocket-propelled grenade launcher, a shemagh (head
scarf), and a water bottle if he is lucky. Usdeyou ruthlessly lightenoyr load and enforce a
culture of speed and mobility, the insurgents will consistently out-run and out-maneuver you.
But in lightening your load, nk& sure you can always reatlack to call for firepower

or heavy support if needed. Alsemember to harden youiSS. The enemy will attack your
weakest points. Most attacks on CoalitiorcEs in Irag in 2004 ar2D05, outside preplanned
combat actions like the two battles of Falluja or Operation Iron Horse, were against CSS
installations and convoys. You do the mathsile your CSS assets are hardened, have
communications, and are trained in combat operations. They may do more fighting than your
rifle squads.

Find a political/cultural adviser. In a force optimized for counterinsurgency, you might
receive a political-cultural adviser at compaleyel, a diplomat or military foreign area
officer able to speak the language and navitfaentricacies of locgbolitics. Back on planet

Earth, the corps and division commander will get a political advisor; you will not, so you
must improvise. Find a POLAD (politicalsttural adviser) from among your people—
perhaps an officer, perhaps not (see article 8). Someone with people skills and a feel for the
environment will do better than a political-science graduate. Don’t try to be your own cultural
adviser: You must be fully aware of the political and cultural dimension, but this is a different
task. Also, don't give one of your intelligenceopée this role. They can help, but their task

is to understand the environment. The POLAD's job is to help shape it.

Train the squad leaders—then trust them.Counterinsurgency is a squad and platoon
leader’s war, and often a private soldier’s war. Battles are won or lost in moments: Whoever
can bring combat power to bear in secomfsa street corner, will win. The commander on

the spot controls the fight. You must train the squad leaders to act intelligently
and independently without orders. If your squad leaders are competent, you can get away
with average company or platoon staffs. The reverse is not the case. Training should focus on
basic skills: marksmanship, patrolling, security on the move and at the halt, and basic drills.
When in doubt, spend less time on company and platoon training, and more time on squads.
Ruthlessly replace leaders who do not makegtlagle. But once people are trained and you
have a shared operational diagnosis, you niustt them. We talk about this, but few
company or platoon leaders really trust their people. In counterinsurgency, you have no
choice.

Rank is nothing; talent is everything.Not everyone is good at counterinsurgency. Many
people don’t understand the concept, and some can't execute it. It is difficult, andin a
conventional force only a few people will masiterAnyone can learn the basics, but a few
naturals do exist. Learn how to spot these people, and put them into positions where they can
make a difference. Rank matters far less than talent—a few good men led by a smart junior
noncommissioned officer can succeed in coumsergency, where hundreds of well-armed
soldiers under a mediocre senior officer will fail.

Have a game plan.The final preparation task is to develop a game plan, a mental picture
of how you see the operation developing. You will be tempted to try and do this too early.
But wait, as your knowledge improves, you vgit a better idea of what needs to be done
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and a fuller understanding of yoawn limitations. Like any plarthis plan will change once

you hit the ground, and it may need to be scrapped if there is a major shift in the environment.
But you still need a plan, and the procesglahning will give you a simple, robust idea

of what to achieve, even if the methods change. This is sometimes called “operational
design.” One approach is tceigtify basic stages in your apdion, for example “establish
dominance, build local networks, margizali the enemy.” Make sure you can easily
transition between phases, forward and backwiardase of setbacks. sluas the insurgent

can adapt his activity to yours, so you must have a simple enough plan to survive setbacks
without collapsing. This plan is the solution that matches the shared diagnosis you developed
earlier. It must be simple, and known to everyone

GOLDEN HOUR

C-7.  You have deployed, completegtception and staging, and (ffou are lucky) attended the
in-country counterinsurgency school. Now it is time to enter your sector and start your tour. This is the
golden hour. Mistakes made now willurd you for the rest ofour tour, while early successes will set the
tone for victory. You will look baclon your early actions aratinge at your clumsirss. So be it. But you

c-4

must act.

10.

11.

12.

13.

Be there. The most fundamental rule of counterinsurgency is to be there. You can almost
never outrun the enemy. If you are not present when an incident happens, there is usually
little you can do about it. So your first order of business is to establish presence. If you can't
do this throughout your sector, then do it wherever you can. This demands a residential
approach: living in your sector, in close proximity to the population rather than raiding into
the area from remote, secure bases. Movement on foot, sleeping in local villages, night
patrolling—all these seem more dangerous thag #re. They establidimks with the locals,

who see you as real people they can trastdo business with, not as aliens who descend
from an armored box. Driving around in an armored convoy, day-tripping like a tourist
in hell, degrades situational awareness, makes you a target, and is ultimately more dangerous.

Avoid knee-jerk responses to first impressionsDon’t act rashly; get the facts first. The
violence you see may be part of the insurgent strategy; it may be various interest groups
fighting it out with each other aettling personal vendettas. Nality in Kandahar is not the

same as in Seattle—you need time torleavhat normality lookslike. The insurgent
commander wants to goad you into lashing out at the population or making a mistake. Unless
you happen to be on the spot when andest occurs, you will have only second-hand
reports and may misunderstand the local context orinterpretation. This fragmentation
and “disaggregation” of the battlefield, particularly inurban areas, means that first
impressions are often highly misleading. Of course, you can’t avoid making judgments. But
if possible, check them with an older or a trusted local. If you can, keep one or two officers
from your predecessor unit for the first part of the tour. Try to avoid a rush to judgment.

Prepare for handover from day one Believe it or not, you will not resolve the insurgency

on your watch. Your tour wilend, and your successors witted your corporate knowledge.
Start handover folders, in every platoon apédcialist squad, from day one. Ideally, you
would have inherited these from your predecessors, but if not you must start them. The
folders should include lessons learned, detditsut the population, vilge and patrol reports,
updated maps, and photographs—aimgtihat will help newcomers master the environment.
Computerized databases are fine, but keep d@af-ups and ensure you have hard copy

of key artifacts and documents. This is anddasj but essential. Over time, you will create a
corporate memory that keeps your people alive.

Build trusted networks. Once you have settled into your sector, your key task is to build
trusted networks. This is the true meaning of the phrase hearts and minds, which comprises
two separate components. Hearts means pergyaeiople their best interests are served by
your success; minds means convincing them that you can protect them, and that resisting you
is pointless. Note that neither concept has anything to do with whether people like you.
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14.

15.

16.

17.

Calculated self-interest, not emotion, is witaunts. Over time, if you successfully build
networks of trust, these will grow like ra@ointo the population, displacing the enemy’s
networks, bringing him out into the open to fight you, and letting you seize the initiative.
These networks include local allies, community leaders, local security forces,
nongovernmental organizations (NGOs) and othenétly or neutral nonstate actors in your
area, and the media. Conduct village andimmorhood surveys to éhtify needs in the
community, then follow througto meet them. Build common interests and mobilize popular
support. This is your true main effort; evdriyig else is secondary. Actions that help build
trusted networks serve your cause. Actiongerekilling high-profile targets that undermine
trust or disrupt your networks—help the enemy.

Start easy If you were trained in nmeeuver warfare you know abostirfaces and gaps. This
applies to counterinsurgency as much as any other form of maneuver. Don't try to crack the
hardest nut first—don’t go straight for the main insurgent stronghold, try to provoke a
decisive showdown, or focus efforts on villagéhat support the insgents. Instead, start

from secure areas and work gradually outwards. Do this by extending your influence through
the locals’ own networks. Go with, not against, the grain of local society. First win the
confidence of a few villages and see who they trade, intermarry, or do business with. Now
win these people over. Soon enough the showdsitinthe insurgentsvill come. But now

you have local allies, a mobilized populationda trusted network at your back. Do it the
other way around and no one will mourn your failure.

Seek early victories In this early phase, your aim is to stamp your dominance in your sector.
Do this by seeking an early victory. This will probably not translate into a combat victory
over the enemy. Looking for such a victory can be overly aggressive and create collateral
damage—especially since you really do not yet understand your sector. Also, such a combat
victory depends on the enemy being stupid enough to present you with a clear-cut target,
which isa rare windfall in counterinsurgency. Instead, you may achieve a victory by
resolving long-standiy issues your predecessors have fadeaddress, or by co-opting a key

local leader who has resisted cooperation with our forces. Like any other form of armed
propaganda, achieving even a small victory early in the tour sets the tone for what comes later
and helps seize the initiative, which you have probably lost due to the inevitable hiatus
entailed by the handover-takeoweth your predecessor.

Practice deterrent patrolling. Establish patrolling methods that deter the enemy from
attacking you. Often our patrolling approach seems designed to provoke, then defeat, enemy
attacks. This is counterproductive; it leads to a raiding, day-tripping mindset or, worse, a
bunker mentality. Instead, practiceterrent patrolling. There are many methods for this,
including multiple patrolling irwhich you flood an area with nierous small patrols working
together. Each is too small to be a worthwhile target, and the insurgents never know where all
the patrols are—making an attack on any one patrol extremely risky. Other methods include
so-called blue-green patrolling, where you mount daylight, overt humanitarian patrols, which
go covert at night and hunt specific targets. Again, the aim is to keep the enemy off balance,
and the population reassured through consaadtunpredictable activity which, over time,
deters attacks and creates a more permissive environment. A reasonable rule of thumb is that
one—to two-thirds of your force should be on patrol at any time, day or night.

Be prepared for setbacksSetbacks are normal in counterinsurgency, as in every other form
of war. You will make mistakes, lose peopdeoccasionally kill or detain the wrong person.

You may fail in building or expanding networkl this happens, don't lose heart, simply
drop back to the previous phase of your game plan and recover your balance. It is normal
in company counterinsurgency operations fansglatoons to be doing well while others do
badly. This is not necessarily evidencefalfure. Give local commanders the freedom

to adjust their posture to local conditions. This creates elasticity that helps you survive
setbacks.
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18. Remember the global audience. One ofthe biggest differences between the
counterinsurgencies our fathers fought thabe we face today is the omnipresence
of globalized media. Most hoes in Iraqg have one or moeatellite dishes. Web bloggers;
print, radio, and television reporters; anbdeys are monitoring and reporting your every
move. When the insurgents ambush your patrols or set off a car bomb, they do so not
to destroy one more track, but because thent graphic image®fa burning vehicle
and dead bodies for the evening news. Beware of the scripted enemy who plays to a global
audience and seeks to defeat you in the court of global public opinion. You counter this by
training people to always bear in mind the global audience, to assume that everything they
say or do will be publicized, and to befriene tmedia. Get the press on-side—help them get
their story, and trade information with them. Good relationships with nonembedded media,
especially indigenous media, dramatically @ase your situational awareness and help get
your message across to the global and local audience.

19. Engage the women, beware of the childrenMost insurgent fighdrs are men. But
in traditional societies, women are hugely influential in forming the social networks that
insurgents use for support. Co-opting neutral or friendly women, through targeted social
and economic programs, builds networks of enlightened self-interest that eventually
undermine the insurgents. You need your own female counterinsurgents, including
interagency people, to do this effectively. Win the women, and you own the family unit. Own
the family, and you take a big step forwamdnobilizing the populatin. Conversely, though,
stop your people from fraternizing with the local children. Your troops are homesick; they
want to drop their guard with the kids, but children are sharp-eyed, lacking in empathy,
and willing to commit atrocities their elders would shrink from. The insurgents are watching:
They will notice a growing friendship between one of your people and a local child,
and either harm the child as punishment, or use them against you. Similarly, stop people from
throwing candies or presents to children.tttaats them to our vehicles, creates crowds the
enemy can exploit, and leads to children being run over. Harden your heart and keep the
children at arm’s length.

20. Take stock regularly. You probably already know thattedy count tells you little, because
you usually can’'t know how many insurgents there were to start with, how many moved into
the area, how many transferred from supporter to combatant status, or how many new fighters
the conflict has created. But you still need to develop metrics early in the tour and refine them
as the operation progresses.eY¥tshould cover a range ofcéal, informational, military,
and economic issues. Use metrics intelligentlfotan an overall impression of progress—not
in a mechanistic traffic-light fashion. Typical metrics include percentage of engagements
initiated by our forces versus those initiatediftgurgents; longevity diiendly local leaders
in positions of authority; number and quality of tip-offs on insurgent activity that originate
spontaneously from the population; and economic activity at markets and shops. These mean
virtually nothing as a snapshot; it istrends over time that help you track progress
in your sector.

GROUNDHOG DAY

C-6

C-8. Now you are in “steady state.” You are established in your sector, and people are settling into that
“groundhog day” mentality thdtits every unit at some stage duringmgwtour. It will probably take you at

least the first third of your tour to become effectivganir new environment, if not longer. Then in the last
period you will struggle against the short-timer mental®p this middle part of the tour is the most
productive—but keeping the flame alive, and bringing the local population along with you, takes immense
leadership.

21. Exploit a “single narrative.” Since counterinsurgency is a competition to mobilize popular
support, it pays to know how people are itinbd. In most societies there are opinion
makers—Ilocal leaders, pillars of the community, religious figures, media personalities,
and others who set trends and influence pup#cceptions. This influence, including the
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23.

24.

pernicious influence of the insurgents, often takes the form of a “single narrative”: a simple,
unifying, easily expressed story orexmton that organizes people’s experience
and provides a framework for understanding events. Nationalist and ethnic historical myths,
or sectarian creeds, provide such a narrafife. Iragi insurgents have one, as do Al-Qaeda
and the Taliban. To undercut their influence you must exploit an alternative narrative,
or better yet, tap into an existing narrative that excludes the insurgents. This narrative is often
worked out for you by higher headquarters—but only you have the detailed knowledge
to tailor the narrative to local conditions and generate leverage from it. For example, you
might use a nationalist narrative to marginalize foreign fighters in your area or a narrative
of national redemption to undermine former regime elements that have been terrorizing the
population. At the company level, you do thisbaby steps by getting to know local
opinion-makers, winning their trust, learning what motivates them, and building on this
to find a single narrative that emphasizes the inevitability and rightness of your ultimate
success. This is art, not science.

Local forces should mirror the enemy, not the AmericansBy this stage, you will be
working closely with local forces, training or supporting them and building indigenous
capability. The natural tendency is to build forces in the US image, with the aim of eventually
handing our role over tothem. This is a mistake. Instead, local indigenous forces need
to mirror the enemy’s capabilitieend seek to supplant the imgant’s role. This does not

mean they should be irregular in the sense of being brutal or outside proper control. Rather,
they should move, equip, organize like the ngemts, but have access to your support and be
under the firm control of their parent seties. Combined with a mobilized population

and trusted networks, this allows local forces to hard-wire the enemy out of the environment,
under top-cover from you. At the company level, this means that raising, training,
and employing local indenous auxiliary forces (policen@ military) are valid tasks. This
requires high-level clearance, of course, but if support is given, you should establish a
company training cell. Platoons should aim to train one local squad, then use that squad as a
nucleus for a partner platoon. Company headquarters should train an indigenous leadership
team. This mirrors the growth process of otinested networks and tends to emerge naturally

as you win local allies who want to take up arms in their own defense.

Practice armed civil affairs. Counterinsurgency is armed social work, an attempt to redress
basic social and political problems while being shot at. This makes civil affairs a central
counterinsurgency activity, not an afterthought. It is how you restructure the environment
to displace the enemy from it. )our company sector, civil affairs must focus on meeting
basic needs first, then progress up Maslow&drichy as each successive need is met. You
need intimate cooperation with interagency pagrieere—national, international, and local.

You will not be able to control these pantse-many NGOs, for example, do not want to be

too closely associated withoy because they need to presetheir perceived neutrality.
Instead, you need to work on a shared diagnosis of the problem, building a consensus that
helps you self-synchronize. Your role is toyide protection, identify needs, facilitate civil
affairs, and use improvements in social conditias$everage to build networks and mobilize

the population. Thus, there is no such thing as impartial humanitarian assistance or civil
affairs in counterinsurgency. Every time you help someone, you hurt someone else—not least
the insurgents—so civil and humanitarian stssice personnel will be targeted. Protecting
them is a matter not only of close-in defense, but also of creating a permissive operating
environment by co-opting the beneficiaries of aid (local communities and leaders) to help you
help them.

Small is beautiful. Another natural tendency isto go for large-scale, mass programs.
In particular, we have a tendency to template ideas that succeed mrea and transplant
them into another, and we tend to take small programs that work and try to replicate them on
a larger scale. Again, this is usually astake: Often programs ateed because of specific

local conditions of which we are unaware, ecéiuse their very smallness kept them below
the enemy’s radar and helped them flourish unmolested. At the company level, programs that
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succeed in one district often also succeedniother (because the overall company sector

is small), but small-scale projects rarghyoceed smoothly intdarge programs. Keep
programs small; this makes them cheap, sustainable, low-key, and (importantly) recoverable
if they fail. You can add new programs—also small, cheap and tailored to local conditions—
as the situation allows.

Fight the enemy’s strategy, not his forcesAt this stage, if thingare proceeding well, the
insurgents will go over to the offensive. Ydhkge offensive, because you have created a
situation so dangerous to the insurgelftyy threatening to dplace them from the
environment) that they have to attack you and the population to get back into the game. Thus
it is normal, even in the most successful operations, to have spikes of offensive insurgent
activity late in the campaign. This does netessarily mean you have done something wrong
(though it may, it depends on whet you have successfullyotnilized the population). At

this point the tendency is to go for the jugular and seek to destroy the enemy’s forces in open
battle. This is rarely the best choice caimpany level, because provoking major combat
usually plays into the enemy’s hands by undermining the population’s confidence. Instead,
attack the enemy’s strategy. If he is seekingetrapture the allegiam of a segment of the

local population, then co-opt them against him. If he is trying to provoke a sectarian conflict,
go over to peace-enforcement mode. The pernouistare endless, but the principle is the
same: Fight the enemy’s strategy, not his forces.

Build your own solution—only attack the enemy when he gets in the wayry not to be
distracted orforced into a series of reactive moves by a desire tokill or capture the
insurgents. Your aim should be toimplement your own solution, the game plan you
developed early in the campaign and thennesfi through interaction with local partners.

Your approach must be environment-centric (based on dominating the whole district
and implementing a solution to its systemic problems) rather than enemy-centric. This means
that particularly late in the campaign you maged to learn to negotiate with the enemy.
Members of the population that supports you also know the enemy’s leaders. They may have
grown up together in the small district that is now your company sector, and valid negotiating
partners sometimes emerge as the campaign progresses. Again, you need close interagency
relationships to exploit opportities to co-opt segments ofelenemy. This helps you wind

down the insurgency without afiating potential local allies who Y& relatives or friends in

the insurgent movement. At this stage, a defection is better than a surrender, a surrender
is better than a capture, and a capture is better than a kill.

GETTING SHORT

C-9.

Time is short, and the tour is drawing to a close. The key problem now is keeping your people
focused, maintaining the rage on all the multifarious programs, projects, and operations that you have
started, and preventing your peofilem dropping their guard. In this fihphase, the previous articles still
stand, but there is an important new one.

27. Keep your extraction plan secret.The temptation to talk about home becomes almost

unbearable toward the end of a tour. The locals know you are leaving, and probably have a
better idea than you of the generic extractien. Remember, they have seen units come
and go. But you must protect the specific details of the extraction plan, or the enemy will use
this as an opportunity to score a high-profili¢, recapture the population’s allegiance by
scare tactics that convince them they will notpbetected once you leave, or persuade them
that your successor unit will be oppressive eompetent. Keep the s secret within a

tightly controlled compartment in your headquarters.

FOUR “WHAT IFS”

C-10.

C-8

The articles above describe what should happenwe all know that things go wrong. Here are
some what ifs to consider:
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» What if you get moved to a different area? You prepared for ar-Ramadi and studied Dulaim
tribal structures and Sunni beliefs. Nowuyare going to Najaf and will be surrounded by
al-Hassani tribes and Shi'a communities. But that work was not wasted. In mastering your first
area, you learned techniqugsu can apply: how to “case” an operational area and how
to decide what matters in tHecal societal structure. Do éhsame again, and this time the
process is easier and faster, since you hawexigting mental structerand can focus on what
is different. The same applies if you get moved frequently within a battalion or brigade area.

« What if higher headquarters dimét “get” counterinsurgency®igher headquarters is telling
you the mission isto “kill terrorists,” or pushing for high-speed armored patrols and a
base-camp mentality. They just don’'t seemuniderstand counterinsurgency. This is not
uncommon, since company-grade officers today often have more combat experience than
senior officers. In this case, just do whatuycan. Try not to createxgectations that higher
headquarters will not let you meet. Apply theagd “first do no harm.” Over time, you will
find ways to do what you have to do. But neletto higher headquarters about your locations
or activities—they own the indirect fires.

» What if you have no resources? You have linguists, the aid agencies have no money
for projects in your area, and you have a low priority for civil affairs. You can still get things
done, but you need to focus on self-reliance: Keep things small and sustainable and ruthlessly
prioritize effort. The local populen are your allies in this: By know what matters to them
more than you do. Be honest with them; discuss possible projects and options with community
leaders; get them to choose what their ffes are. Often they will find the translators,
building supplies, or expertise that you neaal will only expect yousupport and protection
in making their projects work. And the process of negotiation and consultation will help
mobilize their support and strengthen their social cohesion. If you set your sights on what
is achievable, the situation can still work.

» What if the theater situation shifts under your feet? It is your worst nightmare—Everything has
gone well in your sector, but the whole theater situation has changed and invalidates your
efforts. Think of the first battle of Falluja, the Askariya shrine bombing, or the Sadr uprising.
What do you do? Here is where having a flexilsldaptive game plan ew@s in. Just as the
insurgents drop down to a lower posture when things go wrong, now is the time for you to drop
back a stage, consolidate, rieggour balance, and prepare to expand again when the situation
allows. But see article 28: If yazede the initiative, you must reégdt as soon as the situation
allows, or you will eventually lose.

C-11. This, then, is the tribal wisdom, the folklore that those who went before you have learned. Like
any folklore it needs interpretation and contains $egiym contradictory advice. Over time, as you apply
unremitting intellectual effort to study your sector, you will learn to apply these ideas in your own way
and will add to this store of wisdom from your own observations and experience. So only one article
remains, and if you remember nothing else, remember this:

28. Whatever else you do, keep the initiativdn counterinsurgency, thaitiative is everything.
If the enemy is reacting to you, you control the environment. Provided you mobilize the
population, you will win. If you a reacting to the enemy, eviéiyou are killing or capturing
him in large numbers, then he is controlling the environment and you will eventually lose.
In counterinsurgency, the emy initiates most attacks, targets you unexpectedly,
and withdraws too fast foroy to react. Do not be drawinto purely reactive operations:
Focus on the population, build your own solution, further your game plan, and fight the
enemy only when he gets in the way. This gains and keeps the initiative.
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Appendix D
Twenty-Seven Articles of T. E. Lawrence

T. E. Lawrence wrote that he expressed these notes, publishkd #rab Bulletin
20 August 1917,ih commandment forhfor clarity and brevity:

They are, however, only my personal conclusions, arrived at gradually while 1
worked in the Hejaz and now put on paper as stalking horses for beginners in the
Arab armies. They are meant to apply only to Bedu; townspeople or Syrians require
totally different treatment. They are of course not suitable to any other person's need,
or applicable unchanged in any particulauation. Handling Hejaz Arabs is an art,

not a science, with exceptions and no obvious rules. At the same time we have a great
chance there; the Sharif trusts us, and has given us the position (towards his
Government) which the Germans wanted to wi Turkey. If we are tactful, we can

at once retain his goodwill and carry out our job, but to succeed we have got to put
into it all the interest and skill we possess.

1. Go easy for the first few weeks. A bad startlifficult to atone for, and the Arabs form their
judgments on externals that we ignore. When yae lmaached the inner circle in a tribe, you can
do as you please with yourself and them.

2. Learn all you can about your Asf and Bedu. Get to know their families, clans and tribes,
friends and enemies, wells, hills and roads. Dhigl by listening and bindirect inqury. Do not
ask questions. Get to speak their dialecAmibic, not yours. Until you can understand their
allusions, avoid getting deep intonversation or you will drop biks. Be a little stiff at first.

3. In matters of business deal only with the commander of the army, column, or party in which you
serve. Never give orders to anyone at afid eeserve your directions or advice for the C.O.,
however great the temptation (for efficiency'«ejaof dealing with his underlings. Your place
is advisory, and your advice is due to the commander alone. Let him see that this is your
conception of your duty, and that his is to be the sole executive of your joint plans.

4. Win and keep the confidence of your leader. Sttegrghis prestige at your expense before others
when you can. Never refuse or quash schemes he may put forward; but ensure that they are put
forward in the first ingtnce privately to you. Always approve them, and after praise modify them
insensibly, causing the suggestions to come fhom, until they are iraccord with your own
opinion. When you attain this point, hold him to it, keep a tight grip of his ideas, and push them
forward as firmly as possibly, but secretly, so that no one but himself (and he not too clearly)
is aware of your pressure.

5. Remain in touch with your leader as constantly and unobtrusively as you can. Live with him, that
at meal times and at audiences you may be naturally with him in his tent. Formal visits to give
advice are not so good as the constant dropping of ideas in casual talk. When stranger sheikhs
come in for the first time to sweatlegiance and offer service, cleaut of the tent. If their first
impression is of foreigners in the confidence of the Sharif, it will do the Arab cause much harm.

6. Be shy of too close relations with the subordigaiéthe expedition. Continual intercourse with
them will make it impossible for you to avoid ggi behind or beyond the dtructions that the
Arab C.O. has given them on your advice, and in so disclosing the weakness of his position you
altogether destroy your own.
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Treat the sub-chiefs of your force quite easily and lightly. In this way you hold yourself above
their level. Treat the leader, if a Sharif, wittspect. He will return your manner and you and he
will then be alike, and above the rest. Precedes a serious matter among the Arabs, and you
must attain it.

Your ideal position iswhen you are present and not noticed. Do not be too intimate, too
prominent, or too earnest. Avoid being identified too long or too often with any tribal sheikh, even

if C.O. of the expedition. To do your work you must be above jealousies, and you lose prestige
if you are associated with a tribe orclan, andits inevitable feuds. Sharifs are above all
blood-feuds and local rivalries, and form the only principle of unity among the Arabs. Let your

name therefore be coupled alwaysh a Sharif's, and share ta#titude towards the tribes. When

the moment comes for action put yourself publicly under his orders. The Bedu will then follow

suit.

Magnify and develop the growing conception of the Sharifs as the natural aristocracy of the
Arabs. Intertribal jealousies make it impossible for any sheikh to attain a commanding position,
and the only hope of union in nomad Arabs is thatAshraf be universally acknowledged as the
ruling class. Sharifs are half-townsmen, half-nomad, in manner and life, and have the instinct
of command. Mere merit and money would be insufficient to obtain such recognition; but the
Arab reverence for pedigree and the Prophetsgivpe for the ultimate success of the Ashraf.

Call your Sharif 'Sidi' in public and in private. Call other people by their ordinary names, without
title. In intimate conversation call a Sheikh 'Abarfad’, 'Akhu Alia' or some similar by-name.

The foreigner and Christian is not a popular peri& Arabia. However friendly and informal the
treatment of yourself may be, remember always that your foundations are very sandy ones. Wave
a Sharif in front of you like a banner and hidair own mind and person. If you succeed, you will
have hundreds of miles of country and thousandasesf under your orders, and for this it is worth
bartering the outward show.

Cling tight to your sense of humor. You will need it every day. A dry irony is the most useful
type, and repartee of a persoaald not too broad character wilbuble your influence with the
chiefs. Reproof, if wrapped up in some smilingnfip will carry further and last longer than the
most violent speech. The power of mimicry orqehr is valuable, but use it sparingly, for wit

is more dignified than humor. Do not cause a laugh at a Sharif except among Sharifs.

Never lay hands on an Arab; you degrade yourself. You may think the resultant obvious increase
of outward respect a gain to you, but what you have really done is to build a wall between you
and their inner selves. It is difficult to keep quiet when everything is being done wrong, but the

less you lose your temper the greater your advantage. Also then you will not go mad yourself.

While very difficult to drive, the Bedu are easy to lead, if— have the patience to bear with them.
The less apparent your interferences the more your influence. They are willing to follow your
advice and do what you wish, but they do not mean you or anyone else to be aware of that. It
is only after the end of all annoyances @i find at bottom their real fund of goodwill.

Do not try to do too much with your own hands. Better the Arabs do it tolerably than that you do
it perfectly. It is their war, and you are to help them, not to win it for them. Actually, also, under
the very odd conditions of Arabigour practical work will not bas good as, perhaps, you think

it is.

If you can, without beingob lavish, forestall presents to youfsé well-placed gift is often most
effective in winning over a suspitis sheikh. Never receive aegent without giving a liberal
return, but you may delay this return (while legtiits ultimate certainty be known) if you require

a particular service from the giver. Do not let them ask you for things, since their greed will then
make them look upon you only as a cow to milk.

Wear an Arab head cloth whavith a tribe. Bedu have a malignant prejudice against the hat,
and believe that our persistence in wearing it (due probably to British obstinacy of dictation)
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is founded on some immoral or irreligious principle. A thick head cloth forms a good protection
against the sun, and if you wear a hat your Beab friends will be ashamed of you in public.

Disguise is not advisable. Except in speciaaar let it be clearly known that you are a British
officer and a Christian. At the same time, if yzan wear Arab kit when with the tribes, you will
acquire their trust and intimacy to a degree impossible in uniform. It is, however, dangerous
and difficult. They make no special allowanckes you when you dress like them. Breaches

of etiquette not charged agaimsforeigner are not condoned to yiauArab clothes. You will be

like an actor in a foreign theatre, playing a part day and night for months, without rest, and for an
anxious stake. Complete success, which is wihenArabs forget your strangeness and speak
naturally before you, counting you as one of thelwes, is perhaps onlytainable in character:
while half-success (all that most of us will strive for; the other costs too much) is easier to win
in British things, and you yourselfill last longer, physically anthentally, in the comfort that

they mean. Also then the Turkdlvnot hang you, when you are caught.

If you wear Arab things, wear the best. Clothes are significant among the tribes, and you must
wear the appropriate, and appear at easesin.tbress like a Sherif,they agree to it.

If you wear Arab things at all, go the whole way. Leave your English friends and customs on the
coast, and fall back on Arab habéstirely. It is possible, starting thus level with them, for the
European to beat the Arabs at their own game, for we have stronger motives for our action,
and put more heart into it than they. If you can surpass them, you have taken an immense stride
toward complete success, but the strain a@figivand thinking in a foreign and half-understood
language, the savage food, strange clothes, ambst ways, with the complete loss of privacy

and quiet, and the impossibility of ever relaxing your watchful imitation of the others for months
on end, provide such an added stress to the ordinary difficulties of dealing with the Bedu, the
climate, and the Turks, that this road should not be chosen without serious thought.

Religious discussions will be frequent. Say wyai like about your owside, and avoid criticism

of theirs, unless you know that the point is external, when you may score heavily by proving it so.
With the Bedu, Islam is so all-pervading an element that there is little religiosity, little fervor,
and no regard for externals. Do not think from their conduct that they are careless. Their
conviction of the truth of their faith, and its share in every act and thought and principle of their
daily life is so intimate and intense as® unconscious, unless redsby opposition. Their
religion is as much a part of nature to them as is sleep or food.

Do not try to trade on what you know of fighting. The Hejaz confounds ordinary tactics. Learn the
Bedu principles of war atoroughly and as quickly as yaan, for till you know them your
advice will be no good to the Sharif. Unnumberedegations of tribal raids have taught them
more about some parts of the business thamilveever know. In familiar conditions they fight

well, but strange events cause panic. Keep your unit small. Their raiding parties are usually from
one hundred to two hundred men, and if you take a crowd they only get confused. Also their
sheikhs, while admirable company commanders,t@oe'set’' to learn to handle the equivalents

of battalions or regiments. Don't attempt unusuiaig, unless they appeal to the sporting instinct
Bedu have so strongly, unlessccess is obvious. If the objective is a good one (booty) they will
attack like fiends, they are splendid scouts, their mobility gives you the advantage that will win
this local war, they make proper use of their knowledge of the country (don't take tribesmen
to places they do not know), and the gazelle-hsnteno form a proportion of the better men, are
great shots at visible targets. A sheikh from one tribe cannot give orders to men from another; a
Sharif is necessary to command a mixed tribal force. If there is plunder in prospect, and the odds
are at all equal, you will win. Do not waste Bedu attacking trenches (they will not stand
casualties) or in trying to defend a position, thegy cannot sit still without slacking. The more
unorthodox and Arab your proceedings, the morelikelu are to have the Turks cold, for they

lack initiative and expect you to. Don't play for safety.

The open reason that Bedu give you for action or inaction may be true, but always there will be
better reasons left for you to divine. You must find these inner reasons (they will be denied, but
are none the less in operation) before shaping goguments for one course or other. Allusion
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is more effective than logical exposition: theglittie concise expression. Their minds work just
asours do, but on different premises. There is nothing unreasonable, incomprehensible,
or inscrutable in the Arab. Expence of them, and knowledgetbkir prejudices will enable you

to foresee their attitude and possible course of action in nearly every case.

Do not mix Bedu and Syrians, or trained men and tribesmen. You will get work out of neither,
for they hate each other. | have never sesnceessful combined operation, but many failures.

In particular, ex-officers of the Turkish army, however Arab in feelings and blood and language,
are hopeless with Bedu. They are narrow minded in tactics, unable to adjust themselves
to irregular warfare, clumsy in Arab etiquette, swollen-headed to the extent of being incapable
of politeness to a tribesman for more than afigmutes, impatient, andisually, helpless without

their troops on the road and in action. Your esd@ you were unwise enough to give any) would

be more readily obeyed by Bedouins than those of any Mohammedan Syrian officer. Arab
townsmen and Arab tribesmen regard each othénatiy as poor relations, and poor relations are
much more objectionable than poor strangers.

In spite of ordinary Arab example, avoid too free talk about women. It is as difficult a subject
as religion, and their standards are so unlike our own that a remark, harmless in English, may
appear as unrestrained to them, as some of their statements would lodk ttanslated literally.

Be as careful of your servants as of yourself. If you want a sophesticaie you will probably

have to take an Egyptian, or a Sudani, andsslou are very lucky he will undo on trek much

of the good you so laboriously effect. Arabs wilok rice and make coffder you, and leave you

if required to do unmanly work like cleaning boots or washing. They are only really possible
if you are in Arab kit. A slave brought up in the Hejaz is the best servant, but there are rules
against British subjects owning them, so they have to be lent to you. In any case, take with you an
Ageyli ortwo when you go up country. They are the most efficient couriers in Arabia,
and understand camels.

The beginning and ending of the secret of handling Arabs is unremitting study ofKleem

always on your guard; never say an unnecessary:ttvatch yourself and your companions all

the time: hear all that passes, search ouatwk going on beneath the surface, read their
characters, discover their tastes and their weaknesses and keep everything you find out
to yourself. Bury yourself in Arab circles, have no interests and no ideas except the work in hand,
so that your brain is saturated with one thing only, and you realize your part deeply enough
to avoid the little slips that would counterace thainful work of wee& Your success will be
proportioned to the amount of mental effort you devote to it."
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AAR

Al

AO
ASCOPE

BCT
BDA

Cc2

CA
CALL
CARE

CARVER-P

CAS
CASEVAC
CAT
CBRN

CCIR

Cl
CID
COA
COIN
COP

Glossary

Section —ACRONYMS AND ABBREVIATIONS

cross-cultural competency

A

after-action review
area of interest
area of operations

areas, structures, capabilities,
organizations, people, and events

B

brigade combat team
battle damage assessment

C

command and control
civil affairs
Center for Army Lessons Learned

Cooperative for Assistance and
Relief Everywhere

Criticality
Accessibility
Recoverability
Vulnerability

Effect
Recognizability
Psychological impact

close air support
casualty evacuation
civil affairs team

chemical, biological, radiological,
or nuclear

commander’s critical information
requirement

civilian internee

combat identification
course of action
counterinsurgency
common operational picture
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CORDS

CWIED

D3A

DA

DC

DCP

DHA

DNA

DOD
DOMEX
DOTMLPF

DTG
DVD

EEFI

EOD
EOF
EPW

FARC

FCM

FFIR

FID
FOB

civil operations and revolutionary
(rural) development support

command-wired improvised
explosive device

D

decide, detect, deliver, and assess
Department of the Army
dislocatectivilian

detention control point

detainee holding area
deoxyribonucleic acid

Department of Defense

document and media exploitation

D octrine

Organization

Training

M ateriel

L eadership and Education
Personnel

Facilities

date-time group

digital videodisk

E
essential elements of friendly
information
explosive ordnance disposal
escalation of force
enemy prisoner of war

F

Revolutionary Armed Forces of
Colombia (Fuerzas Armadas
Revolucionarias de Colombia)

fire-control measure

friendly force information
requirement

foreign internal defense
forward operating base
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FRAGO

GIS

HCT
HMMWV

HN
HOPE-P

HPT

HQ
HUMINT

IAW

IDAD
IDP

IED
IGO
IPB

IPI

IRA
ISR

JDAM
JLENS

JTACMS

LEP
LN
LOA
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fragmentary order

G

geographic information system

H

HUMINT collection team

high-mobility, multipurpose
wheeled vehicle

host nation

higher, operational, planning,
enemy, and populace

high-payoff target
headquarters
human intelligence

in accordance with

identification

internal defense and development
internally displaced person
information engagement
improvised explosive device
intergovernmental organization

intelligence preparation of the
battlefield

indigenous population and
institutions

Irish Republican Army

intelligence, surveillance,
reconnaissance

J

joint direct attack munition

Joint Land Attack Cruise Missile
Defense Elevated Netted Sensor
System

Joint Tactical Attack Cruise
Missile System

L

law enforcement professionals
localnationals
limit of advance
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LOC
LOE

m
MASINT

MDMP
METT-TC

MILVAN
MOE
MOP
MORTEAM

MWD

NATO
NCO
NCOIC
NGA

NGO

OAKOC

obj

OE

OoP

OPORD

OPSEC

ORP
OXFAM

line of communications
line of effort

M

meter(s)

measurement and signature
intelligence

military decision-making process

mission, enemy, terrain and
weather, troops and support
available, time available, and
civilian considerations

military van (container)
measure of effectiveness
measure of performance

Measure (assess)
Organize
Rebuild/build facilities
Train

Equip
Advise
M entor

military working dog

N

North Atlantic Treaty Organization
noncommissioned officer
noncommissioned officer in charge

National Geospatial-Intelli-
gence Agency

nongovernmental organization

o

observation and fields of fire,
avenues of approach, key and
decisive terrain, obstacles, cover
and concealment.

objective

operational environment
observation post
operation order
operations security
objective rally point

Oxford Committee for Famine
Relief
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PAO
PBIED

PCC
PCI
PID
PIR

PKC

PMESII-PT

PRC
PSYOP

QRF

RAM
RCIED

RCT
RIP
ROE
ROI
RPG
RPK
RSTA

P

public affairs office

person-borne improvised explosive
device

precombat check

precombat inspection

positively identify (a target)
priority intelligence requirement

Russian-made machine gun; also
calledPK or PKS

Political

Military

Economic

Social

I nformation

I nfrastructure

physical environment, time

populace and resource control
psychological operations

Q

quick reaction force

R

random antiterrorism measure

radio-controlled improvised
explosive device

route clearance team
relief in place

rules of engagement
rules of interaction
rocket-propelled grenade
a light machine gun

reconnaissance, surveillance, target
acquisition

S

Personnel Staff Officer
Intelligence Staff Officer
Operations Staff Officer
Plans Staff Officer

Information Engagement
Staff Officer

S-9

SCT

SE

sec
SIGINT
SITEMP
SKT
SOF
SOP
SOT
SvD

SWAT
SWEAT-MSO

TACSAT
tm

terp

THT
TLP

™

TOA
TPT

TRP
TV

UAS
UN
UNHCR

USAF
USAID

USMC
Uxo
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Civil Affairs Operations
Staff Officer

small capture team

site exploitation

second(s)

signalsintelligence

situation template

small kill team

special operations forces
standing operating procedures
small observation team

Soviet semiautomatic sniper rifle,
common throughout the former
Eastern Bloc

special weapons and tactics

sewers, water, electrical, academic,
trash, medical facilities, safety, and
other considerations

T

tacticalsatellite

team

interpreter

tactical human intelligence team
troop-leading procedures

team

transfer of authority

tactical psychological
operations team

target reference point
television

U

Unmanned Aircraft System
United Nations

United Nations High
Commissioner for Refugees

United States Air Force

United States Agency for
International Development

United States Marine Corps
unexploded ordnance
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VBIED

VIP

WARNORD

\ WFF  warfighting function

explosive device

very important person X

XO executive officer
W

warning order

Section ITERMS

advisor

ambush

area defense

area of interest

A military member who conducts operations that train Host Natiditary individuals

and units in tactical employment, sustainment, and integration of land, air, and maritime
skills; provide advice and assisstance to military leaders, and provide training on tactics,
techniques, and procedures required tagut the HN from subversion, lawlessness,

and insurgency, and dewgl indigenous indiwual, leader, organizational skills.

A form of attack by fireor other destructive means fincconcealed positions on a moving
or temporarily halted enemy (FM 3-0).

A type of defensive operation that concemsabn denying enemy forces access to designated
terrain for a specific time rather thdastroying the enemy outright (FM 3-0).

(Joint) That area of concern to the commanitietuding the area of inflence, areas adjacent
thereto, and extending into enemy territory to the objectives of current or planned operations.
This area also includes areas occupieetwymy forces who could jeopardize the
accomplishment of the mission (JP 1-02).

area of operations

area security

assessment

An operational area defined by the jointdercommander for land and naval forces. Areas
of operations do not typically encompass the entire operational area of the joint force
commander, but should be large enouglctonponent commanders to accomplish their
missions and protect their forces (JP 1-02).

A form of security operations conductedptmtect friendly forces, installation routes,
and actions within a specific area (FM 3-90).

(Army) The continuous monitoring and evaluation of the current situation and progress of an
operation (FMI 5-0.1).

*asymmetric warfare

auxiliary

Glossary-4

Conflict in which a weaker opponent uses unorthodox or surprise tactics to attack weak
points of a stronger opponent, esgally if the tactics includeerrorism, guerrilla warfare,
criminal activity, subversion, or propaganda.

In unconventional warfare, that element of the resistance force established to provide the
organized civilian support of thresistance movement. (AR 310-25).
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avenue of approach

An air or ground route of an attacking force of a given size leading to its objective or to key
terrain in its path (JP 1-02).

campaign

(Joint) A series of related major operati@ised at achieving strategic and operational
objectives within a given time and space (JP 5-0).

campaign plan
(DOD) A joint operation plan for a series r@lated major operations aimed at achieving
strategic or operational objectives within a gitene and space. It is the basic tool with
which the combatant commander translatestii®ns into strategic results. See also
campaign.

capacity building
The process of creating an environment that fosters Host Nation institutional development,

community participation, human resourdevelopment, and strengthening managerial
systems (FM 3-07).

center of gravity

(Joint) The source of power that provides moral or physical strength, freedom of action,
or will to act (JP 3-0).

civil considerations

How the manmade infrastructure, civilian institutions, and attitudes and activities of the
civilian leaders, populations, ongiaations within an area afperations influence the conduct
of military operations (FM 6-0). See also METT-TC.

civil-military operations
(FM 3-07) The activities of a commander that establish, maintain, influence, or exploit
relations between military forces, governna@nd nongovernmentahdian organizations
and authorities, and the civilian populace in arfdly, neutral, or hostile operational area
in order to facilitate military operations, to consolidate and achieve operational US objectives.
Civil-military operations may include performance by military forces of activities
and functions normally the responsibility of fbeal, regional, or national government. These
activities may occur prior to, during, or subsequent to other military actions. They may also
occur, if directed, in the absence of other military operations. Civil-military operations may
be performed by designated civil affairs, by other military forces, or by a combination of civil
affairs and other forces (JP 3-57).

civil war
A war between opposing groupsdifizens of the same country.

clear
(Army) A tactical mission tasthat requires the commander to remove all enemy forces
and eliminate organized resistanin an assigned area (FM 3-90).

close air support

(CAS) Air action by fixed—and tary-wing aircraft against hostile targets that are in close
proximity to friendly forces iad which require detailed integjfon of each air mission with
the fire and movement of those forces (DOD).

close combat

Combat carried out with direct-fire weapons, supported by indirect fires, air-delivered fires,
and nonlethal engagement means. Close combat defeats or destroys enemy forces or seizes
and retains ground (FM 3-0).
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coalition
(Joint) An ad hoc arrangement between twenore nations for common action. (JP 5-0)
collateral damage

Unintended and undesirable civilipersonnel injuries or material damage adjacent to a target
produced by the effects of demolition weapons.

combat patrol

(NATO): For ground forces, a tactical unit sent out from the main body to engage
in independent fighting; detachment assigned to protect the front, flank, or rear of the main
body by fightingif necessary.

combat power

(Army) The total means of destructive, constructive, and information capabilities that a
military unit/formation can apply at a given time. Army forces generate combat power by
converting potential into effective action (FM 3-0).

combined arms

The synchronized and simultaneous application of the elements of combat power—to achieve
an effect greater than if eaefement of combat power wasagsseparately or sequentially
(FM 3-0).

command

(Joint) 1. The authority that a commandethia armed forces lawfully exercises over
subordinates by virtue of rank or assignment. Command includes the authority

and responsibility for effectively using availablesources and forgining the employment
of, organizing, directig, coordinating, andoaitrolling military forces for the accomplishment
of assigned missions. It alsalades responsibility for health, \f&re, morale, and discipline
of assigned personnel.

2. An order given by a commander; that is, the will of the commander expressed for the
purpose of bringing about a particular action.

3. A unit or units, an organization, or an area under the command of one individual (JP 1).
command and control

(Joint) The exercise of authority andedition by a properly designated commander over
assigned and attached forces in the actishmpent of a mission. Command and control
functions are performed through an arrangeroépersonnel, equipment, communications,
facilities, and procedures employed by a commander in planning, directing, coordinating,
and controlling forces and omions in the accomplishment of the mission (JP 1).

(Army) The exercise of authority and direction by a properly designated commander over
assigned and attached forces in the actisimpent of a mission. Commanders perform
command and control functions through a command and control system (FM 6-0).

commander’s critical information requirement

(Joint) An information requirement identified by the commander as being critical
to facilitating timely decisionmaking. The two key elements are friendly force information
requirements and priority intelligence requirements (JP 3-0).

commander’s intent

(Joint) A concise expression of the purpose efdperation and the desired end state. It may
also include the commander’s assessmetitefidversary commander’s intent and an
assessment of where and how much igskcceptable during the operation (JP 3-0).

(Army) A clear, concise statement of what florce must do and the conditions the force

must establish with respect to the enemy, terrain, and civil considerations that represent the
desired end state (FM 3-0).
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commander’s visualization

The mental process of developing situatianaderstanding, determining a desired end state,
and envisioning the broad sequence of events by which the force will achieve that end state
(FM 3-0).

comprehensive approach
An approach that integrates the cooperative efforts of the departments and agencies of the
United States Government, intergovernmental and nongovernmental organizations,
multinational partners, and private sector entities to achieve unity of effort toward a shared
goal (FM 3-07)

concept of operations
(Joint) A verbal or graphic stnent that clearly and concisaypresses what the joint force
commander intends to accomplish and howilithe done using available resources. The
concept is designed to give an overall picture of the operation. (JP 5-0, Army) A statement
that directs the manner in which subordénanits cooperate to accomplish the mission
and establishes the sequence of actions the force will use to achieve the end state. It
is normally expressed in terms of decisive, shaping, and sustaining operations (FM 3-0).

condition
(DOD) Those variables of an ap¢ional environment or situation in which a unit, system,
or individual is expected to operate and may affect performance.
control
(Joint) 1. Authority that may be less than full command exercised by a commander over part
of the activities of subordinata other organizations.

2. In mapping, charting, and photogrammetry, a collective term for a system of marks
or objects on the Earth or on a map or a phofdgrashose positions @levations (or both)
have been or will be determined.

3. Physical or psychological pressures exerted with the intent to assure that an agent or group
will respond as directed. 4. Andicator governinghe distribution and use of documents,
information, or material. Such indicators are the subject of intelligence community agreement
and are specifically defined in appropriate regulations (JP 1-02).

(Army) 1. In the context of command and control, the regulation of forces and warfighting
functions to accomplish the mission in accordance with the commander’s intent (FM 3-0).

2. A tactical mission task that requires the commander to maintain physical influence over a
specified area to prevent itse by an enemy (FM 3-90).

3. An action taken to eliminate azard or reduce its risk (FM 5-19).

4. In the context of stability mechanisms, to impose civil order (FM 3-0).
conventional forces

Those forces capable of conducting ofieres using nonnuclear weapons (JP 1-02).
counterinsurgency

(Joint) Those military, paramilitary, politicaéconomic, psychologicahnd civic actions
taken by a government to defeat insurgency (JP 1-02).

counterterrorism
(Joint) operations that include the offensive measures taken to prevent, deter, preempt,
and respond to terrorism (JP 1-02).

course of action
1. Any sequence of activities that an individual or a unit may follow.

2. A possible plan open to &dividual or a commander that would accomplish or is related
to the accomplishment of a mission.

3. The scheme adopted to accomplish a job or mission.
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deception

decision point

4. A line of conduct in an engagement.

5. A product of the Joint Operation Planning and Execution System concept development
phase (JP 1-02).

Those measures designed to mislead the enemy by manipulation, distortion, or falsification
of evidence to induce him teact in a manner prejudici@ his interests (JP 1-02).

(Army) An event, area, or point in tiattlespace where and when the friendly commander
will make a critical decision (FM 5-0).

decisive operation

decisive point

defeat

The operation that directly accomplishes the roissit determines the outcome of a major
operation, battle, or engagement. The deeisperation is the @l point around which
commanders design the entire operation (FM 3-0).

(Joint) A geographic placspecific key event, critical famt, or function that, when acted
upon, allows commanders to gain a marked advantage over an adversary or contribute
materially to achieving success. (JP 3-0) [Note: In this context, adversary also refers

to enemies.]

A tactical mission task that occurs when aaran force has temporarily or permanently lost
the physical means or the will to fight. The defeated force’s commander is unwilling

or unable to pursue his adopted course of action, thereby yielding to the friendly
commander’s will, and can no longer interfese significant degree with the actions

of friendly forces. Defeat can result from the o$éorce or the threat of its use (FM 3-90).

displaced person

disrupt

doctrine

(Army) A civilian who is involntarily outside the national bouniss of his or her country
or as an internally displaced person is dieiv involuntarily outside td area or region within
his country (FM 2-0).

A tactical mission task in which a commander gnétes direct and ingdict fires, terrain,
and obstacles to upset an enemy’s formation or tempo, interrupt his timetable, or cause his
forces to commit prematurely ottack in piecemeal fashion (FM 3-90).

Fundamental principles by wiiche military forces or elementhereof guide their actions
in support of national objectives. It is hatitative but requires judgment in application
(JP 1-02).

defensive operations

demobilization

destroy

Glossary-8

Combat operations conducted to defeat an enemy attack, gain time, economize forces,
and develop conditions favorable for offensive or stability operations (FM 3-0).

(Joint) The process of transitioning a conflict or wartime military establishment
and defense-based civilian economy to a peaesatonfiguration while maintaining national
security and economic vitality (JP 4-05).

In the context of defeat mechaisms, to apply lethal combat power on an enemy capability so
that it can no longer perform any function arathnot be restored to a usable condition
without being entirely rebuilt (FM 3-0).
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effect

engagement

end state

enemy

2. A tactical mission task that physically renders an enemy force combat-ineffective until it
is reconstituted (FM 3-90).

(Army) A result, outcome, or consequence of an action (FMI 5-0.1).

A tactical conflict, usually between oppogilower echelon maneuver forces (JP 1-02).

(Joint) The set of required conditions thafies achievement of the commander’s objectives
(JP 3-0).

A party identified as hostile against which the use of force is authorized (FM 3-0).

enemy combatant

execution

exfiltration

exploitation

A person engaged in hostilities against the United States or its coalition partners during an
armed conflict. This term includes bd#memy combatants” and “unlawful enemy
combatants” (DODD 2310.01E. September 5, 2006).

Putting a plan into action bgpplying combat power to accomplish the mission and using
situational understanding to assess prognedsyake execution and adjustment decisions
(FM 3-0).

The removal of personnel or units from araagder enemy control by stealth, deception,
surprise, or clandestine means (JP 1-02).

1. Taking full advantage of success in military operations, following up initial gains,
and making permanent the tempgraffects already achieved.

2. An offensive operation that usuallylléavs a successful attack and is designed

to disorganize the enemy in depth (JP 1-02).

explosive ordnance disposal

fires

fix

The detection, identification, on-site evaloati rendering safe, recovery, and final disposal
of unexploded ordnance. It may also include explosive ordnance which has become
hazardous by damage deterioration (JP 1-02).

The effects of lethal or nonlethal weapons (JP 1-02).

(Army) 1. A tactical mission task whereeammander prevents the enemy from moving any
part of its force from a specific location for aesfic period of time. 2. An engineer obstacle

effect that focuses fire plamyg and obstacle effort to slow an attacker’'s movement within a
specified area, normally an engagement area (FM 3-90).

foreign internal defense

(Joint) Participation by civilia and military agencies of a government in any of the action
programs taken by another government or oflesignated organization to free and protect its
society from subversion, lawlessness, and insurgency (JP 1-02).

forward operating base

An area used to support tactical operatioiteaut establishing full support facilities (FM 0).
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full-spectrum operations

The Army’s operational concept: Army forces combine offensive, defensive, and stability

or civil support operations simultaneously as péadn interdependent joint force to seize,

retain, and exploit the initiative, accepting prudent risk to create opportunities to achieve
decisive results. They employ synchronized action—lethal and nonlethal—proportional to the
mission and informed by a thorough understanding of all variables of the operational
environment. Mission command that conveys intent and an appreciation of all aspects of the
situation guides the adaptive use of Army forces (FM 3-0).

goals (governmental planning)

Goals are more specific statertgethan objectives, they represent the actions or things to be
accomplished in order to achieve the egthbd objectives. A goal is an observable
and measurable end result.

guerrilla

(DOD definition): A combat participant in guéla warfare. Dictionarydefinition: A member
of an irregular, usuallindigenous military or paramilitamynit that operates in small units
and uses guerrilla warfare. Source: The Spanish diminutive foguesfa (war) that means
“small” or “little war." The word developed in reference to the tactics that the Spanish
resistance used against Nagmi's forces in Spain.

guerrilla force

(DOD) A group of irregular, predominantigdigenous personnel ganized along military
lines to conduct military and paramilitary eggons in enemy-held, hostile, or denied
territory.

guerrilla warfare

(GW, DOD, NATO) Military and paramilitary operations conducted in enemy held or hostile
territory by irregular, predominantly indigenous forces.

host nation

(Joint) A nation that receives the forcesapplies of allied nations, coalition partners,
or NATO organizations to be located on, to operate in, or to transit through its territory
(JP 1-02).
host nation support
Civil or military assistance rendered by a nation to foreign forces within its territory during

peacetime, crises or emergencies, or waetan agreements mutually concluded between
nations (JP 1-02).

human intelligence
(Army) The collection of information by a trained human intelligence collector from people
and their associated documents and meadlieices to identify elements, intentions,
composition, strength, dissitions, tactics, equipment, personnel, and capabilities
(FM 2-22.3). Note trained HUMINT collectors are Soldiers holding military occupational
specialties 97E, 351Y {formerly 351C}, 351Mdfmerly 351E}, 35E, and 35F, and Marines
holding the specialty 0251.]

imagery intelligence

Intelligence derived from the exploitation afllection by visuaphotography, infrared
sensors, lasers, electro-optics, and radarsgissich as synthetic aperture radar wherein
images of objects are reproduced opticallglectronically on film,electronic display
devices, or other media (JP 1-02).

indigenous
Existing, born, or produced in a lor region. Synonym: Native.
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infiltration

(Army) A form of maneuver in which an attacking force conducts undetected movement
through or into an area occupied by enemgderto occupy a position of advantage in the
enemy rear while exposing only small elements to enemy defensive fires (FM 3-90).

information engagement

The integrated employment of public affairs to inform US and friendly audiences;
psychological operations, combat camera, US Government strategic communication
and defense support to publipltimacy, and other means nssary to influence foreign
audiences; and, leader and Soldier gegzents to support both efforts (FM 3-0).

information warfare

Information Operations conducted during time of crisis or conflict to achieve or promote
specific objectives over a specifidwersary or adversaries (JP 1-02).

insurgency
(Joint) An organized movemeaimed at the overthrow af constituted government through
the use of subversion and armed conflict (JP 1-02).

insurgent
(DOD) Member of a political party wholvels against established leadership.

intelligence

1. The product resulting from the collection, gessing, integration, analysis, evaluation,
and interpretation of available information concerning foreign countries or areas.

2. Information and knowledge aboutamversary obtained through observation,
investigation, analysis, or understanding (JP 1-02).

intelligence preparation of the battlefield

The systematic, continuous process of analyzing the threat and environment in a specific
geographic area. Intelligence preparation eflihttlefield (IPB) is designed to support the

staff estimate and military decision-making processes. Most intelligence requirements are
generated as a result of the IPB process and its interrelation with the decision-making process
(FM 34-130).

intelligence, surveillarce, and reconnaissance

(Army) An activity that synchronizes and igtates the planning and operation of sensors,
assets, and processing, exploitation, and dissgion systems in direct support of current

and future operations. This is an integrated intelligence and operations function. For Army
forces, this activity is a combined arms operation that focuses on priority intelligence
requirements while answering the commander’s critical information requirements (FM 3-0).

interagency

(Joint) United States Government agencies and departments, including the Department
of Defense (JP 3-08).

interagency coordination

(Joint) Within the context of Department D&fense involvement, the coordination that
occurs between elements of DepartmerDefense and engaged US Government agencies
for the purpose of achieving an objective (JP 1-02).

interdict

A tactical mission task where the commander gnés;, disrupts, or delays the enemy’s use
of an area or route (FM 3-90).

intergovernmental organization

(Joint) An organization created by a formalesgnent, such as a treaty, between two or more
governments. It may be established on a global, regional, or functional basis for wide-ranging
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or narrowly defined purposes. Formed to protect and promote national interests shared by
member states. Examples include the United Nations, North Atlantic Treaty Organization,
and the African Union (JP 3-08).

internal defense and development

(IDAD, DOD) The full range of measures taken by a nation to promote its growth

and to protect itself from subversion, lawlessness, and insurgency. It focuses on building
viable institutions (political, economic, satiand military) that respond to the needs

of society.

irregular forces

(DOD) Armed individuals or groups who are not members of the regular armed forces,
police, or other internal security forces (FM 3-07).

irregular warfare

A broad form of conflicts in which insurgency, counterinsurgency, and unconventional
warfare are the principle activities (FM 3-0).

isolate
In the context of defeat mechanisms, to denyenemy or adversaaccess to capabilities that
enable the exercise of co@n, influence, potential advantage, and freedom of action
(FM 3-0).

joint
Connotes activities, operations, angaations, and so on, in which elements of two or more
Military Departments participate (JP 1-02).

joint force

A general term applied to a force composédignificant elementassigned or attached,
of two or more Military Departmentsperating under a single joint force commander
(JP 1-02).

joint operations

A general term to describe military actiormducted by joint forces, or by Service forces
in relationships, such as support or coordinating authority which, of themselves,do not create
joint forces (JP 1-02).

key terrain

Any locality, or area, the seizure or retention of which affords a marked advantage to either
combatant (JP 1-02).

leadership

The process of influencing people by prorglipurpose, direction, and motivation, while
operating to accomplish the mission amgroving the organization (FM 6-22).

line of effort

A line that links multiple tasks and missions using the logic of purpose—cause and effect—to
focus efforts toward establishing opeoatil and strategic conditions (FM 3-0).

line of communications

(Joint) A route, either land, water, or air, that connects an operating military force with a base
of operations and along which supplaxl military forces move (JP 1-02).

major operation

A series of tactical actionsdtiles, engagements, strikesnducted by various combat forces
of a single or several Servigepordinated in time and place, to accomplish operational and,
sometimes, strategic objectives in an operational area. These actions are conducted
simultaneously or sequentially in accordanda common plan and are controlled by a
single commander (JP 1-02).
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maneuver

(Joint) Employment of forces in the operational area through movement in combination with
fires to achieve a position of advantage ispect to the enemy order to accomplish the
mission (JP 3-0).

measure of effectiveness

(Joint) A criterion used to assess changes in system behavior, capability, or operational
environment that is tied to measuring the attainment of an end state, achievement of an
objective, or creation of an effect (JP 3-0).

measure of performance

(Joint) A criterion used to assess friendly actions that is tied to measuring task
accomplishment (JP 3-0).

METT-TC
A memory aid used in two contexts:
1. Information Management— the major subject categories into which relevant information
is grouped for military operations: mission, enemerrain and weather, troops and support
available, time available, civil consideratidifdM 6-0). 2. In the context of tactics, major
variables considered during mission analysis (mission variables, FM 3-90).

milestone

A significant event in a project.
military decision-making process

A process that integratesetlactivities of the commander, staff and subordinate commanders
in developing and operation plan or ordeedtablishes procedures for analyzing a mission;
developing, analyzing, and comparing coursesctibn; selecting the best course of action;
and producing an operation plan or order (FMI 5-0.1).

mission
(Joint) 1. The task, together with the purpose, that clearly indicates the action to be taken
and the reason therefore. 2. In common usage, especially when applied to lower military
units, a duty assigned to an individual or unit; a task. 3. The dispatching of one or more
aircraft to accomplish one particular task (JP 1-02).

mission command

The conduct of military operations throudécentralized execution based upon mission
orders for effective mission accomplishrhe®uccessful mission command results from
subordinate leaders at all echelons exergislisciplined initiativawithin the commander’s
intent to accomplish missions. It requireseaavironment of trust and mutual understanding
(FM 6-0).

movement to contact

A form of the offensive designed to develop the situation and to establish or regain contact
(JP 1-02).

multinational operations

(Joint) A collective term to describe militaagtions conducted by forces of two or more
nations, usually undertaken within the structure of a coalition or alliance (JP 3-16).

neutral

(Army) A party identified as neither supporting nor opposing friendly or enemy forces
(FM 3-0).

nongovernmental organization

(Joint) A private, self-governing, not-for-prbbrganization dedicated to alleviating human
suffering; or promoting education, heattiire, economic development, environmental
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protection, human rights, and conflict resolution; or encouraging the establishment
of democratic institutions and civil society (JP 3-08).

nonlethal fires

Any fires that do not directly seek the physical destruction of the intended target and are
designed to impair, disrupt, or delay the perfance of enemy operational forces, functions,
and facilities. Psychological operations, electronic warfare (jamming), and other command
and control countermeasures are all nonlethal fire options (FM 6-20).

objective
(Army) A location on the ground used to eri@perations, phase operations, facilitate
changes of direction, and provide for unity of effort (FM 3-90).

objective area

(DOD, NATO) A defined geographical area wittwhich is located an objective to be
captured or reached by thelitary forces. This area is ieed by competent authority
for purposes of command and control.

offensive operations

Combat operations conducted to defeat andalesnemy forces and seize terrain, resources,
and population centers. They impose the commander’s will on the enemy (FM 3-0).

operation

1. A military action or the carrying out of a strategic, operational, tactical, service, training,
or administrative military mission. 2. The process of carrying on combat, including
movement, supply, attack, defensand maneuvers needed tinghe objectives of any battle
or campaign (JP 1-02).

operation order

(OPORD, DOD) A directive issued by a commander to subordinate commanders for the
purpose of effecting the coordinated executioarobperation. Also called the five paragraph
field order.

operation plan

(DOD) Any plan for the conduct of military operatis. Operation plans are prepared in either
a complete format (OPLAN) or as a concept plan (CONPLAN).

operating tempo

The annual operating miles or hours for the major equipment system in a battalion-level
or equivalent orgamation. Commanders use operating tempo to forecast and allocate funds
for fuel and repair parts for training events and programs (FM 7-0) [usually OPTEMPO].

operations process

The major command and control activities performed during operations: planning, preparing,
executing, and continuously assessing the diparalhe commander drives the operations
process (FM 3-0).

operations security

A process of identifying critical informaticend subsequently analyzing friendly actions
attendant to military operations and other activities to— a. identify those actions that can be
observed by adversary intelligence systems; b. determine indicators hostile intelligence
systems might obtain that cdube interpreted or pieceddgether to derive critical

information in time to be useful to adversariand c. select and execute measures that
eliminate or reduce to an accdptalevel the vulnerabilities of friendly actions to adversary
exploitation (JP 1-02).
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order

A communication that is written, oral, or by signal, which conveys instructions from a
superior to a subordinate. In a broad sense, the terms “order” and “command” are
synonymous. However, an order implies discretion as to the details of execution, whereas a
command does not (JP 1-02). Combat ordersimetd operations and their service support.

paramilitary forces

partner unit

patrol

phase

plan

planning

PMESII-PT

Forces or groups distinct from the regular armed forces of any country, but resembling them
in organization, equipment, training, or mission (JP 1-02).

A unit that shares all or a portion of an areapération with an HN security force unit. US
forces operating as partner units to HN secdoitges need to be prepared to make some
organizational changes.

A detachment of ground, sea, or air forces sent out for the purpose of gathering information
or carrying out a destructive, harassing, mopping-up, or security mission (JP 1-02).

(Joint) In joint operation planning, a definitive stage of an operation or campaign during
which a large portion of the forces and cdlids are involved in similar or mutually
supporting activities for a common purpose (J® Brmy) A planningand execution tool
used to divide an operation in duratioragtivity. A change in phase usually involves a
change of mission, task organization, or rules of engagement. Phasing helps in planning
and controlling and may be indicated by time, distance, terrain, or an event (FM 3-0).

A design for a future or anticipated operation (FM 5-0).

The process by which commanders (and thi stavailable) translate the commander’s
visualization into a specific course of action for preparation and execution, focusing on the
expected results (FM 3-0).

A memory aid for the varibles used to dése the operational environment (operational
variables, FM 3-0):

Political

Military

Economic

Social

Information

I nfrastructure

Physical (environment)

Time

populace controls

preparation

procedures

Controls that provide sedty for the populace, mobilize humaasources, deny personnel to
the guerrilla, and detect and reduce the effectiveness of guerrilla agents.

Activities performed by units to improve their ability to execute an operation. Preparation
includes, but is not limited to, plan refinement; rehearsals; intelligence, surveillance,
and reconnaissance; coordinatiorggactions; and movement (FM 3-0).

Standard and detailed courses of actimt describe how to perform a task.
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program (governmental planning)

A program supports the plan and is a more detailed determination of specific objectives
established in the plan.

projects (governmental planning)

Projects comprise the components of programs and are the specific actions and tasks to be
accomplished.

propaganda

Any form of communication in support of national objectives designed to influence the
opinions, emations, attitudes, loehavior of any group in order to benefit the sponsor, either
directly or indirectly (JP 1-02).

psychological operations

(PSYOP)Planned operations to convey seledtéddrmation and indicators to foreign

audiences to influence their emotions, motives, objective reasoning, and ultimately the
behavior of foreign government, orgartinas, groups, and individuals. The purpose

of psychological operations is to induce or reinforce foreign attitudes and behavior favorable
to the originator’s objectives (JP 1-02).

public affairs
(PA) Those public information, command information, and community relations activities
directed toward both the external and internal publics with interest in the Department
of Defense (JP 1-02).

pursuit

An offensive operation designed to catch or cut off a hostile force attempting to escape, with
the aim of destroying it (JP 1-02).

quick reaction force

(QRF) A designated organization for any immediate response requirement that occurs in a
designated area of operation (FM 3-90.6).

raid
(Joint) An operation to temporarily seize an area in order to secure information, confuse an
adversary, capture personnel or equipmen destroy a capability. It ends with a planned
withdrawal upon completion of the assigned mission (JP 3-0) [Note: In this context,
adversaryalso refers t@nemiek

rebellion

Open, armed, and usually unsuccessful defiance of or resistance to an established
government.

regular forces
Members of a nation’s armed forces, police, or other internal security forces.
reintegration

The process through which former combatantigeeents, and dislocated civilians receive
amnesty, reenter civil society, gain sustainable employment, and become contributing
members of the local populace (FM 3-07).

relief in place

(Army) An tactical enabling operation in which, by direction of higher authority, all or part
of a unit is replaced in anea by the incoming unit (FM 3-90).

reserve

Portion of a body of troops which is kept to the rear or withheld from action at the beginning
of an engagement, in order to be available for a decisive movement (JP 1-02).
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resistance movement

An organized effort by some portion of the civil population of a country to resist the legally
established government or accupying power and to digpt civil order and stability
(JP 1-02).

resource controls

Controls that regulate the movement or consumption of materiel resources, mobilize materiel
resources, and deny materiel to the guerrilla.

revolution

The overthrow or renunciation ohe government or ruler atite substitution of another by
the governed.

risk
(DOD) Probability and severity dbss linked to hazards (JP 1-02).
risk management

The process of identifying, assessing, and controlling risk arising from operational factors,
and making decisions that balance risk cost with mission benefits (JP 1-02).

rule of law

A principle under which all persons, institutioasd entities, public and private, including
the state itself, are accountable to laws that are publicly promulgated, equally enforced,
and independently adjudicated, and that are consistent with international human rights
principles (FM 3-07).

rules of engagement

(Joint) Directives issued by competent military authority that delineate the circumstances
and limitations under which United States foradsinitiate or continue combat engagement
with other forces encountered (JP 1-02).

running estimate

A staff section’s continuous assessment of cumedtfuture operations to determine if the
current operation is proceeding according to the commander’s intent and if future operations
are supportable (FMI 5-0.1).

search and attack

A technique of conducting a movement to contact that shares many of the characteristics
of an area security mission (FM 3-0).

sabotage
(DOD) An act or acts with intertb injure, interfere with, oobstruct the national defense of a
country by willfully injuring ordestroying, or attempting tojiure or destroy, any national
defense or war materiel, premises, or utilities, to include human and natural resources.
security

(Joint) 1. Measures taken by a military unit, an activity or installation to protect itself against
all acts designed to, or which may, impair its effectiveness. 2. A condition that results from
the establishment and maintenance of protective measures that ensure a state of inviolability
from hostile acts or influences (JP 1-02).

security force assistance

The unified action to generate, employ, and sustain local, Host Nation, or regional security
forces in support of a I&gnate authority (FM 3-07).

security operations

Those operations undertakieypa commander to proviggarly and accurate warning
of enemy operations, to provide the fobmang protected with time and maneuver space
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within which to react to thenemy, and to develop the situation to allow the commander
to effectively use th protected force.

security sector reform

The set of policies, plans, programs, aniivdies that a government undertakes to improve
the way it provides safety, security, and justice (FM 3-07).

shaping operation

An operation at any echelon that createsfaederves conditions for the success of the
decisive operation (FM 3-0).

situational awareness

Knowledge of the immediate present environment, including knowledge of the factors
of METT-TC (FMI 5-0.1).

situational understanding

(Army) The product of applying analysis and judgment to the common operational picture
to determine the relationship among the factors of METT-TC (FM 3-0).

(Marine Corps) Knowledge and understanding of the current situation which promotes
timely, relevant, and accurate assessment afdlye enemy, and other operations within the
battlespace in order to facilitate decisionmakifug.informational perspective and skill that
foster an ability to determine quickly the context and relevance of events that are unfolding
(MCRP 5-12A).

special operations

Operations conducted in hostile, denied, ditipally sensitive environments to achieve

military, political, economic, or informatiohabjectives employing military capabilities

for which there is no broad conventionalderequirement. These operations often require
covert, clandestine, or low visibility capabilities. Special operations are applicable across the
rnage of military operations. They can lmmnducted independently or in conjunction with
operations of conventional forces or other gomgent agencies and may include operations
through, with, or by indigenous or surrogate forces. Special operations differ from
conventional operations in degr of physical and political riskperational techniques, mode

of employment, independence from friendly support, and dependence on detailed operational
intelligence and indigenous assets (JP 1-02).

stability operations
(Joint) An overarching term encompassing various military missions, tasks, and activities
conducted outside the United States in cootainawvith other instruments of national power
to maintain or reestablish a safe and seeargronment, provide essential governmental
services, emergency infrastructure reconstruction, and humanitarian relief (JP 3-0).

strike
(Joint) An attack to damage or destroy an objective or capability (JP 1-02).

support
(Joint) The action of a force that aids, protects, complements, or sustains another force
in accordance with a direcéwequiring such action.
2. A unit that helps another unit in battle. 3. An element of a command that assists, protects,
or supplies other forces in combat (JP 1, Army) In the context of stability mechanisms,
to establish, reinforce, or set the conditions necessary for the other instruments of national
power to function effectively (FM 3-0).

supporting range

The distance one unit may be geographicalpasated from a second unit yet remain within
the maximum range of the second unit's weapons systems (FM 3-0).
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support operations

Employ Army forces to assist civil authorities, foreign or domestic, as they prepare
for or respond to crisis and relieve suffering (FM 3-0).

subversion

(DOD) Action designed to undermine theitary, economic, psychological, political
strength, or morale of a regime.

synchronization

1. The arrangement of military actionstime, space, and purpose to produce maximum
relative combat power at a decisive place and time (FM 3-0).
2. In the intelligence contexapplication of intelligence sourcasd methods in concert with
the operation plan (JP 1-02).

tactical questioning
(DOD) Direct questioning by any DOD personnebataptured or detained person to obtain

time-sensitive tactical intelligence, at or near the point of capture or detention and consistent
with applicable law.

tactical mission task

The specific activity a unit performs while conducting a form of tactical operation or form
of maneuver. It may be expressed in termsitbfer actions by a frielly force or effects on
an enemy force (FM 7-15).

tactics

(Joint) The employmerdrdered arrangement of forcesrelation to each other. (CJCSI
5120.02A)

target

(DOD) 1. An entity or object considered foossible engagemeot other action.

2. In intelligence usage, a country, areataliation, agency, or person against which

intelligence operations are directed. 3. An area designated and numbered for future firing.
task-organizing

(Army) The act of designing an operating force, support staff, or logistic package of specific
size and composition to meet a unique taskission. Characterisgdo examine when
task-organizing the force include, but are not limited to— training, experience, equipage,
sustainability, operating environment, enemy threat, and mobility. For Army forces, it
includes allocating available assetsubardinate commanders and establishing their
command and support relationships (FM 3-0).

techniques

(Army/Marine Corps) The general and dietd methods used by troops or commanders
to perform assigned missions and functions, specifically, the methods of using equipment
and personnel (FM 3-90).

tempo

(Army) The rate of military action (FM 3-0).
(Marine Corps) The relative speed and rhythm of military operations over time with respect to
the enemy (MCRP 5-12A).

terrorism

(Joint) The calculated use of unlawful violerarethreat of unlawfuVviolence to inculcate
fear; intended to coerce or to intimidate governments or societies in the pursuit of goals that
are generally political, religious, or ideological (JP 3-07.2).

terrorist
(DOD) An individual who usegiolence, terror, and intimation to achieve a result.
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troop-leading procedures

A dynamic process used by small unit leaders to analyze amission, develop a plan,
and prepare for an operation (FM 5-0).

unconventional warfare

A broad spectrum of military and paramitifaoperations, normallgf long duration,
predominantly conducted through, with, or by indigenous or surrogate forces who are
organized, trained, equipped, supported, and directed in varying degrees by an external
source. It includes, but is not limited to, guléa warfare, subversion, sabotage, intelligence
activities, and unconventionasisted recovery (JP 1-02).

underground

A covert unconventional warfareganization established to operate in areas denied to the
guerrilla forces or conduct operations soitable for guerrilla forces FM 1-02.

unexploded ordnance

Explosive ordnance which has been primed, fuaeaied, or otherwise prepared for action,
and which has then been fired, dropped, laedg¢ projected, or placed in such a manner
as to constitute a hazard to operations, llagtans, personnel, or material, and remains
unexploded either by malfunction or design, or for any other cause (JP 1-02).

unified action

(Joint) The synchronizationpordination, or integration dhe activities of governmental
and nongovernmental entities with military operas to achieve unity of effort (JP 1).

unity of effort

(Joint) The coordination and cooperation towawchmon objectives, even if the participants
are not necessarily part of the same comonganization—the productf successful unified
action (JP 1).

vulnerable state

A nation either unable or unwilling to provide adequate security and essential services
to significant portions of the population (FM 3-07)

warfighting function

A group of tasks and systems (people, orgamnatiinformation, and processes) united by a
common purpose that commanders use toraptish missions and training objectives
(FM 3-0).

weapons of mass destruction
Weapons that are capable of a high order of destruction or of being used in such a manner
as to destroy large numbers of people. Weapbnsass destruction can be high explosives
or nuclear, biological, chemical, or radiological weapons, but exclude the means

of transporting or propelling the weapon where such means is a separable and divisible part
of the weapon (JP 1-02).
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